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Product Description

The Server Cards provide voice compression that accept inputs directly from Voice Cardsin
the same system unit, or voice traffic from WAN links through the system.

Server Cards
« ADPCM  ADPCM 64 (887160)
« FRS ACS-FRS (881160)
« MCC ACS-MCC (881360)
« ATM ACS-ATM (882060)

« ISDN-PRI ISDN-PRI (884060)

« PRI-BRI  ACSPRI (881162)

e IMUX IMUX (8880)

- IPR IPR 10B2 (883060), | PR 10BT (883160), | PR (881161)

v

Note: Cardslisted in italics have been Manufacturing Discontinued (MD), but are
supported under this product host code for backward compatibility.

Using this Server Card Reference Guide

This Server Card Reference Guide provides technicians with installation, switch settings,
connector pinouts, configuration, and troubleshooting information for the Server Cards.

Chapter 1. ADPCM Card
Chapter 2, FRS Card
Chapter 3, MCC Card
Chapter 4, ATM Card
Chapter 5, ISDN-PRI Card
Chapter 6, PRI-BRI Card
Chapter 7, IMUX Card
Chapter 8, IPR Card
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I ntroduction

This chapter providesinstallation, configuration, and troubleshooting information for the
Adaptive Differential Pulse-Code Modulation (ADPCM) Card. This card islabeled as the
ADPCM 64 card on its facepl ate gjector.

ADPCM Card Descriptions

ADPCM 64 Card Description (887160)

The ADPCM 64 Card has 32 pairs of voice compression engines that accept inputs directly

from voice, SRU, and/or BRI data cards in the same system unit, or voice traffic from WAN
links through the system. This card requires a matching card at the other end to decompress
the voice channels to normal 64 kbps operation.

With previous versions of the IMACS, sighaling conversion was only supported for voice
ports when routed over the WAN and not when routed through an ADPCM card. With version
5.3.1 and higher of the IMACS host CPU firmware, signaling conversion is also supported for
voice channels routed through the ADPCM. The conversion table is the same as for passing
the channel through a WAN, and available from the interface card’s main screen by selecting
“taBs’. Signaling conversion is enabled / disabled using the same SIG CONV parameter as
used for conversion over aWAN. Thisfield is found on Figure 1-1, the E & M Voice Card’s
main screen.

Each pair of compression engines uses one 64 kbps DSO0 time slot for two compressed voice
channels. Each engine can compress 64 kbps voice traffic into 24 kbps, 32 kbps, or 40 kbps,
depending on the voice signal quality required.

Therate of aDS0 time slot is 64 kbps, so the sum of the compression rates for engines 1 and
2 must equal 64 kbps. For example, if you assign a 32 kbps circuit to engine 1, engine 2 can
only accept another 32 kbps circuit. Also, a40 kbps circuit can only be paired with a24 kbps
circuit, and vice versa.

The ADPCM compression engines awayswork in pairs. Engines 1 and 2, 3 and 4, 5 and 6,
and 7 and 8 are paired. Each member of the pair must have the same ADPCM WAN port and
ADPCM timedot. Also, both members of the compression engine pair must be active
before either port will operate.
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The ADPCM 64 Card can transport |ow-speed asynchronous data transmission (19.2 kbps or
less) from an SRU user card port that will occupy a 24 kbps engine. Each data circuit must be
paired with a40 kbps voice channel. The card can al so compress B-channel voicetraffic from
a BRI card without restricting compression rates.

The Integrated Access System can have up to three ADPCM 64 Cards (two normal cards and
an identical redundant card).

The ADPCM 64 Card supports Transition Signaling as defined in ANSI T1.302-1989, with
the exception of the Alarm bits. ANSI T1.302 specifies signaling at the 32 bps compression
rate. The card usesthis scheme for 24 bps and 40 bps, even though those rates are not included
inthe standard. Table 1-1 summarizesthe signals supported by each transcoder datarate. Your
DS0 time dlot configuration must adhere to these specifications.

Table1-1. ADPCM Compression Rates

i ag’;;gder VO'(f\ﬁ gg)"f'ty Modem Data | DTMF | FAX
24 kbps 3.6-3.8 Range no no no
32 kbps 4.0-4.3 Range up to 4.8 kbps OK Group 1

V.32 9.6 kbps
40 kbps 4.0-4.3 Range up to 12 kbps OK Group 111
V.32 14.4 (nolyes)

* MOS = Mean Opinion Score based on subjective evaluation

Card Jumper/Switch Settings

The ADPCM 64 Card does not have any jumpers or switches on its motherboard.

Installing the ADPCM Card

Insert the ADPCM card into one of the server card chassis slots (P1 to P3). The system can

accommodate up to three server cards.
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ADPCM Card User Screens and Settings

ADPCM Card Main Screen

You must configurethe ADPCM card portsfor operation. Thisisdonefromthe ADPCM Card
Main Screen, which is shown in Figure 1-1. To go to this screen, highlight the ADPCM card
in the System Main Screen and press <Enter>.

# Inlegated Accees Syciom - Hypei T oimisal

Fla Ede Yiew Lol Liwrcher Help

Dil@| 53] ol =

Vermion A0, 2

1 & b 1 5 B ) E
FTATE “ =ndbky pmErdbhy pechy =odhy Erdbhy peshEy =ndbhy
T=ER n'a i a B'a nf'a na 'a n'a n'a
WM SERY wi-1 wl-1 wl-1 wi-1 wl-1 ml-1 wi-1 wl-1
T= 01 o1 Lk 01 o1 01 o1 01
ATPCE WS wli-1 wl-1 wl-1 wi-1 wl-1 wl-1 wi-1 wl-1
ADFCE TH 01 o1 Lk 01 o1 01 I 01
TYPE rim wvim TR i wviEm wEm i wvim
EATE c4FK Z4E 24k 4k Z4E 24K c4F 29K
=15 EADE minm wmiim - mim miEm =L mim & Lm
CODIRG u-law  u-law  w-law  u-lawr u-law —-law  u-law  u-law
TC Cizk il idle idlm il idle idlm idla idle

Mﬂ

Figure 1-1. Typical ADPCM Card Main Screen

The bottom highlighted line of this screen shows several actions you can perform from the
screen. To perform an action, simply press the key indicated by the uppercase letter of the
desired action. For example, to save your configuration settings, press“s’ to invoke the Save
command. Table 1-2 lists these actions.
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Table 1-2. ADPCM Card Main Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Redraws the current screen with the latest information.
pg_Left Pages through the 64 engines (highest to lowest), 8 at atime.
pg_riGht  |Pages through the 64 engines (lowest to highest), 8 at atime.
Switch Switches an active ADPCM card to its redundant mate.
Main Returnsto the ADPCM Card Main Screen. If changes are made to settings
and not saved, users will be prompted to save or lose changes.

Table 1-3 summarizes the ADPCM card configuration parameters and availabl e settings.
These are a so described in the following paragraphs.

Table 1-3. ADPCM Card Setting Options and Defaults

Parameter User Options Default
STATE stdby actv  rdnt stdby
USER n/a uX-1through uX-8 n/a
WAN/SERV na wil-1 wl-2 w21 w22 w31l w32 w4l w42 none
TS na 01-24 01-31 01
ADPCM W/S wl-l wil-2 w21 w22 w3l w32 wil w42 none
ADPCM TS 01-24 01-31 01
TYPE na v&s v trngp V&S
RATE nfa 24K 32K 40K 24K
SIG MODE na e&m fxs plar fxo user e&m
CODING na ulaw ainv u-law
TC CGA n/a idle busy idle

STATE

The State setting determines whether the port is active or inactive. When assigning ADPCM
engine pairsfor WAN traffic, set the State setting to stdby (standby) for portsthat are not yet
used or not yet configured. Set it to actv (active) for portsthat are ready for use.

Setting the State to rdnt (redundant) for any port on an unused card will cause that card to act
as the redundant back-up for all of the other ADPCM cards in that unit. Once acard is
designated as a redundant ADPCM card the only way it can be used for regular ADPCM
traffic is to change the state of the selected port back to either actv or stdby.

When assigning ADPCM engine pairs from user cards, changing the port from stdby to actv
and saving the selection information on the user card screen will cause the system to
automatically assign an ADPCM engine.

When the engineis assigned from auser card, no changes can be made from the ADPCM card
screen to any of the fields.
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USER

The User setting identifies the user card and port connected to this engine. Thisis the place
where the ADPCM card will expect incoming (non-compressed) voice, subrate data, and
B-channel traffic. If assigned from avoice, SRU, or BRI card port, this selection will show the
user card slot and port number (e.g., us-2 for the card in slot U5, port 2). If you are assigning
aWAN time dat, this setting will show n/a.

WAN/SERV

The WAN/SERV setting identifies the incoming WAN link connected to thisengine. Thisis
the place where the ADPCM card will expect incoming (non-compressed) voice. If you are
assigning voice traffic to a WAN time dlot, this setting will show w1-1 to w4-2. If you are
assigning to avoice card or SRU card port, this setting will show n/a.

TS

The Time slot parameter selects the specific time slot of the above WAN link on which the
ADPCM card can expect incoming voice traffic. If WAN 1-1 is equipped withaT1 CSU
module or a DSX/CEPT module configured for T1 DSX interface, the options are 1 to 24. If
aDSX/CEPT moduleisinstalled on that WAN port and that module is configured for CEPT
E1 interface, the options are 1 to 15 and 17 to 31. If you are assigning time slots to voice or
SRU card ports, this setting will be n/a.

ADPCM W/S

The ADPCM W/S setting identifies the outgoing WAN link to which the engineis connected.
If you are assigning to avoice, SRU, or BRI card port, or to voice traffic from a WAN time
slot, this setting will show w1-1 through w4-2. Thisisthe WAN link to which the ADPCM
card will send its outgoing (compressed) traffic.

ADPCM TS

The ADPCM Time dlot parameter selects the specific time slot on the WAN link chosenin the
previous setting that the ADPCM card will send outgoing compressed traffic. The options are
determined by the equipment on the WAN link selected in the previous setting. If WAN 1-1is
equipped with an 812 CSU or 811 DSX/CEPT Module configured for DSX, the optionsare 1
to 24. If aDSX/CEPT moduleisinstalled and configured for CEPT E1, the optionsare 1to 15
and 17 to 31.
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TYPE

The Type parameter identifies the voice and signaling requirements for the incoming circuit.
Theoptionsarev (voice), voice and v& s (signaling) and trnsp (transparent). Use v when the
input to the ADPCM channel is a 64 kbps channel and inband signaling is not required. Use
v& swhen theinput to the ADPCM channédl is a 64 kbps voice channel and the ADPCM card
must also provide inband signaling.

Thetrnsp setting allows you to map the outputs of SRU ports to the ADPCM channel. The
subrate datawill be clocked into the ADPCM channel at aninput rate of 24 kbps, then passed
transparently (non-compressed) through the ADPCM card to the appropriate WAN time dot.
This could be useful if you have an odd number of voice channels and want to utilize the
empty engine pair of the last ADPCM channel.

The B-channel traffic from the BRI card also uses the trnsp setting, but it does not place any
restrictions on the compression rates.

If the engine is assigned to a voice card, this selection will show v& s. If assigned to an SRU
card, it will show trnsp. You cannot change it from this screen.
RATE

The Rate parameter identifies the compression requirements for the incoming circuit. The
options are 24K, 32K, and 40K. The sum of the pair of engines must always equal 64 kbps.

If thisengineis assigned to auser card port, the selection will show the value that was chosen
on that port. It cannot be changed from this screen.

SIG MODE

The Signaling Mode parameter identifies the type of signaling required for the incoming
circuit from the network. If v& s was chosen in the Type setting, the options are e& m, fxs,
plar, and fxo. If v or trnsp was chosen in the Type setting, the only option is n/a.

If thisengineis assigned to a user card, this selection will show user. It cannot be changed
from this screen.

CODING

The Coding parameter identifies the PCM companding format required for the incoming
circuit from the network. The choices are u-law or a-inv.

If thisengineisassigned to avoiceor BRI card, this selection will show the value you selected

for that port. If thisengineisassigned to an SRU card, this selection will show u-law. It cannot
be changed from this screen.
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TC CGA

The Trunk Conditioning CGA setting identifiesthetype of trunk conditioning required for the
incoming circuit. If v& sis chosen in the Type setting, the options areidle or busy. If trnsp or
v is chosen as the Type, the only option is n/a.

If thisengineisassigned to avoice card, this selection will show the value you selected on the

voice card port. If assigned to an SRU or BRI card port, the field will show n/a. It cannot be
changed from this screen.

ADPCM Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
M essages regarding this card.

ADPCM Card Troubleshooting

The following are instructions on how to troubleshoot the ADPCM card. Thisisin case the
card fails for any reason:

1. Green LED on faceplate.

2. Verify that the card isin the right slot, P1 through P3.

3. Reseat the card if necessary. This can be done with the power on.

4. View the card status on the main screen.

5. Check the cards configuration options. Select the card from the main screen to do this.

6. Now try to log into the ADPCM main screen. If this still didn’t work the card may be
bad. Try swapping it with anew card.

7. 1f the ADPCM card is determined to be faulty, replace it and return the faulty unit for
repair to the location specified by your distributor.
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1.6 ADPCM Server Card Specifications

ADPCM Card (887160)
Input Voice Channels

Input Sub-rate Data
Input BRI traffic
Modem Data Support
Fax Support

Voice Quality

Echo Cancellation
Signaling

Maximum Card Count
Transcoder Operation

Can originate from any 2-wire or 4-wire voice card or fromaDSO on a
WAN (El/T1 or HDSL) interface. p-law & A-law 64Kbps PCM
compatible on aper channel basis.

SRU datatraffic at 19.2Kbps or less can be carried on a 24Kbps
sub-channel.

B channel voice traffic can be compressed at any of the configurable
rates.

Transcoder rate: 24, 32 or 40 Kbps; Modem Data: none, up to 4.8Kbps,
V.32 t0 9.6Kbps, up to 12Kbps and V.32 bisto 14.4Kbps

Transcoder rate for fax: 24, 32 or 40 Kbps; none, Group |1 and Group
I fax.

As measured by Mean Opinion Score (MOS) analysis, a subjective
evaluation with arange of 0 (poor quality) to 5 (good quality). Toll
quality voiceisaccorded aMOS of 4.0 24K bps transcoder rate MOS is
3.6-3.8; 32Kbps transcoder rate MOS is 4.0-4.3 and 40K bps transcoder
rate MOSis 4.0-4.3

Non provided—typically not required

Transmitted in-band utilizing CAS transitional signaling, as per ANSI
T1.302—1986 for 32K bps and modified for use with 24Kbps and

40K bps. Note Robbed Bit Signaling Alarm Transmission, as specified
in ANSI T1.302a-1989 is not supported.

3 (2 active, 1 redundant)

Compliant to G761 Alarm Indication and Fault Handling.

1-8

Sandards Compatibility
ANSI

CEN

ITU-T

T1.302 1989
T1.302a 1992
T1.303 1989
EN 500 081-1
EN 500-092-1
EN 60950/A2
G721

G723

G.726 12/90
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I ntroduction

This chapter providesinstallation, configuration, and troubleshooting information for the
Frame Relay Server (FRS) (881160) card with the 622xx Firmware.

Notethat this card islabeled as an ACS card on itsfaceplate g ector. It isidentified asan FRS
card only in the user interface screens shown in this chapter. Throughout the remainder of this
chapter, it will be referred to as the ACS-FRS card.

ACS-FRS Card Descriptions

ACS-FRS Card Description (881160)

The ACS-FRS card concentrates multiple N x 56K or N x 64K framerelay data streams onto
one or more Nx56/64K links of the Integrated Access System. In addition to frame relay
concentration, the card encapsul ates data for Nx56/64K HDLC or SDL C data streams. The
framerelay server software runs on the card, which provides up to 68 logical ports. Up to 128
permanent virtual circuits (PVCs) can be configured on asingle card. The aggregate speeds
of all ports associated with each FRS cannot exceed 8 Mbps.

The maximum frame size supported by the ACS-FRS card is 4,096 bytes per frame. Each card

can switch 4,000 frames per second, assuming aframe size of 64 bytes per frame. Up to three
ACS-FRS cards can be used in a system.

Card Jumper g/Switch Settings

The ACS-FRS card does not have any jumpers or switches on its motherboard.

Installing the Card

Insert the ACS-FRS card into one of the server card chassis slots (P1 to P3). The system can
accommodate up to three server cards.
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ACS-FRS Firmwar e Features (62220)

The ACS-FRS firmware release 62220 has the same functionality as the firmware release
62218 except for the addition of circuit priorities. The addition of these priorities will assure
that traffic on higher priority circuitswill be unaffected by traffic from lower priority circuits.
Four queues will be implemented so no traffic of lower priority will be allowed to pass when
there is traffic pending in a higher priority queue.

The overall objectiveisto passlower priority |Pinformation along with voice traffic without
affecting voice quality. The ACS-FRS card will upon congestion favor the higher priority
gueues. Lower priority queues will be buffered and transmitted if bandwidth becomes
available before transmit buffers overflow.

The ACS-FRS card will direct frames according to their DLCI (Data Link Connection
Identifier). |P Datagrams can be terminated on aLAN viathe IPR (IP Router) card.
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2.3 ACSFRSCard Usar Screensand Settings

2.3.1 ACSFRSCard Main Screen

You must configure the ACS-FRS card for operation after installing it. Thisisdonein the
ACS-FRS Card Main Screen (Figure 2-1). To go to that screen, highlight the desired
ACS-FRS card in the System Main Screen and press <Enter>.
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Figure 2-1.Typical ACS-FRS Card Main Screen (ports C1 to C4)

The 68 logical ports of the card are labeled C1 to C4 and 1 to 64. However, numbered ports 1
to 64 do not appear inthe above display. To seethose ports, pressthe <" and ">" keysto scroll
through them, eight at atime. Figure 2-2 shows an ACS-FRS card Main Screen display for the
first eight numbered ports.

The ports C1 to C4 cannot be used for Nx56k, only port 1 to 64 can.
Both the IPR (883060/883160) and the PM-IOR (828060) cards be used with the ACS-FRS
card. The PM-IOR card however, islimited to only 14 PV Cs per card, whereas the maximum

number of PV Cs available on the IPR card is 128.

When connecting the ACS-FRS card to the IPR or the PM-IOR, one of the 64 ports available
will be used for the communication between the two.

Server Cards 2-3



ACS-FRS Card User Screensand Settings FRSCard

2-4

The maximum bandwidth possible between the IPR and ACS-FRS cards is 62 time slots
provided on the internal buses“A” and “B.”

The"“C1” and “C2" portsof the FRS card cannot together be assigned more than 32 time slots
due to hardware limitations. The sameistrue for the FRS ports“ C3” and “C4”. A total of 64
time dots can be assigned all the “C” ports. A similar limitation exists for the ports 1-64
terminating the voice circuits. Each group of 32 ports, 1-32, and 32-64 share a common
internal pipelimited to 32 time sl ots each. The maximum number of time slots alows per port
isonewhen all ports per group is active. If half the number of ports of agroup is active, twice
the number of time slots can be assigned per port.

The maximum internal bandwidth between FRS cards and HSU cards of an Integrated Access

System is limited by the pools size of 126, but also limited by usage from this pool by the
IPR/FRS connections and possible voice card usage.
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Figure 2-2.Typical ACS-FRS Card Main Screen (numbered ports)

Table 2-1 lists the actions you can perform from the ACS-FRS Card Main Screen. These
actionsarelisted at the bottom line of the screen; they are performed by pressing the uppercase
letter key. For example, to save your option settings, press“s’ to invoke the Save command.
Table 2-2 summarizes the parameters and their option settings and defaults.
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Table2-1. ACS-FRS Card Main Screen Actions

Action Function

Save Saves changes to settings.

Undo Returns all settings to the last saved state.

Refresh Redraws the screen.

<and> Letg you scroll through the 68 logical ports assignable on each ACS-FRS
card.

Endp Brings up the PV C Endpoints Screen where endpoints for each PVC are
assigned. See the PV C Endpoints Screen section of this chapter.

Circ Brings up the Circuits Screen where alternate endpoints and endpoint
switching are assigned. See the Circuits section of this chapter.

Perf Initiates Port Performance Monitoring of the selected ACS-FRS card port.
Refer to Port Performance Data section of this chapter.

Lmi Brings up the LMI Screen where additional performance statistics are
stored. See the LMI section of this chapter.

Glab Brings up the Global Screen that identifiesthe ACS-FRS card by |P number
and netmask. See the Global Setup section of this chapter.

Main Returns to the System Main Screen. If changes are made to settings and not
saved, you will be prompted to save or lose changes.

Table 2-2. ACS-FRS Card Main Screen Option Settings and Defaults

Parameter User Options Notes | Default
STATE stdby actv stdby
WAN/SRV none wil-1 wil-2 w2-1 w22 w31 none

w32 w41l w42

TS n/a table n‘a
RATE 64k 64
PORT TYPE none u-dce nni u-dte frad none
LOOPBACK off line local off
LMI none ansi ccitt Imi 1 none
DCE PARAM n/a enabl 2 n/a
DTE PARAM n/a enabl 3 n/a
ASYNC no yes no
CONG THRS enabl  1%-100% 4 enabl (95%)

Notes.

1. ansi, ccitt, and Imi can only be selected when Port Type is changed to any selection
other than none.

2. When Port Typeisu-dce or nni, this parameter will let you changethe Error Threshold,
Poll Verify Timer, and Events Counter settings.

3. When Port Typeisu-dteor nni, this parameter will let you changethe Error Threshold,
Poll Interval Timer, Events Counter, and Full Status Frequency.

4., Press <Enter> to select the desired Congestion Threshold percentages.

5. If connected to a user port, this displays user slot number and port (e.g. U1-2).
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STATE

The State setting determines whether the port is active or inactive. Set the State field to stdby
(standby) for ports you are not using or have not yet configured. Or, set it to actv (active) for
ports that are ready for use.

WAN/SRV

The WAN setting identifies the WAN link assigned to this port. You do not haveto assign all
ports on the same card to the same WAN link. You also don’'t have to assign card ports to
contiguous time slots of a WAN link. The default value is none.

TS

The Time Slot setting identifies the time slots on the WAN link when wan is selected in the
previous setting. The ACS-FRS card can use many (up to 24 T1 or 31 E1) time slotson a
single WAN port, in order to create a super-rate circuit for an individual FRS port. One or al
timedotsof aT1 or E1link can be assembled for use by the FRS port, according to the speed
requirements of the DTE.

You can assign time dots by pressing <Enter> and using the space bar to select and deselect
the required number of time slots. These assignments do not have to be contiguous.

RATE

The Rate setting allows you to adjust the speed of the circuit according to the application
requirements. The only speed available for ports C1to C4 is 64k (64 kbps). However, ports 1
to 64 can be set to either 56k or 64k.

PORT TYPE

The Port Type identifies the type of interface expected for this port. The selections are none,
u-dce (User-to Network Interface), nni (Network to Network Interface), u-dte (User-to
Terminal Equipment), and frad (Frame Relay Assembler/Dissembler).

LMI

The Local Management Interface setting allows you to select the protocol to be used by this

port. The options are none, ansi (ANSI T1.617 Annex D), ccitt (ITU Q.933 Annex A), and
Imi (Group of Four specification).
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DCE PARAM

The DCE Parameters setting will show n/a unlessaPort Type of u-dceor nni isselected. Once
set to enable, the user may choose from the following options:

e Error Threshold (N392)

e Poll Verify Timer (T391)

»  Events Counter (N393)

The Error Threshold (N392) countsthe errors that will be tolerated during the cast number of
events as set by the Events Counter before declaring the LM1 link down. The number of errors

optionsare 1 to 10. The vaueisinput using the keyboard of the control terminal. The default
is3.

The Poll Verify Timer (T391) allows you to select the time interval (in seconds) that should
elapse between “keep alive” messages sent from the corresponding DTE. The number of
seconds options are 5 to 30. The default is 15 seconds.

The Events Counter (N393) alows you to select the window size for the number of events
(frames) in which errors will be counted. If error threshold (N392) is exceeded within cast
N393 frames, thelink isdeclared down. The number of events counted are 1 to 10. Thedefault
is4.

DTE PARAM

The DTE Parameters setting will show n/a unlessaPort Type of u-dte or nni isselected. Once
set to enable, the user may choose from the following options:

e Error Threshold (N392)

* Poll Interval Timer (T391)

*  Events Counter (N393)

*  Full Status Freguency (N391)

The Error Threshold (N392) counts the errors that will be tolerated during the cast number of
events as set by the Events Counter before declaring the LM1 link down. The number of errors

optionsare 1 to 10. The vaueisinput using the keyboard of the control terminal. The default
is3.

The Poll Verify Timer (T391) allows you to select the time interval (in seconds) that should

elapse between “keep alive’ messages sent from the corresponding DCE. The number of
seconds options are 5 to 30. The default is 15 seconds.
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The Events Counter (N393) allows you to select the window size for the number of events
(frames) in which errors will be counted. If error threshold (N392) is exceeded within cast
N393 frames, thelink isdeclared down. The number of events counted are 1 to 10. Thedefault
is4.

The Full Status Frequency (N391) allows you to select the number of “keep alive’ messages
(see T391 above) that should elapse before the full statusinquiry messageis sent. The number
of messages are 1 to 255. The default is 6.

ASYNC

This setting specifies whether a synchronous state's update messages are to be sent when
changeson thelink occur. If set to no, link updates are sent at regular intervals, in response to
Full Status Requests.

CONG THRS

The Congestion Threshold allows you to select the amount (in percentage) that theinternal Tx
gueues on the port must be filled before declaring this port is congested (this information is
communicated by FECN and BECN flags). The options are 1 to 100.The default is 95.

Since DE (Discard-Eligibility) frames are not queued to the same extent as non-DE frames,
DE-frames may be dropped when mixed with non-DE frames on the same port before
congestion control isinitiated.

To assure congestion control isinitiated even for DE-frames under the conditions mentioned

above, the TX threshold value must be reduced sufficiently to match the percentage
DE-frames being buffered.
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2.3.2 Frame Relay Endpoints Screen

You can have up to four frame relay endpoints (two for the actual endpoints of the PV C and
two that can act as backup should the primary link fail). All frame relay endpoints are
inventoried on the Frame Relay Endpoints Screen, and all endpoints must be defined from this
screen before the user can provision the circuit.

Figure 2-3 shows atypical Frame Relay Endpoints Screen, which can be viewed by pressing
“g’ (Endp) in the ACS-FRS Card Main Screen. Table 2-3 lists the actions you can perform
from the bottom line of this screen.

& lmtegaled Sceesxr Spxten - Hype Teiminal

[la ES 'Sow Cal Jundm Haip

=
Dl =5 olEl =)
—l
|
unkEnaesn Fi oz
page: 1 2L 1 FRAME FELAYT ENDPOINTI
MARE il | L3 F ey =i (B BE i Fh ) CLE | KOS ALLOW Ed  FELR

Mﬂ

Figure 2-3.Typical Frame Relay Endpoints Screen

In Figure 2-3 above illustrates the frame relay endpoint screen for two voice circuits
terminated on port 01, and 02 transported over port “C1” viathe HSU to the remote device.

Figure 2-3 also showsthe three | P endpoints defined on C1 towards the remote device, and on
C2 towards the IPR.
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Table 2-3. Frame Relay Endpoints Screen Actions

Action Function

Refresh Redraws the screen.

New Adds new circuit endpoints for each of the Frame Relay ports

dElete Deletes the highlighted endpoints. The system requires confirmation with a
yes/no question before deleting the circuit.

pgUp Pages through the pages of Frame Relay endpoints from newest to oldest.

pgbn Pages through the pages of Frame Relay endpoints from oldest to newest.

Main Returns to the System Main Screen. If changes are made to settings and not
saved, you will be prompted to save or lose changes.

NAME

The Name setting alows you to identify each of the endpoints with a discrete name. This
setting is case-sensitive, so aendpoint called “P101” is not the same as one called “p101.”
Circuits are built using these names.

PORT

The Port number identifiesthe Frame Relay port used for thiscircuit. Thisinformation isinput
by the user from the keyboard. Valid entriesare C1to C4 and 1 to 64.

DLCI

The Data Link Connection Identifier is a unique number assigned by the carrier to this
endpoint. The number must be between 1 and 996 (ansi or ccitt), or 1 and 1007 (Imi). The other
numbers within the 1023 range are reserved.

BC(Kb)

The Bits Committed setting defines the threshold for the transmit rate (outgoing frames)
where the card will make every effort to deliver the traffic to the subscriber. The time used to
average rateis determined by the card by dividing the Committed Information Rate (CIR) by
Bc. The number input must be between 0 and 2048.

BE(Kb)

The Bits Excessive setting defines the threshold for the transmit rate (outgoing frames) where
the carrier will admit the framesinto the network (in effect, thisisthe maximum transmission
rate). Frames sent bel ow thisthreshold but above the BC (KB) threshold are admitted into the
carrier network with the DE (discard eligibility) bit set. If congestion occurs in the network,
these frames are the first to be discarded. The options are 0 to 2048.
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CIR (Kbps)

The Committed Information Rate (in kbps) is the actual information rate contracted with the
carrier. The options are 0 to 2048. CIR/Bc is used to calculate average datarate.

When CIR is set to 0, all frames forwarded will have the DE-bit set.

ALLOW RED

When Allow Red is set to yes transmit rate exceeding BC+Be will be forwarded if thereis
capacity available. When set to no forwarding will not be attempted.

PRI

ThePriority field allows selection of priority 1-4. Thisfieldisonly availablefor the ACS-FRS

(881163) card. Default setting is priority “4”. When the user hasinstalled ACS-FRS (8811)
card the priority field will not be able to be edited and will show n/a.
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2.3.3 FRSCircuits Screen

The FRS Circuits Screen allows you to identify PV C endpoints and alternate PV Csto serve
as backupsto the origina endpointsif themain link fails. Endpointsmust beinventoried on
the PV C Endpoints Screen before they can be used to set up backup circuits. Figure 2-4
shows atypical Circuits Screen, and Figure 2-5 isan endpoint circuit example. Table 2-4 lists
the actions you can perform from the bottom of this screen.
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Figure 2-4.Typical Circuits Screen

Currently the FRSislimited to 128 circuits connecting 256 endpoints. The Integrated Access
System is required to serve amaximum of 8 EBTS units, each having atotal of 16 channels.
Each EBTS can be address by three different | P addresses. Each | P address represents a
specific type of service. Each of the services: signaling, messing, and NM Swill be addressed
EBTS by adifferent |P address. The IP router card will encapsulate IP Datagrams for each
service with aunique DLCI value. The IP frames are self-contained in that channel
information is embedded in the data of the datagram.

Thetotal of 152 circuits will be required for both voice and IP circuits. Even though the
maximum number of circuits for asingle FRS card could be expanded to accommodate the
needed number. When using two FRS cards, 64 circuits per card can be used as|P circuits after
64 circuits have been used as voice circuits.
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Table 2-4. FRS Circuits Screen Actions
Action Function

Refresh Redraws the screen.

New Creates new circuit.

dEl Deletes the highlighted circuit. You will be prompted with ayes/no question
prior to actual deletion of the circuits.

pgUp Pages up through the circuits.

pgbn Pages down through the circuits.

Perf Brings up circuit performance data for the highlighted circuit. See the
Circuit Performance Data section of this chapter.

Status Shows circuit status, as described above.

SWA Used for manually switching from primary endpoint A to alternate endpoint
A, and back.

swB Used for manually switching from primary endpoint B to alternate endpoint
B, and back.

Main Returnsto the FRS Card Main Screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

End Points
Frame Relay
Network
Figure 2-5.Typical FRS Endpoint Circuit
STATE

The State setting shows the status of the circuit. The options are stdby and actv. This setting
shows the administrative state of the circuit. The operational state of each of the endpoints of
the circuit is shown in the STATUS column.

ENDP A

Endpoint A isthe FRS port used to provide service to the primary end of the PV C. All of the

endpoint names assigned on the PV C Endpoints Screen (discussed earlier) are eligible

options.
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ENDP B

Endpoint B isthe FRS port used to provide service to the secondary end of the PV C. All of
the endpoint names assighed on the PV C Endpoints Screen (discussed earlier) are eligible
options.

ALT A

Alternate Endpoint A isthe FRS port used to provide backup service to the primary end of the
PV C. All of the endpoint names assigned on the PV C Endpoints Screen (discussed earlier) are
eligible options.

ALT B

Alternate Endpoint B is the FRS port used to provide backup service to the secondary end of
the PV C. All of the endpoint names assigned on the Endpoint screen (discussed earlier) are
eligible options.

SWCH A

The Switch A setting identifies the method used to switch from the primary Endpoint A to the
Alternate Endpoint A. The options are manual and w/to (with time-out). If w/to ischosen, a
second setting appears for the user to select the time-out period (in minutes) from 1 to 60.

In the event of afailure of the primary endpoint, a setting of manual allows the user to
manually switch from primary to the alternate endpoint. When the primary endpoint is
restored, the user must manually switch it back again.

In the event of afailure of the primary endpoint, a setting of w/to will automatically switch
the PV C from primary to alternate. When the primary endpoint is restored, the system will
automatically switch it back again after the predetermined time set by the user.

SWCH B

The Switch B setting identifies the method used to switch from the primary Endpoint B to the
Alternate Endpoint B. The options are manual (pressing “b” from the bottom line of the
screen), and w/to (with time-out). If w/tois chosen, a second setting appears for the user to
select the time-out period (in minutes) from 1 to 60.

In the event of afailure of the primary endpoint, a setting of manual allows the user to

manually switch from primary to the alternate endpoint if he chooses. When the primary
endpoint is restored, the user must manually switch it back again.
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In the event of afailure of the primary endpoint, a setting of w/to will automatically switch
the PV C from primary to alternate. When the primary endpoint is restored, the system will
automatically switch it back again after the predetermined time set by the user.

STATUS

The Status column shows the status of the Primary and Alternate endpoints and the connection
of the PV C. You cannot edit thisfield. Thevaluesare“A” (Primary A isactive), “B” (Primary
Bisactive), “U” (theconnectionisup), “a” (Alternate A isactive), “b” (Alternate B isactive)
and “D” (connection isdown). Only displays statuswhen “S’ (Status) is selected from the
bottom of the screen.
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2.34 FRSCircuit Performance Data Screen

The ACS-FRS card accumul ates statistics that show performance characteristics of each
circuit. To access the FRS Circuit Performance Data Screen, highlight one of the circuits on
the FRS Circuits Screen and press “p” (Perf). Figure 2-6 shows atypical FRS Circuit
Performance Data Screen, and Table 2-5 lists the actions you can perform from its bottom line.

Thecircuit performance dataiskept in 15-minute (900 seconds) timeincrementsfor atotal of
96 periods (24 hours). Each screen shows the current 15 minute segment and the past 12
periods with totals at the bottom of the column. Press“d” to page backward through the
previous 96 periods, or “u” to page forward through these periods. After each period, the
oldest 15-minute segment (from exactly 24 hours ago) is discarded. Since information is not
updated on screenin real time, you must press“r” (Refresh) periodically to obtain up-to-date
statistics for the current period.
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Figure 2-6.Typical Circuit Performance Data Screen
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Table 2-5. Circuit Performance Data Screen Actions

Action Function

Refresh Since performance statistics are not updated on screen in “real” time, the
refresh key must be pressed to obtain updated performance figures.

Clear Clears all performance statistics for the highlighted port.

PgUp Pages up through the 96 time segments.

PgDn Pages down through the 96 time segments.

ConG Brings up the Circuit Congestion Data Screen. See the Circuit Congestion
Data section of this chapter.

Main Returns to the Circuits Screen.

AB FRAMES

The AB FRAMES counter showsthetotal number of frames sent from endpoint A to endpoint

B.

BA FRAMES

The BA FRAMES counter showsthetotal number of frames sent from endpoint B to endpoint
A during the time period.

AB BYTES

The AB BY TES counter shows the total number of bytes sent from endpoint A to endpoint B
during the time period.

BA BYTES

The BA BY TES counter shows the total number of bytes sent from endpoint B to endpoint A
during the time period.

AB DRP

The AB DRP counter shows the total number of frames dropped that were sent from endpoint
A to endpoint B during the time period.

BA DRP

The BA DRP counter showsthetotal number of frames dropped that were sent from endpoint
B to endpoint A during the time period.
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STATUS

The Status column shows the status of the selected circuit during the 15-minuteintervals. The
Status values are A or a (capital A means endpoint A was switched from alternate to primary
and lower-case a means the endpoint A was switched from primary to alternate); B or b
(capital B means endpoint B was switched from alternate to primary, lower-case b means
endpoint B was switched from primary to aternate); D (connection was down during that
period); and S (circuit was placed in standby state during that period).
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2.3.5 Circuit Congestion Data Screen

The ACS-FRS card al so accumul ates statistics that show you the congestion characteristics of
each of the circuits. To access the Circuit Congestion Data Screen, press“g” (conG) in the
FRS Circuit Performance Data Screen. Figure 2-7 shows atypica Circuit Congestion Data
Screen, and Table 2-6 lists the actions you can perform from its bottom line.

The data on this screen is kept in 15-minute (900 seconds) time increments for atotal of 96
periods (24 hours). Each screen shows the current 15 minute segment and the twelve past
periods with totals at the bottom of the column. Press“d” (pgDn) to scroll backward through
the previous 96 periods, or “u” (pgUp) to scroll forward through these periods. After each
period, the oldest 15-minute segment (from exactly 24 hours ago) is discarded. Since
information is not updated on screen in real time, you must press“r” (Refresh) periodically
to obtain up-to-date statistics for the current period.
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Figure 2-7. Typical Circuit Congestion Data Screen
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Table 2-6. Circuit Congestion Data Screen Actions

Action Function
Refresh Since performance statistics are not updated on screen, you must press “r”
to obtain updated performance figures.
pgUp Pages up through the 96 time segments.
pgDn Pages down through the 96 time segments.
A->b Selects the direction of the congestion data.
B->a Selects the direction of the congestion data.
Main Returns to the Circuit Performance Data Screen.
GREEN FR

The Green Frames counter showsthe total number of frames sent on thecircuit that fell within
the Committed Information rate contracted with the carrier during the time period.

DROP

The first DROP shows the number of Green Frames that were dropped by the card during the
time period.

YEL FR

Thiscounter showsthetotal number of frameson the circuit that exceeded the Bc rate but were
within the Be rate assigned to the endpoint during the time period.

DROP

The second DROP shows the number of Yellow Frames that were dropped by the card during
the time period.

RED FR

This counter shows the total number of frames on the circuit that exceeded the Be rate
assigned to the endpoint during the time period.

DROP

The third DROP shows the number of Red Frames that were dropped by the card during the
time period.
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FECN

The Forward Error Congestion Notification counter logsthe number of frameswith the FECN
bit set by the system. Thisflag tells you that congestion avoidance procedures should be
initiated.

BECN
The Backward Error Congestion Notification counter logs the number of frames with the

BECN bit set by the system. Thisflag tells you that congestion avoidance procedures should
beinitiated.
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2.3.6

2-22

Port Performance Data Screen

The ACS-FRS card a so accumul ates statistics that show you the performance characteristics
of each active port. To addressthe Port Performance Data Screen, highlight one of the 68 ports
onthe ACS-FRS Card Main Screen and press “p” (Perf). Thiswill access the Port
Performance Data Screen associated with the selected port. Figure 2-8 shows atypical Port
Performance Data Screen, and Table 2-7 lists the actions you can perform from its bottom line.

The data on this screen is kept by 15-minute (900 seconds) time increments for atotal of 96
periods (24 hours). Each screen shows the current 15 minute segment and the past 12 periods
with totals at the bottom of the column. Press“d” (pgDn) to page backward through the
previous 96 periods, or “u” (pguUp) to page forward through these periods. After each period,
the oldest 15-minute segment (from exactly 24 hours ago) is discarded. Since information is
not updated on screen in real time, you must press “r” (Refresh) periodically to obtain

up-to-date statistics for the current period.
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Figure 2-8. Typical Port Performance Data Screen
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Table 2-7. Port Performance Data Screen Actions

Action Function
Refresh Since performance statistics are not updated on screen in “real” time, the
refresh key must be pressed to obtain updated performance figures.
Clear Clears all performance data for the highlighted port.
pgUp Scrolls up through the 96 time segments.
pgDn Scrolls down through the 96 time segments.
Main Returns to the System Main Screen.
PORT

The Port setting shows the port number associated with the performance statistics on this
screen. Thiswas the port highlighted on the Main screen when the “P” key was pressed. The
FRS card has a maximum of 68 ports.

FRAME RXx

The Frame Received column tabulates the total number of frames received during the 15
minute period.

FRAME Tx

The Frame Transmitted column tabul ates the total number of framestransmitted during the 15
minute period.

OCTETSRX

The Octets Received column tabulates the total number of bytesreceived during the 15 minute
period.

OCTETSTx

The Octets Transmitted column tabulates the total number of bytes transmitted during the 15
minute period.

DRPRx

The Dropped (frame) Received column tabul ates the total number of frames dropped on port
while being received.
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DRPTX

TheDropped (frame) Transmitted column tabul atesthe total number of frames dropped before
being transmitted during the 15 minute period.

STATUS

The Status column shows different status conditions of the port during each 15-minute period.
The status codes are listed at the bottom of the screen. The status codesare T (DTE down), C
(DCE down), L (loopback), and S (standby).

2.3.7 LMI Data Screen

L ocal Management Interface information isdisplayed on the LM Data Screen. To accessthis
screen, press“L” inthe ACS-FRS Card Main Screen to invoke the L mi command. Figure 2-9
shows atypical LMI Data Screen, and Table 2-8 lists the actions you can perform from the
bottom line of this screen.
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Figure 2-9.Typical LMI Data Screen
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Table 2-8. LM | Data Screen Actions

Action Function
Refresh Saves changes to settings.
Clear Returns all settings to the last saved state.
Main Returns to the System Main Screen.

STATUSINQ. RX

The Status Inquiry Received figure showsthe total number of statusinquiry requestsreceived
by the DCE.

STATUSTX

The Status Transmitted figure shows the total number of “keep alive” and full statusinquiries
sent by the DCE.

ASYNC STATUSTX

If the ASYNC parameter in the ACS-FRS card Main Screen is set to yes for the port,
asynchronous status packets transmitted by the DCE are tabulated in this figure.

SEQ#MISMATCH

The Sequence Number Mismatch figure shows the total number of sequence number errors
have been received by the DCE.

TIMEOUTS

The Timeoutsfigure showsthe total number of timesthat expected requestsfromthe DTE are
missed.

BAD HDLC FRAMES

The Bad HDL C Frames figure shows the total number of HDLC errors received on this port.

INVALID FRAMES

The Invalid Frames figure shows the total number of short frames or frames with invalid FR
headers received on this port.
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NO ROUTE FRAMES

The No Route Frames figure shows the total number of frames received that have incorrect or
unknown DLCI for this port.

STATUSINQ. TX

The Status Inquiry Transmit figure shows the total number of statusinquiry requests
transmitted by the DTE.

STATUSRX

The Status Received figure shows the total number of “keep alive” and full status inquiries
received by the DTE.

ASYNC STATUSRX

If the ASYNC parameter in the ACS-FRS card Main Screen is set to yes for the port,
asynchronous status packets received by the DTE are tabulated in this figure.

SEQ#MISMATCH

The Sequence Number Mismatch figure shows the total number of sequence number errors
have been received by the DTE.

TIMEOUTS

The Timeoutsfigure shows the total number of timesthat expected requestsfromthe DTE are
missed.
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2.3.8 Global Setup Screen

The Global Data Screen allows you to identify the frame relay server by its |P address. To
accessthisscreen, press“g” inthe ACS-FRS Card Main Screen to invoke the Glob command.
Figure 2-10 shows the Global Data Screen, and Table 2-9 lists the available actions from the
bottom line of this screen.
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Figure 2-10. Global Data Screen

Table 2-9. Global Data Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settingsto the last saved state.
Refresh Redraws the screen.
Main Returns to the System Main Screen. If changes are made to settings and not
saved, you will be prompted to save or lose changes.

|P ADDRESS

Enter the IP address for the frame relay server in thisfield.
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NETMASK

Enter the Netmask addressin thisfield. Thisisthe Netmask for the Integrated Access System.
This addressis also assigned on the Interface card’s | P Screen.
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24 ACSFRSCard Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

25 ACSFRSCard Troubleshooting

Problems with a FRS card could indicate a number of causes. Some possibilities are:

T1 or E1 network failure

Improper frame relay network configuration
Improper FRS card configuration

Improper user card configuration

Faulty cabling between the DTE and user card

Improper DTE configuration

Typically, aproblemisindicated by theinability to send or receive framerelay traffic through
the FRS card. There are numerous ways of isolating and clearing the problem. When
troubleshooting frame relay communications problems through an FRS card, follow this
general sequence:

Server Cards

1. If al Frame Relay traffic isaffected, verify that the US/EUR jumper iscorrectly placed
to match the US/EUR jumper on the chassis. The FRS card performs a self-test on
power-up. A “healthy” card will have agreen LED lit on the front panel. Do not
proceed with further steps until agreen LED is present.

2. Verify that the T1 or E1 network isworking properly by checking for current CGA-Red
and CGA-Yellow alarms (see Chapter 3-A for alarm viewing instructions). If no CGA
alarms are present that would affect the frame relay traffic, continue with step 3.

3. Verify that the FRS port is connected to the proper WAN card and time slot or user card
port and that the correct type of LMI is selected. If auser card port is used, verify the
configuration settings on the user card port and the cable connection to the DTE. The
LMI must be UP for datato flow on the circuit. Do not proceed with further steps until
the LMI isup.

4. Go to the Port Performance Monitoring Screen by pressing P from the FRS Main

Screen. Analyze the register and status information provided to help determine the
cause of the problem.
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5. Go to the Circuits Screen of the FRS card (which can be accessed by selecting Circ
from the FRS Main Screen). Verify that the affected circuit STATUS is up (indicated
by a“U”). If itisnot up, thismay indicate that an LMI is down in the far end of the
circuit. Highlight the affected circuit and type P and the performance registers for the
circuit will appear. Analyze theinformation provided to help determinethe cause of the
problem.

6. Loopbacksare available onthe“ C” portsonly. If a“C” port with an LMI islooped back
toward itself, the PORT TY PE must be nni for the loopback to function.

7. 1f the FRS card is determined to be faulty, replace it and return the faulty unit for repair
to the location specified by your distributor.
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26 ACSFRSSave Card Specifications

ACSFRS Card (Model 881160)

Input/Output Ports
Input Traffic Ports
Output Traffic ports
Output Port types
Max Frame Size
Traffic Bandwidth
Performance
Number of PVCs
System Capacity
Management

Connectivity

LMI Options
Information Rates
Congestion Handling
Circuit priorities

Server Cards

68 logical ports (maximum)

T1, E1, fT1, fEL, V.35, RS422, EIA530, OCU-DP, FRAD

T1, EL, fT1, fEL, V.35, R422, EIA530

UNI DCE, UNI DTE, NNI, Nx64K/56K FRAD

4K Bytes

8 Mbps Full Duplex

4,000 Frames per second (maximum)

128

Maximum 3 per System

RFC1315 DTE MIB, Frame Relay Service MIB, SNMP Alarm Traps
per RFC 1215

SNMP or TELNET

Q.933 Annex A, ANSI T1.617 Annex D, LMI (Gang of 4), None
CIR = 0to 2048 Kb/s, Bc = 0 to 2048 Kb, Be = 0 to 2048 Kb
FECN, BECN

4
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Chapter 3
MCC Card

3.1 Introduction

This chapter providesinstallation, configuration, and troubleshooting information for the
M anagement Channel Concentrator (M CC) card.

Note that this card is labeled as an ACS card on its faceplate gjector, and it is called an
ACS-MCC card only in the user interface screens described in this chapter. Throughout this
chapter, it isreferred to asthe ACS-MCC card.

3.2 ACSMCC Card Descriptions

3.21 ACSMCC Card Description (881360)

The ACS-MCC card uses 631xx MCC firmware and allows you to manage remote I ntegrated
Access Systems by using TCP/IP or SNMP/UDP/IP communication protocols. The control
link to each remote system can bethe FDL (Facility DataLink) bits of an ESF-framed T1 line.
Or, for an E1 line, thislink can use the Sa4 bitsin the frame alignment words of the E1 signal.
Full timedot B7R requiresaDACSII 6.1 or equivalent. MCC doesn't talk direct to FDL link,
thisrequires a DACsto convert full timeslot B7R to B4R.

The ACS-MCC card incorporates four Munich32 chips (two on the main board and two on a
daughterboard). which allow up to 128 WAN interfaces. The ACS-MCC card a so supports
three configurable high-speed ports (C1, C2, and C3), plus an Ethernet 10Base-T port for
LAN routing management.

The MCC can route | P datagrams between all of itsinterfaces, based on each datagrams |P
destination address. Datagrams are directed (or routed) to the interface carrying the sub-net to
which the datagram belongs or is being transported to, according to the content of the routing
table. The routing table may be supplied with dynamic routes from the Routing Information
Protocol (RIP) when enabled. If no match isfound in the routing table, a default route can be
designated to direct all unresolved datagrams to a specific interface.

Figure 3-1 shows the role of the ACS-MCC card in a Network Management System. Both
SNMP aarmtrapsand TELNET configurations run over this path. They canusethe FDL (T1
line), the Sa4 bit of the frame alignment word (E1 line), or afull DSO time slot of aT1 or E1
line.
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TheFDL isa4 kbps channel that uses every other framing bit of the T1 extended superframes.
When the FDL isused for remote system control viaTCP/IP, T1 performance statistics are not
gathered.

The Sa4 bit of the E1 frame alignment word is the first bit of time dot 0 of each frame. This
bit is called the national bit; it also comprises a4 kbps data channel.

Remote
System 4Kbps TCP/IP FDL
or SA4 Circuits
Remote Up to 128 B7R/B4R Up to 64 DS-0s
System formatted DS-0s on ports C-1to C-3

Remote ——

System l

Remote TUEL Single
M
C
C

System K Ethernet

Connection
Remote / S———
System cCc |

Remote DACS I System Unit
System

Workstations

Remote
System

Remote
System

Figure 3-1.Typical MCC Application

If the FDL isused to transmit and receive information, aDACSII (6.1 or higher) must be used
to convert the FDL/IP information into DSO. On point-to-point circuits, the DACSII is not
needed. The MCC can aso be used to create larger "trees" in which the high-speed ports (C1,
C2, and C3) can interconnect the different ACS-MCC cards in the hierarchy.

3.2.1.1 Jumper/Switch Settings

The ACS-MCC card does hot have any jumpers or switch settings.

3.21.2 InstallingtheCard

Insert the ACS-MCC card into one of the server card chassis slots (P1 to P3). The system can
accommodate up to three server cards.
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3.3 ACSMCC Card User Screensand Settings

331 ACSMCC Card Main Screen (Ethernet Port Configuration)

The ACS-MCC card routes datagrams onto Ethernet at the NM Ssitefor communicationswith
the NMS. Figure 3-2 showsthe ACS-MCC Card Main Screen, in which you must set various
parameters for the Ethernet interface. To go to this screen, highlight the desired card in the
System Main Screen and press <Enter>.

“g Integrated Access System - HyperT erminal

Ele Edit “iew Call Transfer Help

-

unknown Rew LO-0 Ser 00244 | 02-04-96 00:34 J
Version #:1.1

E
STATE =t b vl
IPADDR ip
NETM3E inp
DEF RT none
RIP off
2H off
WEIGHT 01
FRMT-MLIN bxr
FRNT-SUE hxr
IF-TYFE unnum

S3awve | Undo | Refresh Copy < > | porT | N=tat | Main

Connected 0:00: 21 |\-"T1DD |SBDDB-N-1 |SCF|ULL |D‘3«F'S |NUM |Eapture |F'lintech0

B

Figure 3-2. Typical ACS-MCC Card Main Screen

The bottom highlighted line of this screen shows numerous actionsthat you can perform from
this screen. To perform the desired action, simply press the key shown by a uppercase | etter.
For example, to save your configuration settings, press“s’ to invoke the Save command.
Table 3-1 lists the available screen actions, and Table 3-2 summarizes the ACS-MCC card
Main Screen parameters and availabl e option settings. These parameters and settings are also
described in the following paragraphs.
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Table 3-1. Main Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Redraws the screen.
Copy Copies the contents of the current column to the next column. Useful if

you change alot of entriesin one column and want to repeat those changes
in subsequent columns.

< The “less than” symbol scrolls backward through the 128 ports associated
with this card.
> The“greater than” symbol scrollsforward through the 128 ports associated

with this card.

porT (C1-C3)

The port option allows you to “jump” to a specific port. Enter the number
of the port you wish to see, press the <Enter> key, and the requested port
will be displayed. To return to the Main Screen, press “e” and then press

MCC Card

<Enter>.

Nstat Displaysthe Network Data Screen.
Main Returns to the System Main Screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.
Table 3-2. Main Screen Option Settings and Defaults
Par ameter User Options Default

STATE stdby  actv stdby
IPADDR ip 0.0.0.0
NETMASK ip 0.0.0.0
DEF RT none stat  dyn none
RIP off rx tx rx/tx off
SH off on off
WEIGHT 01-15 01
FMT-MAIN bxr hdic bxr
FMT-SUB bxr hdic bxr
IF-TYPE unnum num unnum

STATE

The State setting determines whether the port is active or inactive. Set the State to stdby
(standby) to disable the Ethernet port, or choose actv (active) to enable the port.

IPADDR

When configured for unnumbered interfaces, the IP Address setting identifies the global 1P
Address of the MCC. This address is thus valid regardless of the state of the Ethernet port.
When configured for numbered interfaces, the |P address of the Ethernet port identifiesthe IP
address of the Ethernet interface only.
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NETMASK

The IPADDR together with the NETMASK identifies the IP network for the Ethernet
interface. Any valid netmask address is acceptable.

DEF RT

The Default Route setting identifies the |P Address of the port used to forward | P datagrams
with destination unknown to the MCC. When stat (static) is selected, the IP address must be
entered by the user. When dyn (dynamic) is selected, the | P address is dynamically assighed
by arouter. RIP must be turned on if dyn is selected. The default is none.

RIP

When the Routing Information Protocol (RIP) setting isoff (default), no RIP trafficisallowed
into or out of the Ethernet interface. Setting this variable to rx allowsincoming RIP traffic

only, while setting it to tx allows only outgoing RIP traffic. Setting this variable to rx/tx
allows both incoming and outgoing RIP traffic.

v

Note: Dueto the high number of interfaces on the ACSMCC card and the relatively low
bandwidth of the Munich interfaces, you should be careful when implementing the
RIP option.

SH

When the Split Horizon (SH) variableis set to on, the ACS-MCC card does not automatically

send RIP information along routes it "learned” through the same interface. The default is off.

WEIGHT

The Weight parameter assigns aweighting variable to the specified interface. The number

must be between 1 and 15. The default is 1.

FMT-MAIN

This parameter is used to indicate the format of the 64 ports on the main board. When bxr is

selected, ports 1 through 64 are configured to B4R (E1) or B7R (T1). When hdlc is selected,
ports 1 through 64 are configured to 64 kbps. (See note below for exception.)
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FMT-SUB

This parameter is used to indicate the format of the 64 ports on the sub-board. When bxr is
sel ected, ports 65 through 128 are configured to B4R (E1) or B7R (T1). When hdlcisselected,
ports 65 through 128 are configured to 64 kbps. (See note below for exception.)

Note: Theonly invalid configuration for FMT-MAIN and FMT-SUB occurs when
FMT-MAIN = bxr and FMT-SUB = hdlc. This configuration is not supported.

IF-TYPE

The IF-TY PE parameter determines the | P addressing scheme to be used by all interfaces
(except the Ethernet interface, which is aways numbered). The default option isunnum,
which causes the interfaces to be unnumbered. When configured in this manner, the MCC is
addressed through the global | P address of the Ethernet interface, regardless of the originating
interface, and the I P address of all interfaces (except the Ethernet interface) is determined by
the interface on the remote end. Selecting unnum may help conserve I P address, but may not
be compliant with the HP OpenView network management system.

The num option alows for numbered interfaces. When this option is selected, each interface
isassigned alocal |P address on the same network as (but different from) the remote device.
Two broadcast | P addresses are a so reserved for each interface, for atotal of four | P addresses
per port. Numbered interfaces are industry-standard, and are compliant with the HP
OpenView network management system.
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3.3.1.1 C-Port and Numbered Port Configuration (1.1 Version Only)

After establishing the card’s Ethernet parameter settings, configure the card’s ports. From the
ACS-MCC Card Main Screen, press “t” (porT command) to go to its ports. The ACS-MCC
card hasthree high-speed ports (C1, C2, and C3) and 128 other ports (1 to 128), in addition to
the Ethernet port.

Table 3-3 shows atypical C-Port Screen. After pressing “t” above, choose the C-ports (C1,
C2, and C3) and 128 other ports (1 to 128) to view this screen.

“g Integrated Access System - HyperT erminal
Ele Edit “iew Call Transfer Help
Dz 53]
ﬂ
unknown Rev DO-0 Ser 00244 | D2-04-96 00:36
Version #:1.1
cZ Losc]
STATE sty stdby stdby
TAN/ SERV none none none
TS nfa nia nia
IFADDR ip ip ip
NETHSE ip ip ip
FORMAT hdle hdle hdle
RIF off off off
SH off off off
WEIGHT o1 o1 o1
Sawve | Undo | Refresh Copy < > | porT | Nstat | Main
-
|Connected 0:02:08 [wT100 |9600 811 [SCROLL  [C&PS  [NUM [Captue  [Frint echo 7

Figure 3-3. Typical C-Port Screen

The"lessthan” (<) and “ greater than” (>) keysallow you to scroll through the other numbered
ports associated with this card. Figure 3-4 shows a Typical Numbered Port Screen. Table 3-2
lists the options and defaults for the card ports.

Table 3-3 liststhe actions you can perform from either screen. To perform an action, pressthe
key indicated by the capitol letter on the bottom highlighted line of the screen.

Table 3-4 lists the Port Assignment Screen parameters and available setting. These are also
described in the following paragraphs.
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“g Integrated Access System - HyperT erminal

Ele Edit “iew Call Transfer Help
MENEE ]
£

unknown Rew DO-0 3Ser 00244 | 02-04-96 00:36

Versionm #:1.1
1 2 3 4 5 & 7 g

STATE m_ stdby stdby stdby stdby  stdbhy  stdby  stdby
TAN/ SERV none none none none none none none none
TS nfa nfa nfa nfa nfa nfa nia nia
IFPADDR ip ip ip in in ip ip ip
NETHZE ip ip ip ip ip ip ip ip
FORMAT h7r h7r h7r b7r b7r b7r b7r b7r
RIF off off off off off off off off
3H off off off off off off off off
WEIGHT o1 o1 o1 o1 o1 o1 o1 o1

Jave | Undo | Refresh | Copy | < | » | porT | Nstat | Main

|Connected 0:02:47 [wT100 |9600 811 [SCROLL  [C&PS  [NUM [Captue  [Frint echo 7
Figure 3-4. Typical Numbered Port Screen
Table 3-3. Port Assignment Screen Actions

Action Function

Save Saves changes to settings.

Undo Returns al settingsto the last saved state.

Refresh Redraws the screen.

Copy Copies the contents of the current column to the next column. Useful if
you change alot of entriesin one column and want to repeat those changes
in subsequent columns.

< Scrolls backward through the 128 ports associated with this card.
> Scrolls forward through the 128 ports associated with this card.

porT (C1-C3)

The port option allows you to “jump” to a specific port. Enter the number
of the port you wish to see, press the <Enter> key, and the requested port
will be displayed. To display the Ethernet port, press "e" and then press
<Enter>.

Nstat

Displays the Network Data Screen for the current port.

Main

Returnsto the System Main Screen. If changes are made to settings and
not saved, you will be prompted to save or |ose changes.
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Table 3-4. Port Screen Option Settings and Defaults

Parameter User Options Notes Default
STATE stdby actv stdby
WAN none wl-1 through w4-2 none
TS na 1-24 1-31 na
IPADDR ip 0.0.0.0
NETMASK ip 0.0.0.0
FORMAT b7r bdr hdic fr seenote 1
RIP off rx tx rx/tx off
SH off on off
WEIGHT 1-15 1

Notes.

1. For ports C1, C2, and C3, the options are hdlc (default) and fr. For ports 1 to 128, the
options are b7r (default) and b4r.

STATE
The State setting determines whether the port is active or inactive. Set the State setting to
stdby (standby) for portsyou are not using or have not yet configured. Set it to actv (active)
for ports that are ready for use.
WAN
The WAN setting identifiesthe WAN link on which the system informationissent. Thissignal
will comefrom either the distant system unit or the DACSIIO . The optionsarenoneandwl-1
to w4-2. Ports 65 t0128 are limited to WAN links w2-1 through w4-2.
TS
The Time Slot setting identifies the specific time dot on the WAN link (from the previous
paragraph) used for this particular port. The options are n/a, 1-24 (for T1 links) and 1-31 (for
E1 links).
IP ADDR

The IP Address setting identifies the IP Address of the remote end. Any unique valid IP
addressis acceptable.
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NETMASK

The NETMASK setting together with the IP ADDR identifies the network for this port.

FORMAT

The Format setting determines the format of the information received from the remote system
unit. For the numbered ports (1-128), the optionsareb7r (for T1links) and b4r (for E1 links).
For ports C1-C3, the options are hdlc (high-level datalink control) and fr (framerelay). If fr
is selected, the user must select a DLCI (data link connection identifier), which corresponds
to the virtua circuit number of the frame relay destination address. When morethan one TS
isselected, theMTU is1,500. Theinternal MTU is expanded by four on the WAN segment to
allow 1,500 byte frames to pass with the addition of the frame relay header without
fragmentation. When fr is selected, more than one TS must be allocated.

RIP
When the Routing Information Protocol (RIP) setting is off (default), no RIPtrafficisallowed
into or out of the Ethernet interface. Setting this variable to rx allowsincoming RIP traffic

only, while setting it to tx allows only outgoing RIP traffic. Setting thisvariableto rx/tx allows
both incoming and outgoing RIP traffic.

Note: Due to the high number of interfaces on the ACSMCC card and the relatively low
bandwidth of the Munich interfaces, the user should be cautious about implementing
the RIP option, asthereis a substantial risk of broadcast storms causing congestion
in the network.

SH

When the Split Horizon (SH) variableis set to on, the ACS-MCC card does not automatically
send RIP information along routes it "learned” through the same interface. The default is off.

WEIGHT

The Weight parameter assigns a weighting variable to the specified interface. The number
must be between 1 and 15. The default is 1.
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NETWORK DATA

The Network Data Screens provide maintenance and diagnostics information for this
equipment. Statistics begin to accumulate when the port is changed from stdby to actv and
they continue to store information until the port is changed back to stdby. These are status
information screens; you cannot edit their data.

3.4 Network Port Satistics Screen

Figure 3-5 showstypical statisticsfor anetwork port (in this case, C1 port). To view thisdata,
type“n” inthe ACS-MCC Card Main Screen to invoke the Nstat command. Then, enter the
desired port number. This datais described in the following paragraphs.

“g Integrated Access System - HyperT erminal

File Edit Yiew LCall Transfer Help

unknown Rewv DO-0 Ser 00244 | D2-04-9a 00:37

FORT 1 INTERFACE

In Packets
In Octets

In Discards
In Errors
Cut Packets
Cut Octets
Oout Discards
Cut Errors

oo oooooo

interFace | Ip | Refresh | Main

|Connected 0:03:13 [wT100 |9600 811 [SCROLL  [C&PS  [NUM [Captue  [Frint echo

&

Figure 3-5. Typical Network Port Data Screen

IN PACKETS

The In Packets counter shows the total number of packets received from the remote systems
through this port.
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INOCTETS

The In Octets counter shows the total number of octets received from the remote systems for
this port.

IN DISCARDS

The In Discards counter shows the total number of packets received from the remote systems
and discarded due to lack of resources for this port.

IN ERRORS

The In Errors counter shows the total number of packets received from the remote systems
that had CRC errors when received.

OUT PACKETS

The Out Packets counter shows the total number of packets sent to the remote systems by the
NMS equipment.

OUT OCTETS

The Out Octets counter shows the total number of octets sent to the remote systems by the
NMS equipment.

OUT DISCARDS

The Out Discards counter shows the total number of packets that were sent to the remote
systems and discarded due to lack of resources.

OUT ERRORS

The Out Errors counter shows the total number of errorsrelated to packets transmitted.
Table 3-5 lists the other actions you can perform from the Network Port Statistics Screen.
These actions appear on the bottom highlighted line of the statistics screen. To perform an

action, just pressthe letter that corresponds to the uppercase | etter associated with the desired
action.
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Table 3-5. Networ k Port Data Screen Actions

Action Function
interFace Switches from the IP Data Screen to the Interface Data Screen.
Ip Switches from the Interface Data Screen to the |P Data Screen.
Refresh Data collection is not updated automatically. Pressing the “r” key will
update all datafields.
Main Returns to the System Main Screen.

341 MCC Protocol Sack Data Screen

Figure 3-6 showstypical statisticsfor the ACS-M CC card protocol stack. To display thisdata,
press“i” in the Network Port Statistics Screen to invoke the | p command. These statistics are

described in the following paragraphs.

“g Integrated Access System - HyperT erminal
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Datagrams Forwarded
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—-—— ICHP Netstat ---—
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In Destination Unreach.
Cut Destination Unreach.
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interFace | Ip | Refresh | HMain
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Figure 3-6. Typical M CC Protocol Sack Data Screen

DATAGRAMSIN

The Datagrams In counter shows the total number of |P datagrams received from the remote
systems.
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INPUT DATAGRAMS DISCARDED

The Input Datagrams Discarded counter shows the total number of | P datagrams received that
were discarded.

OUTPUT DATAGRAMS DISCARDED

The Output Datagrams Discarded counter shows the total number of | P datagrams sent to the
remote system and discarded.

DATAGRAM S FORWARDED

The Datagrams Forwarded counter showsthetotal number of |P datagramsthat werereceived
from the remote systems and then forwarded.

REQUESTSOUT

The Requests Out counter showsthe total number of | P datagramsthat originated at the MCC.

IN MESSAGES

The In Messages counter shows the total number of |CM P messages sent by the remote
systems.

OUT MESSAGES

The Out Messages counter shows the total number of |CMP messages sent to the remote
systems.

IN ERRORS

The In Errors counter shows the total number of | CM P messages sent by the remote systems
and had errors when received.

IN ECHO REQUESTS

The In Echo Reguests counter shows the total number of ICMP echo requests sent by the
remote systems.
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IN ECHO REPLIES

The In Echo Replies counter shows the total number of ICM P echo replies sent by the remote
systems.

OUT ECHO REQUESTS

The Out Echo Requests counter shows the total number of |CM P echo requests sent to the
remote systems.

OUT ECHO REPLIES

The Out Echo Replies counter showsthetotal number of ICMP echo replies sent to theremote
systems.

IN DESTINATION UNREACH

The In Destination Unreachabl e counter shows the total number of “ destination unreachabl €”
requests sent by the remote systems.

OUT DESTINATION UNREACH

The Out Destination Unreachabl e counter shows the total number of “destination
unreachabl€e” requests sent to the remote systems.
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ACSMCC Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

ACS-MCC Card Troubleshooting

MCC card problems could indicate a number of possible causes, including:

Misconfigured |P parameter at the far end

Faulty cabling between the MCC LAN port and the LAN
T1 or E1 network failure

Improper network configuration

Improper MCC card configuration

Typically, aproblem isindicated by the inability to route IP traffic to/from or through the
MCC card. You can perform numerous tasks to isolate the trouble and clear it. When
troubl eshooting problems on IP communications through an MCC card, follow this general
sequence:

1. If al IPtraffic is affected, verify that the US/EUR jumper is correctly placed to match
the US/EUR jumper on the chassis. The MCC card performs a self-test on power-up.
A “healthy” card will have agreen LED lit on the front panel. Do not proceed with
further steps until agreen LED is present.

2. Verify that the Ethernet Port (E) isactv and that the correct |P address (IPADDR) and
NETMASK have been entered. At this point, attempt to “ping” (from the CPU card
TCP/IP screen) the | P address of the MCC Ethernet port from another device on the
LAN. Pressing N from this screen will display the Network Statistic registers for the
Ethernet port. Analyze the information to determine the cause of the failure. Do not
proceed with further steps until this ping is successful.

3. From the CPU Main Menu screen, go to the TCP/IP screen by pressing | . Verify that
the options and addresses on the TCP/IP screen are correct. Press“P” (for ping) and
enter the IP address of the MCC card Ethernet port.

4. 1f Step 3isnot successful, verify that the DEFAULT IP PORT is set to serv and that
the DEFAULT IP SLOT isset to the chassis slot in which the MCC card resides (P1,
P2, or P3). At this point, attempt to ping the card again by pressing P. Do not proceed
until this ping is successful.

5. Verify that the T1 or E1 network isworking properly by checking for current CGA-Red

and CGA-Yellow alarms. If no CGA alarms are present that would affect I P traffic,
continue with step 6.
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6. Verify the configuration settings for the affected MCC port. Be surethe port is
connected to the proper WAN card and port, that the correct FORM AT is selected and
that the appropriate | P address (IPADDR) and NETM ASK have been entered. If these
assignments appear correct, go back to the CPU TCP/IP menu and ping the address of
the remote device connected to that MCC port. If thisis not successful, ping back
toward the MCC card from the remote device. Pressing N from the MCC card Port
screen will display the Network Statistic registersfor the port. Analyze theinformation
to help determine the cause of the failure. The problem may be either in the network
between the M CC port and the remote device, or incorrect | P addressing/configuration
of the remote device.

7. If theMCC card isdetermined to be faulty, replaceit and return the faulty unit for repair
to the location specified by your distributor.
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Chapter 4
ATM Card

4.1 Introduction

This chapter providesinstallation, configuration, and troubleshooting information for the
Asynchronous Transfer Mode (ATM) Server Card.

With ATM firmware (641xx) the ATM Concentrator is an application running on the
Advanced Communications Server (ACS), providing aDS3 ATM port. It supports both
constant bit rate and variable bit rate applications and offers connectivity from WAN, HSU
analog voice, FRAD and BRI. Note that this card islabeled as an ACS card on its faceplate
gjector. It iscalled an ATM card only in the user interface screens described in this chapter.
Throughout this chapter, it is referred to as the ACS-ATM card.

The acceleration in ATM deployment has created an opportunity for usersto migrate legacy
applications to both the private ATM backbone and to public ATM services. Theincentives
for integrating the existing applications with the typically higher-speed ATM traffic are
primarily financial in nature, but another significant benefit is the resultant streamlining of
network operations and management.

4.2 ACSATM Card Descriptions

421 ACSATM Card Description (882060)

The ACS-ATM card is a high-performance server card designed to concentrate the entire
bandwidth of the Integrated A ccess System into ahigh-speed ATM link. Theinput to thiscard
isderived from WAN T1 and/or E1 interfaces, from any of the user cardsin the system’seight
chassis user dotsand an 10-Base-T ethernet port for wirespeed LAN extension. All existing
user interfaces are supported, including voice and data.

The card currently supports ATM Segmentation and Reassembly (SAR) processor and aDS3
electrical interface (BNC connectors). In thisrelease, only the UNI is supported. The
ACS-ATM card circuitry is capable of supporting ATM Adaptation Layers AALO, AALL,
AAL3, AAL4, and AALS.

The ACS-ATM card connects a wide range of equipment to an ATM network, including

analog PBX/key systems, digital PBXs, low-speed data terminal equipment, N x 56/64 kbps
dataterminal equipment, and video codecs.
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4-2

The ACS-ATM card consists of amain board and sub-module card. The main board is a
variation of the existing Advanced Communication Server (ACS). The sub-module card
handles all ATM functionality’s, including the Physical Layer, ATM Layer, and Adaptation
Layer. ATM connectivity is provided to and from the following system cards:

«  WAN (al card types)

 HSU (al card types)

e FXS, FXO, FXS-C, FXO-C

« E&M (al card types)

« BRI (U*8and SC cards only)

« FRAD 232*10

Incoming traffic is directed through the interna bus system to the ACS-ATM card, which
provides adaptation and encapsulation. The ATM output in the first release of the product is
an electrical DS3. Typically, the ATM connection isalocal ATM switch which multiplexes

virtual circuitsoriginating from the IMACSwith other high-speed traffic. The ACS-ATM card
is capable of handling both Variable Bit Rate and Constant Bit Rate Applications.

Card Jumper g/Switch Settings

The ACS-ATM card does not have any jumpers or switches on its mainboard.

Installing the Card

Insert the ACS-ATM card into one of the server card chassis slots (P1 to P3). The system can
accommodate up to three server cards
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4.3 ACSATM Card User Screensand Settings

431 ACSATM Card Main Screen

You must configure the ACS-ATM card’s DS3 port for operation after installing it in the
system chassis. Thisisdone fromthe ACS-ATM Card Main Screen, whichisshownin Figure
4-1. To go to this screen, highlight the desired card in the System Main Screen and press
<Enter>.
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Figure 4-1. Typical ACS-ATM Card Main Screen (DS3)

Table 4-1 lists the actions you can perform from the bottom highlighted line of this screen. To
choose an action, type the letter that corresponds to the uppercase letter of the desired action
on thisline. For example, to save your option settings, press“s’ (for Save).

Table 4-2 lists the screen parameters and the possible and default settings.
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Table4-1. ACS-ATM Card Main Screen Actions (DS3)
Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Redraws the screen.
uNi Brings up the User Network Interface (UNI) Configuration Screen.
Vbr Brings up the Variable Bit Rate (VBR) Configuration Screen.
Cbr Brings up the Constant Bit Rate (CBR) Configuration Screen.
Perf Brings up the DS3 Port Performance Data Screen.
Main Returns to the System Main Screen. If changes are made to settings and not
saved, you will be prompted to save or lose changes.

4-4

Table4-2. ACS-ATM Card Main Screen Options and Defaults (DS3)

Parameter User Options Default
STATE stdby  actv stdby
FORMAT Chit M23 Chit
CELL FRM plcp hes plcp
LB CFG off local line payld cell off
LB GEN off line paylod reset off
LB DET off on w/to off
TX CLKSRC line plcp line
TX-RX SCRAM yes no yes
TX-LBO off on off
IDLE-UASN uasn idle uasn

STATE (DSJ)

The State setting determineswhether the port isactive or inactive. Set State to stdby (standby)
for ports not being used or not yet configured. Set it to actv (active) for ports that are ready
for use for ATM traffic.

FORMAT (DS3)

The Format setting indicates the variety of DS3 C-bit application used by this port. The
choices are Chit and M 23. This parameter is defined in RFC 1407.

CELL FRM (DS3)

The Cell Framing setting indicatestheway ATM cellsare constructed from the DS3 bitstream.

Thetwo optionsare plcp (cellsare constructed from the PL CP mapping bits) and hcs (the cells
are constructed from the HEC in the cell header).
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LB CFG (DS3)

The Loopback Configuration setting shows the loopback status of the local interface. The off
state indicates that no loopback is present. Thelocal state showsthat the transmitted signal at
the interface is looped back to the receiver. The line state shows that the received signal is
looped back to the sender before this interface. The payld (payload) state indicates that the
received signal islooped back after passing through the ports reframing function. The cell
state indicates that the received cells are looped back to the transmit FIFO for retransmission
before passing through the receive FIFO. The payld and cell are ONLY used for DS3.

LB GEN (DS3)

The Loopback Generate setting indicates the type of loopback command to be sent to the
remote system. The off setting tells the remote system that the transmitted signal is either
looped or normal data. The line setting sends a request to the remote system for alocal
loopback (see above). The payld setting sends a request for a payload loopback. The reset
setting tellsthe remote system to deactivate loopbacks. Thetest setting sends atest pattern to
the remote system. This pattern will be a user-generated cell running AALO through ALC on
aspecific VCI.

LB DET (DS3)

The Loopback Detect setting tells the system to either detect or ignore remote loopback
requests. The off option tells the system to ignore remote |oopback requests. The on option
tells the system to detect remote |oopback commands. The system then loops data back in the
format specified until the remote equipment releases the loopback. The w/to (with timeout)
setting is the same as the on setting, but after 10 minutes the loopback is automatically

rel eased.

TX CLKSRC (DS3)

The Transmit Clock Source setting allowsyou to indicate the source of the transmit clock. The

options are line (source isthe DS3 receive line rate) and plcp (source isthe PLCP frame
receiverate). The last setting isvalid only if Cell Framing is set to plcp (see above).

R4

Note: An Interface Card is required to derive timing fromthe DS3 line.

TX-RX SCRAM (DS3)

The Transmit-Receive Scramble setting will show if the transmitted and received datais
scrambled to maintain minimum-ones density. The options are yes and no.
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TX-LBO (DS3)

If the distance between the DS3 switch and the system unit is short (less than 225 feet), signal
attenuation may be needed. The Transmit Line Build-Out setting activates this feature. The
options are off for distances greater than 225 feet, and on for distances less than 225 feet.

IDLE-UASN (DS3)

The Idle-Unassigned Cells setting will show if idle or unassigned cells should be sent when
actual datais not being sent. The options are idle and uasn.

User Network Interface Screen (UNI)

The UNI Screenisused to set up the ATM UNI link. Figure 4-2 shows atypical UNI Screen.
To gotothat screen, press“n” (UNi command) inthe ACS-ATM Card Main Screen. Table 4-3
lists the possible actions you can perform from the UNI Screen, and Table 4-4 lists the option
settings and defaults.
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Figure4-2. Typical UNI Screen
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Table 4-3. UNI Screen Actions
Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Redraws the screen.
Copy Copy option is not available in this host release
Perf Brings up the UNI Performance Data Screen.
Main Returnsto the ACS-ATM Card Main Screen. If changes are made to settings
and not saved, you will be prompted to save or lose changes.
Table 4-4. UNI Screen Options and Defaults
Parameter User Options Notes | Default
STATE stdby actv stdby
VPC Support no no
MAX VPCS 1 1
VP 0-15 0
MAX VCCS 63-1023 1023
VCI WIDTH 6-10 10
LOC IPADDR A valid IP address 0.0.0.0
LOCNETMASK |A valid IP address 0.0.0.0
MGMT CONN pvc none pvc
MGMT VCI 33-1023 n/a 1 33
IP-02VCI Any unique VCI from 33 to 1023 1 0
IP-03VCI Any unique VCI from 33 to 1023 1 0
IP-04 VCI Any unique VCI from 33 to 1023 1 0
IP-05VCI Any unique VCI from 33 to 1023 1 0
IP-06 VCI Any unique VCI from 33 to 1023 1 0
IP-07 VCI Any unique VCI from 33 to 1023 1 0
IP-08 VCI Any unique VCI from 33 to 1023 1 0
Notes:

1. Each ATM Card has up to eight logical ports that can be assigned as management
channelsin an IP network that is not managed with aBxR or MCC Card. These ports
are assigned from the I P Routing Screen on the CPU Card, using the slot that contains
thelocal ATM card, and the unit numbers 1-8. Once established, the VCI parameters
MGMT VCI and IP-Ox VCI) are used to assign virtual channel identifiersfor each
port.
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STATE

The State setting determines whether the port is active or inactive. Select stdby (standby) for
ports you are not using or have not yet configured. Or, select actv (active) for ports ready to
be used for ATM traffic.

VPC SUPPORT

The Virtual Path Connection Support setting indicates whether or not VPCs are supported. In
thisrevision, VPCs are not supported, so the only option available is no.

MAX VPCS

This setting defines the maximum simultaneous, end-to-end Virtual Path Connectionsthat can
exist on the UNI port. In thisrevision, MAX VPCs are not supported, so the only option
availableis 1.

VPI

The Virtual Path Identifier isthe ATM connection identification number provided by the
carrier for each service application. The options are 0 (zero) to 15.

MAX VCCS

The Maximum Virtual Channel Connections indicates the number of simultaneousVC
connections that can exist on the UNI port. The options are 63 to 1023.

VCI WIDTH

The Virtual Channel Width setting indicates the number of bitsin the VCI field of the cell
header that isinterpreted. The options are 6 to 10.

LOC IPADDR

The Local IP Addressis used to identify the global |P address of the ATM card. Any valid IP

address may be used. (For information regarding |P network design, contact your system
administrator.) The default is 0.0.0.0.
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LOC NETMASK

TheLoca Netmask isused in conjunction with the Loca 1P Addressto identify the | P network
for the ATM card. Any valid IP Netmask may be used. (For information regarding | P network
design, contact your system administrator.) The default is 0.0.0.0.

MGMT CONN

The Management Connection setting indicates if the ATM connection for management
purposesisaswitched virtual circuit (using the FORE SPANS protocol) or apermanent virtual
circuit. The optionsare pvc and none. If set to none, al other Network Management functions
will not work.

MGMT VCI

The Management Virtual Channel Identifier isthe VCI for the Permanent Virtual Connection
to the Network Management System. It is only supported when pvc is selected from the
MGMT CONN field above. The options are 33 to 1023.

IP-02VCI

The IP-02 VCI parameter allows the user to specify aVCl on the ATM card that is different
from the Management V Cl to be used as aremote network management channel. Each ATM
card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's | P Routing Screen.

IP-03VCI

The IP-03 VCI parameter allows the user to specify aVCl on the ATM card that is different
from the Management V Cl to be used as aremote network management channel. Each ATM
card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's | P Routing Screen.

IP-04 VCI
The IP-04 VVCI parameter allows the user to specify aVCl on the ATM card that is different
from the Management V ClI to be used as a remote network management channel. Each ATM

card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's | P Routing Screen.
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IP-05VCI

The IP-05 VCI parameter allows the user to specify a VCl on the ATM card that is different
from the Management V ClI to be used as a remote network management channel. Each ATM
card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's | P Routing Screen.

|P-06 VCI

The IP-06 VCI parameter allows the user to specify a VCl on the ATM card that is different
from the Management V ClI to be used as a remote network management channel. Each ATM
card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's | P Routing Screen.

IP-07 VCI

The IP-07 VCI parameter allows the user to specify a VCl on the ATM card that is different
from the Management V ClI to be used as a remote network management channel. Each ATM
card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's | P Routing Screen.

|P-08 VCI

The IP-08 VCI parameter allows the user to specify a VCl on the ATM card that is different
from the Management V ClI to be used as a remote network management channel. Each ATM
card can support up to 8 network management channels (MGMT VCI and IP-02 V CI through
IP-08 VCI), which are assigned from the CPU's I P Routing Screen.
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4.3.3 UNI Performance Data Screen (Supports 3.0 only)

The ACS-ATM card accumulates UNI statistics to show the ATM-layer performance
characteristics of this port. To access the UNI Performance Data Screen, press “p” in the
ACS-ATM Card Main Screen (Perf command). Figure 4-3 shows atypical UNI Performance
Data Screen, and Table 4-5 lists the actions you can perform from it.

The performance datais kept by 15-minute (900-second) time increments for atotal of 96
periods (24 hours). Each screen shows the current 15-minute segment and the past 12 periods
with totals at the bottom of the column. Additional performance screens are accessed by
selecting aal0, Vbr, or cEs. Press“d” to scroll backward through the previous 96 periods.
After each period, the oldest 15-minute segment (after 24 hours) is discarded. Since this data
isnot accumulated inreal time, you must press“r” (Refresh) periodically to obtain up-to-date
statistics on all performance screens.
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Figure 4-3. Typical UNI Performance Data Screen
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Table 4-5. UNI Performance Data Screen Actions

Action Function
Refresh Since performance datais not kept in real time, the refresh key must be
pressed to obtain updated performance figures.
Clear Clears all performance datafor the port.
pgUp Scrolls through the 96 time segments from ol dest to newest.
pgDn Scrolls through the 96 time segments from newest to oldest.
Vbr Brings up the UNI VBR Performance Data Screen.
cEs Brings up the UNI CES Performance Data Screen.
Main Returns to the UNI Performance Data Screen.
TXCELL

Identifies the number of cells transmitted on the UNI.

RXCELL

Identifies the number of cells received on the UNI.

CELLDISC

Identifies number of cells dropped at UNI due to protocol errors.

ERHEC

Identifies the number of cells received on the UNI with HEC errors.

ERVPI

Identifies the number of cells received on the UNI with out-of-range or unconnected VPI.

ERVCI

Identifies the number of cells received on the UNI with out-of-range or unconnected V ClI.
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4.3.4 UNI VBR Performance Data Screen (Unstructured)

Variable Bit Rate (VBR) statistics are accumulated for 15-minutes intervals for the last 96
intervals (24 hours). To access the VBR Performance Data Screen, press “v” in the UNI
Performance Data Screen (Vbr command). Figure 4-4 shows atypical screen. Press“u” and
“d” in this screen to scroll through the data, 12 intervals at atime. Table 4-6 lists the actions
you can perform from the bottom line of this screen.
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Figure 4-4. Typical UNI VBR Performance Data Screen

Table 4-6. UNI VBR Perfor mance Data Screen Actions

Action Function
Refresh Since performance datais not kept in real time, the refresh key must be
pressed to obtain updated performance figures.
Clear Clears al performance data for the highlighted port.
pgUp Scrolls through the 96 time segments from ol dest to newest.
pgDn Scrolls through the 96 time segments from newest to oldest.
Main Returns to the UNI Performance Data Screen.

The performance fields in the above screen are display-only and the parameters are the same
for each. Therangeis from 0 to (232 -1).
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TXPDU

| dentifies the number of PDUs transmitted on that UNI on AAL3/4.

RXPDU

Identifies the number of PDUs received on that UNI on AAL3/4.

ERCRC

Identifies the number of cells received on that UNI on AAL3/4 with payload CRC errors.

ERSAR

I dentifies the number of cells received on that UNI on AAL3/4 with SAR protocol errors.

ERCS

Identifies the number of cells received on that UNI on AAL 3/4 with CS protocol errors.

PDUDISC

Identifies the number of PDUs received on that UNI on AAL3/4 which were discarded dueto
gueue overflowsto the layer above.

BYTEDISC

Identifies the number of bytes received on that UNI on AAL3/4 which were discarded dueto
gueue overflowsto the layer above.
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4.35 CESPeformance Data Screen

The CES statistics are accumul ated in 15-minute intervalsfor the last 24 hours. To accessthe
CES Performance Data Screen, press“€” in the UNI Performance Data Screen (CEs
command). Then, press“u” and “d” to scroll through the data, 12 intervals at atime. Figure
4-5 shows atypical CES Performance Data Screen, and Table 4-7 lists the actions you can
perform from the bottom line of this screen.
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Figure 4-5. Typical CES Performance Data Screen

Table 4-7. CES Perfor mance Data Screen Actions

Action Function
Refresh Since performance datais not kept in real time, the refresh key must be
pressed to obtain updated performance figures.
Clear Clears al performance data for the highlighted port.
pgUp Scrolls through the 96 time segments from ol dest to newest.
pgDn Scrolls through the 96 time segments from newest to oldest.
Main Returns to the UNI Performance Data Screen.

The performance fields in the above screen are display-only and the parameters are the same
for each, 0 - (232 -1). CL Stat displays Loss or NoLoss.
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TXCELL

Identifies the number of cells transmitted on that UNI on AAL1.

RXCELL

Identifies the number of cellsreceived on that UNI on AAL1

ERHDR

Identifies the number of cells received on that UNI on AAL 1 with header errors (includes
correctable and uncorrectable CRC + bad parity).

CELOST

Identifies the number of cellslost on that UNI on AAL1.

PTRRF

Identifies the number of times the reassembler found the SDT PTR to be incorrect.

CLSTAT

Identifies whether cellswere lost for the duration of the Cell Loss Integration (CL1) period.
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4.3.6 VariableBit Rate (VBR) Configuration Screen

The ACS-ATM card supports four super-rate channels up to 2.048 M bps each. The aggregate
bandwidth cannot exceed 4.096 Mbps.

Additionally, the card is capable of supporting up to 64 HDL C channels operating at Nx64
kbps (N = 1 to 32). The other 64 channels are accessed by using the “greater than” (>) and
“lessthan” (<) symbols. The total HDL C bandwidth available for variable-bit-rate (AAL 3/4
& 5) traffic on asingle ATM Server is 8 Mbps.

Alternatively, only Clcan be used as an Ethernet controller. The ACS-ATM card is equipped
with asingle 10base-T Ethernet connector. In addition to the 8 Mbps of VBR traffic from the
HDLC controllers, the Ethernet port provides encapsulation for Ethernet MAC layer frames.
With thisrelease of the product, no filtering or forwarding is supported by the card. All frames
on the Ethernet are transmitted to the ATM aggregate port.

Figure 4-6 shows atypical Variable Bit-Rate (VBR) Configuration Screen. To go to that
screen, press “v” (Vbr command) in the ACS-ATM Card Main Screen. Table 4-8 lists the
actionsyou can perform from this screen, and Table 4-8 showsthe option settings and defaults.
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Figure 4-6. Typical VBR Configuration Screen
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Table 4-8. VBR Configuration Screen Actions
Action Function

Save Saves changes to settings.

Undo Returns all settings to the last saved state.

Refresh Redraws the screen.

Perf Brings up the VBR Port Performance Data Screen.

< Scrolls left through the 68 VBR PV Cs.

> Scrolls right through the 68 VBR PV Cs.

Main Returnsto the ACS-ATM Card Main Screen. If changes are made to settings
and not saved, you will be prompted to save or lose changes.

4-18

Table 4-9. VBR Configuration Screen Options and Defaults

Par ameter User Options Notes | Default
STATE stdby  actv stdby
AAL TYPE adb ad34 aal5
LEGACY wan (lan) 1 wil-1
PORT n/a 2 n/a
TS table 5 table
RATE 56k 64k 64k
VCl 33-1023 33
MID na 0-1023 3 n/a
TAG n/a n‘a
PEAK (Kbps) na yes no n/a
MEAN (Kbps) 1 Peak (kbps) 4 64
MBS (Bytes) 1-10000 5000
LBCFG off legacy am both off
Notes.

1. The lan option can only be selected for port C1.

2. When legacy isfrom auser card - U1, U2 etc. port indicates this user cards’ physical
port. In addition legacy may be from a user card in which case legacy shows auser slot
number not alterable directly from the ATM menu. When legacy is not reserved from

an external resource, then the field port isn/a.

3. The MID setting will become active when aal34 is chosen in AAL TYPE field.

4. The MEAN value increases with the number of time slots selected in the TS tablefield.

5. When legacy isauser card, TSwill show the number of TS reserved for that user port.
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STATE

The State setting determines whether the port isactive or inactive. Set Stateto stdby (standby)
for ports you are not using or have not yet configured. Set it to actv (active) for ports that are
ready for use for ATM traffic.

AAL TYPE

Identifies the type of ATM Adaptation Layer this port isusing for Variable Bit Rate (VBR)
services. The options are aal5 and aal 34.

LEGACY

This setting indicates the physical port(s) on the legacy side of the ACS-ATM card associated
with this ATM user port. The options are wan for individual WAN links (only appears on C1)
and lan (for LAN traffic). However, the lan option is only valid for port C1.

If wan is chosen, another pop-up window will appear to alow the user to select which WAN
link to associate with this port. Valid selections for this option are wl-1 to w4-2.

PORT

With wan or lan selected in the Legacy setting above, this option will always show n/ain user
card ports (C1, C2, C3 and C4).

TS

The Time Slot setting identifies the WAN time slots used by this port. You can make time slot
assignments by highlighting the time slots needed with the arrow keys and pressing the space
bar. If lan is chosen as the Legacy setting above, this field will show n/a.

RATE

The Rate setting identifies the data speed used by this port. The option for thisfield is 64k.

VCI
The Virtual Channel Identifier isthe VCI (local to the UNI) on which information will be

transmitted or received. Since the VCI isrestricted to one value in this version, it will be the
value chosen for the entire UNI. The options are numbers 33 to 1023.
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MID

The Multiplexer Identification Number is set to a non-zero value if multiplexing is required.
The options are n/a (not applicable) and numbers 0 to 1023. This setting will only show if
aal34 ischoseninthe AAL TY PE field above.

TAG

The option isn/a.

PEAK (Kbps)

The Peak Bandwidth setting determines the maximum bandwidth (in kbps) used by the source
port in the direction of the ATM virtua connection. If wan is chosen in the L egacy selection
above, the valueis the product of the time slot setting multiplied by the rate setting (e.g., 5
time slotsx 64k rate = 320 kbps) and isautomatically cal culated. In wan mode, the user cannot
change this parameter, which appears as n/a. Same if legacy is user card.

If lan is used in the Legacy selection, the user must select the appropriate peak bandwidth.
Valid selections are 1 to 10000.

MEAN (Kbps)

The Mean Bandwidth setting determines the average bandwidth (in kbps) used by the source
port in the direction of the ATM virtual connection. If wan is chosen in the LEGACY
parameter, the value is the product of the number of time slots selected in the TS parameter
multiplied by the value of the RATE parameter. (For instance, eight time slots x 64K rate =
512 kbps.) Thisvaueis calculated automatically. Can me modified from 1 to calcul ate value.

If lan is selected from the LEGACY parameter, the value of MEAN (KBPS) can range from
1 to 10000, but can never exceed the value of PEAK (KBPS).

MBS (Bytes)

The Burst Length setting determines the maximum size packets sent by the source port in the

direction of the ATM virtual connection. Typically, this setting will be the size of the packets
used. Valid selections are 1 to 10,000. The default is 5000.
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4.3.7

LBCFG

The Loopback Configuration setting indicates whether a single endpoint or both endpoints of
an individual Permanent Virtual Circuit can be placed in aloopback mode. The choice of off
should be used when none of the endpoints of the PV C should be placed in aloopback
condition. The legacy choice alows the legacy side of the circuit to be placed in aloopback
condition. The atm selection alows the ATM side of the circuit to be placed in loopback
mode. The selection of both allows both sides of the circuit to be placed in aloopback
condition.

VBR Port Performance Data Screen

Figure 4-7 shows the VBR Port Performance Data Screen for the ACS-ATM card. To go to
this screen, press“p” (Perf command) in the VBR Configuration Screen. Figure 4-8 shows
the VBR Port Performance Data Screen for the Legacy Performance by pressing “€” (Endp).
Table 4-10 lists the actions you can perform from the bottom line of this screen.
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Figure4-7. Typical VBR Port Performance Data Screen (ATM)
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The performance fields are display-only for the ATM Performance and Legacy Performance
screens.
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Figure 4-8. Typical VBR Port Performance Data Screen (L egacy)

Table 4-10. VBR Port Performance Data Screen Actions

Action Function
Refresh Since performance datais not kept in real time, the refresh key must be
pressed to obtain updated performance figures.
Clear Clears al performance datafor the highlighted port.
pgUp Pages through the 96 time segments from ol dest to newest.
pgbn Pages through the 96 time segments from newest to ol dest.
Endp Displays Legacy Performance and ATM Performance screens.
Main Returnsto the ACS-ATM Card Main Screen.
INFRM

Identifies the number of frames transmitted on that VBR port.

OUTFRM

Identifies the number of frames received on that VBR port.
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INBYTE

Identifies the number of bytes transmitted on that VBR port.

OUTBYTE

Identifies the number of bytes received on that VBR port.

INFRMLOST

Identifies the number of frames |ost due to buffer overflow on the Tx side.

OUTFRMLOST

Identifies the number of frames |ost due to buffer overflow on the Rx side.
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Constant Bit Rate (CBR) Configuration (Structured) Screen

Pressing the “c” key from the ACS-ATM Card Main Screen will invoke the Cbr command

and show the CBR Configuration Screen. Because constant-bit-rate (AAL1) traffic does not
consume HDL C channels, it is not subject to the 8 Mbps restriction when using the Variable
Bit Rate options. The total capacity of the PCM-based system busis 384 DS0s. With AAL1,

the ATM Server Card can adapt and transmit the entire 384 DS0s.

Figure 4-9 shows atypical CBR Configuration Screen. Table 4-11 lists the actions you can

perform from this screen, and Table 4-12 shows the option settings and defaults.
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Figure 4-9. Typical CBR Configuration Screen
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Table 4-11. CBR Configuration Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
Refresh Redraws the screen.
Copy Copies the contents of the current column to the next column.
Perf Brings up the CBR Port Performance Data Screen.
< Scrolls left through the 96 CBR PV Cs.
> Scrolls right through the 96 CBR PV Cs.
Main Returnsto the ACS-ATM Card Main Screen. If changes are made to settings
and not saved, you will be prompted to save or lose changes.

Table 4-12. CBR Configuration Screen Options and Defaults

Par ameter User Options Notes | Default
STATE stdby  actv stdby
LEGACY wan  muser 1 wl-1
PORT na 1-8 2 n‘a
TS table table
FORMAT unstr basic casT1l casEl 3 unstr
CELL FILL 1-47 47
CDhV 1-128 1
CLI 1000-65535 1000
VCI 33-1023 33
Notes.

1. Will display user card slot when reserved from that user card.

2. The port will show port number when reserved from that user port.

3. casE1l isavailable when muser is selected in Legacy or when the WAN selected isan
E1l (CEPT) WAN.

STATE

The State setting determines whether the port is active or inactive. Set the State to stdby

(standby) for portsyou are not using or have not yet configured. Set it to actv (active) for ports
that are ready for ATM traffic usage.
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LEGACY

This setting indicates the physical port(s) on the legacy side of the ATM module associated
withthis ATM user port. The optionsare muser (for user cards) and wan (for individual WAN
links). If wan is chosen, another pop-up window will appear to alow the user to select which
WAN link to associate with this port. Valid selections are wl-1 to w4-2.

If the Legacy portisasingle port, it must be configured on the user card screen. The user card
number will appear as U# (where # is the card slot number).

PORT

Identifiesthe port on the user card to expect legacy traffic. If asingle user port was configured
on the associated user card screen, the user port number will appear. If wan or muser is
selected in the Legacy setting above, this option will show n/a.

TS

The Time dot setting identifies the time slots used by this port. If wan ischosenin the Legacy
setting above, this field will show table and time dots can be selected by using the table. If
muser ischoseninthe Legacy setting above, TS can be set to the desired number of time slots
by using the arrow keys.

FORMAT

The Format setting determines the structure of the AAL 1 frames. Refer to Figure 4-10 for the
proper Format settings to choose.

CBR/AAL1

WAN muser

Unstrc cas-T1l basic cas-E1

Figure4-10. ATM Server Option Tree
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CELL FILL

The Cell Fill setting indicates the number of octets needed to fill in before a cell can be
shipped. Thissetting will determinethe delay between transmitted ATM cells. The optionsare
1to 47.

CDV

The Cell Delay Variation Tolerance setting determines the maximum cell arrival jitter in
multiples of 125-microsecond increments the reassembly process will tolerate in the cell
stream without producing errors on the CBR interface. The options are 1 to 128 (16
milliseconds). This helps you determine the maximum reassembly buffer size.

CLI

The Cell Loss Integration setting determines the time in milliseconds for the CLI period. If
cellsarelost for this period of time, a Cell Loss Status flag is set. The options are 1000 to
65,535 (1 to 65 seconds).

VCI

The Virtual Channel Identifier isthe ATM connection identification number provided by the

carrier for each service application. This number will be the same asthe one placed inthe VClI
setting in the VBR Configuration Screen (Figure 4-6). The options are 33 to 1023.
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4.3.9 CBR Port Performance Data Screen

CBR port statisticsare accumul ated for 15-minuteintervalsfor thelast 96 intervals (24 hours).
To access this screen, press “p” (Perf command) in the CBR Configuration Screen. Then,
press“u” and“d” to scroll through the data, 12 intervalsat atime. Figure 4-11 showsatypical
CBR Port Performance Data Screen, and Table 4-13 liststhe actions you can perform from the
bottom line of this screen.
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Figure 4-11. Typical CBR Port Performance Data Screen

Table 4-13. CBR Port Performance Data Screen Actions

Action Function
Refresh Since performance datais not kept in real time, the refresh key must be
pressed to obtain updated performance figures.
Clear Clears al performance data for the highlighted port.
pgUp Scrolls through the 96 time segments from ol dest to newest.
pgDn Scrolls through the 96 time segments from newest to oldest.
Main Returnsto the CBR Configuration Screen.
TXCELL

Identifies the number of cells transmitted on the CBR Port.
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RXCELL

Identifies the number of cells received on the CBR Port.

ERHDR

Identifies the number of cells received on that CBR Port with header errors (includes
correctable and uncorrectable CRC + bad parity).

CELOST

Identifies the number of cellslost on that CBR Port.

PTRRF

Identifies the number of times the reassembler found the SDT PTR to be incorrect.

CLSTAT

Identifies whether cells were lost for the duration of the Cell Loss Integration (CLI) period.

Server Cards 4-29



ACS-ATM Card User Screens and Settings

ATM Card

4.3.10 DS3 Performance Data Screen

4-30

The ACS-ATM card accumul ates statistics that show the DS3 performance characteristics of
the circuit. To access the DS3 Performance Data Screen, press“p” (Perf command) from the
ACS-ATM Card Main Screen. Figure 4-12 shows this screen, and Table 4-14 lists the actions
you can perform from the bottom line of this screen.

Figuresare kept in 15-minute (900 seconds) time increments for 24 hours. Each screen shows
the current 15-minute segment and the past 12 periods with totals at the bottom of the column.
Press“d” or “u” to scroll backward or forward through the previous 96 periods. After each
period, the oldest 15-minute segment (from exactly 24 hours ago) is discarded. Since
information is not accumulated in real time, you must press “r” (Refresh) periodically to
obtain up-to-date statistics.
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Figure 4-12. DS3 Perfor mance Data Screen
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Table 4-14. DS3 Per formance Data Screen Actions

Action Function

Refresh Performance datais not kept in real time, the refresh key must be pressed to
obtain updated performance figures.

Clear Clearsall performance data.

pgUp Scroalls through the pages of DS3 performance statistics from oldest to
newest.

pgDn Scrolls through the pages of DS3 performance statistics from newest to
ol dest.

Main Returnsto the ACS-ATM Card Main Screen.

PES

Accumulates the number of P-bit parity Errored Secondsin the 15-minuteinterval. A PESis
asecond in which one or more P-bit parity error events OR one or more Out of Frame (OOF)
defects or a detected incoming AlS occurred. Thisfield is hot incremented when UASs are
counted.

PSE

Accumulates the number of P-bit parity Severely Errored Seconds in the 15-minute interval.
A PSE isasecond 44 or more P-bit parity error events OR one or more Out of Frame (OOF)
defects or a detected incoming AlS occurred. Thisfield is hot incremented when UASs are
counted.

CES

Accumulates the number of C-bit parity Errored Secondsin the 15-minute interval. A CESis
asecond in which one or more C-bit parity error events OR one or more Out of Frame (OOF)
defects or a detected incoming AlS occurred. Thisfield is hot incremented when UASs are
counted. It is applicable only to C-bit parity DS3 applications.

CSE

Accumulates the number of C-bit parity Severely Errored Secondsin the 15-minute interval.
A PESisasecond inwhich 44 or more C-bit parity error events OR one or more Out of Frame
(OOF) defects or adetected incoming Al S occurred. Thisfield isnot incremented when UASs
are counted. It is applicable only to C-bit parity DS3 applications.
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SEF

Accumulates the number of Severely Errored Framing Seconds in the 15-minute interval. A
SEF isasecond in which one or more Out of Frame (OOF) defects or adetected incoming AlS
occurred.

UAS

Accumulatesthe number of Unavailable Secondsin the 15-minuteinterval. The DS3interface
is unavailable from the onset of 10 contiguous PSESSs, or the onset of acondition leadingto a
RAI failure state. If the condition leading to the failure was preceded by one or more
contiguous PSESs, the unavailability starts from the onset of these PSEs. Once unavailable
and if no failure is present, the DS3 becomes available at the onset of 10 contiguous seconds
with no PSESs.

LES

Accumulates the number of Line Errored Seconds in the 15-minute interval. An LESisa
second in which one or more P-bit or C-hit parity errors or Loss of Signal (LOS) defects
occurred.

LCV

Accumulatesthe number of Line Code Violationsin the 15-minuteinterval. Thisincludesboth
Bipolar violations (BPV's) and Excessive Zeros (EXZS).

PCV

Accumulates the number of P-bit Code Violationsin the 15-minute interval.

CCV

Accumulates the number of C-bit Code Violationsin the 15-minute interval.

STATUS

The Status column shows the nature of the errors cal culated in each of previousten categories.
Any of the following Status codes may appear in this column depending upon how the errors
occurred. Possible values for this column are Y (receive yellow alarm), X (transmit yellow
aarm), A (receive AlS), | (transmit AlS), F (receiveloss of frame), S (receiveloss of signal),
L (loopback) or T (test).
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RC

The Receive Code column shows the nature of the errors calculated in each of previous ten
categories. Any of the following RcvCode codes may appear in this column, depending upon
how the errors occurred. Possible values for this column are N (none), L (line code), P
(payload code), R (reset code) and T (test pattern).
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ACSATM Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

ACS-ATM Card Troubleshooting

Problems with a ATM card could indicate anumber of causes. Some possibilities are:

T1 or E1 network failure

Improper installation of ATM child card
Improper ATM card configuration

Improper user card configuration

Faulty cabling between the DTE and user card

Improper DTE configuration

Typically, aproblem isindicated by the inability to send or receive ATM traffic through the
ATM card. When troubleshooting communications problems through an ATM card, follow
this general sequence:

1. Verify that the T1 or E1 networks are working properly by checking for current
CGA-Red and CGA-Yelow alarms. If no CGA aarms are present that would affect
ATM traffic, continue with step 2.

2. Verify that the ATM card's DS3 port is functioning properly. Use the built-in loopback
commands (LB CFG, LB GEN, LB DET) from the ATM Main Screen to test the
externa connection, as detailed earlier in this chapter. Loopbacks are available on the
DS3 port only.

3. Verify that the ATM card's User Network Interface (UNI) is up (accessed by pressing
N from the ATM card Main Screen).

4. Review the performance statistics of each active port (accessed by pressing P from any
port screen). Analyze the information provided on these screens to help determine the
cause of the problem, as detailed earlier in this chapter.

5. Verify that all cards programmed to output traffic to the ATM card are functioning
properly and that their output is directed to the proper card dot (the slot in which the
ATM card isinstalled).

6. Verify that the ATM port is connected to the proper WAN card and time slot or user
card port. If auser card port is used, verify the configuration settings on the user card
port and the cable connection to the DTE.

7.1fthe ATM card isdetermined to be faulty, replaceit and return the faulty unit for repair
to the location specified by your distributor.
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46 ATM Server Card Specifications

ATM Card (Model 882060)
ATM I/F

1 DS3/0OC3c/STM1 Private UNI 3.1

ATM Framing Chit, M23 for DS3, STS3c, STM1
Cell Delineation HCS (+ PLCP for DS3 only)
Clocking Line (+ PLCP for DS3 only)
VPI Support One configurable VP
VCI Support 33 - 1023 (configurable)
Idle Cell Idle or Unassigned
TR_RX Scrambling ON/OFF
Traffic Types CBR, VBR
AALs AAL1L, AAL34, AALS
Number of PVCs 68 VBR, 96 CBR (with multi-user support)
Performance 4,000 FPS
System Capacity Maximum 3 per System
Management DS3/SONET/SDH MIB, UNI3.1ILMI MIB, AToM MIB
Connectivity SNMP or TELNET; Access via up to seven (7) Management PV
Sandards Compatibility
ATM Forum UNI3.0
ITU-T 1.363
G709
Bellcore TR-NWT-000253
ATM Forum Circuit-Emulation Services  Over DSVEL

ATM Forum Service Inter operability
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Chapter 5
| SDN-PRI Card

5.1

5.1.1

5111

5112

I ntroduction

The ISDN-PRI server card (884060) offers users the ahility to effectively terminate and
manage both dedicated and switched carrier servicesin asingle system. Thiscapability allows
usersto pick the most cost-effective services for both permanent connections (e.g.,
LAN-to-WAN) and periodic connections (e.g., video conferencing).

Three specific features enable the system to use ISDN-PRI services, and are therefore covered
in this chapter. These features are:

« |SDN PRI server card

e Call profiles (accessed from the Interface Card)

e HSU-AD 530/35 switched services data card

The switched services HSU card information is repeated in the chapter on HSU cards, and the
call profileinformation is repeated in the Interface Card chapter.

Definitions

Timeslot

Each T1 or E1 WAN link accessed by the system is subdivided into individual 64 kbps
channelscalled timeslots (T1 has 24 timeslots, E1 has 32). A timeslot issometimes also called
aDS0 or a B (bearer) channel. While all three terms refer to the same concept, this manual
will assign arbitrary definitions to distinguish timeslots controlled by ISDN from those that
are not.

DSO

A DSOisatimesot on any WAN link that isnot controlled by an | SDN signaling channel
(the D channel). Thus, DSOs are controlled via assigning user ports to WAN timeslots (see
individual user card chapters) via setting up cross-connect circuits (see Chapter 4, System
Configuration and Operation, in the System Reference Guide).
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B Channel

A B channel isatimedot on any WAN link that is controlled by an | SDN D channel. B
channel assignmentsto WAN links are used dynamically by the system asincoming and
outgoing ISDN calls occur.

In the system, every timedot is either aB channel or aDS0. Users can define which iswhich
viathe D channel configuration screen described later in this chapter.

D Channd

A D channd carriessignaling information for all B channelswith which it isassociated. Each
D channel occupies an entire timeslot which is dedicated to ISDN signaling. The D channel
can also be used to log into aremote system unit (see later in this chapter).

Facility

A facility is another term for an individua T1 or E1 WAN link.

Interface

Theterm “interface” is used interchangeably with facility when referring to an ISDN link.

NFAS (Non-Facility Associated Signaling)

A basic ISDN PRI facility isaT1 link that consists of 23 B channelsand 1 D channel
(23B+D), or an E1 link that consists of 30 B channelsand 1 D channel (30B+D). Note that
onetimeslot on any E1 link is reserved for maintenance use and is neither a B channel nor a
D channel. The D channel providessignaling for all (23 or 30) of the B channelson thefacility
carrying the D channel.

However, many ISDN applications have relatively low call rates (i.e., the D channel is not
very busy), but need more than 23 (or 30) B channelsto carry user (bearer) traffic. In these
cases, aD channel can be set up to perform signaling not only for the B channels on its own
facility, but also for B channels on other facilities (i.e., other TL/E1 WAN links). When aD
channel isso provisioned it is considered to be performing non-facility associated signaling
(NFAS).

Some carriers’ implementations of NFAS allow one D channel to carry signaling for up to 20
facilities (i.e., 479 B channelsand 1 D channel in aT1 environment). However, the systemis
limited to 8 WAN links. Thus, the system limit for NFASis 191B+D in T1 environments (8
times 24 minus 1 D channel), and 239B+D in E1 environments (8 times 30 minus 1).
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5.1.1.8

5.1.2

Trunks

AnISDN trunk isalogical division of B channels pertaining to aD channel. It consists of one
or more contiguous or non-contiguous B channels. All B channelsin atrunk must belong to
the same D channel. However, atrunk may be assigned across different physical interfaces
when NFAS s used.

Selecting D Channels, B Channels, and DS0s

The D channel configuration screens described later in this chapter show how to configure D
channels, assign B channelsto one or more D channels, and how to identify dedicated DSOs
that cannot be used as B channels. This section will give afew examples of applications that
would require various combinations of D channel(s), B channels, and DSOs.

Figure 5-1 shows an application where asingle D channel performsISDN signalingfor 8 T1's
worth of B channels (191 B+D). There are actually 8 separate T1 facilities: seven with 24 B
channels each, and one with 23 B channels and one D channel.

Carrier
ISDN Switch

7 Facilities With 1 Facility With 23B+D
24B Each

Figure5-1. ISDN Channels: 191B+D
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Figure 5-2 shows an application where auser needslessthan 23 B channels (say 6 B channels
for video), and some dedicated DSOs (say 12 for LAN-WAN interconnect). In this case, the D
channel, B channels, and the DS0s all run on the same facility from the equipment to the
carrier. Inside the carrier’sfacility access point, the D and B channels are extracted from the
facility and sent to the ISDN switch, and the 12 DS0s are extracted from the facility and sent
to the carrier's dedicated DACS network. In this example, 5 timeslots are unused.

Carrier
DACS

Carrier
ISDN Switch

Carrier

DACS >

o,

——— 1

12 DS-0s

T1 with: 1 D Channel
6 B Channels

12 DS-0s

5 Unused Timeslots

Figure 5-2. DSOs and B Channels on the Same Facility
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Figure 5-3 shows an application that requires 3 D channels. The user has ordered a 23B+D
facility to each of two different carriers. Thethird facility isalocal NFAS (47B+D) connection
to the user’s PBX. In this application, the system will route calls from the PBX to the
appropriate carrier based on called phone number (see Call Routing section later in this
chapter).

Carrier A Carrier B
ISDN Switch ISDN Switch

> >

23B+D 23B+D
. 1 0 """ = NFAS 47B+D W]
1 "" '@w. oo
IAD ISDN PBX

Figure5-3. ISDN-PRI Linksto Two Carriersfrom an |SDN PBX

Network and User Side Protocols

In the example application shown in Figure 5-3, there is an important difference between the
two D channelsterminating in the carrier switchesand the D channel terminating in theuser’s
PBX. The ISDN signaling protocol that runs on the D channel is not symmetrical. Signaling
messages are treated differently depending on whether the D channel is setup to run the
networ k side protocol or the user side protocol. All carrier switches run the network side
protocol, and all user devices connected directly to a network switch must run the user side
protocol. In general, network side applications cannot be connected to other network side
applications. L ocal routing, the exception to thisrule, is explained in the next section.
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Figure 5-4 shows how the application in Figure 5-3 would be set up if the user’sPBX washot

connected to the system.

The disadvantage of this configuration is that the PBX may not be able to support two D
channels, may not be able to handle the differencesin D channel protocols between the two

carriers, and may not be able to route calls to the appropriate carrier.

Carrier A Carrier B
ISDN Switch ISDN Switch

> >

Network Side Network Side

23B+D 23B+D

User Side User Side

Wﬂ

oo
ISDN PBX

Figure5-4. ISDN-PRI Linksto Two Carriers
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Figure 5-5 shows how the system overcomes these disadvantages. Note that the configuration
in Figure 5-5 isidentical to the onein Figure 5-3.

Figure 5-5 highlights the ability of the system to be able to set the protocol between network
side and user side for each D channél it uses. Since the PBX can only run the user side
protocol, the system must run the network side protocol on the D channel connected to the
PBX. However, on the D channels connected to the carrier switches, the system must run the
user side protocol.

Carrier A Carrier B
ISDN Switch ISDN Switch
Network Side Network Side
23B+D 23B+D
User Side User Side
T it NFAS 47B+D Wﬂ
.\ u = oo
IAD ISDN PBX

Network Side User Side

Figure 5-5. Network and User Side Protocols

Call Routing

The system can be simultaneously connected to several network and user side ISDN PRI
facilitiesand to auser’sdataterminal equipment (DTE) such asavideo codec or aL AN router.
The DTE istypically connected through one or more of the system’s HSU cards.

CallsOriginating from an HSU Port

Any call originating from an HSU port must be associated with acall profile (see Call Profiles
section). Thecall profile specifieswhich D channel isto carry the call. The system will aways
route an outgoing HSU call to B channels controlled by the D channel specified in the call
profile. If no B channels are available, the call will not be placed.
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Calls Destined to an HSU Port

Each HSU port in the system that is available to receive incoming calls must be assigned a
unigue primary phone number that allows the system to route an incoming call to it (see the
Dial screen inthe HSU section). Optionally, a hunt group phone number (which need not be
unique) can also be assigned to the same HSU port.

When an incoming call isreceived by the system, it first scans all of the primary HSU phone
numbersto attempt amatch. If amatch occurs, the call isrouted to that HSU port. If no match
isfound, the system then searchesthelist of hunt group numbersto find amatch. The call will
be routed to the first HSU port with a matching hunt group phone number.

If amatchisstill not found, the system begins searching the D channdl routing tables (see next
section). If no match isfound after all searches are finished, the system rejects the incoming
call.

CallsOriginating from a D Channel

All callsoriginating from aD channel are considered incoming calls to the system because the
system isfirst made aware of the call when an incoming call message is received on the
originating D channel.

As described above, the system first tries to route any incoming call from a D channel to an
HSU port. If it cannot match the called number to an HSU port primary number or hunt group
number, the system begins looking in the D channel routing tables (see Assignment of Call
Routing Information later in thischapter). It will routethecall to thefirst D channel it matches.
If no D channel routing information matches, the call isrejected. Xs are used as "wildcards'
that will allow any number in its place to match. It isrecommended that onecarrier D
channel beassigned the default routing code of “ xxx-xxx-xxxx” sothat therewill always
be a match.
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5.1.4

5.1.5

|SDN Trunks

An ISDN trunk isalogical division of B channels pertaining to the same D channel. A D
channel can have one or moretrunks. Trunkscannot beused for local routing, so unlessthe
user has morethan one D channd, trunkswill not apply to their system. The basic rules
for trunk assignment are:

* A single B channel cannot belong to multiple trunks simultaneously

e Themaximum number of trunksthat can be assigned to asingle D channel is 15 (labeled
trunk “A” through trunk “ Q")

e B channésin atrunk can be contiguous or noncontiguous

e A trunk cannot cross D channel borders, but can span different WAN links when NFAS
is used by the carrier.

After ISDN trunks are configured, users can designate a routing table where incoming trunks
can be routed to outgoing trunks. The routing table can be constructed to specify up to three
outgoing trunk paths for each incoming trunk.

The basic rulesfor trunk routing are:

«  Eachincoming trunk can be routed to up to three outgoing trunks which are prioritized
into search patterns 1, 2 or 3

»  TheD channel of theincoming trunk must be different from that of the outgoing trunk
e A trunk can be used as an outgoing trunk for more than one incoming trunks

»  All trunks must be configured before assigning them to arouting table.

L ocal Routing

Devices such asvideo codecs or PBX sthat aredirectly attached to the system (i.e., do not pass
through a carrier network to connect to the system) are considered "loca" devices. All HSU
ports are loca devices. In addition, any PRI device such asa PBX that is connected to aD
channel configured for network sideisalocal device (asexplained in the previous section, any
D channel connected to a carrier network must be configured for user side).

Local routing isdefined as call routing between any two local devices. Because each HSU port
can be mapped by its cal profile to any specific D channel (local or non-local), users can
prevent local routing of calls originating from any HSU port by insuring that the call profile
refersto auser side (i.e., non-local) D channel.

However, calls coming into the system on a D channel (user or network) are routed based on
the called phone number, not on call profiles. Because the system does not provide billing
information, users may want to prohibit local routing of D channels. This prohibition will
forceall incoming D channel calls (user or network) to be routed to acarrier network so billing
information can be obtained. In other cases, however, users may want to enable local routing.
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Thus, if local routing isdisabled, any call coming into the system onanetwork side(i.e., local)
D channel will be routed only to auser side D channel based on the called number. Evenif the
called number matches, such a call will never be routed to an HSU port or a network side D
channel when local routing is disabled.

If local routing is enabled, then any call coming in on aD channel will be routed to the first
matching phone number, regardless of whether or not the match isfor alocal device.

Figure 5-6 shows a system connected to two carriers (A and B), two ISDN PBXs, two video
codecs (#1 and #2) and aLAN router. The examples that follow help explain the call routing
parameters.

Carrier B
ISDN Switch

>

Carrier A
ISDN Switch

>k

D Channel #2
XXX-XXX-XXXX

D Channel #1
700-XXX-XXXX

i
© OO O]
D Channel #4 T o D Channel #3
00y L e o0
Sl o
ISDN PBX #1 ISDN PBX #2

415-940-77xx 800-444-2xxx

Video Codec #1 Video Codec #2 LAN Router

700-737-2345 700-737-4567 700-737-5511

Figure5-6. Call Routing

In the example shown in Figure 5-6, the following call routings will occur:

* Anincoming call to 700-737-2345 from either carrier will be routed to HSU port #1.

e Any outgoing call from any HSU port will be routed to the D channel specified inthe call
profile including D channels #3 and #4 to the PBXs.

e A cal to 510-623-1574 from the PBX will be routed to carrier B.
« A cal to 800-444-2400 from either carrier will be routed to PBX #2.

» A call from either PBX to 700-737-5511 will be routed to HSU #3 if local routing is
enabled, but routed to Carrier A if local routing is disabled.
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e AcdlfromPBX #1to 800-444-2095 will be routed to PBX #2if local routing is enabled,
but will be routed to Carrier B if local routing is disabled.

Call Profiles

A call profileissimilar to a speed dial button on atelephone or fax machine. The user enters
call profiles on the Interface Card and stores them in the system’s memory. The maximum
number of call profilesis six. These stored call profiles can be recalled from memory, copied
to the HSU port memory, and used by that port to dial a call. The same call profile may be
copied in the dialing memory of multiple HSU ports.

For ISDN calls, call profiles specify the D channel to use, the number to call, the datarate of
the call, the service to use, and other pertinent information required to place the call.

Before any HSU port can dial acall, it must load a call profile from the main system memory
into its own dialing memory. The HSU port can use the call profile "asis" or change the
various parameters depending upon the calling needs. The loaded profile, including changes,

will remain associated with the HSU port until another call profileis copied from the Interface
card.

| SDN-PRI Card Description

| SDN-PRI Card Description (884060)
The ISDN-PRI (or "PRI") card is an eight-port card that offers users the ability to effectively

terminate and manage both dedicated and switched carrier servicesin a single system. Eight
D channels can be managed from a single card.

Card Jumper g/Switch Settings

The ISDN-PRI card does not have any jumpers or switches on its mainboard.

Installing the Card

Insert the ISDN-PRI card into one of the server card chassis slots (P1 to P3). The system can
accommodate up to three server cards.
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| SDN-PRI Card User Screensand Settings

| SDN-PRI Card Main Screen

Thel SDN-PRI card must be configured beforeyou can useit. Figure 5-7 showsthe ISDN-PRI
call status screen, which can be accessed by selecting the ISDN-PRI card from the Main
Screen. The information shown in italics below is for reference only. The default ISDN-PRI
call status screen does not show this type of information until after it is configured.

“g Integrated Access System - HyperTerminal
File Edit “iew Cal Transfer Help

Dl=| 58] =5

unknown | P1/U1 I3ZDN-FRI

wer:1.3 #5 page: 1 of 1

CRef Status Called # Calling # Type Dch Bwdth
1 conntected 4157316545 5106251574 bdata 1 LY:TH
F2TE9 answarad E10353TET0 A10BER1212 bdata K LYH

Refresh | pglUp | pglhn | Config | Main

| Connected 2:50:05 [wT100 |9600 8N-1 [SCROLL  [CAPS [MUM [Capture  [Frintecha

B

Figure5-7. 1SDN-PRI Call Satus Screen
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Main Screen Parameters

PAGE

The page reference shows how many pages of ISDN calls that are currently active in the
system. Users can move through the pages using the “pgUp” and “ pgDn” commands from the
Menu of Actions.

CREF

The Call Reference number isafive digit number that uniquely identifies each call controlled
by aspecific D channel. A call reference number isvalid only for the life of the call, and may
be reused once the call isreleased. If the number is between 1-32768, it is an outgoing call

from the system. If the number is 32769 or larger, the call is an incoming call to the system.

STATUS

The Status column shows the current status of each active call in the system. The possible call
statuses are shown in Table 5-1 below.

Special Note: The information on this screen is not updated automatically. To receive the
latest status information, users must press "R" (refresh) from the Menu of Actionsto update
the screen.

Table5-1. Call Satus Screen

Call Satus M eaning
incoming A call has been received by the system, but has not yet been answered.
outgoing A call has been placed by the system to afar end user, but the far end has

not yet answered.

connected Anincoming call has been answered by the system, but the far end has not
yet confirmed that it knows the system has answered.

answered Both ends (system end and the far end) have answered and the call is
active.

disconnect The far end has requested a disconnect and is waiting for the system to
confirm.

released The system has requested a disconnect and is waiting for the far end to
confirm.

CALLED #

The called number is the phone number dialed by the originator of the call (either the system
or the far end).
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CALLING #

The calling number is the phone number of the call originator.

TYPE

Thetype of the call is either voice, bdata (56k or 64k), HO (384k), H11 (1536k) or M Rate
(variablerate).

DCH

The D Channel number isthe number of the D channel that is performing the signaling for that
call.

BWDTH

The Bandwidth field indicates how much bandwidth is being used by the call and whether it
isrestricted or unrestricted (i.e., 64u, 64r).

Table 5-2. ISDN-PRI Screen Menu of Actions

Action Function
Refresh Updates the screen for calling activity since the last refresh.
pguUp Scrollslist from back to front for long lists of ISDN calls.
pgbn Scrollslist from front to back for long lists of ISDN calls.
Config Invokesthe D Channel configuration screen. Pressto assign D channelsand
associated information.
Perf Calls up the Performance Monitoring screen (see below for details).
Main Returns to the Main System screen.

D Channel Configuration Screen

The D channel configuration screen consists of a static display on the top half of the screen,
with a number of subscreens displayed on the bottom half of the screen. The bottom half
subscreens are invoked by selecting from the menu itemsin the menu bar at the bottom of the
D channel configuration screen.

Theuser MUST pay attention to which D channel (1-8) is highlighted when choosing I ntf.id,

Bmap or sErvices. Each of these menu selections brings up the appropriate subscreen for the
D channel that is highlighted when the menu item is selected.
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Figure 5-3 shows the top level ISDN D channel configuration screen.

Notethat thereisa separate column for each D channel supported by the system. Table
5-3 lists the settings controlled on this screen along with their possible and default values.

& Irdpgralad Acene: Spelen - Hype Teiminal

B L yew Lo Tl b

D= 55| wls] =l

1 z L 9 5 E T a
ETATE H atdbhy =tdby Fidby =bdby mbcky mkchy atcdhy
WiK wi=1 ¥i=-1 ¥l-1 ¥l-1 ¥l=-1 Hl=-1 wi=1 wi=-1
T3 4 o4 o4 a4 14 19 4 4
PATE ABdk A4k SRk ERk Bdk Bk ABdk A4k
AIDE USer LIEZ 3 [F— 13 aSEE [E-[-#3 Uuaer aer LIS
W, TYFE fiteuw fitem Ijtew ficeu ficeuw fizEmu f3teuw fitEw
DATA LHW no no [==) IFa na no no no

Figure 5-8. D Channel Configuration Screen

Table 5-3. Options and Defaults

Par ameter User Options Default
STATE stdby conf actv stdby
WAN wl-1l wil-2 w21 w22 w31 w32 wil w42(wl-1
TS 1-24 1-31 24
RATE 56k 64k 64k
SIDE user net user
SW. TYPE fitsuatt 4 dms 1 dms 2 ath5 ni_2 dpnss dass?2 |fjtsu

net 5 mcl
DATA INV no yes no
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STATE

The State setting determines the status of each D channel. The available options are stdby,
conf or actv.

Aswith most other cards in the system, the stdby (standby) setting keeps the resource to
which it is associated (in this case, the associated D channel) in inactive mode. When aD
channel isin stdby, it does not use any system resources such as B channels or processor time
on the ISDN PRI server card.

When aD channel isin actv (active) state, all B channelsarereserved, and the system attempts
to maintain its D channd session with the other end (e.g. switch or PBX) of the D channdl. If
the D channel loses contact with the other end when it isin the active state, aD channel alarm
will be generated.

Because there are times when users want to temporarily suspend the D channel session with
the other end (e.g., when adding additional B channelsto the system), but do not want to lose
al the D channel settings already completed (see caution below), athird state has been added
to the D channels on the ISDN PRI card. The conf (configure) state is used to initially
configure the D channel and to change the configuration later.

When a D channel isin the configure state, it does not attempt to maintain a protocol session
with the far end. Also, B channels assigned to a D channel that isin the configure state are
reserved for the D channel, and thus are not available to other D channels nor to other system
modules (e.g. user portsor cross-connect) that might want to usethem as DS0s. The only ways
to free up B channels taken by aD channel in configure state isto free each resource
individually, or to put the D channel back into standby state.

CAUTION!

When aD channel that iseither in actv (active) or conf (configure) stateisreturned to standby
state, Interface ID and BM ap settingsare lost and returned to their default values. Thus,
caution should be exercised before returning a D channel to standby state.

5-16

WAN
The WAN setting showsthe WAN link carrying this D channel. In standard applications (23B

+ D), the WAN link will be the same as the WAN link carrying the B channels. In NFAS
applications, this may not be the case.
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TS

The TS (timeslot) setting identifies the timeslot on the WAN link that carries this D channel.
Even though the system allows values that range from 1-24 for T1linksand 1-31 for E1 links,
in almost all cases, TS 24 will be used for T1 applications and TS 16 will be used for E1
applications (when available).

RATE

The Rate parameter allows users to choose the rate of the D channel. Even though the
equipment allows values of 56k and 64k, in amost all cases, the rate of 64k will be used.

SIDE

The options for this parameter are user (user side) and net (network side). See discussion
earlier in this chapter that describes which side to choose.

SW. TYPE

The Switch Type is selected from the possible central office equipment types to which the
system is connected. The choices are fjtsu (Fujitsu), att_4 (AT& T #4ESS), att_5 (AT&T
#5ESS:), dms_1 (DM S-100s), dms_2 (DM S-200-) ni_2 (National 1SDN I1), dpnss (Digital
Private Network Signaling System), dass2 (Digital Access Signaling System #2), net_5
(European ISDN), and mcl.

DATA INV
The Data Inversion option allows users to select whether or not the HDLC (High level Data

Link Control) will invert the data bits when B8ZS format is not available. In ailmost all cases,
DATA INV should be set to no.
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Table 5-4. ISDN-PRI Screen M enu of Actions

Action Function
Save Saves changes to settings.
Intf Install and change the Interface Identifications for the highlighted D
Channel.
Bmap Install and change all ISDN B Channels for the highlighted D Channel.
Shows amap of al timeslotsin the system. See Assigning B Channels below.
SErv Specifies which type of billing services can be used by the highlighted D

Channel. Eight service types are available for each D Channel. Must have a
two digit address code 00-99. 24 characters are allowed. See Assignment of
Services below.

rout Specifiesrouting profilesfor all ISDN D Channels. See Routing of Incoming
Calls section below.

special The Special Number tableisalist of telephone numbers that will only be
routed to the default D channel trunk. See Special Numbers section below.

Trunk Displays the Trunk Routing screen. See the Trunk Routing section bel ow.

rtYpe The Routing type allows users to select the routing pattern for each D
channel used by the system. See Routing Type section below

Dia Activates aremote VT-100 terminal session with aremote system unit. User

enters the phone number of the remote unit (see Remote Login Using the D
Channel later in this chapter).

Perf Shows accumul ated performance statistics for the highlighted D Channel.
See Performance section below.
Main Returnsto the Call Status screen. If changes are made to settings and not

saved, the system will prompt you to save or lose changes.

5.34 Configuring ISDN Features

When oneor more TL WAN linksterminating in asystem are provisioned for ISDN PRI, users
must configure the system’s ISDN features before calls can be set up.

Configuring ISDN features consist of the following four steps.
1. Assigning interface identifications to WAN link(s)
2. Assigning B channels to the D channel(s)
3. Coding the call-by-call service(s) to be used
4, Assigning call routing information
Each of these stepsis accessed from thetop level D channel configuration screen by selecting

the corresponding menu item to bring up the desired subscreen. Each subscreen is described
in the following sections.

5-18 Server Cards



ISDN-PRI Card | SDN-PRI Card User Screens and Settings

5.35 Assigning Interface | dentifications

Each ISDN facility (interface) that terminates at the user’s premisesis assigned aunique | ntf.
I D (interface identification) by the carrier. Whenever the system signalsthe carrier switch on
the D channel, it usesthe I ntf. 1 D(s) assigned by the carrier to tell the switch to which facility
(interface) it is referring.

v

Note: Intheunlikely (but possible) event that a single facility is split between two carriers
(i.e., two D channels each controlling some of the B channels on that facility), it is
possiblethat the samefacility (interface) will have two different interface | Ds—onefor
each carrier. Thus, thelist of interface IDs is unigque to a specific D channel only, but
may be repeated across different D channels.

Figure 5-9 showsthe Interface | dentification subscreen. This subscreen isaccessed by placing
the cursor in the column of the desired D channel, then pressing “i”. The list of al interfaces
(WANS) then appear with their assigned interface IDs. The default value is 99, which means
“interface ID not yet assigned.” Values for the Interface ID are 00-31 and 99.

You must assign an interface I D to any WAN link that will contain B channels before you will
be able to assign the specific B channelsto that facility. If you assign aB channel to aWAN
that isnot assigned an Interface I D, the system message, "Intf.1D must be uniquely identified,"
will appear when you try to activate the D channel.
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5.3.6

5-20

In the example shown in Figure 5-9, for D channel #1, the user plansto assign B channels on
WAN 1-1, 1-2 and 2-1.

To change an interface ID, place the cursor over the desired Intf. ID, and press the “ Enter”
Key. Input the correct valuein the space provided using the up and down arrow keys and press
the “Enter” key again. Save your work, and press“m” to return to the main D channel
configuration screen.
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Figure 5-9. Interface I dentification Screen

Assigning B Channels

Choosing the*Bmap” option from the D channel configuration screen of the | SDN card screen
brings up the subscreen shown in Figure 5-10. This figure shows atypica “Bmap” screen. It
is adetailed map of all the WAN timeslots available to users as potential B channels.

When D channel #1 isplaced in the " Configure” mode, the system recognizes the assignment
of WAN 1-1, timeslot #24 to this D channel and placesit on the Bmap in the proper location.
Notice that since all WAN links are T1 interfaces, the Bmap shows the last 7 places with a
dash (-) indicating that the timeslot is unavailable for assignment.
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Additionally, timedots that are already in use by other resources (e.g. user ports and
cross-connect) are “blocked-out” with the letter “x” in the appropriate WAN timeslot. This
letter “x” means that these timed ots are used as DS0s, and thus are not available for use as B
channels. In Figure 5-10, timeslots 14-19 on WAN 1-1 and timeslots 4-9 on WAN 1-2 arein
use as DS0s and thus are unavailable for assignment.
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Figure 5-10. Basic Bmap Screen
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5.3.7 Assigning B Channelsto One D Channd

B channels are assigned to the highlighted D channel by placing the cursor in the row
representing the WAN link (interface) and the column representing the timeslot. Pressing the
<Enter> key will place alowercase“b” in that timeslot (the "Enter" key togglesthe "b" off
and on). Thisindicates that you have designated thistimeslot as a B channel to be controlled
by the highlighted D channel. You will not be able to place a“b” in any timedot that is
currently occupied by aletter, number or dash, because these timeslats are controlled by other
system modules, thus are unavailable to this D channel.

Figure 5-11 shows 36 B channels assigned to D channel #1. In this example, the carrier
requested that you use timeslots 1-9 on WAN 1-1, timeslots 11-19 on WAN 1-2, timeslots 1-9
on WAN 2-1 and timeslots 1-9 on WAN 2-2.
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Figure 5-11. Assigned Bmap Screen
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Figure 5-12 shows the cross-connect screen for WAN 1-1 (see WAN chapter). Note that the D
channel showsup ontimeslot #24, the B channels appear in the proper timeslots, and the DS0s

(inthis case assigned to the card in user slot 5, port 1) also appear.
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Figure5-12. WAN Cross-Connect Screen
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5.3.8

5-24

Assignmentsfor Two or More D Channels

Previous paragraphs dealt with multiple B channels for asingle D channel. Often, the system
will be called upon to manage the ISDN communication for more than one D channel, as
described earlier in this chapter.

In Figure 5-13, D channel #2 is changed from stdby to conf and is assigned to timeslot #24
on WAN 1-2.
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Figure 5-13. Assigning B Channels

When the Bmap selection is made (with D channel 2 highlighted), D channel #2 appears on
WAN 1-2, timeslot 24.

DSOs are still represented by “x”s. B channelswhich have already been assigned to D channel
#1 (and are therefore unavailable to D channel #2) are represented by “1”s.

Using the same procedure learned in the previous section, assign alowercase "b" to each
timeslot assigned by the carrier by pressing the <Enter> key in the column and row on the
screen. In this example, timedots #11-22 on WAN 2-1, #11-22 on WAN 2-2 and #1-24 on
WAN 3-1 are assighed as B channels for D channel #2.

Remember to save your work before pressing “m” to return to the top level D channel
configuration screen.
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If you check theBMap for D Channel #1 again, the screenin Figure 5-14 showsthe B channels
controlled by D channel #1 (the currently highlighted D channel) as“b”s, and the B channels
for D Channel #2 as“2"s.

In general, any B channel controlled by the highlighted D channel isshown asa“b”, and any
B channel controlled by any other (non-highlighted) D channel is shown as the number of the
D channel that controlsit.
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Figure 5-14. Completed BMap Screen
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5.3.9

5-26

B Channel Satus Screen

Active B channels may need to betaken out of service periodically for testing or maintenance
by the user or the carrier. Choosing the “sTatus’ option from the "Bmap" screen not only
allows the user to execute these optionsfor individual B channels on an active D channel, but
also to review changes made by the carrier. Highlight the specific B channel and press the
command option in the Menu of Actionsto perform the desired action. Lower case letters
signify changes made by the user; capitalized letters show carrier changes.

In Figure 5-15, B Channels on time slots 6-7 on WAN 1-1 are placed in an Out of Service
condition, and B channels on time slots 16-17 on WAN 1-2 are placed in maintenance mode
by the user. B channels on time slots 8-9 on WAN 1-1 are in maintenance mode by the carrier,
and B channels on time slots 6-9 on WAN 2-2 are out of service by the carrier. Users and
carriers can only reinstate B channels taken out of service or placed in maintenance mode by
themselves.
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Figure 5-15. Status Screen
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Table 5-5. Satus Screen Menu of Actions
Action Function

Send Executes other Menu of Action commands. Changesin B channel states
will not take effect until the Send command is issued. Send command
al so saves status changes.

Refresh Updates status and time-rel ated information fields that are not
automatically updated (i.e., performance and test data).

Oos Out of Service mode. Places the highlighted B channel in an unavailable
state. Changesthe "b" to an "0." Pressthe "B" command to return to
service.

mainTenance | Testing or maintenance mode. Places the highlighted B channel in an
unavailable state. Changesthe "b" to an "m." Pressthe "B" command to
return to service.

Bchan Return to B channel operation. Returns the highlighted B channel in an
available state. Changesthe "m/0" to a"b."

Main Returnsto the Bmap screen. If changes are made to settings and not saved
with Send command, the system will prompt you to save or lose changes.
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5.3.10 Assigning ISDN Trunks Screen

5-28

AnISDN trunk isagroup of B channels belonging to asingle D channel. It consists of one or
more B channels either contiguous or non-contiguous. All B channelsin atrunk must belong
to the same D channel. However, atrunk may be assigned across different WAN links when
NFAS isused.

To access the Trunk Assignment screen, you must highlight the D channel on the
Configuration screen and press “B” to access the B channel screen. Pressing “N” from the
Menu of Actionswill bring up the Trunk Assignment screen. To assign aB channel to atrunk
group, place the cursor over the desired B channel and press the letter of the trunk group to
which you want to assign this B channel. Capital letters between “A” and “Q” are the only
acceptable options. Figure 5-16 shows atypical Bmap screen with four different D channels.
To simplify this discussion, all four D channels have eight B channels.
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Figure 5-16. Assigned Trunk Screen

Thefirst D channel on WAN1-1 has eight B channels. Thefirst two B channels are assigned
to Trunk Group“A.” The second D channel on WAN 1-2 also haseight B channels. B channels
#5-6 are assigned to Trunk Group “B.” Thethird D channel on WAN2-1 has eight B channels.
B channels#7-8 are assigned to Trunk Group “ C.” Thefourth D channel on WAN 2-2 aso has
eight B channels. B channels #1-2 are assigned to Trunk Group “D.” Once assigned to Trunk
Groups, ISDN trunks can be placed in arouting table to show how to route incoming ISDN
calls that need to be passed on to downstream equipment.
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5.3.11 Routing ISDN Trunks Screen

To select arouting pattern for the ISDN trunks created in the previous section, users must
access the Trunk Routing screen from the Configuration screen. Pressing “T” from the Menu
of Actionswill bring up the Trunk Routing screen. To add a hew trunk routing pattern, users
must press“A” from the Menu of Actions, which will bring up the screen shown as Figure
5-17.
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Figure5-17. Add Trunk Route Screen

The user should use the “right arrow” and “left arrow” keys to move the cursor through the
eight sections (four D channels and four trunks) of the new trunk route. Pressthe <Enter> key
to change each section. D channel numbers are changed with the “up arrow” and “down
arrow” that scroll through numbers 1-8 (the maximum number of D channels per system). The
user changes trunk letters by typing a capital letter from A-to O (the fifteen available trunk
letters per D channel).

All eight fields must be changed for each new trunk route. For instance, if you want a
single incoming trunk group to be routed to three outgoing trunk groups on three different D
channels, the processis easy. In Figure 5-18 the first trunk route shows this configuration. D
channel #1, trunk group “A” isto be routed to D channel #2, trunk group “B.” If that routeis
busy, it will be routed to D channel #3, trunk group “C.” If that route is busy, it will be routed
to D channel #4, trunk group “D.” If that route is busy, the unit will drop the call.
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Another example of this procedure is shown in Figure 5-18. If you want a single incoming
trunk group to be routed to only one outgoing trunk group, D channel #1, trunk group “A” is
routed to D channel #2, trunk group “B.” The alternate routes 2-3 must contain the same

information in alter nateroute#2. Sincethisistheonly alternativeroute, if that routeisbusy,
the unit will drop the call.
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Figure 5-18. Add Trunk Route Screen
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5.3.12 Assignment of Services Screen

Some carriers support call-by-call service selection in their ISDN PRI offerings. Thisfeature
allows usersto select a different service (and, usually, a different billing rate) for each call
placed.

If call-by-call serviceissupported, usersmust tell the system which service(s) is/are supported
by each D channel, and what the codeisfor each service. The carrier will supply aservice code
for each supported service. The Service format code is always two digits, a space and the
name of the service. When placing a call using call profiles, only valid service codes will be
allowed (see Call Profiles below for additional information about services).

If call-by-call service selection is not supported by the carrier or not required for the user’s
applications, then there is no need to assign service to a D channel.

Figure 5-19 shows the Services screen and the assignment of two mythical services
(MASTERPIECE and BUSINESS PLAN) to D channel #1. The service codes of “01” and
“02" were assigned by the carrier to these services. Remember to Save your work before
returning to the top level D channel configuration screen.

(Pressing the Clear command will erase all Service entries for the highlighted D channel.)
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Figure 5-19. Assigning Services Screen
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5.3.13 Routing of Incoming Calls Screen
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Cdll routing in the system is described in the introduction section of this chapter. Assignment
of phone numbers for routing calls between D channels is done from the routing subscreen.

Figure 5-20 shows the ISDN routing subscreen. It is accessed from the D channel
configuration screen by pressing “o” (lowercase letter 0).
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Figure 5-20. Routing Numbers Screen

Each D channel may be assigned two ten-digit phone numbers to be used for routing calls
addressed to those phone numbers. The use of the wild card letter “x” means any digit will
match. Notethat D channel routing occursonly after all attemptsto route acall to an HSU port
are unsuccessful.

If local routing is disabled (Route Local = no), any call coming into the system on a network
side (i.e, local) D channel will be routed only to auser side D channel based on the called
number. Even if the called number matches, such a call will never be routed to an HSU port
or anetwork side D channel when local routing is disabled.

The routing table should always contain the default number "xxxxxxxxxx" (10 Xs) to make
surethat all dialed numbers are routed to the network.
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If local routing is enabled (Route Local = yes), then any call coming in onaD channel will be
routed to thefirst matching phone number, regardless of whether or not the match isfor alocal
device.

Any calls originating from an HSU port will be routed to the D channel specified in the call
profile, regardless of the called number.

5.3.14 Special Numbers Screen

Pressing L from the Menu of Actionswill bring up the Special Numbers screen shown in
Figure 5-21 Specia numbers are any telephone numbers that the user does not want routed to
HSU cards. Special numbers have the highest priority in the number searching process. Any
number that matches one of the special numbers will always be routed to the default trunk
"XXXXXXXXXX," to the ISDN network and then into the Public Switched Network.

Some special numbers used in the United States include "0," "00," "911," "411" and "611."
Some specia humbersused intheforeign countriesincludes"0," "119" and "110." The special
number table can contain telephone numbers up to 10 digitsin length. It also includes the use
of the"+" character, so that the special number "0+" would include any series of numbersthat
starts with the number "0." The character "x" is used as awildcard in the same way as the
routing table.
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Figure 5-21. Special Numbers Screen
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5.3.15 Performance Monitoring Screen
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Another special feature of the ISDN-PRI card is the ability to track and log performance
statistics on incoming and outgoing ISDN traffic for each D channel. The Performance
Monitoring screen is accessed from the Configure screen by highlighting the D channel with
the cursor and pressing the "P" command from the Menu of Actions. Figure 5-22 shows the
Performance Monitoring screen.
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Figure 5-22. Perfor mance Monitoring Screen

Calling statistics are kept for one hour periods for the current hour and the previous 24
one-hour periods. As each hour passes, the statistics for the twenty-fourth hour are dropped.
Users can scroll through the current figures using the "U" (pgUp) and "D" (pgDn) commands
from the Menu of Actions.

Since the system does not |og statistics incrementally (i.e., second by second), the only way

to have truly current figuresisto use the "R" (Refresh) command from the Menu of Actions
which redraws the screen with the new information.
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TIME PERIOD COLUMN
Thefirst column shows one-half of the current 24 hour one-hour periods and the total
calculation of each field for the entire 24 hour period. The top of the column shows if the

statistics are based on either outgoing or incoming calls and will toggle back-and-forth from
commands in the Menu of Actions.

CLATT

The Calls Attempted column shows the total number of callsinitiated on the selected D
channel.

CLSuUC

The Calls Successful column shows the total number of callsinitiated on the selected D
channel that were completed to the destination required.

CLREJ

The Calls Rejected column shows the total number of callsinitiated on the selected D channel
that were not completed to the destination required due to call-setup problems.

NDISC

The Normal Disconnect column shows the total number of calls completed on the selected D
channel that were disconnected through hang-up by the calling number.

EDISC

The Error Disconnect column shows the total number of calls completed on the selected D
channel that were disconnected through some unpredictable equipment error.

PDISC

The Peer Disconnect column shows the total number of calls completed on the selected D
channel that were disconnected through hang-up by the called number.

NMPKT
The Number of Packets column shows the total number of good HDL C frames that were sent

during the one hour period. This number, plus ERPKT, will equal the total number of packets
sent.
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5.3.16
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ERPKT

The Errored Packets column showsthetotal number of HDL C framesthat werein error during
the one hour period.

Remote Login Using the D Channel

In addition to carrying ISDN signaling information, the D channel can also be used to log into
aremote system unit to check card status, and perform necessary system maintenance. This
unique application does not require B channel allocation. The ISDN call is placed on the D
channel to the ISDN network and routed to the D channel of the remote unit. Coordination
with the ISDN facility provider is necessary to obtain the number for the remote system unit.

The ISDN card software must be version 1.2 or higher (the software version is printed on the
ROM chip on the printed circuit board).

On the CPU card screen on the remote system unit, change the "D Chan Ph #" from blank to
the ten digit ISDN phone number assigned to the unit. Figure 5-23 shows a completed CPU
card screen for the Remote system.
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Figure5-23. CPU Card Screen
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5.3.17 Initiate Remote Login Screen

Fromthe ISDN Configure screen of the Local system, pressthe"D" (Dial) command from the
Menu of Actions and the system will prompt you to enter the phone number. Enter the phone
number assigned to the remote system on the CPU card and press the <Enter> key. Thelocal
system will start aterminal session with the remote system. Figure 5-24 showsthe ISDN Card
screen.
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Figure 5-24. ISDN Card Screen

5.3.17.1 Terminatethe Session

Logging off the remote system using the"L" (Logout) command from the Menu of Actions
on the Main screen will terminate the remote session and return the system to normal control.
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5.4

5.5
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| SDN-PRI Card Error M essages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

| SDN-PRI Card Troubleshooting

ISDN-PRI card problems could indicate a number of possible causes, including:

Faulty ISDN PBX/CPE at the near end (where the problem was first noticed)
Faulty ISDN PBX/CPE at the far (opposite) end

T1 or E1 network failure

T1 or E1 D-channel failure

Improper network switch configuration

Improper ISDN-PRI card configuration

Typically, aproblem isindicated by the inability to originate or receive/route calls. You can
perform numerous tasks to isolate the trouble and clear it. When troubleshooting problems on
acall routing through an ISDN-PRI card, follow this general sequence:

1. If al callsare affected, verify that the US/EUR jumper is correctly placed to match the
US/EUR jumper on the chassis. The ISDN-PRI card performs a self-test on power-up.
A “healthy” card will have agreen LED lit on the front panel. Do not proceed with
further steps until agreen LED is present.

2. Verify that the T1 or E1 network isworking properly by checking for current CGA-Red
and CGA-Yelow aarms. If an ISDN-PRI DS-1 is faulty, a D-channel alarm will also
be present. If no CGA alarms on ISDN-PRI DS-1s are present, but a D-channel alarm
is present continue with step 3. If there is no D-channel alarm continue with step 4.

3. A D-channel alarm will be posted if the ISDN D-channel is not communicating
properly with the ISDN switch/PBX connected to the WAN port. Verify the
configuration settings for the affected ISDN port. Be sure the port is connected to the
proper WAN card and port, that the correct SIDE (net or user) is selected and that the
appropriate SW. TY PE has been chosen. If these assignments appear correct, it may be
necessary to consult with the network or PBX provider to clear the D-channel alarm.
Do not proceed with further steps until the D-channel alarm is cleared. In the alarm
filter screen DCHAN alarm needsto be set as“log” or “report” to see ISDN D channel
aarms (the default is “ignore”).
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Note:

When changing configuration settings on the ISDN-PRI card, set STATE to conf (for
“configure” ), make changes and then set STATE to actv. Selecting stdby will cause
the configuration information for that D-channel to return to the default parameters.

4. The Call Status Screen will indicate if any calls are currently connected through the

Note:

Server Cards

ISDN-PRI card. Review the Call Status Screen to determineif calls from any of the
ISDN portsare currently active. Generate calls through the ISDN-PRI card and review
the performance register information (accessed by pressing P from the|ISDN-PRI Main
Screen) for the affected D-channel(s). Thiswill assist is determining the extent and
possible cause of call failures (error disconnects, call attempt, call rejected, etc.). Many
configuration parameters can affect an ISDN call. Verify that all configuration options
(routing, B-channel assignment and status, etc.) are correct before proceeding.

When changing configuration settings on the ISDN-PRI card, set STATE to conf (for
“ configure” ), make changes and then set STATE to actv. Selecting stdby will cause
the configuration information for that D-channel to return to the default parameters.

. If an HSU card isbeing used to originate or receive ISDN calls, additional circuit tests

can be performed. Once an end-to-end call is established, use the loopback and test
signal functions of the HSU card to test the affected port. These tests are accessible
from the HSU Card Main Screen and associated Test Screen, as described in the HSU
chapter. They allow you to test the end-to-end circuit path for that call.

. If the ISDN-PRI card is determined to be faulty, replaceit and return the faulty unit for

repair to the location specified by your distributor.
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Chapter 6
ACS-PRI/BRI Card

6.1 Introduction

The ACS-PRI/BRI server card (881162) uses 651xx firmware and offers users the ability to
effectively terminate and manage both dedicated and switched carrier servicesin asingle
system. This capability alows users to pick the most cost-effective services for both
permanent connections (e.g., LAN-to-WAN) and periodic connections (e.g., video
conferencing). In addition it also enables originating and receiving callsto BRI cards.

Three specific features enable the system to use ACS-PRI/BRI services, and are covered in
this chapter. These features are:

« ACS-PRI/BRI server card

e Cadl profiles (accessed from the Interface Card)

e  HSU-AD 530/35 switched services data card

The switched servicesHSU card information is repeated in the chapter on HSU cards, and the
cal profileinformation is repeated in the Interface Card chapter.

6.1.1 Definitions

6.1.1.1 Timesot

Each T1 or E1 WAN link accessed by the system is subdivided into individual 64 kbps
channelscalled timeslots (T1 has 24 timeslots, E1 has 32). A timeslot issometimes also called
aDS0 or aB (bearer) channel. While all three terms refer to the same concept, this manual
will assign arbitrary definitions to distinguish timeslots controlled by ISDN from those that
are not.

6.1.1.2 DSO

A DSOisatimeslot on any WAN link that isnot controlled by an | SDN signaling channel
(the D channél). Thus, DSOs are controlled via assigning user ports to WAN timeslots (see
individual user card chapters) and via setting up cross-connect circuits (see Chapter 4, System
Configuration and Operation in the System Reference Guide).
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6.1.1.3

6.1.14

6.1.1.5

6.1.1.6

6.1.1.7

6-2

B Channel

A B channel isatimedot on any WAN link that is controlled by an | SDN D channel. B
channel assignmentsto WAN links are used dynamically by the system asincoming and
outgoing ISDN calls occur.

In the system, every timedot is either aB channel or aDS0. Users can define which iswhich
viathe D channel configuration screen described later in this chapter.

D Channd

A D channd carriessignaling information for all B channelswith which it isassociated. Each
D channel occupies an entire timeslot which is dedicated to ISDN signaling. The D channel
can also be used to log into aremote system unit (see later in this chapter).

Facility

A facility is another term for an individua T1 or E1 WAN link.

Interface

Theterm “interface” is used interchangeably with facility when referring to an ISDN link.

NFAS (Non-Facility Associated Signaling)

A basic ACS-PRI/BRI facility isaT1 link that consists of 23 B channelsand 1 D channel
(23B+D), or an E1 link that consists of 30 B channelsand 1 D channel (30B+D). Note that
onetimeslot on any E1 link is reserved for maintenance use and is neither a B channel nor a
D channel. The D channel providessignaling for all (23 or 30) of the B channelson thefacility
carrying the D channel.

However, many ISDN applications have relatively low call rates (i.e., the D channel is not
very busy), but need more than 23 (or 30) B channelsto carry user (bearer) traffic. In these
cases, aD channel can be set up to perform signaling not only for the B channels on its own
facility, but also for B channels on other facilities (i.e., other TL/E1 WAN links). When aD
channel isso provisioned, it is considered to be performing non-facility associated signaling
(NFAS).

Some carriers’ implementations of NFAS allow one D channel to carry signaling for up to 20
facilities (i.e., 479 B channelsand 1 D channel in aT1 environment). However, the systemis
limited to 8 WAN links. Thus, the system limit for NFASis 191B+D in T1 environments (8
times 24 minus 1 D channel), and 239B+D in E1 environments (8 times 30 minus 1).
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6.1.1.8

6.1.2

Trunks

AnISDN trunk isalogical division of B channels pertaining to aD channel. It consists of one
or more contiguous or non-contiguous B channels. All B channelsin atrunk must belong to
the same D channel. However, atrunk may be assigned across different physical interfaces
when NFAS s used.

Selecting D Channels, B Channels, and DS0s

The D channel configuration screens described later in this chapter show how to configure D
channels, assign B channelsto one or more D channels, and how to identify dedicated DSOs
that cannot be used as B channels. This section will give afew examples of applications that
would require various combinations of D channel(s), B channels, and DSOs.

Figure 6-1 shows an application where asingle D channel performsISDN signalingfor 8 T1's
worth of B channels (191 B+D). There are actually 8 separate T1 facilities: seven with 24 B
channels each, and one with 23 B channels and one D channel.

Carrier
ISDN Switch

7 Facilities With 1 Facility With 23B+D
24B Each

Figure 6-1. ISDN Channels: 191B+D
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Figure 6-2 shows an application where auser needslessthan 23 B channels (say 6 B channels
for video), and some dedicated DSOs (say 12 for LAN-WAN interconnect). In this case, the D
channel, B channels, and the DS0s all run on the same facility from the equipment to the

carrier. Inside the carrier’sfacility access point, the D and B channels are extracted from the
facility and sent to the ISDN switch, and the 12 DS0s are extracted from the facility and sent

to the carrier's dedicated DACS network. In this example, 5 timeslots are unused.

Carrier
DACS

Carrier
ISDN Switch

Carrier

DACS >

o,

——— 1

12 DS-0s

1 D Channel
6 B Channels

12 DS-0s

5 Unused Timeslots

T1 With:

Figure 6-2. DSOs and B Channels on the Same Facility
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Figure 6-3 shows an application that requires 3 D channels. The user has ordered a 23B+D
facility to each of two different carriers. Thethird facility isalocal NFAS (47B+D) connection
to the user’s PBX. In this application, the system will route calls from the PBX to the
appropriate carrier based on called phone number (see Call Routing section later in this

chapter).

Carrier A
ISDN Switch

>

23B+D

0
il '@,f.

" JAD

Carrier B
ISDN Switch

>

23B+D

NFAS 47B+D W]

@] wn]

ISDN PBX

Figure 6-3. ACS-PRI/BRI Linksto Two Carriersfrom an ISDN PBX
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6.1.3

6-6

Networ k and User Side Protocols

In the example application shown in Figure 6-3, there is an important difference between the
two D channelsterminating in the carrier switches and the D channel terminating in the user’s
PBX. The ISDN signaling protocol that runs on the D channel is not symmetrical. Signaling
messages are treated differently depending on whether the D channel is setup to run the
networ k side protocol or the user side protocol. All carrier switches run the network side
protocol, and all user devices connected directly to a network switch must run the user side
protocol. In general, network side applications cannot be connected to other network side
applications. L ocal routing, the exception to thisrule, is explained in the next section.

Figure 6-4 shows how the application in Figure 6-3 would be set up if the user’s PBX was not
connected to the system.

The disadvantage of this configuration is that the PBX may not be able to support two D
channels, may not be able to handle the differencesin D channel protocols between the two
carriers, and may not be able to route calls to the appropriate carrier.

Carrier A Carrier B
ISDN Switch ISDN Switch

> >

Network Side Network Side

23B+D 23B+D

User Side User Side

Wﬂ

()
ISDN PBX

Figure 6-4. ACS-PRI/BRI Linksto Two Carriers

Figure 6-5 shows how the system overcomes these disadvantages. Note that the configuration
in Figure 6-5 isidentical to the onein Figure 6-3.
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Figure 6-5 highlights the ability of the system to be able to set the protocol between network

side and user side for each D channel it uses. Since the PBX can only run the user side

protocol, the system must run the network side protocol on the D channel connected to the
PBX. However, on the D channels connected to the carrier switches, the system must run the

user side protocol.

Carrier A Carrier B
ISDN Switch ISDN Switch
Network Side Network Side
23B+D 23B+D
User Side User Side
. 0 "'": = NFAS 47B+D W]
0l "" 8 oo
IAD ISDN PBX

Network Side User Side

Figure 6-5. Network and User Side Protocols
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6.1.4

6.14.1

6.1.4.2

6.1.4.3

6-8

Call Routing

The system can be simultaneously connected to several network and user side ACS-PRI/BRI
facilitiesand to auser’sdataterminal equipment (DTE) such asavideo codec or aL AN router.
The DTE istypically connected through one or more of the system’s HSU cards.

CallsOriginating from an HSU Port

Any call originating from an HSU port must be associated with acall profile (see Call Profiles
section). Thecall profile specifieswhich D channel isto carry the call. The system will aways
route an outgoing HSU call to B channels controlled by the D channel specified in the call
profile. If no B channels are available, the call will not be placed.

CallsDestined to an HSU Port

Each HSU port in the system that is available to receive incoming calls must be assigned a
unique primary phone number that allows the system to route an incoming call to it (see the
Dial screen in the HSU section). Optionally, a hunt group phone number (which need not be
unigue) can aso be assigned to the same HSU port.

When an incoming call isreceived by the system, it first scans al of the primary HSU phone
numbersto attempt a match. If amatch occurs, the call isrouted to that HSU port. If no match
isfound, the system then searchesthelist of hunt group numbersto find amatch. The call will
be routed to the first HSU port with a matching hunt group phone number.

If amatchis till not found, the system begins searching the D channel routing tables (see next
section). If no match isfound after all searches are finished, the system rejects the incoming
call.

CallsOriginating from a D Channel

All callsoriginating from aD channel are considered incoming callsto the system becausethe
system is first made aware of the call when an incoming call message is received on the
originating D channel.

As described above, the system first tries to route any incoming call from aD channel to an
HSU port. If it cannot match the called number to an HSU port primary number or hunt group
number, the system begins looking in the D channel routing tables (see Assignment of Call
Routing Information later in thischapter). It will routethe call to thefirst D channel it matches.
If no D channel routing information matches, the call isrejected. As are used as "wildcards'
that will alow any number in its place to match. It isrecommended that onecarrier D
channel be assigned the default routing code of “ xxx-xxx-xxxx” sothat there will always
be a match.
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6.1.5

6.1.6

|SDN Trunks

An ISDN trunk isalogical division of B channels pertaining to the same D channel. A D
channel can have one or moretrunks. Trunkscannot beused for local routing, so unlessthe
user has morethan one D channd, trunkswill not apply to their system. The basic rules
for trunk assignment are:

* A single B channel cannot belong to multiple trunks simultaneously

e Themaximum number of trunksthat can be assigned to asingle D channel is 15 (labeled
trunk “A” through trunk “ Q")

e B channésin atrunk can be contiguous or noncontiguous

e A trunk cannot cross D channel borders, but can span different WAN links when NFAS
is used by the carrier.

After ISDN trunks are configured, users can designate a routing table where incoming trunks
can be routed to outgoing trunks. The routing table can be constructed to specify up to three
outgoing trunk paths for each incoming trunk.

The basic rulesfor trunk routing are:

«  Eachincoming trunk can be routed to up to three outgoing trunks which are prioritized
into search patterns 1, 2 or 3

»  TheD channel of theincoming trunk must be different from that of the outgoing trunk
e A trunk can be used as an outgoing trunk for more than one incoming trunks

»  All trunks must be configured before assigning them to arouting table.

L ocal Routing

Devices such asvideo codecs or PBX sthat aredirectly attached to the system (i.e., do not pass
through a carrier network to connect to the system) are considered "loca" devices. All HSU
ports are loca devices. In addition, any PRI device such asa PBX that is connected to aD
channel configured for network sideisalocal device (asexplained in the previous section, any
D channel connected to a carrier network must be configured for user side).

Local routing isdefined as call routing between any two local devices. Because each HSU port
can be mapped by its cal profile to any specific D channel (local or non-local), users can
prevent local routing of calls originating from any HSU port by insuring that the call profile
refersto auser side (i.e., non-local) D channel.

However, calls coming into the system on a D channel (user or network) are routed based on
the called phone number, not on call profiles. Because the system does not provide billing
information, users may want to prohibit local routing of D channels. This prohibition will
forceall incoming D channel calls (user or network) to be routed to acarrier network so billing
information can be obtained. In other cases, however, users may want to enable local routing.
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Thus, if local routing isdisabled, any call coming into the system onanetwork side(i.e., local)
D channel will be routed only to auser side D channel based on the called number. Evenif the
called number matches, such a call will never be routed to an HSU port or a network side D
channel when local routing is disabled.

If local routing is enabled, then any call coming in on aD channel will be routed to the first
matching phone number, regardless of whether or not the match isfor alocal device.

Figure 6-6 shows a system connected to two carriers (A and B), two ISDN PBXs, two video
codecs (#1 and #2) and aLAN router. The examples that follow help explain the call routing
parameters.

Carrier A
ISDN Switch

>k

Carrier B
ISDN Switch

D Channel #1
700-XXX-XXXX

D Channel #2
XXX-XXX-XXXX

© ®

@
R
D Channel #4 - D Channel #3
Y (B
;o

(o] ]

=

DC}

ISDN PBX #1
415-940-77xx

ISDN PBX #2
800-444-2xxx

Video Codec #1 Video Codec #2 LAN Router

700-737-2345 700-737-4567 700-737-5511

Figure 6-6. Call Routing

In the example shown in Figure 6-6, the following call routings will occur:

* Anincoming call to 700-737-2345 from either carrier will be routed to HSU port #1.

e Any outgoing call from any HSU port will be routed to the D channel specified inthe call
profile including D channels #3 and #4 to the PBXs.

e A cal to 510-623-1574 from the PBX will be routed to carrier B.
« A cal to 800-444-2400 from either carrier will be routed to PBX #2.

» A call from either PBX to 700-737-5511 will be routed to HSU #3 if local routing is
enabled, but routed to Carrier A if local routing is disabled.
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6.1.7

e AcdlfromPBX #1to 800-444-2095 will be routed to PBX #2if local routing is enabled,
but will be routed to Carrier B if local routing is disabled.

Call Profiles

A call profileissimilar to a speed dial button on atelephone or fax machine. The user enters
call profiles on the Interface Card and stores them in the system’s memory. The maximum
number of call profilesis six. These stored call profiles can be recalled from memory, copied
to the HSU port memory, and used by that port to dial a call. The same call profile may be
copied in the dialing memory of multiple HSU ports.

For ISDN calls, call profiles specify the D channel to use, the number to call, the datarate of
the call, the service to use, and other pertinent information required to place the call.

Before any HSU port can dial acall, it must load a call profile from the main system memory
into its own dialing memory. The HSU port can use the call profile "asis" or change the
various parameters depending upon the calling needs. The loaded profile, including changes,
will remain associated with the HSU port until another call profileis copied from the Interface
card.
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6.2 ACS-PRI/BRI Card Description

6.2.1 ACSPRI/BRI Card Description (881162)

The ACS-PRI/BRI card is an eight-port card that offers users the ability to effectively
terminate and manage both dedicated and switched carrier services in asingle system. Eight
D channels can be managed from a single card.

6.2.1.1 Card Jumpers/Switch Settings

The ACS-PRI/BRI card does not have any jumpers or switches on its mainboard.

6.2.1.2 Installing the Card

Insert the ACS-PRI/BRI card into one of the server card chassis slots (P1 to P3). The system
can accommaodate up to three server cards.
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6.3

6.3.1

6.3.1.1

ACS-PRI/BRI Card User Screens and Settings

ACS-PRI/BRI Card Main Screen

The ACS-PRI/BRI card must be configured before you can use it. Figure 6-7 shown the
ACS-PRI/BRI call status screen, which can be accessed by selecting the ACS-PRI/BRI card
from the Main Screen. The information shown in italics below isfor reference only. The
default ACS-PRI/BRI call status screen does not show thistype of information until after itis
configured.

“g Integrated Access System - HyperT erminal
File Edit %iew Cal Transfer Help

Dl=| 58|

unknown | P3 PRI-ERI Few B3-0 Ser 00659 | 10-15-99 11:57
ver:1.3 #5 page: 1 of 1

CRef Status Called # Calling # Type Dch Bwdth
i connected 4157316545 1062531574 bdata i Séu
32769 answerad 108637870 RI1QAER1IZ1Z bdata Z 5éu

Refresh | pgUp | pgln | Config | Perf | Main

| Connected 2:50:05 |wT100 |9600 81 [SCROLL  [CAFS  [MUM  [Capture  [Frint echa

&

Figure6-7. ACS-PRI/BRI Call Status Screen

Main Screen Parameters

PAGE

The page reference shows how many pages of ISDN calls that are currently active in the
system. Users can move through the pages using the “ pgUp” and “pgDn” commands from the
Menu of Actions.
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CREF

The Call Reference number isafive digit number that uniquely identifies each call controlled
by aspecific D channel. A call reference number isvalid only for thelife of the call, and may
be reused once the call isreleased. If the number is between 1-32768, it is an outgoing call
from the system. If the number is 32769 or larger, the call is an incoming call to the system.

STATUS

The Status column shows the current status of each active call inthe system. The possible call
statuses are shown in Table 6-1 below.

Special Note: The information on this screen is not updated automatically. To receive the
latest status information, users must press "R" (refresh) from the Menu of Actions to update
the screen.

Table 6-1. Call Satus Screen

Call Satus M eaning
incoming A call has been received by the system, but has not yet been answered.
outgoing A call has been placed by the system to afar end user, but the far end has

not yet answered.

connected Anincoming call has been answered by the system, but the far end has not
yet confirmed that it knows the system has answered.

answered Both ends (system end and the far end) have answered and the call is
active.

disconnect The far end has requested a disconnect and is waiting for the system to
confirm.

released The system has requested a disconnect and is waiting for the far end to
confirm.

CALLED #

The called number is the phone number dialed by the originator of the call (either the system
or the far end).

CALLING #

The calling number is the phone number of the call originator.

TYPE

The type of the call is either voice, bdata (56k or 64k), HO (384k), H11 (1536k) or M Rate
(variablerate).
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DCH

The D Channel number isthe number of the D channel that is performing the signaling for that
call.

BWDTH

The Bandwidth field indicates how much bandwidth is being used by the call and whether it
isrestricted or unrestricted (i.e., 64u, 64r).

Table 6-2. ACS-PRI/BRI Screen Menu of Actions

Action Function
Refresh Updates the screen for calling activity since the last refresh.
pgUp Scrollslist from back to front for long lists of ISDN calls.
pgbn Scrollslist from front to back for long lists of ISDN calls.
Config Invokesthe D Channel configuration screen. Pressto assign D channelsand
associated information.
Perf Cadlls up the Performance Monitoring screen (see below for details).
Main Returns to the Main System screen.
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D Channel Configuration Screen

The D channel configuration screen consists of a static display on the top half of the screen,
with anumber of subscreens displayed on the bottom half of the screen. The bottom half
subscreens are invoked by selecting from the menu itemsin the menu bar at the bottom of the
D channel configuration screen.

Theuser MUST pay attention to which D channel (1-8) is highlighted when choosing I ntf.id,
Bmap or sErvices. Each of these menu selections brings up the appropriate subscreen for the
D channel that is highlighted when the menu item is selected.

Figure 6-8 shows the top level ISDN D channel configuration screen.

Notethat thereisa separate column for each D channel supported by the system. Table
6-3 lists the settings controlled on this screen along with their possible and default values.

“g Integrated Access System - HyperT erminal
Ele Edit “iew Cal Transfer Help

-
unknows | P3 PRI-ERI Rew B3-0 | 0&-02-96 10:31 _I
2 3 4 5 3 7 g
STATE stdby stdby stdby stdby stdby stdby stdby
AT wil-1 wil-1 wl-1 wi-1 wi-1 wi-1 wi-1 wl-1
T3 24 24 24 24 24 24 24 24
RATE 64k 64k 64k 64k G4k G4k Bk 64k
SIDE user user user user user user user user
3W. TYPE fijtsu f£jitsu f£jijtsu f£jijtsu f£jijtsu f£jijtsu ILf£jijtsu Ifitsu
DATAL IINV no no no no no no no no

Jave | Intf | Bmwap | =sErv | rout | special | Trunk | rt¥pe | Dial | dPFem | Main

Connected 3:43:36 |\~"T1DD |SBDDE-N-1 |SCF|ULL |D’3«F'S |NUM |Capture |F'rinlech0

&

Figure 6-8. D Channel Configuration Screen
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Table 6-3. Options and Defaults

Parameter User Options Default
STATE stdby conf actv stdby
WAN wl-l wl-2 w21 w22 w31l w32 wil wi2\wl-1
TS 1-24 1-31 24
RATE 56k 64k 64k
SIDE user net user
SW. TYPE fitsu att 4 dms 1 dms 2 at 5 ni_2 dpnss dass? |fjtsu

net 5 mcl
DATA INV no yes no
STATE

The State setting determines the status of each D channel. The available options are stdby,
conf or actv.

As with most other cardsin the system, the stdby (standby) setting keeps the resource to
which it isassociated (in this case, the associated D channel) in inactive mode. When a D
channdl isin stdby, it does not use any system resources such as B channels or processor time
on the ACS-PRI/BRI server card.

WhenaD channel isin actv (active) state, all B channelsarereserved, and the system attempts
to maintain its D channel session with the other end (e.g. switch or PBX) of the D channdl. If
the D channel loses contact with the other end when it isin the active state, aD channel alarm
will be generated.

Because there are times when users want to temporarily suspend the D channel session with
the other end (e.g., when adding additional B channelsto the system), but do not want to lose
all the D channel settings already completed (see caution below), athird state has been added
to the D channels on the ACS-PRI/BRI card. The conf (configure) stateis used to initially
configure the D channel and to change the configuration later.

When a D channel isin the configure state, it does not attempt to maintain a protocol session
with the far end. Also, B channels assigned to a D channel that isin the configure state are
reserved for the D channel, and thus are not available to other D channels nor to other system
modules (e.g. user portsor cross-connect) that might want to use them as DS0s. The only way
to free up B channels taken by a D channel in configure state isto free each resource
individually, or to put the D channel back into standby state.
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CAUTION!

When aD channel that iseither in actv (active) or conf (configure) stateisreturned to standby
state, Interface ID and BMap settings are lost and returned to their default values. Thus,
caution should be exercised before returning a D channel to standby state.

6-18

WAN

The WAN setting showsthe WAN link carrying this D channel. In standard applications (23B
+ D), the WAN link will be the same asthe WAN link carrying the B channels. In NFAS
applications, this may not be the case.

TS
The TS (timeslot) setting identifies the timeslot on the WAN link that carries this D channel.
Even though the system allows values that range from 1-24 for T1linksand 1-31 for E1 links,

in almost all cases, TS 24 will be used for T1 applications and TS 16 will be used for E1
applications (when available).

RATE

The Rate parameter allows users to choose the rate of the D channel. Even though the
equipment allows values of 56k and 64k, in almost al cases, the rate of 64k will be used.

SIDE

The options for this parameter are user (user side) and net (network side). See discussion
earlier in this chapter that describes which side to choose.

SW. TYPE

The Switch Type is selected from the possible central office equipment types to which the
system is connected. The choices are fjtsu (Fujitsu), att_4 (AT& T #4ESS), att_5 (AT&T
#5ESS:), dms_1 (DM S-100s), dms_2 (DM S-200-) ni_2 (National 1SDN I1), dpnss (Digita
Private Network Signaling System), dass2 (Digital Access Signaling System #2), net_5
(European ISDN), and mcl.

DATA INV
The Data Inversion option allows users to select whether or not the HDLC (High level Data

Link Control) will invert the data bitswhen B8ZS format is not available. In amost all cases,
DATA INV should be set to no.
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Table 6-4. ACS-PRI/BRI Screen Menu of Actions

Action

Function

Save

Saves changes to settings.

Intf

Install and change the Interface Identifications for the highlighted D
Channel.

Bmap

Install and change all ISDN B Channels for the highlighted D Channel.

Shows amap of al timedotsin the system. See Assigning B Channels below.

sErv

Specifies which type of billing services can be used by the highlighted D
Channel. Eight service types are available for each D Channel. Must have a
two digit address code 00-99. 24 characters are allowed. See Assignment of
Services below.

rOut

Specifiesrouting profilesfor all ISDN D Channels. See Routing of Incoming
Calls section below.

special

The Special Number tableisalist of telephone numbers that will only be
routed to the default D channel trunk. See Special Numbers section below.

Trunk

Displays the Trunk Routing screen. See the Trunk Routing section below.

rtYpe

The Routing type allows users to select the routing pattern for each D
channel used by the system. See Routing Type section below

Did

Activates aremote VT-100 terminal session with aremote system unit. User
enters the phone number of the remote unit (see Remote Login Using the D
Channel later in this chapter).

dPcm

Thisfeature currently is not available for 5.0

Main

Returnsto the Call Status screen. If changes are made to settings and not
saved, the system will prompt you to save or lose changes.
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Configuring I SDN Features

When one or more T1 WAN links terminating in a system are provisioned for ACS-PRI/BRI,
users must configure the system’s ISDN features before calls can be set up.

Configuring ISDN features consist of the following four steps:
1. Assigning interface identifications to WAN link(s)
2. Assigning B channels to the D channel(s)
3. Coding the call-by-call service(s) to be used
4, Assigning call routing information

Each of these stepsis accessed from the top level D channel configuration screen by selecting
the corresponding menu item to bring up the desired subscreen. Each subscreen is described
in the following sections.

Assigning I nterface I dentifications

Each ISDN facility (interface) that terminates at the user’s premisesis assigned a unique I ntf.
I D (interface identification) by the carrier. Whenever the system signals the carrier switch on
the D channel, it usesthe I ntf. 1 D(s) assigned by the carrier to tell the switch to which facility
(interface) it is referring.

Note: Inthe unlikely (but possible) event that a single facility is split between two carriers
(i.e., two D channels each controlling some of the B channels on that facility), it is
possiblethat the samefacility (interface) will have two different interface | Ds—onefor
each carrier. Thus, thelist of interface IDsis unique to a specific D channel only, but
may be repeated across different D channels.

Figure 6-9 showsthe Interface | dentification subscreen. This subscreen isaccessed by placing
the cursor in the column of the desired D channel, then pressing “i”. Thelist of al interfaces
(WANSs) then appear with their assigned interface IDs. The default value is 99, which means
“interface ID not yet assigned.” Values for the Interface ID are 00-31 and 99.
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You must assign an interface I D to any WAN link that will contain B channels before you will
be able to assign the specific B channels to that facility. If you assign a B channel to aWAN
that isnot assigned an Interface I D, the system message, "Intf.1D must be uniquely identified,"
will appear when you try to activate the D channel. In the example shown in Figure 6-9, for D
channel #1, the user plansto assign B channels on WAN 1-1, 1-2 and 2-1.

“g Integrated Access System - HyperT erminal

File Edit Yiew LCall Transfer Help

unknown | P35 PRI-ERI 2w B3-0 | OZ-0Z-96 10:34
b4 3 4 5 [ 7 g

STATE stdby stdbhy stdby =stdby stdbhy stdby  stdby

AN wi-1 wi-1 wi-1 wi-1 wi-1 wi-1 wi-1 wi-1

TS 4 4 4 4 4 4 4 4

RATE adk adk adk ik ik ik odk odk

3IDE user user user user user user user user

3W. TYPE fitsu £jitsu f£jtsu f£jijtsu £ijtsu f£itsu £itsu f£itsua

DATAL IMNV no no no no no no no no

Inct.Ip wi-1  (EEJE

Intf.ID TWl1-2 o1
Intf.ID Wa-1 oz
Intf.ID TWi-2 a9
Intf.ID W3-1 a9
Intf.ID W3i-2Z a3

Intf.ID TW4-1 29
Intf.ID TW4-2 ==

Connected 3:46:19 |\-"T1DD |SBDDB-N-1 |SCF|ULL |D‘3«F'S |NUM |Eapture |F'lintech0

B

Figure 6-9.Interface | dentification Screen

To change an interface ID, place the cursor over the desired Intf. ID, and press the “Enter”
Key. Input the correct valuein the space provided using the up and down arrow keysand press
the “Enter” key again. Save your work, and press“m” to return to the main D channel
configuration screen.
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Assigning B Channels

Choosing the*“Bmap” option from the D channel configuration screen of the ISDN card screen
brings up the subscreen shown in Figure 6-10. This figure shows atypical “Bmap” screen. It
is adetailed map of al the WAN timeslots available to users as potential B channels.

When D channel #1 isplaced in the“ Configure” mode, the system recognizes the assignment
of WAN 1-1, timeslot #24 to this D channel and placesit on the Bmap in the proper location.
Notice that since all WAN links are T1 interfaces, the Bmap shows the last 7 places with a
dash (-) indicating that the timeslot is unavailable for assignment.

Additionally, timedots that are already in use by other resources (e.g. user ports and
cross-connect) are “blocked-out” with the letter “x” in the appropriate WAN timeslot. This
letter “x” means that these timed ots are used as DS0s, and thus are not available for use as B
channels. In Figure 6-10, timeslots 14-19 on WAN 1-1 and timeslots 4-9 on WAN 1-2 arein
use as DSOs and thus are unavailable for assignment.

5 ACCULINK Access Controller - HyperT erminal

File  Edit “iew Call Transfer Help

Dle| 53] @5

Tnknown | P3 PRI-ERI Rew B3-0 | 10-15-99 1z2:11
1 Z 3 4 5 3 7 g
STATE stdby stdby stdby stdby  stdby stdby stdby
WALT wl-1 wl-1 wl-1 wl-1 wl-1 wl-1 wl-1 wl-1
TS 24 24 24 24 24 24 24 24
RATE B4k Bdk G4k 64k 64k 54k Bdk G4k
3IDE user user user user user user user user
3W. TYPE fjt=su f£jcsu L£ijtsu f£itsu £itsu £itsu f£itsu f£icsu
DATE INV no no no no no no no no
1111111111222 2¢2¢22232232233
123456789 01%:2 34567859012 3458 78901
wi-1 I XM X M OX X d-------
wl-2 ¥ XX xxx === == ==
we-1 s = = == ==
wi-Z s s = == = =
wi-1 s s = == ==
wi-z s s = === =
wi-1 - - - - - = - = - — - - - - - - - - - - - - - - - - - - - - -
Wi-2 - - - - - = - — - = - - - - - - - - - - - - - - - - - - - - -

e | =2Tatuz | HMain

N I

|Cannected 4:52:14 [wT100 |9600 841 [SCROLL  [CAPS [NUM [Capture  [Fiint echa

Figure 6-10. Basic Bmap Screen
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6.4.3 Assigning B Channelsto One D Channd

B channels are assigned to the highlighted D channel by placing the cursor in the row
representing the WAN link (interface) and the column representing the timeslot. Pressing the
“Enter” key will place alowercase“b” in that timeslot (the "Enter" key togglesthe"b" off and
on). Thisindicates that you have designated this timeslot as aB channel to be controlled by
the highlighted D channel. You will not be ableto placea“b” in any timeslot that is currently
occupied by aletter, number or dash, because these timeslots are controlled by other system
modules, thus are unavailable to this D channel.

Figure 6-11 shows 36 B channels assigned to D channel #1. In this example, the carrier
requested that you use timeslots 1-9 on WAN 1-1, timeslots 11-19 on WAN 1-2, timeslots 1-9
on WAN 2-1 and timeslots 1-9 on WAN 2-2.

'fl'_.'g-: ACCULINK Access Controller - HyperT erminal

File Edit “iew Call Transfer Help

NEEEEE

unknown P3 PRI-ERI ew B3-0 Ser 00659 10-15-99 12:25
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Figure 6-11. Assigned Bmap Screen
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Figure 6-12 shows the cross-connect screen for WAN 1-1 (see WAN chapter). Note that the D
channel shows up ontimeslot #24, the B channels appear in the proper timeslots, and the DS0s

(inthis case assigned to the card in user slot 5, port 1) also appear.
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Figure 6-12. WAN Cross-Connect Screen

6-24

Server Cards



ACS-PRI/BRI Card Configuring I SDN Features

6.4.4

Assignmentsfor Two or More D Channels

Previous paragraphs dealt with multiple B channelsfor asingle D channel. Often, the system
will be called upon to manage the ISDN communication for more than one D channel, as
described earlier in this chapter.

In Figure 6-13, D channel #2 is changed from stdby to conf and is assigned to timeslot #24
on WAN 1-2.
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Figure 6-13. Assigning B Channels

When the Bmap selection is made (with D channel 2 highlighted), D channel #2 appears on
WAN 1-2, timeslot 24.

DSOs are still represented by “x”s. B channelswhich have already been assigned to D channel
#1 (and are therefore unavailable to D channel #2) are represented by “1”s.

Using the same procedure learned in the previous section, assign alowercase "b" to each
timeslot assigned by the carrier by pressing the “Enter” key in the column and row on the
screen. In this example, timedots #11-22 on WAN 2-1, #11-22 on WAN 2-2 and #1-24 on
WAN 3-1 are assighed as B channels for D channel #2.

Remember to save your work before pressing “m” to return to the top level D channel
configuration screen.
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If you check theBMap for D Channel #1 again, the screenin Figure 6-14 showsthe B channels
controlled by D channel #1 (the currently highlighted D channel) as“b”s, and the B channels
for D Channel #2 as“2"s.

In general, any B channel controlled by the highlighted D channel isshown asa“b”, and any
B channel controlled by any other (non-highlighted) D channel is shown as the number of the
D channel that controlsit.
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Figure 6-14. Completed BMap Screen
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6.4.5

B Channel Satus

Active B channels may need to be taken out of service periodically for testing or maintenance
by the user or the carrier. Choosing the “sTatus’ option from the "Bmap" screen not only
allows the user to execute these optionsfor individual B channels on an active D channel, but
also to review changes made by the carrier. Highlight the specific B channel and pressthe
command option in the Menu of Actionsto perform the desired action. Lower case letters
signify changes made by the user; capitalized letters show carrier changes.

In Figure 6-15, B Channels on time slots 6-7 on WAN 1-1 are placed in an Out of Service
condition, and B channels on time slots 16-17 on WAN 1-2 are placed in maintenance mode
by the user. B channels on time slots 8-9 on WAN 1-1 are in maintenance mode by the carrier,
and B channels on time slots 6-9 on WAN 2-2 are out of service by the carrier. Users and
carriers can only reinstate B channels taken out of service or placed in maintenance mode by
themselves.
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Figure 6-15. Status Screen
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Table 6-5. Satus Screen M enu of Actions

Action Function

Send Executes other Menu of Action commands. Changesin B channel states
will not take effect until the Send command is issued. Send command
also saves status changes.

Refresh Updates status and time-related information fields that are not
automatically updated (i.e., performance and test data).

Oos Out of Service mode. Places the highlighted B channel in an unavailable
state. Changesthe "b" to an "0." Pressthe "B" command to return to
service.

mainTenance | Testing or maintenance mode. Places the highlighted B channel in an
unavailable state. Changesthe "b" to an "m." Pressthe "B" command to
return to service.

Bchan Return to B channel operation. Returns the highlighted B channel in an
available state. Changesthe "m/o" toa"b."
Main Returnsto the Bmap screen. If changes are made to settings and not saved

with Send command, the system will prompt you to save or lose changes.
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6.4.6

Assigning | SDN Trunks

AnISDN trunk isagroup of B channels belonging to asingle D channel. It consists of one or
more B channels either contiguous or non-contiguous. All B channelsin atrunk must belong
to the same D channel. However, atrunk may be assigned across different WAN links when
NFAS isused.

To access the Trunk Assignment screen, you must highlight the D channel on the
Configuration screen and press “B” to access the B channel screen. Pressing “N” from the
Menu of Actionswill bring up the Trunk Assignment screen. To assign aB channel to atrunk
group, place the cursor over the desired B channel and press the letter of the trunk group to
which you want to assign this B channel. Capital letters between “A” and “Q” are the only
acceptable options. Figure 6-16 shows atypical Bmap screen with four different D channels.
To simplify this discussion, all four D channels have eight B channels.
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Figure 6-16. Assigned Trunk Screen

Thefirst D channel on WAN1-1 has eight B channels. Thefirst two B channels are assigned
to Trunk Group“A.” Thesecond D channel on WAN 1-2 also haseight B channels. B channels
#5-6 are assigned to Trunk Group “B.” Thethird D channel on WAN2-1 has eight B channels.
B channels#7-8 are assigned to Trunk Group “ C.” Thefourth D channel on WAN 2-2 aso has
eight B channels. B channels #1-2 are assigned to Trunk Group “D.” Once assigned to Trunk
Groups, ISDN trunks can be placed in arouting table to show how to route incoming ISDN
calls that need to be passed on to downstream equipment.
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Routing ISDN Trunks

To select arouting pattern for the ISDN trunks created in the previous section, users must
access the Trunk Routing screen from the Configuration screen. Pressing “T” from the Menu
of Actionswill bring up the Trunk Routing screen. To add a hew trunk routing pattern, users
must press“A” from the Menu of Actions, which will bring up the screen shown as Figure
6-17.
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Figure 6-17. Add Trunk Route Screen

The user should use the “right arrow” and “left arrow” keys to move the cursor through the
eight sections (four D channels and four trunks) of the new trunk route. Pressthe <Enter> key
to change each section. D channel numbers are changed with the “up arrow” and “down
arrow” that scroll through numbers 1-8 (the maximum number of D channels per system). The
user changestrunk letters by typing a capital letter from A-to O (the fifteen available trunk
letters per D channel).

All eight fields must be changed for each new trunk route. For instance, if you want a
single incoming trunk group to be routed to three outgoing trunk groups on three different D
channels, the processis easy. In Figure 6-18 the first trunk route shows this configuration. D
channel #1, trunk group “A” isto be routed to D channel #2, trunk group “B.” If that route is
busy, it will be routed to D channel #3, trunk group “C.” If that route is busy, it will be routed
to D channel #4, trunk group “D.” If that route is busy, the unit will drop the call.
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Another example of this procedure is shown in Figure 6-18. If you want a single incoming
trunk group to be routed to only one outgoing trunk group, D channel #1, trunk group “A” is
routed to D channel #2, trunk group “B.” The alternate routes 2-3 must contain the same
information in alter nateroute#2. Sincethisistheonly alternativeroute, if that routeisbusy,
the unit will drop the call.
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Figure 6-18. Add Trunk Route Screen

6.4.8 Assignment of Services

Some carriers support call-by-call service selection in their ACS-PRI/BRI offerings. This
feature allows usersto select adifferent service (and, usually, adifferent billing rate) for each
call placed.

If call-by-call serviceissupported, usersmust tell the system which service(s) is/are supported
by each D channel, and what the codeisfor each service. The carrier will supply aservice code
for each supported service. The Service format code is always two digits, a space and the
name of the service. When placing acall using call profiles, only valid service codes will be
allowed (see Call Profiles below for additional information about services).

If call-by-call service selection is not supported by the carrier or not required for the user’s
applications, then there is no need to assign serviceto a D channel.
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Figure 6-19 shows the Services screen and the assignment of two mythical services
(MASTERPIECE and BUSINESS PLAN) to D channel #1. The service codes of “01” and
“02" were assigned by the carrier to these services. Remember to Save your work before
returning to the top level D channel configuration screen.

v

Note:

Pressing the Clear command will erase all Service entries for the highlighted D
channel.
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Figure 6-19. Assigning Services Screen
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6.4.9
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Routing of Incoming Calls

Cdll routing in the system is described in the introduction section of this chapter. Assignment
of phone numbers for routing calls between D channels is done from the routing subscreen.

Figure 6-20 shows the ISDN routing subscreen. It is accessed from the D channel
configuration screen by pressing “o” (lowercase letter 0).

g Inbegualed Scceax Spaten - Hypo T eiminal

[la ES 'fows Cal Joaadm Hals

Figure 6-20. Routing Numbers Screen

Each D channel may be assigned two ten-digit phone numbers to be used for routing calls
addressed to those phone numbers. The use of the wild card letter “x” means any digit will
match. Notethat D channel routing occurs only after all attemptsto routeacall to an HSU port
are unsuccessful.

If local routing is disabled (Route Local = no), any call coming into the system on a network
side (i.e, local) D channel will be routed only to auser side D channel based on the called
number. Even if the called number matches, such a call will never be routed to an HSU port
or anetwork side D channel when local routing is disabled.

The routing table should always contain the default number "xxxxxxxxxx" (10 Xs) to make
surethat all dialed numbers are routed to the network.
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6.4.10
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If local routing isenabled (Route Local = yes), then any call coming in onaD channel will be
routed to the first matching phone number, regardless of whether or not the match isfor alocal
device.

Any calls originating from an HSU port will be routed to the D channel specified in the call
profile, regardless of the called number.

Special Numbers

Pressing L from the Menu of Actionswill bring up the Special Numbers screen shown in
Figure 6-21. Special numbers are any tel ephone numbersthat the user does not want routed to
HSU cards. Special numbers have the highest priority in the number searching process. Any
number that matches one of the special numbers will always be routed to the default trunk
"XXXXXXXXXX," to the ISDN network and then into the Public Switched Network.

Some special numbers used in the United States include "0," "00," "911," "411" and "611."
Some special humbersused intheforeign countriesincludes"0," "119" and " 110." The special
number table can contain telephone numbers up to 10 digitsin length. It aso includes the use
of the"+" character, so that the special number "0+" would include any series of numbersthat
starts with the number "0." The character "x" is used as awildcard in the same way as the
routing table.
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Figure 6-21. Special Numbers Screen
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6.4.11 Performance Monitoring

Another special feature of the ACS-PRI/BRI card is the ability to track and log performance
statistics on incoming and outgoing ISDN traffic for each D channel. The Performance
Monitoring screen is accessed from the ACS-PRI/BRI main screen by highlighting the D
channel with the cursor and pressing the"P"' command from the Menu of Actions. Figure 6-22
shows the Performance M onitoring screen.
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Figure 6-22. Perfor mance Monitoring Screen

Calling statistics are kept for one hour periods for the current hour and the previous 24
one-hour periods. As each hour passes, the statistics for the twenty-fourth hour are dropped.
Users can scroll through the current figures using the "U" (pgUp) and "D" (pgDn) commands
from the Menu of Actions.

Since the system does not |og statistics incrementally (i.e., second by second), the only way

to have truly current figuresisto use the "R" (Refresh) command from the Menu of Actions
which redraws the screen with the new information.
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TIME PERIOD COLUMN
Thefirst column shows one-half of the current 24 hour one-hour periods and the total
calculation of each field for the entire 24 hour period. The top of the column shows if the

statistics are based on either outgoing or incoming calls and will toggle back-and-forth from
commands in the Menu of Actions.

CLATT

The Calls Attempted column shows the total number of callsinitiated on the selected D
channel.

CLSuUC

The Calls Successful column shows the total number of callsinitiated on the selected D
channel that were completed to the destination required.

CLREJ

The Calls Rejected column shows the total number of callsinitiated on the selected D channel
that were not completed to the destination required due to call-setup problems.

NDISC

The Normal Disconnect column shows the total number of calls completed on the selected D
channel that were disconnected through hang-up by the calling number.

EDISC

The Error Disconnect column shows the total number of calls completed on the selected D
channel that were disconnected through some unpredictable equipment error.

PDISC

The Peer Disconnect column shows the total number of calls completed on the selected D
channel that were disconnected through hang-up by the called number.

NMPKT
The Number of Packets column shows the total number of good HDL C frames that were sent

during the one hour period. This number, plus ERPKT, will equal the total number of packets
sent.
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6.4.12

ERPKT

The Errored Packets column showsthetotal number of HDL C framesthat werein error during
the one hour period.

Remote Login Using the D Channel

In addition to carrying ISDN signaling information, the D channel can also be used to log into
aremote system unit to check card status, and perform necessary system maintenance. This
unique application does not require B channel allocation. The ISDN call is placed on the D
channel to the ISDN network and routed to the D channel of the remote unit. Coordination
with the ISDN facility provider is necessary to obtain the number for the remote system unit.

The ISDN card software must be version 1.2 or higher (the software version is printed on the
ROM chip on the printed circuit board).

On the CPU card screen on the remote system unit, change the "D Chan Ph #" from blank to
the ten digit ISDN phone number assigned to the unit. Figure 6-23 shows a completed CPU
card screen for the Remote system.
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Figure 6-23. CPU Card Screen
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6.4.13 Initiate Remote Login

Fromthel SDN Configure screen of the Local system, pressthe"D" (Dial) command from the
Menu of Actions and the system will prompt you to enter the phone number. Enter the phone
number assigned to the remote system on the CPU card and press the <Enter> key. Thelocal
system will start aterminal session with the remote system. Figure 6-24 showsthe ISDN Card
screen.
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Figure 6-24. ISDN Card Screen
6.4.14 Terminatethe Session

Logging off the remote system using the "L " (Logout) command from the Menu of Actions
on the Main screen will terminate the remote session and return the system to normal control.
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6.5 ACSPRI/BRI Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

6.6 ACS-PRI/BRI Card Troubleshooting

ACS-PRI/BRI card problems could indicate a number of possible causes, including:

Faulty ISDN PBX/CPE at the near end (where the problem was first noticed)
Faulty ISDN PBX/CPE at the far (opposite) end

T1 or E1 network failure

T1 or E1 D-channel failure

Improper network switch configuration

Improper ACS-PRI/BRI card configuration

Typically, aproblem isindicated by the inability to originate or receive/route calls. You can
perform numerous tasks to isolate the trouble and clear it. When troubleshooting problems on
acall routing through an ACS-PRI/BRI card, follow this general sequence:

Server Cards

1. If al callsare affected, verify that the US/EUR jumper is correctly placed to match the
US/EUR jumper on the chassis. The ACS-PRI/BRI card performs a self-test on
power-up. A “healthy” card will have agreen LED lit on the front panel. Do not
proceed with further steps until agreen LED is present.

2. Verify that the T1 or E1 network isworking properly by checking for current CGA-Red
and CGA-Yelow aarms. If an ACS-PRI/BRI DS-1 is faulty, a D-channel alarm will
aso bepresent. If no CGA alarmson ACS-PRI/BRI DS-1sare present, but a D-channel
alarm is present continue with step 3. If there is no D-channel alarm continue with step
4,

3. A D-channel alarm will be posted if the ISDN D-channel is not communicating
properly with the ISDN switch/PBX connected to the WAN port. Verify the
configuration settings for the affected ISDN port. Be sure the port is connected to the
proper WAN card and port, that the correct SIDE (net or user) is selected and that the
appropriate SW. TY PE hasbeen chosen. If these assignments appear correct, it may be
necessary to consult with the network or PBX provider to clear the D-channel alarm.
Do not proceed with further steps until the D-channel darm is cleared. In the alarm
filter screen DCHAN alarm needsto be set as“log” or “report” to see ISDN D channel
aarms (the default is “ignore”).
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Note:

When changing configuration settings on the ACS-PRI/BRI card, set STATE to conf
(for “ configure” ), make changes and then set STATE to actv. Selecting stdby will
cause the configuration information for that D-channel to return to the default
parameters.

4, The Call Status Screen will indicate if any calls are currently connected through the

Note:

ACS-PRI/BRI card. Review the Call Status Screen to determineif callsfrom any of the
ISDN ports are currently active. Generate calls through the ACS-PRI/BRI card and
review the performance register information (accessed by pressing P from the
ACS-PRI/BRI Main Screen) for the affected D-channel(s). Thiswill assist is
determining the extent and possible cause of call failures (error disconnects, call
attempt, call rgjected, etc.). Many configuration parameters can affect an ISDN call.
Verify that al configuration options (routing, B-channel assignment and status, etc.)
are correct before proceeding.

When changing configuration settings on the ACS-PRI/BRI card, set STATE to conf
(for “ configure” ), make changes and then set STATE to actv. Selecting stdby will
cause the configuration information for that D-channel to return to the default
parameters.

5. If an HSU card isbeing used to originate or receive ISDN calls, additional circuit tests

can be performed. Once an end-to-end cdll is established, use the loopback and test
signal functions of the HSU card to test the affected port. These tests are accessible
from the HSU Card Main Screen and associated Test Screen, as described in the HSU
chapter. They alow you to test the end-to-end circuit path for that call.

6. If the ACS-PRI/BRI card is determined to befaulty, replaceit and return the faulty unit

for repair to the location specified by your distributor.
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Chapter 7
IMUX Card

7.1 Introduction

The ISDN card supports B channel bandwidth of 56K, 64K, 384K, 1536K and MultiRate
(MRate). Normally, the M Rate option will allow usersto select any combination of 64K B
channels needed for the call request, but in areas where rates greater than 64K bps are not
supported by the local ISDN switch, B channels must be aggregated to support calls at
Multi Rate speeds.

The solution to this problem isthe Inverse Multiplexer card that works with the ISDN card to
provide the exact B channel bandwidth needed in 56K bps, 64K bps and HO (384K bps)
increments. Since the IMUX card does not support NFAS (see ISDN chapter for further
information), the maximum 56K bps or 64K bps B channel allocation is 23 for T1 systemsand
30 for E1 systems. The maximum B channel allocation for HO (384K bps) is 3 for both T1 and
E1 systems.

Figure 7-1 shows atypical IMUX application. The DTE located at System Unit "A" needs a
128K bpscircuit to connect to the DTE at System Unit "B." The user selects one of the IMUX
engines (ports) to dial two B channels (64K bps each) that multiplex the datato the IMUX card
located at System Unit "B."

The system will dial the IMUX Primary or Hunt Number and establish the connection with
the IMUX Card at the other end of the circuit (dark line on diagram). Once completed, it will
call the IMUX Additional Number to set up the rest of the bandwidth needed, organize the
data"pipe" and complete the call.

It is strongly suggested that the user obtain an Additional Number from the ISDN carrier
because other incoming callsto the Primary Number or Hunt Number could accidentally be
included in the IMUX call that you are trying to establish. Since al B channel bonding
happens on the Additional Number, if it is available, this call collision could be averted.

System Unit A System Unit B

DTE DTE

Figure 7-1.Typical IMUX Application
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R4

Note: If you have an Enhanced Bus-Connect system (25888 IMUX) and have WAN cardsin
slots W-3 and W-4, the Inverse Multiplexer card will not work. Thiswarning does not
apply to redundant or non-redundant WANSs in slots W-1 and W-2.

7.2 Inverse Multiplexer (IMUX) Card Settings

7.2.1 |IMUX Card Description (8880)

Similar to the ISDN card main screen, the parameters on the main screen of the IMUX card
are for information only, they cannot be changed. Figure 7-2 shows the IMUX card main
screen. Table 7-1 shows the settings and values.

7.2.2 |IMUX Card Main Screen
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Figure7-2. TheIMUX Card Main Screen
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Table 7-1. IMUX Card Main Screen Options and Defaults

Par ameter User Options
STATE idle busy
DIRECTION out in
WAN wl-1 wl-2 w21 w22 w31 w32 w4l w42

MAIN CHANNEL |01-23 01-30 99
N-CHANNELS 01-23 01-30 00
BONDING MODE |00-01

LAST DISC. 01-12 00

STATE

The State parameter shows the activity on thisIMUX engine (port). The values areidle or
busy.

DIRECTION

The Direction parameter shows the direction of abusy circuit. The values are out (acall
originated from this location to another) or in (acall originated from another location).

WAN

The WAN parameter showsthe WAN link used by the busy circuit. The valuesfor this setting
are wl-1 through w4-2.

MAIN CHANNEL

The Main Channel parameter shows the timeslot on the WAN link shown on the previous
setting that is used for the call to the IMUX primary number or hunt number for this call.
Values for this setting are 1-24 for T1 systemsor 1-31 for E1 systems. The value 99 is used
for unassigned engines.

N-CHANNELS

The N-Channels parameter shows the number of additional timeslots needed to complete the
IMUX call. The valuesfor this setting are 1-23 for T1 systems and 1-30 for E1 systems. The
value 00 is used for unassigned engines.
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BONDING MODE

The Bonding Mode parameter shows the bonding mode used for this call. The valuesfor this
setting are 00 (mode0) and 01 (model). The bonding mode is selected from the HSU card
IMUX screen.

LAST DISC.

The Last Disconnect parameter shows the cause codes for the last disconnect on that port. The
valuesare01 (noresources available), 02 (channel error), 03 (normal clearing), 04 (bandwidth
addition request), 05 (mode not supported), 06 (rate not supported), 07 (information channel
or frame alignment word framing lost), 08 (delay equalization unsuccessful), 09 (unknown

command or protocol error), 10 (temporary failure, in recovery), 11 (failure, no recovery) and
12 (bandwidth deletion request). The value 00 is used for unassigned engines.

Table 7-2. The IMUX Card Configure Screen of Actions

Action Function
Refresh Since IMUX call information is not updated in real time, this command will
refresh the screen with new information.
Config Brings up the Configure screen. See below.
Main Returns to the main screen.
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7.2.3 Configuration Screen

The Configuration screen is accessed by pressing the“C” key from the Main Screen Menu of
Actions. This screen controls the availability of the IMUX enginesto send or receive calls
through the ISDN system. Figure 7-3 shows the IMUX Configuration screen and Table 7-3
shows the settings and options.
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Figure7-3.The IMUX Card Configure Screen

Table 7-3. IMUX Card Configure Screen Options and Defaults

Parameter User Options Notes

STATE stdby  atcv
LB STATE n/a

STATE

The State setting determines whether the engineis active or inactive. When assigning IMUX
engines, set the State setting to standby (stdby) for ports you are not using. Set it to active
(actv) for portsthat areready for use. Sincethereisno penalty for having active engines (they
do not use system resources), it is suggested that all IMUX ports be set to active.
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LB STATE
The Loopback State is not an available option at thistime.

Table 7-4. The IMUX Card Configure Screen of Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e. performance and test data).

Main Returns to the main screen. If changes are made to settings and not saved,
you will be prompted to save or lose changes.

7.2.4 |IMUX Call Setup

ThelMUX card changesthe availability to send or receive callsand showsinformation rel ated
to IMUX callsonly. The actual call setup procedures are done through the HSU card. Figure
7-4 shows the HSU call profile screen and Table 7-5 shows the settings for the various
parameters.
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Figure 7-4. The HSU Card Dial Screen
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Table 7-5. The HSU Card Dial Screen Settings and Options

Parameter User Options Default
PRIMARY # up to 10 numeric characters 0000000000
HUNT GROUP # up to10 numeric characters 0000000000
AUTO ANSWER yes no yes
ANSWER TIMEOUT  |01-60 01
DIAL TRIGGER off dtr rs366 Vv.25b off
ESCAPE CHAR * # 5 6 7 9 0 00 *

IMUX PRIMARY # up to 10 numeric characters 0000000000
IMUX HUNT # up to 10 numeric characters 0000000000
IMUX ADD # up to 10 numeric characters 0000000000
CURRENT PROFILE none loaded none
PRIMARY #

The Primary Number isthe main phone number used to route incoming (non-IMUX) callsfor
this HSU port. This number must be unique throughout all HSU portsin the system. The
number must be within the range of nhumbers assigned by the carrier controlling the ISDN
switch.

HUNT GROUP #

The Hunt Group number is an optional humber that makes the port of this HSU part of ahunt
group. The hunt group number is the same for all HSU ports in the hunt group. The system
will route any incoming (non IMUX) call placed to the hunt group number to thefirst available
HSU port in the group. A hunt group number must be within the range of numbers assigned
by the carrier controlling the ISDN switch.

AUTO ANSWER

The Auto Answer feature allows the HSU port to automatically answer an incoming call for
either the primary number or the hunt group number. A value of yes means the equipment will
always accept theincoming call for aport that is not busy. A value of no means the HSU will
not answer the call until the attached DTE respondswith DTR high. RS530 portswill respond
to auto answer with the Ring Indicator lead, V.35 ports must be set to auto answer for this
version of the software.

ANSWER TIMEOUT

If the user chooses no for Auto Answer (above), the Answer Timeout parameter tells the
system how long to wait for the DTE toraise DTR after the call hasbeen senttothe DTE. This
parameter is measured in seconds, and the valid choices are 1-60.
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DIAL TRIGGER

The Dia Trigger tells the 8213 HSU card when to initiate dialing. (See Dialing with High
Speed Data Cardsin the HSU Card chapter.) In order for dialing to be initiated, there must be
a call profile active for thisHSU port. The values are n/a (all other HSU cards), off (do not
dial any calls), dtr (dial the active call profile when the DTE raises DTR), r s366 (trigger
dialing on this port when RS366 commands are received on the associated RS366 port) and
v.25b (trigger dialing on this port when V.25bis commands are received on the associated
V.25bis port).

ESCAPE CHARACTER

The Escape Character isthe character used by RS366 dialing as a special character to initiate
the dialing command (see next section). The options are: *, #, 5, 6, 7, 9, 0, 00.

IMUX PRIMARY #

The IMUX Primary Number is the main phone number used to route incoming IMUX calls
for this HSU port. This number must be unique throughout all HSU ports in the system. The
number must be within the range of numbers assigned by the carrier controlling the ISDN
switch.

IMUX HUNT #

The IMUX Hunt number is an optional number that makes the port of this HSU part of ahunt
group. The hunt group number is the same for all HSU ports in the hunt group. The system
will route any incoming IMUX call placed to the hunt group number to thefirst available HSU
port in the group, provided there isan available IMUX engine. A hunt group number must be
within the range of numbers assigned by the carrier controlling the ISDN switch.

IMUX ADD #

The IMUX Additional Number is the second number used to synchronize IMUX bandwidth.
An IMUX call is placed to the primary number which begins to synchronize the call. Part of
that synchronizing processis to report the additional number to the calling IMUX card. The
calling IMUX card then dialsthe IMUX additional number to set up the rest of the bandwidth
needed before completing the call. If there is no additional number, the IMUX card will
synchronize the call on the primary number only.

It isrecommended that an IMUX additional number be obtained from the | SDN carrier to
avoid call collision that could occur if the IMUX additional number is not present.
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CURRENT PROFILE

The Current Profile indicatesif acall profileisloaded into this HSU port’s dialing memory.
The optionsfor this parameter are none (indicating that the copy of acall profile template has
not been downloaded to thisport) or loaded (indicating that the copy of acall profile template
has been downloaded to this port).

Table 7-6. HSU Dial Screen of Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e. performance and test data).

proFile Brings up the call profile screen.

Load This option loads a profile from the Interface card template. A call profile
number must be inserted. Changes the Current Profile parameter from "none"
to "loaded.”

Main Returnsto the HSU card main screen. If changes are made to settings and not

saved, you will be prompted to save or lose changes.

7.25 HSU Call Profile Screen

Once acal profile is copied from the Interface card templates, it can be used by the DTE on
HSU ports for placing cals to other devices throughout the ISDN network. The HSU Call
Profile screen is shown as Figure 7-5. Table 7-7 lists the settings and defaults for each
parameter.

Once the appropriate information is inserted or changed on the fields of this screen, you can
place acall by pressing the"D" (Dia) command from the Menu of Actions. When finished,
the call can be disconnected by pressing the "H" (Hang-up) command from the Menu of
Actions.

Itisimportant to notethat theHSU port used to dial the call must by in the standby state
when thecall is placed. The state changes from standby to active after the call has been
placed. The system will not allow a call to be placed from an active port.

v

Note: Any changes made to the loaded call profile will stay with the call profile copy until
changed in a future session. Changes madeto this copy will not changethecall profile
template on the Interface card.
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Figure 7-5. HSU Card Call Profile Screen

Table 7-7. Settings for HSU Card Call Profile Parameters

Parameter User Options Default
DCHAN 01-08 01
CALLED # telephone number (25 numeric characters) blank
CALLED #TYPE natnl  intnl  sbscr natnl
CALLED #PLAN unkwn isdn phone print unkwn
CHANNEL RATE 56u 56r 64u 64r 384u 384r 1536u 56u

1536r Mrate
RATE MULTIPLIER [1,6,24 2-24 (appliesonly to MRate) 1
IMUX CALL no yes no
SERVICE service from list set on ISDN card for this D channel |blank
(first 7 characters)
CALLING # telephone number (25 numeric characters) blank
CALLING#TYPE natnl  intnl  sbscr natnl
CALLING #PLAN unkwn isdn phone print unkwn
PRESENT.INDCTR yes no yes
SCREEN. INDICTR  |up-ns up-ns
BCAST. PHONES no yes no
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DCHAN

The D Channel number identifieswhich D Channd to route all outgoing callsthat usethiscall
profile. The options are numbers 1-8.

CALLED #

The Called Number is the full telephone number of the device you are calling. Up to 25
numeric charactersare allowed, although most calls use only ten digits. This parameter can be
overridden on acall-by-call basiswhen RS366 or V.25bis dialing is used with the Model 8213
HSU card.

CALLED #TYPE

The Cdlled Number Typeidentifiesthetype of network used to reach the called phone number.
The options are natnl for domestic calls, intnl for international calls, and sbscr for Virtual
Private Network (VPN) calls. Your carrier will provide more detail about this option.

CALLED #PLAN

The Called Number Plan refersto the type of humbering plan used to reach device you are
caling. The options are unkwn, isdn, phone and privt. Your carrier will provide more detail
about this option.

CHANNEL RATE

The Channel Rate selection specifies the bandwidth to be used by the call. Different carriers
support different rates, so it isimportant to check with your carrier before setting rates greater
than 64 Kbps. When using any Channel Rate other than Mr ate, the system knows the size of
the bandwidth required and will automatically select the rate multiplier. If Mrateis selected,
the rate multiplier must be entered by the user.

The®u’ and “r” in these selections are for unrestricted and restricted data calls. An
unrestricted call means the user can send any type of datainformation in the circuit. A
restricted call means the user is responsible for maintaining the ones-density-integrity of the
T1 data stream.

R4

Note: Channel Rates of 1536r and 1536u require the use of NFAS.

If the IMUX CALL field isset to yes (see below), the channel rate shows either 56, 64 or HO
(384K).
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RATE MULTIPLIER

The Rate Multiplier parameter is automatically set depending upon the Channel Rate (other
than Mrate or an IMUX call) chosen in the previous paragraph. Valid entries for Mrate are 2
through 24. If an incorrect rate multiplier isinput, the carrier equipment will reject the call.

If theIMUX CALL field isset to yes (see below), valid entriesfor the rate multiplier are 1-24
for 56 or 64 and 2-3 for HO (384K).

IMUX CALL

The IMUX Call field indicates whether thisisan IMUX call or aregular ISDN call. The
optionsareno and yes. If yesis selected, the Channel Rate and Rate Multiplier selectionswill
change, (see above).

SinceIMUX callscannot be broadcast, if IMUX call isyes, the user will not be able to usethe
Broadcast Phones option mentioned below.

SERVICE

The Service parameter is entered only if call-by-call service selection is supported on the D
channel selected in the DCHAN parameter above. If call-by-call service selectionis
provisioned on the selected D channel, the first Service typeis entered in thisfield
automatically. Valid service codes are those that were entered for this D channel in the
Services subscreen of the D channel configuration screen.

To change this selection, highlight the selection with the cursor and press the <Enter> key. A
list of al service options for this D channel will appear at the bottom of the screen. Move the
cursor to the appropriate selection using the right and left arrow keys and press the “ Enter”
key again when the correct choiceis highlighted.

CALLING#

The Calling Number is the phone number of the calling party that is presented to the called
party when theincoming call isdelivered. (Thisfeatureis often known as Automatic Number
Identification or “ANI").

If the user wants the system’s main (billing) number to be presented to the called party, this

field must contain anumber of up to 25 digits. If the user wants the specific phone number of
the HSU port making the call to be presented, this field must be left blank.
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CALLING#TYPE

The Calling Number Typeidentifiesthetype of network used by the calling party. The options
are natnl for domestic calls, intnl for international calls, and sbscr for Virtual Private
Network (VPN) calls. Your carrier will provide more detail about this option.
CALLING#PLAN

The Calling Number Plan refers to the type of numbering plan used by the calling party. The
options are unkwn, isdn, phone and privt. Your carrier will provide more detail about this
option.

PRESENT.INDCTR

The Present Indicator field determines whether or not the calling number may be displayed to
the called party. The selections are yes and no.

SCREEN. INDCTR

The Screen Indicator field isreserved for future use. Thefield value up-ns cannot be changed.

BCAST. PHONES

The Broadcast Phones parameter allows the user to select the use of the broadcast option. The
selections for this parameter are no and yes. If IMUX call isyes, the broadcast option will be
automatically set to no.

Table 7-8. Call Profile Screen Menu of Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e. performance and test data).

Dia Causes the HSU port to dial the number on the original call profile or the
changed call profile.

Bcast Provides access to the Broadcast screen. See the Broadcast section in the
HSU card chapter.

Imux Provides access to the IMUX screen. See the IMUX section bel ow.

sTatus This command shows the status of both ISDN calls and IMUX calls. Press
the key once for ISDN call status, pressit a second time for IMUX call
status.

Hangup Causes the HSU port to terminate the current call.

Main Returns to the HSU card main screen. If changes are made to settings and not

saved, you will be prompted to save or lose changes.

Server Cards 7-13



Inver se Multiplexer (IMUX) Card Settings

IMUX Card

71.2.6

7-14

Inverse Multiplexer - IMUX

Pressing "1" from the Menu of Actions brings up the IMUX screen and allows the user to set
the synchronization mode and timer settings used for placing IMUX calls (from Bellcore
TR-41). The purpose of these settingsisto adjust the parameters of the IMUX card to match
those of the carrier providing ISDN service. If IMUX callsare prematurely terminated,
changing these settings might help to correct the problems. The"l" menu sel ection works
only when the IMUX Call Type parameter in the Call Profileis set to "yes."

Figure 7-6 showsthe IMUX screen and Table 7-9 lists the available options with the settings
and defaults for this screen.
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Figure 7-6. IMUX Call Screen
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Table 7-9. IMUX Call Screen Settings Options and Defaults

Par ameter User Options Default
BONDING MODE |mode0 model model
TXDELAY TIMER |50 100 250 500 50
TXINIT TIMER 5000 2500 7500 10000 5000
TXDISC TIMER 1000 500 1500 2000 1000
TCID TIMER 1000 2000 3000 4000 1000
TANULL TIMER 5000 2500 7500 10000 5000
TXDEQ TIMER 20000 10000 30000 50000 20000
TXFA TIMER 20000 10000 30000 40000 20000

BONDING MODE

The Bonding Mode setting defines which end of the IMUX call will perform the
synchronizing tasks needed to compl ete the call. The options are mode0 (the end user
equipment will synchronize bandwidth) and model (the terminating IMUX card will
synchronize bandwidth).

Almost all IMUX applications will use model synchronization.

TXDELAY TIMER

The Timer (bothway) Delay setting definesthe duration of timefor thefinal delay equalization
acknowledgment before allowing the call to commence. The values (in milliseconds) are 50,
100, 250 and 500. Thistimer is used for model calls.

TXINIT TIMER

The Timer (bothway) Initial Channel setting defines the duration of time necessary for
negotiation for the initial 56K bps, 64K bps or HO (384K bps) channel. The values (in
milliseconds) are 5000, 2500, 7500 and 10000. Thistimer is used for modeO and model calls.

TXADDO1 TIMER

The Timer (bothway) Additional Channel setting defines the duration of time necessary for
additional 56K bps, 64K bps or HO (384K bps) channels to be connected. Thisvalueis often
called the "call-processing time." The values (in milliseconds) are 60000, 40000, 80000 and
120000. Thistimer is used for mode0 and model calls.
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TXDISC TIMER

The Timer (bothway) Disconnect setting defines the duration of time necessary for sending
the disconnect indication prior to disconnecting the call. The values (in milliseconds) are
1000, 2000, 3000 and 4000. Thistimer is used for model calls.

TCIDTIMER

The Timer Channel Identifier setting definesthe duration of time spent by the network |ooking
for secondary B channel allocation information before disconnecting the call. The values (in
milliseconds) are 1000, 2000, 3000 and 4000. Thistimer is used for mode2 and mode3 calls
(when available).

TANULL TIMER

The Timer (answer) Null State setting defines the duration of time spent by the called user
looking for bonding information before disconnecting the call. The values (in milliseconds)
are 5000, 2500, 7500 and 10000. Thistimer is used for modeO and model calls.

TXDEQ TIMER

The Timer (bothway) Delay Equalization setting defines the duration of time given the called
user to complete equalization of the call. The values (in milliseconds) are 20000, 10000,
30000 and 50000. Thistimer is used for model calls.

TXFA TIMER

The Timer (bothway) Frame Alignment setting defines the duration of time (per channel) for
the called user needs to find frame alignment. The values (in milliseconds) are 20000, 10000,
30000 and 40000. Thistimer is used for model calls.

Table 7-10. The IMUX Call Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns al settingsto the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e. performance and test data).

Main Returnsto the HSU call profile screen. If changes are made to settings and
not saved, you will be prompted to save or |ose changes.
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7.3 IMUX Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

74 IMUX Card Troubleshooting

On power-up, theIMUX card performs a self-test. Thisisthe only diagnostic availablefor the
IMUX.

Theindications that alIMUX is not on-line are;

e Continuous amber alarm LED on front panel AFTER the system has been registered
during initial installation. (Prior to registration, the amber LED is an indication that
registration needs to occur before the system can be fully operational.

»  Inability to communicate with the system by any means (VT-100 Term, Telnet, etc.).

If the IMUX card is determined to be faulty, replace it and return the faulty unit for repair to
the location specified by your distributor.
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Chapter 8
|PR Card

8.1 Introduction

This chapter providesinstallation, configuration, and troubleshooting information for the IP
Router (IPR) Card. This card is labeled as the IPR 10B2 (883060) and IPR 10BT (883160)
card on their faceplate gjector.

8.2 IPR Card Descriptions

8.2.1 IPR 10B2 and 10BT Cards Description (883060/8383160)

The PR 10B2 and IPR 10BT cards are functionality the same card except the IPR 10B2 has
an Ethernet interface port and uses a coax jack for a 10Base-2 connection and the IPR 10BT
card has an Ethernet interface port and usesamodular jack for a10Base-T connection (RJ48).

The PR 10B2 and 10BT Cards are I PR routers that route packets based on | P destination
address. I PR routes | P datagrams between Ethernet and Frame Relay PV Cs. Frame Relay
PV Cs can be associated with any of the three Frame Relay ports. IPR also has provisionsto
automatically forward | P packetsto and from the host (CPU) I P node of the Integrated Access
System that IPR residesin. It automatically takes care of al the IP fragmentation to and from
the host (CPU) IP node.

IPRs can also be optionally connected to FRS server card (on the same Integrated Access
System), giving the option of concentrating Ethernet traffic in addition to other ports of
concentration on the FRS card. The maximum number of bytes that an IPR can handlein a
single packet is 1520 bytes regardless whether a packet arrives from Ethernet or Frame Relay
interface.

IPR supports SNMP for Ethernet, Frame Relay, |P and Routing MIBs. It uses the standard
Ethernet encapsulation, utilizing 14 bytes Ethernet Header: Source Ethernet Address (6
bytes), Destination Ethernet Address (6 bytes), and a Protocol Type (2 bytes). IPR supports
RIP (Routing Information Protocol, RFC 1058) for dynamically discovering |P routes from
adjacent IP routers on Frame Relay or Ethernet.

The use of simple filtering and forwarding decisions based on the physical layer address
allows less processing time per packet. Because of this, bridging provides better WAN
bandwidth, compared to routing. IPR will forward packets matching an entry in the MAC
addresses table, configured manually by the user.
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The IPR will automatically determine when to Bridge packets and when to route them, based
on the MAC destination address in the Ethernet header.

IPR will forward packets matching an entry in the addressestable, configured manually by the
user. In addition, LAN broadcasts will be forwarded on all bridge PV Cs. No spanning tree or
learning algorithms is supported.

IPR will forward Ethernet and 802.3 packets regardless of the upper level protocol: IP
DECnet, SNA, AppleTalk, etc. Bridging function iscompletely “transparent” at |Plevel, there
isno changesto IP address or any other information in the IP header. When accessing the IPR
itself, packets will be exchanged in the format as specified in the “encapsulation” setting for
the Ethernet port.

The WAN interface is standard encapsulation of Ethernet/802.3 over Frame Relay (RFC
1490).

IPR will provide the capability to deliver I P packetsto the CPU hosting the IPR. Assuming an
average frame of 256 bytes, IPR maintains LAN to WAN (and WAN to LAN) throughput of
2.048 Mbps.

Card Jumper g/Switch Settings

The IPR card does not have any jumpers or switches on its motherboard.

Installing the IPR Cards

Insert the IPR 10B2 or IPR 10BT card into one of the server card chassis slots (P1 to P3). The
system can accommodate up to three server cards.
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8.3 FrameRelay Network

8.3.1 IPR Connecting IP LANs

The IPR Card can be used for connecting IP LANSs together through Frame Relay Network.
Figure 8-1 shows a Frame Relay Network between two Ethernet LANS.

Frame Relay PVC
between IPR-1

g and IPR-2 /’
! Frame Relay O
= ——) Network . M 1%
I .

IAD W/IPR-1

Ethernet
LAN 1

Ethernet
LAN 1

Frame Relay PVC
between IPR-1
and IPR-3

Frame Relay PVC
between IPR-2
and IPR-3

.....

NOTE: Frame Relay PVCs can be associated

ith different Frame Relay ports. i
witnd VP IAD W/IPR-3

Ethernet
LAN 1

Figure 8-1. IPR Card Connected to IP LANsthrough Frame Relay Networ k
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8.3.11 |IPRtothelnternet

The IPR card can be used as a gateway to the Internet through Frame Relay Network. Figure
8-2 shows how the IPR isrouted through Frame Relay Network to the Internet Router.

Ethernet LAN

i (=
i =

IAD wW/IPR

PVC to and from
Frame Relay default IP Router

Network

Internet

Internet Router

Figure8-2. IPR Card Routed to the Internet through Frame Relay Networ k
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8312 IPR

ThelPR Card can be used for connecting | P nodes on Ethernet to the | P nodes on Frame Relay
Network.Thisis used for network management solutions. Figure 8-3 shows how the IPR card
is used to connect IP nodes on Frame Relay Network.

SNMP Manager

199.190.211.113

10 Base-T
Ethernet

199.190.211.85 <<

o111 BT |AD wiIPR

Frame Relay

Frame Relay
Network

44444444444
Tl

IAD W/FRS or IPR  IAD w/FRS or IPR  |IAD w/FRS or IPR
199.1.1.2 199.1.1.3 199.1.1.4

Figure 8-3. IPR Card Connected to | P Nodes on Ethernet to Frame Relay Networ k
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8.4

84.1

8-6

| PR WAN Routing

IPR is designed to provide a maximum level of flexibility to users with different IP WAN
topology requirements. |PR supports hub-and-spoke topology, partially or fully meshed
topology, point-to-point | P interfaces, multi-point | P interface, unnumbered |Pinterfaces or a
combination of any of the above. Figure 8-4 shows the Hub-to-Spoke Topol ogy.

Hub-and-Spoke

The Hub-and-Spoke topology isthat every “regional” (spoke) router has to go through the
same “ central-office: (hub) router for every destination |P node that is not local to a spoke
router. Thistopology isvery simpleto configure: All spoke routers have a hub router astheir
default gateway (Default gateway is arouter that | P nodes go to if they do not know a path to
aparticular IP network). Hub can be completely passive (from arouting protocol point of
view), advertising no routes to spoke router, and the spoke router can be configured with
default point at the hub. A spoke router, inits turn, will advertise any locally known or
discovered IP networks (if any) through any routing protocol, since routing convergencetime
isirrelevant. IPR can be both a spoke and/or a hub router.

"Spoke" Router "Spoke" Router

Central Side
"Hub" Router

"Spoke" Router "Spoke" Router

Figure 8-4. Hub-and-Spoke Topology
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8.5 Fully Meshed vs. Partially Mesned

85.1 Fully Meshed Frame Relay Networ k

A single IP network number (or subnet) is assighed to an entire Frame Relay network. Most
datalinks (such as Ethernet) assume transitivity on alogical network; that is, if node A can

talk to node B, and node B can talk to node C, then node A should be able to talk to node C.
Thisis not true on Frame Relay networks unless they are fully meshed. Figure 8-5 shows an
example of afully meshed frame relay network with full connectivity. All routers have alink

to each other.

Router B

Router D

Router A

Router E

Router C

Figure 8-5. Fully Meshed Frame Relay Networ k with Full Connectivity
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8.5.2 Partially Meshed Frame Relay Networ k (Same | P Networ k)

In thistopology, router E (and all the IP nodes behind it) will not reach routers A, B and C
(therefore, al the nodes behind them). This is because there is no direct path between E and
A. In addition, all routing updates from router A will not be heard on routers D and E, and
therefore routers D and E will have no idea about | P nodes behind router A (aswell asB and
C). Inthereal world, IPisrarely fully meshed. Figure 8-6 shows a partially meshed frame
relay network without full connectivity with all the nodes on the same | P network.

Router D

Router E

Router C

Figure 8-6. Partially Meshed Frame Relay Network without Full Connectivity (Same IP
Networ k)
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8.5.3 Partially Meshed Frame Relay Network (Different | P Networ k)

The Frame Relay router should be able to support different IP networks inside Frame Relay,
sothat partially meshed Frame Relay networks can be*“ split” into different full-meshed Frame
Relay “subinterfaces.” This IP network comprises of routers A, B and Cis called
point-to-multipoint (or a group mode WAN interface). A topology between routers B and D,
aswell as between routers E and D is called point-to-point (or adirect mode WAN interface).
Figure 8-7 showsapartially meshed framerelay network with full connectivity using different
IP network capabilities with three networks and five locations.

/ Different IP Network

——

Too-

==

Router B Router D

] Router E
Router C

N /

Different IP Network Different IP Network

Figure 8-7. Partially Meshed Frame Relay Networ k with Full Connectivity
(Different | P Networ k)
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854 Unnumbered IP Interface

When using a point-to-point Frame Relay |P interface, it is sometimes very useful for a user
not to assign an |P address to this Frame Relay interface, but rather to use an | P address of
another interface (e.g. Ethernet) in order to conserve an | P address and reduce the addressing
burden that might otherwise occur. Unnumbered interfaces give the customer an opportunity
to have just one I P address per whole IPR card, and use this address as ahome | P address for
all the attached WAN interfaces. IPR can be used as any or a combination of the settings
shown in the previous sections described above. The reason for thisis due to the fact that an
IPR, the customer first defines alogical IP interface, which includes |PRs address on this IP
interface and then can plug-and-play specified | Pinterfacesto any physical interface (Ethernet
and/or PV Cs). Figure 8-8 below shows an Unnumbered Interface.

Ethernet IP Net Ethernet |P Net
199.2.2.0
199220y T A L Frame Relay )____1 £ L
_ 1 Network e—
pu=mm——

Router

Un-numbered IP Interface
(Uses Ethernet's IP address
of 199.1.1.113)

Figure 8-8. Unnumbered Frame Relay | P Interface
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8.6 IPR Card Configuration Screens and Settings

8.6.1 IPR 10B2 (883060) and 10BT (883160) Cards Main Screen

IP Interface Menu is the main screen of IPR 10B2 and IPR 10BT cards. It describes all the
directly connected logical |P networks that can be associated with any of the physical
interfaces (Ethernet and/or Frame Relay PV Cs). Figure 8-9 showsatypical |Pinterface screen
for the IPR 10B2 and IPR 10BT cards.

g Inbegualed Scceax Spaten - Hypo T eiminal
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198, 18021896 r3.1

Figure 8-9. IPR 10B2 and 10BT Card Interface Main Screen

v

Note: All screens shown fromthis point forward will display the IPR-2 card at the top of the
screen. The IPR-T screens are exactly identical.
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Table8-1. IPR 10B2 and 10BT Card Main Screen Actions

Action Function
Ref Refresh the current screen.
Add Add anew IP interface.
dEl Delete existing I P interface.
PguUP Scrolls up one page.
PgDn Scrolls down one page.
eNet Go to Ethernet and Default 1P screen.
Fr Go to Frame Relay Ports screen.
rOut Displays current routing table of thisIPR
Stat Go to Static Route configuration screen.
neTst Display IP statistics
Brdg Go to IPR Bridge Interface screen.
Main Go back to the IP Interface Main Menu Screen.

Table8-2. IPR 10B2 and 10BT Card Interface Option Settings and Defaults

Par ameter User Options Default
NAME Name associated with the | P interface 8 chars.
IPADDR IP address of |P network 0000000000
IPMASK IP netmask for |P network 0000000000

NAME

The name (8 characters max.) of thislogical IP interface. This name is referenced when the
user associates one of the physical interfaces with this IP interface.

IP ADDR

IPRs own | P address on this IP network. (e.g. 199.190.211.85).

IPMASK

IP net mask for this I P net. (e.g. 255.255.255.0).
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8.6.2 Ethernet and Default IP Screen

The Ethernet IP screen activates the Ethernet ports for routing to an IP address. Figure 8-10
shows the Ethernet and Default IP screen. Pressing “P” (Perf) from the Ethernet screen the
Ethernet Performance screen will display. See Figure 8-11.
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Figure 8-10. IPR 10B2 and 10BT Ethernet and Default I P Screen

Table 8-3. IPR 10B2 and 10BT Ethernet and Default | P Screen Actions

Action Function
Save Save the parameter settings
Undo Resets the parameter settings to default
Refresh Refreshes the current screen
Perf Displays the Ethernet Port Statistics screen
Arp Displaysthe Ethernet ARP Table screen
Main Go back to the IP Interface Menu screen
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Table 8-4. IPR 10B2 and 10BT Ethernet and Default IP
Option Settings and Defaults
Parameter User Options Default
STATE actv  stdby stdby
ENCAPSULATION Ether 802 Ether
IPINTERFACE <name> <name>
[PMTU 64-1500 64-1500
RIP none R T R&T R&T
SH yes no yes
DEFAULT TYPE none statc dynam host none
DEFAULT GATEWAY  [n/a ipaddr na
PROXY HOST enabl dsable dsable
STATE

8-14

Activates or deactivates Ethernet port. The settings are actv or stdby.

ENCAPSULATION

Ethernet encapsulation. The settings are Ether or 802.

IPINTERFACE

IP Interface name from IP Interface screen. This must be avalid IP interface.

IPMTU

IPMTU on Ethernet. The IP MTU can be between 64-1500.

RIP

RIP parameters. ThedefaultisR& T (Receive & Transmit). Other optionsare R, T, and none.

SH

Enables or disables split horizon on Ethernet. Options are yes or no.
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DEFAULT TYPE

The Default Type iswhere the IP is routed through: | P gateway, RIP protocol, or to the host
CPU IP node. Options are statc (goes to the specified | P gateway), dynam (figures it out
dynamically through RIP protocol) host (sendsit to the host CPU IP node) and none.
DEFAULT GATEWAY

IP address of the default gateway. Options are ipaddr and none. Thisisonly used for static
type gateway.

PROXY HOST

Enables or disables routing to and from the CPU (host) IP node. Options are enabl (enable),
and dsable (disable). Thiswill either enable or disable routing to and from the CPU host IP
node.
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8.6.3 Ethernet Performance Screen

The Ethernet Performance screen is displayed by pressing “P” (Perf) from the Ethernet
screen. This screen displaysthe Ethernet Address, and any other additional information for the
Ethernet Statistics. Figure 8-11 shows the Ethernet Performance screen.
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Figure 8-11. IPR 10B2 and 10BT Ethernet Perfor mance Screen
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8.6.4 ARP Screen

The ARP screen will display when pressing the “A” (Arp) from the Ethernet screen. Figure
8-12 showsthe ARP Table screen. This screen will display ARP Entries, Ethernet Addresses,
and the State in which each ARP entry (e.g GOOD, BAD, etc.).
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Figure8-12. IPR 10B2 and 10BT ARP Table Screen
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8.6.5 Frame Relay Ports Configuration Screen

The Frame Relay Ports Configuration screen displays when pressing “F” (Fr) from the IP
Interface Menu screen. Figure 8-13 shows the Frame Relay Ports Configuration screen. This
screen allows the user to activate the Frame Relay ports.
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Figure 8-13. IPR 10B2 and 10BT Frame Relay Menu

Table 8-5. IPR 10B2 and 10BT Frame Relay M enu Screen Actions

Action Function
Save Saves parameter settings
Refresh Refreshes current screen
pVdiip Goesto the Frame Relay PV C Configuration screen
pvc/Brdg Goes to the Frame Relay Bridge PV C screen
Perf Goes to the Frame Relay Port Performance screen
Lmi Goesto the Frame Relay LM screen for this port
Main Returns to the Frame Relay menu screen
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Table 8-6. IPR 10B2 and 10BT Frame Relay Menu
Option Settings and Defaults
Parameter User Options Default
STATE actv stdby stdby
USER n/a n/a
WAN/SRV wan (w1-1 through w4-2) serv (P1 through P3) wl-1
TS 1-24 1-24
RATE 64k 64k
PORT TYPE u-dte u-dce nni none frad none
LMI ansi ccitt Imi none none
DCE PARAM DCE T392 N392 N393 LMI
DTE PARAM DTET391 N391 N392 N393
ASYNC LMI no yes no
LOOPBACK off line local off
STATE

Activates or disables the Frame Relay port. Options are actv (active), or stdby (standby).

USER

Displays the attached user. Thisis a display only parameter. Options are n/a.

WAN/SERV

Point to the WAN or Server slot. Options are wan (w1-1 through w4-2), and srv (P1 through

P3).

TS

Can only be set for WAN/SRV case.

RATE

Always 64Kk.

PORT TYPE

Frame Relay port type. Choices are u-dte, u-dce, nni, frad, none.
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IPR Card

8-20

LMI

LMI Encapsulation. Choices are ansi, ccitt, Imi, none.

DCE PARAM

DCE parameters: (DCE T392, N392, and N393 LMI parameters).

DTE PARAM

DTE parameters. (DTE T391, N391, N392, and N393 parameter).

ASYNC LMI

Enables or disables asynchronous LM messages. Options are yes or no.

LOOPBACK

Enables or disables loopback on this port. Options are off, line, and local.

Server Cards



IPR Card
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8.6.6 FrameRelay PVC Configuration Screen

The Frame Relay PV C Configuration screen, Figure 8-14, configures the Frame Relay PVC
by entering the PV C name, state, and port in which to activate.
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Figure 8-14. IPR 10B2 and 10BT Frame Relay
PV C Configuration Screen

Table 8-7. IPR 10B2 and 10BT Frame Relay
PVC Configuration Screen Actions

Action Function
Refresh Refreshes the current screen
Add AddsaPVC
dElete DeletesaPVC
pgUp Scrolls up one page of information
pgDn Scrolls down one page of information
Status Displays the status of the current PV Cs
Perf Displays the performance screen for the current PVC
Main Returns to the Frame Relay Menu screen
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Table 8-8. IPR 10B2 and 10BT FR PVC Configuration
Option Settings and Defaults
Parameter User Options Default
NAME 8 characterslong XXXXXXXX
STATE actv stdby stdby
PORT C1-C3 C1-C3
DLCI 16-1023 16-1023
IPINTF IP Interface name (7 characters long) XXXXXXX
IPMTU 64-1500 64-1500
RIP none R T R&T R&T
SH yes no yes
WT 0-15 0-15
FWD no yes yes
NAME

8-22

The name of the PV C. The nhame must be at |east 8 characters long.

STATE

Thisis activate or deactivates the PV C. Options are actv (active), and stdby (standby).

PORT

Frame Relay port. Optionsare C1, C2 and C3.

DLCI

DLCI number for the current PV C. Options are 16-1023.

IPINTF

The name of the associated IP interface.

IPMTU

IPMTU for the current PV C. Options are 64-1500.
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RIP

Optionsare T, T R&T, and none. Optionsare none, R, T, and R& T.

SH

Split Horizon. Options are yes or no.

WT

Additional route weight for all the routes coming from the current PV C. Options are 0-15.

FWD

Options are no or yes.
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8.6.7 PVC Performance Screen

The PV C Performance screen, Figure 8-15 is displayed by pressing “P” (Perf) from the FR
PV C/Bridge Menu screen or PV C/IP Menu screen. The screen will display 15-minute interval
PV C performance history.
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Figure 8-15. IPR 10B2 and 10BT PV C Performance Screen
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8.6.8 Frame Relay Port Performance Screen

The Frame Relay Port Performance screen, Figure 8-16 displays when pressing “P” (Perf)

from the Frame Relay Menu screen. This will show the status of the Frame transmit and
receive history in 15 minute intervals.
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Figure 8-16. IPR 10B2 and 10BT Frame Relay Port Perfor mance Screen
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8.6.9 FrameRelay Port LMI Screen

TheFrame Relay Port LMI screen Figure 8-17, shown below displaystheinformation relating
tothe DCE and DTE statisticsfor port C1-C3 depending on which port ischosen. By pressing
the“C”(Clear) key al information displayed on the current screen will be cleared (erased).
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Figure 8-17. IPR 10B2 and 10BT Frame Relay Port LM| Screen
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8.6.10 |P Routing Table Screen

The IP Routing Table isadisplay only screen. Figure 8-18 will display when pressing “O”
(rOut) from the IP Interface Menu screen. The current | P routes will display. Under the
Interface parameter HOST RT and ETHER areshown. The HOST RT isthe CPU host IP node.
And the ETHER isthe current route pointing to the Ethernet. If the routeis pointing to Frame
Relay, then Interface will display the name of the PV C to which this route points.
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Figure 8-18. IPR 10B2 and 10BT IP Routing Table Screen
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8.6.11 Satic Routes Configuration Screen

The Static Route Configuration screen, Figure 8-19 displays when pressing “S’ (Sat) from
the IP Interface Menu screen. The IP Static information can be added by entering avalid IP
net address (e.g. 125.15.0.0). The IP Static routes will always be used in distance, instead of
the dynamic routes. Thisdistance will be advertised in any routing updatesfor this static route.
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Figure 8-19. IPR 10B2 and 10BT I P Satic Routes Configuration Menu Screen

Table 8-9. IPR 10B2 and 10BT IP Satic Routes Configuration Table Screen Actions

Action Function
Refresh Refreshes the current screen
Add Adds the selected information on the screen (e.g. | P net, Subnet, etc.)
dElete Deletes the selected information from the screen
pgUp Scrolls up through the list of 1P static routes
pgDn Scrolls down through the list of P static routes
Main Returnsto the IP Interface Menu screen
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Table 8-10. IPR 10B2 and 10BT I P Satic Routes Configuration

Option Settings and Defaults

Parameter User Options Default
IPNET A valid |P address 0.0.0.0.0.0.0.0
SUBNET A valid subnet mask 0.0.0.0.0.0.0.0
GOTO A valid IP address 0.0.0.0.0.0.0.0
PvC <name> <name>
DIST 1-15 1-15

IPNET

A destination IP network address. Enter avalid |P address (e.g. 125.15.0.0).

SUBNET

A subnet mask. Enter avalid subnet mask (e.g. 255.255.0.0).

GOTO

IP address of the next | P gateway for this static route. Enter avalid |P address gateway (e.g.

0.0.0.0).

PVC

Name of the PV C at which this static route is pointed. No name should be entered for the

Ethernet static route. Enter avalid PV C name for the static route to which it points. (e.g.

jones).

DIST

Administrative distance (in hops) for this static route.

v

Note: The static routes will always be preferred to dynamic routes regardless of the

Distance. This Distance will, however, be advertised in any routing updates for this

static route.
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8.6.12 |P Performance Screen (Netstats)

The IP Performance screen will display by pressing “T” (neTst) from the IP Interface Menu
screen. The IP Traffic Statistics displays the generated, routed, and errors found throughout
the I P routing statistics profile while running. Figure 8-20 shows the screen.
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Figure 8-20. IPR 10B2 and 10BT I|P Perfor mance Screen (Netstats)
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8.7 IPR Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
Messages regarding this card.

8.8 IPR Card Troubleshooting

On power-up, the PR card performs a self-test. Thisisthe only diagnostic available for the
IPR. A “healthy” active IPR will have agreen LED lit on the front panel. A “healthy”
redundant PR will flash between green and amber LEDs.

Theindications that an IPR is not on-line are;

e Continuous amber alarm LED on front panel AFTER the system has been registered
during initial installation. (Prior to registration, the amber LED is an indication that
registration needs to occur before the system can be fully operational.

e Inability to communicate with the system by any means (VT-100 Term, Telnet, etc.).

If the IPR card is determined to be faulty, replace it and return the faulty unit for repair to the
location specified by your distributor.
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8.9 IPR Server Card Specifications

IPR Card (M odels 883060 and 883160)

Input/Output 4 maximum (1 10-BaseT Ethernet, 3 Frame Relay Wide-Area Network)
LAN Traffic 1/O 10BaseT

Frame Relay Traffic 1/0 T1, EL, fT1, fEL, V.35 R$422, EIA530

Frame Relay Port Types UNI DCE, UNI DTE, NNI

MTU

Traffic Bandwidth
Total Buffer Space
Performance

No. of PVCs
Routing Table
ARP Table

Card Capacity
Management

Connectivity

LMI Options
Information Rates
Congestion Handling
DCE Parameters
DTE Parameters

| P Subnet Topologies

8-32

1500 bytes

4AMbps Full Duplex

4 Mb DRAM

3500 Packets Per Second

128

512 entries (up to 128 static entries)

100 entries (LRU)

Maximum 3 per System

RFC 1315 DTE MIB, Frame Relay Service MIB, SNMP Alarm Traps
per RFC 1215

SNMPor TELNET

Q.933 Annex A, ANSI T1.617 Annex D, LMI (Gang of 4), None
CIR =0t0 2048 Kb/s, Bc = 0 to 2048 Kb, Be = 0 to 2048 Kb
FECN, BECN

N392, T391, N393 dl configurable

N392, T391, N393, N391 al configurable

Point-to-point, hub-and-spoke, fully/partially meshed subnets, and
unnumbered IP interfaces.
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