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License

Subject to the PREMISY S standard terms and conditions of sale or, if applicable, an existing
sal es agreement between our companies, PREMISY S grants and you accept a perpetual,
non-exclusive license to use any object code software provided by PREMISY S (the Licensed
Program) only with PREMISY S supplied equipment up to the number of cards at your
company’s location or at the locations of users who have acquired PREMISY S equipment
through your company as provided in the upgrade purchase agreement. In no event will the
rights to copy, transfer or transmit the Licensed Program exceed the prescribed quantity
limitation in the upgrade purchase agreement. All other terms of the Software License and
Warranty remain in effect.



Product Description - Release 5.1.6

Release 5.1.6 isamaintenance host rel ease for the 5.1 platform. The functional enhancements
involvethe host firmware and the addition of anew FXO card to the I ntegrated Access System.
These new features are described below.

New System Features

New features added to the 5.1 major release are:

e T1HDSL WAN card based on PairGain HDSL module (802060 w/ 82100)
+ 10Base? IP Router Card (883060)
e 10BaseT IP Router Card (883160)

New features added to the 5.1.4 maintenance release are:

e Supports new FXO card, 813970, adding two new states machines, FXO_GS2 and
FXO_GS2-A, that improve the Ground Start function, while automatically maintaining
813960 functionality;

* Improvesdistinctive ring patterns;

*  Corrects GS handshaking and GS OHD operation;

»  Simplifies screen selection of OHD Timeout for FXO;
*  Improves operation of Trunk Conditioning;

* Improves Loop Start and Ground Start ring detect circuits.
New features added to the 5.1.6 maintenance release are:

*  Answer Supervision feature in ground start modes for FXS and FXO cards.

»  Corrects Forward Disconnect timing for loop start mode.

* Addstheability to detect 25 Mhz ringing frequency to loop start and ground start modes.
*  SNMP traps are now sent using UDP source port 1700.

*  Correctsthe OHD (On Hook Data) Timeout setting.

*  Correctsthe MIBsfor BRI, FRS, FXS, and FXO cards.

CPU Card Supported in Release 5.1.6

Host code 5.1.6 operates on the 880360 CPU card and requires 60516 Host Firmware. No
other CPU Cards are supported.



| nterface Cards Supported in Release 5.1.6

Host code 5.1 is compatible with all Interface Cards with 128K NVRAM, models 8922xx,
8923xx, or 8924xx series. No other Interface Cards are supported.

System Cards

CPU XCON (880360)

The 880360 CPU XCON supports complex applications requiring more than two WAN ports
and the ability to cross-connect DSOs between WANS. The 880360 supports up to four WAN
Cardsfor atotal of eight T1 or E1 WAN ports and has a built-in cross-connect module. A
system that uses an 880360 CPU Card operatesin “cross-connect” mode. Two Model 880360
CPUscan beinstalled in slots C1 and C2 to achieve CPU redundancy. The 880360 also
supports 1IXxN WAN and Power Supply redundancy.

The CPU XCON Card controls the Integrated Access System. It performs the following
functions:

» Initializes the system upon power-up and tests all installed cards.
» Pollsall cardsin the system every half second to determine operating status.

»  Processes al incoming operator commands and displays the responses in a series of
operator interface screensfor each card in the system viaalocal VT-100 terminal, remote
computer, or network management system.

* Includescircuitry that allows cross-connection of DS0 time slotsbetween T1 and E1 lines
connected to the system WAN cards.

* Includes atest pattern generator for T1 and E1 line test purposes.
*  Performs primary CPU arbitration and redundancy if so configured.



Voice Cards

This host code release supports the following voice cards:

Note:

E&M

FXS

FXO

FXS-C

FXO-C

LBVR

E&M 2W*8 (810860), E&M-LB 4W*8 (811760),
E&M 4W*8 (811960)

E&M 2W+4-6 (8104), E& M 4W*2-6 (8812), E& M WX2ER (8113)
E&M 4AW*4-6 (8114), E& M AW*ER (8115), E& M 4W*8-6 (8118)

FXS 2W*8-6 (812960)

FXS 2W* 2-9 (8122), FXS 2W+ 2-6 (8123), FXS 2W*4-9 (8124),
FXS 2W*4-6 (8125), FXS 2W*8-9 (8128)

FXO 2W*8-6 (813960), FXO 2W*8-6 (813970)

FXO 2W*2-9 (8132), FXO 2W*2-6 (8133),

FXO 2W+4-9 (8134), FXO 2W* 4-6 (8135),

FXO 2W*8-9 (8138),

FXS-C 2W*8-6 (814960)
FXS-C 6-900 (8148)

FXO-C 2W*8-6 (815960)
FXO-C 8-900 (8158)

LBRV Fax (830060)

Cards listed in italics have been Manufacturing Discontinued (MD), but are

supported under this product host code for backward compatibility.



Data Cards

This host code release supports the following data cards:

Note:

HSU

SRU

OCU-DP

FRAD

DS0-DP

BNR

BRI

PM-IOR

HSU*2 530/35 (820260), HSU-T 530 (820360),

HSU 35 (821260), HSU-AD 530/35 (821360),

HSU-T 530/35 (821460), HSU*4 530/35 (821570),

HSU*4E 530/35 (821660)

SRU 232*10 (822060), SRU-232* 10 (822160)

OCU-DP 5 (824160), OCU-DP 10 (824660), OCU-DP (8249)
OCU-DP 5 (8247), OCU-DP 5 (8248)

FRAD 232* 10 (823160)
FRAD-18 (8230)

DS0-DP 4 (825460)
BNR 232* 8 (822860)
BRI U*8 (826070), BRI-SC U*8 (826171), BRI-ST*8 (826270)

PM-IOR (828060)

Cardslisted in italics have been Manufacturing Discontinued (MD), but are

supported under this product host code for backward compatibility.



Server Cards

This host code release supports the following server cards:

-« ADPCM  ADPCM 64 (887160)

- FRS ACS-FRS (881160)
. MCC ACS-MCC (881360)
. ATM ACS-ATM (882060)

- ISDN-PRI  ISDN-PRI (884060)

- PRI-BRI  ACS-PRI (881162)

. IMUX IMUX (8880)

- IPR IPR 10B2 (883060), | PR 10BT (883160), IPR (881161)

R4

Note: Cardslisted initalics have been Manufacturing Discontinued (MD), but are
supported under this product host code for backward compatibility.

Alarm Cards

This host code release supports the following alarm cards:

 ALR ALR 4+4 (840160), ALR 4+3PF (840260), ALR 28+ 14 (840360)

Optional Features

e TR-08 firmware



Using this Reference Documentation

Reference documents for this product consists of several individual reference guides, each
covering a specific set of user modules. Depending upon your application, the overall
reference documentation may include the following complete reference guides.

System (Common Equipment) Reference Guide
Voice Card Reference Guide

Data Card Reference Guide

Alarm Card Reference Guide

Server Card Reference Guide

System Reference Guide

This System Reference Guide assists technicians in unpacking, assembling, installing,
configuring, and operating the integrated access device.

Chapter 1. System Overview

Chapter 2. Applications

Chapter 3. System Installation

Chapter 4. System Configuration and Operation

Chapter 5. CPU Card

Chapter 6. Interface Card

Chapter 7. WAN Card

Chapter 8. System Testing and Diagnostics

Appendix A. System Specifications

Appendix B. Error Messages

Appendix C. Pinouts

Glossary



User Card Reference Guides

There are four individua Reference Guides that cover the User Cards for this product. They
are:

»  TheVoice Card Reference Guide (E&M, FXS, FXO)

*  The Data Card Reference Guide (HSU, SRU, OCU-DP, DS0-DP, and BRI Cards)

»  TheAlarm Card Reference Guide (ALM)

*  Server Card Reference Guide (ADPCM, FRS, MCC, ISDN-PRI, IMUX, and IPR Cards).

Customer Service and Ordering Information

Technical Support

If you require technical assistancewithinstallation, operation, or maintenance of your system,
or if you want to return a product under warranty for repair, please contact your distributor.

If you purchased this product from an authorized dealer, distributor, Value Added Reseller
(VAR), or third party, please contact that vendor for technical assistance and warranty support.

Ordering Information

To order equipment, cables, or additional copies of this Reference Guide, please contact your
distributor.



Safety I nformation and Precautions

The equipment is designed and manufactured in compliance with Safety Standard EN60950.
However, the following precautions should be observed to ensure personal safety during
installation or service, and prevent damage to the equipment or equipment to be connected.

Read and follow all warning notices and instructions marked on the product or included in this
Reference Guide.

Only qualified technicians should perform these tasks.
1. Never install telephone wiring during a lightning storm.

2. Never install telephone jacksin wet locations unless the jack is specifically designed
for wet locations.

3. Never touch uninsul ated tel ephone wires or terminal sunless the tel ephone line hasbeen
disconnected at the network interface.

4. Use caution when installing or modifying telephone lines.
5. See the UL Statement for Voice Cards.

6. Never attempt to remove the power panel without first disconnecting input power
cables.

7. Never attempt to operate this system when the power panel screws are removed. They
provide the safety ground for the system.

8. This product is intended to be used with a three-wire grounding type plug - aplug
which has agrounding pin. Thisis a safety feature. Equipment grounding is vita to
ensure safe operation. Do not defeat the purpose of the grounding type plug by
modifying the plug or using an adapter.

Prior to installation, use an outlet tester or avoltmeter to check the AC receptacle for
the presence of earth ground. If the receptacle isnot properly grounded, theinstallation
must not continue until aqualified electrician has corrected the problem. If athree-wire
grounding type power sourceis not available, consult a qualified electrician to
determine another method of grounding the equipment.

9. Slots and openings in the cabinet are provided for ventilation. To ensurereliable
operation of the product and to protect it from overheating, these slots and openings
must not be blocked or covered.



K4

Noticel!
DO NOT place anything directly on top of unit that can block air holes.

10. DO NOT allow anything to rest on the power cord and do not locate the product where
persons could step on or walk on the power cord.

11. DO NOT attempt to service this product yourself. Refer all servicing to qualified
service personnel.

12. Special cables, which may be required by the regulatory inspection authority for the
installation site, are the responsibility of the customer.

13. Wheninstalled in thefinal configuration, the product must comply with the applicable
Safety Standards and regulatory requirements of the country in which it isinstalled.
If necessary, consult with the appropriate regulatory agencies and inspection
authorities to ensure compliance.

14. A rare phenomenon can create a voltage potential between the earth grounds of two
or more buildings. If products installed in separate buildings are inter connected, the
voltage potential may cause a hazardous condition. Consult a qualified electrical
consultant to determine whether or not this phenomenon exists and, if necessary,
implement corrective action prior to interconnecting the products.

WARNING!

Thisequipment hasbeen tested and found to comply with thelimitsfor a Class
"A" Digital Device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference when
the equipment is operated in a commercial environment. This equipment
generates, uses, and can radiate radio frequency energy, and, if not installed
and used in accordance with this Reference Guide, may cause harmful
interference to radio communications. Operation of this equipment in a
resdential areaislikely to cause harmful interference, in which case the user
will berequired to correct theinterference at their own expense.

The authority to operate this equipment is conditioned by the requirement
that no modifications will be made to the equipment unless the changes or
modifications are expresdy approved by the manufacturer.



Disclaimer for Shielded Cables

This equipment was tested with shielded input/output and interface cables. It isrecommended
that shielded cables be used to reduce interference whenever interference is suspected.

Panel and Cover Removal

Only qualified service technicians should attempt the removal of covers and panels.

Never attempt to operate the equipment with the power pand fasteners
removed. Do not remove power pane covers without first disconnecting the
input power.

Noticel

Power Source

Please refer to Appendix A, System Specifications in the System Reference Guide regarding
System Requirements.

Fusing

To avoid afire hazard, use only fuses with the specified type and rating.



Power Supply Safety Information

The following information applies to systems with power supplies.

1. An equipment grounding conductor not smaller in size than the ungrounded
branch-circuit supply conductors must be installed as part of the circuit that supplies
the product or system. Bare, covered or insulated grounding conductors are acceptabl e.
Individually covered or insulated equipment grounding conductors shall have a
continuous outer finish that is either green, or green with one or more yellow stripes.
The equipment-grounding conductor must be connected to ground at the service
equi pment.

2. The receptaclesin the vicinity of the product or system must be of a grounding type.
The equi pment-grounding conductors serving these receptacles are to be connected to
earth ground at the service equipment.

3. The DC Power Source must comply with the limits of SELV, and must provide
reinforced insulation from AC Power Mains.

Grounding

The equipment can be grounded through the power cord as well as the terminal marked @
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Noticel

For detailed information on grounding procedures, please see the Grounding
section in this Reference Guide.

K4

Noticel

Passive Cooling Requirements

DO NOT Stack Unitson top of oneanother. There MUST be at least 1”
clearance between units.

Electrostatic Discharge Prevention

Theplug-in cards contain componentsthat could be damaged by electrostatic discharge. When
handling any cards, wear a properly grounded wrist strap to prevent possible card damage, or
follow other suitable precautions to prevent equipment damage.



Operator Services Requirements

This equipment is capable of giving users access to interstate providers of operator services
through the use of equal access codes. Modifications by aggregators to alter these capabilities
may beinviolation of the Telephone Operator Consumer Services |mprovement Act of 1990
and Part 68 of the FCC Rules.



Regulatory Compliance I nformation

FCC Part 68 Information

This eguipment complies with Part 68 of the FCC rules.

The equipment has FCC Registration Number 1H5SNG-73866-DD-E. This equipment uses
the following USOC jacks: RJ11C, R121X, RI2EX, RI2FX, RI2GX and RI2HX.

The Ring Equivalence Number (REN) is used to determine the quantity of devices that may
be connected to the telephone line. Excessive RENs on the telephone line should not exceed
five (5). To be certain of the number of devices that may be connected to the line, as
determined by the total RENs, contact the tel ephone company to determine the maximum
RENSs for the calling area.

If this equipment causes harm to the telephone network, the telephone company will notify
you in advance that temporary discontinuance of service may be required. If advance noticeis
not practical, the telephone company will notify you as soon as possible. Also, you will be
advised of your right to file a complaint with the FCC if you believe it is necessary.

The telephone company may make changesin its facilities, equipment, operations, or
procedures that could affect the operation of the equipment. If this happens, the telephone
company will provide advance notice in order for you to make the necessary modifications to
maintain uninterrupted service.

This equipment cannot be used on telephone company-provided coin service. Connection to
Party Line Serviceis subject to state tariffs. This equipment is hearing aid-compatible.



CE Marking

The CE mark is affixed to those chassis that conform to the following Commission Directives:
e 89/336/EEC on the approximation of the laws of the Member States relating to
electromagnetic compatibility.

»  73/23/EEC on the harmonization of the laws of the Member States relating to electrical
equipment designed for use within certain voltage limits.

*  91/263/EEC on the approximation of the laws of the Member States concerning
telecommunications terminal equipment, including the mutual recognition of their
conformity.

Declaration of Confor mity

Manufacturer Authorized Representativein EC
Zhone Technologies Inc. 2050 The Crescent

7001 Oakport Street Solihull Parkway

Oakland, CA 94621 Birmingham Business Park

USA Birmingham

Ph: (510) 777-7000 B37 7YE

United Kingdom
Ph: 011-44-121-788-4100

We declare that the equipment listed herein conformswith the harmonized standards of the
following European Commission Directives: 89/336/EEC, 72/23/EEC, and 91/263/EEC.

Name and Type of Equipment
IMACS/600, IMACS/800, IMACS/900 Integrated Multiple Access Communications Server

Under 89/336/EEC as amended by 92/31/EEC, and 93/68/EEC

In accordance with EN50081-1;: EN55022
In accordance with EN50082-1

Under 72/23/EEC as amended by 93/68/EEC
EN60950 with Amendments A1 and A2

Under 91/263/EEC

In accordance with the following Common Technical Regulations:
CTR 12 - as described EC Type Examination Certificate BABT/97/4841
CTR 13 - as described EC Type Examination Certificate BABT/97/4841
CE MARK Affixed 1996
ThisDeclaration ismade 10 March 1998.



Country-Specific Regulatory Compliance I nfor mation

Canada

Canadian DOC Information
NOTICE TO USERS OF THE CANADIAN TELEPHONE NETWORK

The Canadian Department of Communications label identifies certified equipment. This
certification means that the equipment meets certain telecommunications network protective,
operational and safety requirements. The Department does not guarantee the equipment will
operate to the user's satisfaction.

Before installing this equipment, users should ensure that it is permissible to be connected to
the facilities of thelocal telecommunications company. The equipment must also beinstalled
using an acceptable method of connection. In some cases, the company’s inside wiring
associated with asingle line individual service may be extended by means of a certified
connector assembly (tel ephone extension cord). The customer should be aware that
compliance with the above conditions might not prevent degradation of service in some
situations.

Repairs to certified equipment should be made by an authorized Canadian maintenance
facility designated by the supplier. Any repairs or aterations made by the user to this
equipment, or equipment malfunctions, may give the telecommunications company cause to
request to disconnect the equipment.

Users should ensure for their own protection the electrical ground connection of the power
utility, telephone line and internal metallic water pipe system, if present, are connected
together. This precaution may be particularly important in rural areas.

CAUTION!

Users should not attempt to make such connections themselves, but should
contact the appropriate electrical inspection authority, or electrician, as
appropriate.

The Load Number (LN) assigned to each terminal device denotes the
percentage of the total load to be connected to a telephone loop which is used
by the deviceto prevent overloading. Thetermination on aloop may consist of
any combination of devicessubject only to therequirement that thetotal of all
the Load Numbers of all the devices does not exceed 100.



Japan

Class A ITE Notification

COEED. FRUBEEFEREESIRIEES (VCC 1) DHELE
KEDI I A ABREMEBRTY . CORBERERETHAT S LERK
HEZFIEEITIENDDET, ZOBBIIIERAENET/HREHET
L5XOERINBIENHDET. '

Europe

European Telecommunication Approvals
Under the Telecommunications Terminal Directive the following connections are approved:
The WAN DUAL card, the WAN SINGLE card, and the 120 ohm version of the DSX/CEPT

module are approved for connection to ONP unstructured and structured 2048 kbps digital
leased lines with G.703 interfaces, following assessment against CTR12 and CTR13.

United Kingdom

UK Approval Number
The BABT approva humber is M606037.
The WAN DUAL card, the WAN SINGLE card, and the 75 ohm version of the DSX/CEPT

modul e, connected viathe BNC connector panel are approved for connectionto UK 2048 kbps
digital leased lines with G.703 (75 Ohm) interfaces.

UK Compliance Statements

The E1 Interfaceis approved in the UK for direct connection to PTO-provided circuits
operating at datarates up to 2.4Mbit/s.

The E1 Interface comprises a combination of single or dual WAN cards, CEPT modules, and
connector panels as listed in the UK approval documentation.



The approved CEPT configuration options are shown below.

CEPT
SUB-MODULE
811

WAN Card Interface Card Connector Panel PTN
Single/Dual 89xx 1181/1181UK I/F
800020 / 801020 1183/1183UK
118320
1184

The Interface Card is aso listed in the approval documentation and provides adirect metallic
path between the CEPT modul e and appropriate Connector Panel.

The power required by the host and the total of all adapter cards installed within the host
environment, together with any auxiliary apparatus, shall not exceed the power specification
of the host apparatus.

Refer to Appendix A. System Specificationsin this System Reference Guidefor detailson E1
interface power requirements.

It is essential when other option cards are introduced which use or generate a hazardous
voltage, the minimum creepages and clearances are maintained. Suitable user protection to
ensure compliance with EN 60950 should be present on the card. A hazardous voltage is one
that exceeds 42.2V peak AC or 60V DC. If you have any doubt, seek advice from acompetent
installation engineer before installing other adapters into the host equipment.

The equipment must be installed such that with the exception of the connections to the host,
clearance and creepage distances are maintained between the card and any other assemblies
that use or generate a voltage. Large clearance and creepage distance applies where the local
environment is subject to conductive pollution or dry non-conductive pollution which could
become conductive due to condensation. Failure to maintain these minimum distances would
invalidate the approval. Refer to Appendix A. System Specificationsin this System Reference
Guide.



Germany

German Approval Number
The German approval number is A118 142F.
Safety Warning
SPEZIFISCHE SICHERHEITSMARNAHMEN

DIE EINRICHTUNG IST GEMARDEM SICHERHEITSSTANDARD EN60950
ENTWORFEN UND HERGESTELLT WORDEN. DOCH DIE FOLGENDEN
SICHERHEITSMARNAMEN SOLLEN EINGEHALTEN WERDEN. UM IHRE
PERSONLICHE SICHERHEIT BEI INSTALLATION ODER BEI WARTUNG
SICHERZUSTELLEN UND UM SCHADEN AN DER EINRICHTUNG ODER AN DER
ZUM ANSCHLUR BESTIMMTEN EINRICHTUNG ZU VERMEIDEN.

ERDUNG

Die Einrichtung kann genauso durch das Netzanschluf3kabel wie durch das mit
gekennzeichnete Terminal geerdet werden.

STROMVERSORGUNG

Wechsel spannung 120/240 Volts 2/1 Amps 50/60 Hertz

Gleichstrom 24/48 Volts 1/1.5 Amps

Die Gleichstromversogung muf3 zusétzlich den Strom von der Versorgung abstellen kdnnen,
und die Versorgungsspannung muf3 von einer isolierten Quelle gemal der
SELV-Voraussetzungen von EN60950 versorgt werden.

SCHMELZSICHERUNG

Um Brandgefahr zu vermeiden, diirfen Sie nur die Sicherung von der vorgeschriebenen Sorte
und Nennwerte fr die Einrichtung gerbrauchen.

ENTFERNUNG VON PLATTEN UND ABDECKUNGEN

Die Abdeckungen und Platten sollen nur von einem qualifizierten Wartungs- oder
Operationsperson entfernt werden.

Betreiben Sie nie die Einrichtung, wenn die Stromplattenverschlisse entfernt worden sind,
und entfernen Sie nie die Strompl attenabdeckung, ohne zuerst die Stromversorgung
abzustellen.
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System Overview Introduction

Chapter 1
System Overview

1.1 Introduction

This chapter describes chassis models used by the Integrated A ccess System (IAS). It
describes each chassis and the card slot |ocations.

Three series of chassis models are available:

891630 Front-loading chassis with power supplies on the side

891830 Front and rear-loading chassis with power supplies on the side, or the two-sided
chassis

891930 Front-loading chassis with enhanced power supply

Four basic types of plug-in cards are available:

Common cards include the CPU card and the Interface card

User cards include the Voice card, Data card and the Alarm card

Server cards include the ADPCM, FRS, MCC, ISDN-PRI, PRI-BRI and | PR cards);
WAN cards for T1 or E1 networks

These chassis are made of steel and have theimproved “v” design card guides that protect the
electrical traces of all cards from contact with the chassis. All cards dideinto slotsin front of
afront-loading chassis, or into both sides of atwo-sided chassis. Card guides on the top and
bottom of the chassis slots align the cards with the connectors for easy insertion.

Reference Guide

IMACS System Release 5.1.6 1-1



Chassis Types System Overview

1.2

121

Chassis Types

Front-L oading Chassiswith Power Supplieson the Side (891630)

Figure 1-1 shows a front-loading chassis with the power supplies on theright side. All cable
and card access is from the front of the chassis.

This chassisis made of steel and has punched-steel card guides. This chassisis designed for
table top, wall or rack mounting.

The 891630 chassisis equipped with two CPU card slots, C1 and C2, and acommon bus. The
combination slots for this chassis are P1 to P4, and W1 to W4. When used for voice, data,
terminal interface, and/or alarm cards, these slots are referred to as dots U1 through U8.

Slot P4 is not supported for aserver card. Only user cards can beinstalled in the P4 slot. Table
1-1 illustrates the suggested mapping for this chassis type. Table 1-1 also lists the card slot
locations for the 891630 chassis. Refer to this table when determining your 891630 chassis
card configuration.

cl oo

C2 ¢ Ple P2 o Plg Pig We We We We I[Fe .

oooooooogoooog)

DO000000000000

0|
[m]
[m]
[&]
[m]
[m]
5
o, [9) [9) [m]
ot o [8]
H HHH O
e Ti [m]
A8 5 o
bl o

E g g Premisys Communications, Inc.

B Model: IMACS/600
[9) 9 [ [ © ) [9) © ) )
CC @ PLe P2 e Pie Pie We We We We Fe

1-2

Figure1-1. Front-L oading 891630 Chassis with Power Supplieson the Side
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Table 1-1. Card Slotsfor Front-L oading 891630 Chassiswith Power Supplieson the Side

# of

Typeof Card Cards Slots Used Notes

CPU lor2 C1,C2 |Onerequiredin either slot

Server Oto3 P1, P2, P3 |ADPCM, FRS, MCC, ATM, ISDN-PRI, PRI-BRI, IMUX, and IPR (P4
is not used for Server Cards)

WAN 1to4 | W1toW4 [Onerequired

Interface 1 IF Required

Alarm Oto7 | P1-4,W1-4 [Internal/External, any user ot

E&M Voice Oto7 | P1-4, W1-4 |2/4-wirevoice, any user slot

FXS Voice Oto7 | P1-4,W1-4 |2-wirevoice, any user slot

FXO Voice Oto7 | P1-4,W1-4 |2-wirevoice, any user slot

FXS-C Voice Oto7 | P1-4, W1-4 |2-wirevoice, coin, any user slot

FXO-C Voice Oto7 | P1-4,W1-4 |2-wirevoice, coin, any user slot

PPhone Voice Oto7 | P1-4, W1-4 |PPSand PPO voice cards, any user slot

B7R Oto7 | P1-4,W1-4 |FDL Mux, any user slot

BRI Data Oto7 | P1-4,W1-4 |BRI, any user dot

DSO-DP Data Oto7 | P1-4,W1-4 |The DSO-DP card Contradirectional/Codirectional Data Unit
(DSO-DP/G.703) provides a 64 kbps interface to a DSO0 time slot of a
T1or E1 network. Thisis a4-wire data card and insertsinto any user
card slot.

FRAD Data Oto7 | P1-4,W1-4 [FRAD, any user slot

HSU Data Oto7 | P1-4, W1-4 |High-speed data, any user slot

OCU-DPData | 0to7 | P1-4, W1-4 | The Office Channel Unit - Dataport cards interface directly with Data
Service Units/Channel Service Units (DSU/CSUSs) support data traffic
up to an including 64 kbps. Thisis a4-wire data card and insertsinto
any user card dlot.

SRU Data Oto7 | P1-4,W1-4 |Sub-rate data, any user slot

Main Power lor2 | SlandS2 |[AC or DC power supplies

(AC/DC)

Optional Power | Oor 1 S2 AC-to-DC converter (-48V)

Optional Ringer| Oor 1 R1 Ringing generator

Reference Guide
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1.2.2 Two-Sided 891830 Chassis

Figure 1-2 shows the front of atwo-sided chassis. This chassis accepts cards from both the
front and rear. It is made of steel and has punched-steel card guides.

Thefront of thetwo-sided chassisholds up to two CPU cards, slots C1 and C2, and up to three
server cards slots, P1 to P3, and up to four WAN cards dots, W1 to W4. The power supplies
occupy dots F1 and F2.

0oooooooooooo
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Figure 1-2. Two-Sided Chassis Front View (891830)

This chassisis designed for table-top or rack mounting.
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Figure 1-3. Rear View of Two-Sided 891830 Chassis

Figure 1-3 shows the rear of the two-sided chassis. The eight user slots U1 through U8 hold a
combination of user cards. The dot labeled IF holds the Interface card.

Slots R1 to R5 hold the optional AC-to-DC power converters and ring generators.

Use Table 1-2 to determine your two-sided chassis card slot configuration.
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Table 1-2. Two-Sided Chassis Card Slots

Type of Card Ci?és Slots Used Notes

CPU lor2 C1,C2 Onerequired in either slot

Server 1to3 P1, P2, P3 |ADPCM, FRS, MCC, ATM, ISDN-PRI, PRI-BRI, IMUX, and
IPR (P4 is not used for Server Cards)

WAN lto4 W1-W4 Onerequired

Interface 1 IF Required

Alarm Oto8 U1-us Internal/External, any user slot

E&M Voice 0to8 U1-us 2/4-wire voice, any user slot

FXS Voice Oto8 U1-us 2-wire voice, any user slot

FXO Voice Oto8 U1-us 2-wire voice, any user slot

FXS-C Voice 0to8 U1-us 2-wire voice, coin, any user slot

FXO-C Voice Oto8 U1-us 2-wire voice, coin, any user slot

PPhone Voice Oto8 U1-us PPS and PPO voice cards, any user slot

B7R Data 0to8 U1-us FDL Mux, any user slot

BRI Data O0to8 U1-us BRI, any user slot

DSO-DP Data 0to8 U1-us The DSO-DP card Contra directional/Codirectional Data Unit
(DSO-DP/G.703) provides a 64 kbpsinterface to a DSO time slot
of aT1 or E1 network. Thisisa4-wire data card and insertsinto
any user card slot.

FRAD Data O0to8 U1-us FRAD, any user sot

HSU Data Oto8 U1-us High-speed data, any user slot

OCU-DP Data Oto8 U1-U8 The Office Channel Unit - Dataport cards interface directly with
Data Service Units/Channel Service Units (DSU/CSUs) support
datatraffic up to anincluding 64 kbps. Thisisa4-wire datacard
and inserts into any user card slot.

SRU Data 0to8 U1-us Sub-rate data, any user slot

Main Power lor2 F1, F2 AC or DC power supplies

(AC/DC)

Optional Power Oto2 R1-R5 AC-to-DC converter (-48V)

Optional Ringer Oto5 R1-R5 Ringing generator
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1.2.3 Front-Loading 891930 Chassis with Enhanced Power Supply

Figure 1-4 shows the front-loading chassis that usesthe 8908 enhanced power converter. This
isatall chassisin which the two power supply slots (P1/P2) are in the upper right.

Thischassisisdesigned for tabletop, wall or rack mounting. All cable and card accessisfrom
the front of the chassis.

Slots P1 to P3 will hold three server cards. Slots W1 to W4 hold four WAN cards. Slots U1
through U8 will hold eight user cards.

Slots P1 and P2 hold up to two power supply models 8901 or 8902. Slots R1 and R2 hold up
to a maximum of two ring generators model 890620.

SlotsNS1 and NS2 arethetwo low power slotsfor the AC-to-DC converters model s 8903 and
8905. Slots HP1 and HP2 are for the two high power AC-to-DC converters model 8908.

Note: The High Power AC-to-DC convertor, 8908, has been discontinued.

Figure 1-4. Power Enhanced Chassis (891930)
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The power enhanced chassis works in a specific environment relating to applications using
BRI cards. If your environment requires this type of configuration, notify your system
administrator for applications design and configuration setup.

This chassis can accept atotal of four power supplies. Two are standard power supplies, and
two are load sharing power supplies.

One load sharing power supply is used as a redundant power supply, and the other is used as
the primary power supply. See Figure 1-5 for wiring details.

. o\ N
RGR

Figure 1-5. External Power Source for the Power Enhanced Chassis (891930)

Notes:

1. Vya (+ & -) aredual -48V DC feeds for the data backplane when -48VDC is to be output
from the user card. V\a and Vg are independently protected by 8 amp fuses located on
the front panel above the TB connector.

2. Vap (+& -)and Vg (+ & -) aredual feedsfor the power supplieslocated in slots P1 & P2
respectfully (see note 3).

3. Powerto Vya (+ & -) and Vg (+ & -) must be supplied by an external -48VDC power

source or jJumpered from either V5 (+ & -) or Vg (+ & -) if -48V DC power isrequired on
the data backplane.
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S

Power Supply and
Ringer Supports

Figure 1-6. Power Supply and Ringer Supportsfor Power Enhanced Chassis (891930)

A more detailed description of this chassis and its power capabilitiesis given in chapter 3.
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Table 1-3 shows the card slots for the front-loading chassis with the power supplies on top.
Use Table 1-3 to determine your chassis card configuration.

Table 1-3. Card Slotsfor Front-L oading Chassiswith Enhanced Power Supplieson Top

# of

Type of Card Cards Slots Used Notes

CPU lor2 C1,C2 Onerequired in either slot

Server 1to3 P1, P2, P3 |ADPCM, FRS, MCC, ATM, ISDN-PRI, PRI-BRI, IMUX,
and IPR (P4 is not used for Server Cards)

WAN lto4 W1-W4  [Onerequired

Interface 1 IF Required

Alarm Oto8 U1-us Internal/External, any user slot

E& M Voice Oto8 U1-us 2/4-wirevoice, any user slot

FXS Voice Oto8 U1-u8 2-wire voice, any user slot

FXO Voice Oto8 U1-us 2-wire voice, any user slot

FXS-C Voice Oto8 U1-us 2-wire voice, coin, any user slot

FXO-C Voice Oto8 U1-us 2-wire voice, coin, any user slot

B7R Data Oto8 U1-us FDL Mux, any user slot

BRI Data 0to8 U1-us BRI, any user dlot

PPhone Voice Oto7 U1-us PPS and PPO voice cards, any user slot

DSO-DP Data 0to8 U1-us The DSO-DP card Contra directional/Codirectiona Data Unit
(DSO-DP/G.703) provides a 64 kbps interface to aDS0 time
dot of aT1 or E1 network. Thisis a 4-wire data card and
inserts into any user card slot.

FRAD Data Oto8 U1-us FRAD, any user slot

HSU Data 0to8 U1-us High-speed data, any user dot

OCU-DP Data Oto8 Uil-us The Office Channel Unit - Dataport cards interface directly
with Data Service Units/Channel Service Units (DSU/CSUs)
support data traffic up to an including 64 kbps. Thisis a
4-wire data card and inserts into any user card slot.

SRU Data Oto8 U1-us Sub-rate data, any user slot

Main Power lor2 F1, F2 AC or DC power supplies

(AC/DC)

Optional Power 0to2 NS1-NS2 |AC-to-DC converter (-48V) 100W

Optional Ringer Oto2 R1-R2 Ringing generator

Enhanced Power Oto2 HP1-HP2 |AC-to-DC converter (-48V) 300W

Note:

1-10
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1.3 U.S and European Chassis Configuration

The chassis can be configured to comply with either U.S. (domestic) or European electrical
safety standards by setting ajumper inside each chassis. Refer to Chapter 3. Installation for
details.

In order to meet the safety requirements of 73/23/EEC, it was necessary to increase the
separation of the backplane traces for -12VDC and -48VDC. This was accomplished by
creating a second -12VDC trace that has sufficient separation from the -48VDC trace. Newer
cards and chassis have been designed with ajumper (CE) to alow the user to select which
trace to use. Older cards which are not equipped with the CE jumper requirethe chassisjumper
to be in the US position while newer cards equipped with the CE jumper will work in either
position as long as the jumper on the cards and the chassisisin the same position. If thereis
amismatch of the cards and chassis, the cards will not power up correctly.
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Chapter 2
Applications

2.1 Introduction

By virtue of its open design, this system is capable of serving many different roleswithin a
network. Some of the various functions the system can perform include:

Cross-Connect Functionality

Leased Line Provisioning

Frame Relay Transport

Video Broadcast

Sub-Rate Data Transport

Wireless Base Station

Data Backup and Bandwidth on Demand

Interactive Distance Learning/Tele-Medicine

Sampl e application examples are detailed in this chapter. These examples are meant neither to
be exhaustive nor definitive, but smply to detail possible applications for this system.

While the system is designed to run multiple simultaneous applications, not al applications
can run at the same time on the same chassis, based on conflicting resource allocations and
slot requirements. If you are unsure about whether you can run certain applications
simultaneously on a single system, consult with your network administrator regarding
network design considerations.

v

Note: 1AD isan examplefor any type of Integrated Access System used in the field for which

Reference Guide

these applications can be implemented.
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Voice M odules

Foreign Exchange Sation (FXS) Card (812960)

This Integrated Access System supports one variant of Foreign Exchange Station (FXS) cards:

e 812960 FXS Card provides eight 2-wire analog ports with a terminating impedance of
600 ohms.

FXS cards can beinstalled in any User Slot in the system chassis. FXS cards encode the
incoming anal og voice signalsinto 64 Kbps PCM format before transmission onto the
network. Each FXS card provides a single 50-pin female AMPHENOL connector (RJ27X).

All port parameters are software configurable on a port by port basis. The Mode setting
specifies whether the port is to be used for standard Foreign Exchange Station, Foreign
Exchange Software Defined Network, Private Line Automatic Ringdown (PLAR), or Dial
Pulse Origination applications. For examplein the case of a PLAR circuit, the port can be
programmed to provide Ringback Tone towards the caller. The Type setting specifies Loop
Start, Loop Forward, Ground Start, Ground Start Immediate and Ground Start Automatic
operation. If the PLAR mode is sel ected, then the two options supported under Type are "D3"
and "D4" which meet the pre-1988 and post-1988 specificationsfor PLAR circuits. The PCM
Coding options supported include p-Law, A-Law and inverted A-law, and the user may also
select the Trunk Conditioning mode (busy or idl€) that should be applied towards the attached
equipment should the WAN facility that the port is connected to fails. In addition, both the
Transmit (Tx) and Receive (Rx) TLP levels can be set in increments of 0.1 dB. The Tx TLP
range isfrom -10.0 dB to +5.0 dB. The Rx TLP range isfrom -10.0 dB to +2.0 dB.

The user may also specify, on a port-by-port basis, whether to use North American ANSI
standard ABCD signaling (which isthe default) or ITU (CCITT) ABCD signaling by turning
the signaling conversion setting "on" or "off". The trans-hybrid balance may be specified as
one of eight values as well as for a customized user-specified terminating impedance. At the
present time, all eight values areidentical and are set for a terminating impedance of 600_@
2.15uF.

Software-initiated testing and diagnostics supported on FX S cards include the setting of both
analog and digital loopback towards the network and the generation of a Digital MilliWatt
(DMW) signal on aport-by-port basis. A robust set of test functions allow the user to monitor
and set the state of the analog Tip and Ring leads of any FXS port and to set and monitor the
state of the ABCD signaling bits of the digitized voice signal. In cross-connect systems, the
Test functionality also includes the ability to generate test tones (300Hz, 1 kHz, 3 kHz and
"quiet") and transmit those toward either the user side or the network side of the system. FXS
cards can use the voice-compression features of the ADPCM and LBRV resource cards.
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Foreign Exchange Office (FXO) Card (813960 and 813970)

This Integrated A ccess System supports one variant of Foreign Exchange Office (FXO) cards:

*  813960/813970 FXO Card provides eight 2-wire analog ports with terminating
impedance of 600 ohms. The 813970 is functionally equivalent to the 813960, and
improves the ground start circuit.

FXO cards can beinstalled in any of the User Slots of the system chassis. FXO card encodes
the incoming anal og voice signalsinto 64 Kbps PCM format before transmission onto the
network.

A Ring Generator isrequiredif one or more FXO portsin asystem are programmed to operate
in Manual Ringdown (MRD) mode.

In addition, a physical jumper must be set on the FXO card for each port programmed for
MRD operation. Each FXO card provides asingle 50-pin female AMPHENOL connector
(RI27X).

The MRD mode also requires the setting of physical jumpers. The Signal setting specifies
Loop Start, Loop Forward, Ground Start, R2, and |mmediate R2 operation. In "fxodn" and
"dpt" modes, the user may also specify the wink duration time and wink delay from 0.1
seconds to 9.9 seconds in 0.1 second increments.

All port parameters are software configurable on a port by port basis. The Mode setting
specifies whether the port isto be used for standard Foreign Exchange Office, Foreign
Exchange Software Defined Network, Dial Pulse Terminate, or Manual Ring Down (MRD).

The PCM Coding options supported include "p-law", "A-law" and inverted A-law. The user
may select the Trunk Conditioning mode ("busy" or "idle") that should be applied towards the
attached equipment should the WAN facility that the port is connected to fail. In addition, both
the Transmit (Tx) and Receive (Rx) TLP levels can be set in increments of 0.1 dB. The Tx
TLPrangeisfrom-10.0 dB to +5.0 dB. The Rx TLP rangeisfrom -10.0 dB to +2.0 dB.

The user may also specify, on a port-by-port basis, whether to use North American ANSI
standard ABCD signaling (which isthe default) or ITU (CCITT) ABCD signaling by turning
the signaling conversion setting "on" or "off."

The trans-hybrid balance may be specified as one of eight values (known as "set1" through

"set8") aswell asfor a customized user-specified terminating impedance ("user"). All eight
values are identical and are set for a terminating impedance of 600_@ 2.15uF in the case of
the Model 813960/813970 FXO card.

Software-initiated testing and diagnosti cs supported on FXO cardsinclude the setting of both
analog and digital loop backs towards the network and generating a Digital MilliWatt signal
on a port-by-port basis. A robust set of Test functions allow the user to monitor and set the
state of the analog Tip and Ring leads of any FXO port.
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It also sets and monitors the state of the digitized voice signal’s ABCD signaling bitsIn
cross-connect systems, the Test functionality also includes the ability to generate test tones
(300Hz, 1 kHz, 3 kHz and "quiet") and transmit those toward either the user side or the
network side of the system.

E&M Card (810860 & 811960)

This Integrated Access System supports two variants of E&M cards:

» 810860 E&M Card supports eight 2-wire E&M or Transmission Only (TO) ports
e 811960 E& M Card supports eight 4-wire E& M or Transmission Only (TO) ports

The 811960 E& M card offers an extended Transmit TLP range (-17.5 to +14.5dB) to better
support dedicated 4-wire modem applications. This may be required in situations when
specific types of modems being connected to the ports cannot, or will not, change their output
power levels. Modems can only be connected with the E& M when placed in TO mode.

E& M cards can beinstalled in any of the User Slots of the system chassis. E& M cards encode
the incoming anal og voice signalsinto 64 Kbps PCM format before transmission onto the
network. Each E& M card provides a single 50-pin female AMPHENOL connector (RJ27X).
All three cards support E&M signaling types |, 11, IV, and V.

Most port parameters are software configurable on aport by port basis including the Mode of
each port ("E&M", "E&MR2" or "TO"). The PCM Coding to be used is either u-law, a-law or
ainv (for inverted a-law). The Trunk Conditioning (busy or idle) is configured on the
equipment in case the WAN facility that the port is connected fails.

The user may also specify, on a port-by-port basis, whether to use North American ANSI
standard default, ABCD signaling, or ITU (CCITT) ABCD signaling by turning the signaling
conversion setting "on" or "off".

For the Model 810860 2-wire E& M card only, the trans-hybrid balance may be specified as
oneof eight values aswell asfor acustomized user-specified terminating impedance ("user").
All eight values are identical and are set for aterminating impedance of 900_@ 2.15uF.

Software-initiated testing and diagnostics supported on E& M cards include the setting of both
analog and digital loop backs towards the network and the generation of a Digital MilliWatt
signal on aport-by-port basis. A robust set of test functions allow the user to monitor and set
the state of the analog E and M leads of any port and to set and monitor the state of the ABCD
signaling bits of the digitized voice signal. In cross-connect systems, the Test functionality
alsoincludesthe ability to generate test tones (300Hz, 1 kHz, 3 kHz and "quiet") and transmit
those toward either the user side or the network side of the system.
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2.2.5

Voice Channel Bank Application

Thisis the simplest application which can be used by a service provider. The Integrated
Access Systemisused in this configuration when one or more digital T1/E1 trunksare needed
to interface with analog PBXs or key systems at the customer premises. In the US, the
break-even point for bringing in a T1 trunk as opposed to multiple analog linesis typicaly 6
analog lines. A single Integrated Access System can be used to provision up to 62 analog
POTS lines (FXS, FXO, E&M) on digital Central Office switches as shown in Figure 2-1.

| | |
| |
| : Local Digital
[ | Switch [
| | D |
‘ IAD \ S !
[ > | X [
: POTS/Class =g Max 8 TLEL | :
| T o 1 P |
| ' 0 | “ |“/.¢ | a EE |
| 0 o | | n |
| | e  E— |
: 62 POTS/Class Lines | I :
|
| | |
| |
e S \
Customer Premise Central Office

Figure2-1. An | AD used as a Voice Channel Bank

ThisIntegrated Access System can also be deployed in applicationswhich do just the reverse
of voice channel banks. Thisis most likely to be found in wireless local loop applicationsin
which the wireless service provider may use a state-of-the-art wireless local loop. The output
of the wireless base station is normally a TL/E1. However, the existing PSTN may still have
analog switches. The Integrated Access System is used to convert from robbed-bit
signaling/CAS to analog trunks.

The voice channel bank platform can be upgraded to provide an array of additional services
just by adding application modulesto the chassis. It comes with a built-in suite of testing and
diagnostics tools which enhance the service and support capabilities significantly.

TRO08 Application

BellCore’'s TR-TSY-000008 standard describes the requirements necessary for aLocal Digital
Switch (LDS) to connect to aremote terminal (RT) acrossaT1 (1.544Mbps) digital interface.
The standard allows supporting from one to four T1s per RT without facility Automatic
Protection Switching (APS), and threeto five T1swith facility APS.
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TheLDScaninterfacethe RT in Mode | (no concentration), Mode Il (2:1 concentration), and
Modelll (24 specia-service circuitson 24 DS1 time-slots). TR008 supportstraditional POTS,
CLASS, and Coin services but does not support ISDN BRI.

If the service provider deploys a channel bank at the customer premise that does not provide
TROO08 capability then it needs a 1/0 DCS with TROO8 capability at the central office to
integrate with the LDS.

In addition to the many Integrated Access System functionality’s, the system also supports
TROO08 switch integration. The Integrated Access System with TR008 operation can connect
directly to the LDS, eliminating the need for the 1/0 DCS as shown in Figure 2-2.

| | |

|
: : Local Digital
| | Switch !
| | D |
| | S |
| | X |
! 2xTUEL | ‘
l ‘ P = l
| ; a == |
| | n |
| | e  E— |
! 48 TROO8 Lines | | :
: MODE 1 (Shelves A&B) | |

|
| |
. L |
Customer Premise Central Office

Figure 2-2. |1AD using TR008

The TROO08 feature can support 48 lineson 2 T1 links. Thisisan ideal vehicle to provide
integrated POTS services for line sizes of 48 and under. This system supports Mode |, Shelf
A& B of TR0O08 specification. The system supports extensive testing and diagnostics
capabilities which minimizes troubleshooting and allow high service levels.

226 T1-E1 Conversion Application

The Digital Access and Cross-connect System (DACS) capabilities and the signaling and
companding conversion features of the Integrated Access System can be used to provide
gateway functionality between a DS1 transport network and an E1 transport network. See
Figure 2-3 for an illustration of this capability.
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IAD
DS1 S El
Transport { l"“ Transport
Network il Mml b Network
W4-1 W4-2

Figure 2-3. 1AD using TYE1 Conversion

Depending on the application, the signaling conversion can be set by the user to ITU-to-ANSI;
ANSI-to-ITU or None. Similarly, the companding can be set by the user to A-Law-to-p-Law;
p-LAW-to-A-Law or None. As shown in thefigure above, each WAN card must be configured
with one port for DSX1 and one for CEPT. A cross connection circuit must be made for each
DS1 to E1 DSO re-assignment. Time Slots 0 and 16 cannot be used on the E1 link. Time slot

0 isused for timing and time slot 16 is used for Channel Associated Signaling (CAS). TS16
isavailable in data-only applications.

2.3 DataModulesand Applications

This Integrated Access System supports multiple user cards for transport of digital data.

2.3.1 HSU Card (820260, 820360, 821260, 821360, 821460, 821570,
821660)

The HSU card allows the connection of high speed data termina equipment (DTE) and data
communications equipment (DCE) to WAN links, server cards (ADPCM) or another HSU
card. The HSU card also provides low or mid-density connectivity for local, synchronous
peripheralssuch as, LAN Bridge/Routers and legacy SNA/SDL C devices. Additionally, these
high speed data cards a so provide broadcast functionality for point to multi-point operation
suitable for applications such as video conferencing. When used in conjunction with an 8840
PRI Server Card, the HSU card can be used to provide switched data application functionality.
(i.e. telephone call centers). All HSU cards can be installed in any of the User Slotsin an

Integrated Access System chassis.
The various moddl s of the HSU Card are as follows:
e 820260 HSU card supports two RS530/RS449 data ports. It can also support V.35 and

RS232 data through the use of the appropriate Personality module. Personality modules
can be intermixed on the same RS530 card.
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e The 820360 HSU Trunk Card supports two V.11/X.21 data ports The ports may be
configured as user ports, or can be used as externally clocked network interface ports.

* The 821260 HSU card supports two “true” V.35 synchronous data ports.

* The 821360 HSU Card provides two ports. Each port can be individually configured to
support RS530 or V.35 devices. The 821360 al so supports V.25bis dialing commands (an
in-band dialing protocol) and RS366 dialing through the use of separate DB-15 pin
RS366 port connectors on the rear of the card. The 821360 al so has a proprietary in-band
performance monitoring system.

* The 821460 HSU card supports two (2) V.35 synchronous data ports. The ports may be
configured as user ports, or can be used as externally clocked network interface ports.

*  The 821570 HSU card provides four ports which can be individually configured to
support RS530, R$449/422, and V.35. devices.

* The 821660 HSU card provides four-ports which support four EIA530/A or V.35 data
ports. The selection EIA530, EIA530A, or V.35 is made on a port-by-port basis using
on-board switches. This enhanced HSU card is a derivative of the 821570 card, with
better clock performance, atrue V.35 interface and areceiver clock invert option.

Each port on a HSU can be independently configured to operate at speeds of Nx56 or Nx64
Kbps, where N equals 1 to 24 in T1 mode or 1 to 31 in E1 mode. In addition to the datarate,
each synchronous port’s Transmit Clock can be programmed for Internal or External modes
and both the Clock and Data Polarity may be inverted through software.

The External Transmit Clock mode and the Inverted Clock Polarity mode may be useful in
ensuring that both the Transmit Clock and the Transmit Data are in sync when they reach the
HSU port.

This should occur when the HSU port and the attached device are connected over along cable.
The Data Polarity may be inverted to ensure the density for Nx64 Kbps data circuits
supporting HDL C-based protocols that are connected to non-B8ZS T1 facilities.

The“Clear To Send” control lead may always be set to high, low or local mode. Inlocal mode,
the CTSsignal reflects the state of the Request To Send (RTS) signal that is received from the
attached DTE device. Inthat mode, the delay between RTS and CTSis software set-able, with
options of 0, 30, 60 or 100 milliseconds. Additionally, if the HSU port is programmed to
operate at Nx56 Kbps, then RTS will be transmitted end-to-end and presented asRL SD at the
far end of the circuit.

Software-initiated diagnostics support include the setting of loca |oop backs towards either
the network or the attached DTE equipment. Additionally, aremote loop back function allows
the HSU card to generate three DDS-compatible latching loop back codes for the far-end
OCU, CSU and DSU equipment. Similarly, the HSU data port may be programmed to detect
and respond to both latching and non-latching DDS-format OCU, CSU and DSU loop back
codes initiated from the remote end of the circuit. A time-out option authorizes the HSU port
to automatically release the loop back after ten minutes. This feature appliesto an HSU port
that is running at 56 Kbps or for super-rate circuits if the loop back codeistransmitted in the
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first super-rate’'s DSO. The card can also generate and recognize two industry standard
in-band loop-up and loop-down codes that act on the entire super-rate circuit. Those are the
ITU (CCITT) V.54 code and the ANSI Fractional T1 code.

Additionally, theintegral Bit Error Rate Tester (BERT) can be used to generate test patterns
and route those towards the WAN facility. These test patterns can then be used to verify
synchronization and measure circuit quality. For further information regarding Performance
Monitoring and Diagnostic Capabilities, see Chapter 8, System Testing and Diagnostics.

Applications

There are severa business applications the Integrated Access System equipped with an HSU
card supports.

* LANtoLAN

* LANtoWAN toLAN

»  Work Station to Computer

*  Computer to Computer

Compressed Video

« CAD/CAM

« Call Center

HSU Application Example

A major Health Maintenance Organi zation has numerous| ocationswhich havea Central main
hospital facility and smaller satellitefacilities. The HM O cannot afford to fully staff each main
and satellite site with specialist. As patients enter the satellite facilities, video and audio
sessions can be established with the specialists at the Main hospital. Although the satellite
sites are not equipped with Intensive Care Units, emergencies can be admitted and support
solicited from the Main hospital personnel as shown in Figure 2-4.
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Main Medical
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Figure 2-4. Point to MultiPoint One-Way Video and Audio using HSUs

SRU Card (822060)

The SRU card enables high density connectivity for local, synchronous or asynchronous
peripherals. The 822060 SRU Card allows connections of up to ten RS-232, low-speed and
medium-speed (300 bpsto 38.4 kbps) data terminals to the Integrated Access System. Since
an SRU port does not require a complete 64K bps time slot, the Sub-Rate card allows you to
multiplex a number of devicesinto asingle, subdivided time slot on a WAN card. SRU card
ports can aso be multiplexed with voice traffic on an ADPCM engine.

Each RS-232 port can be independently programmed for synchronous (including HDLC) or
asynchronous operation. Synchronous operation is avail able at speeds of 2.4 Kbps up to 38.4
Kbpswhilefor asynchronousthe rangeis 300 bps up to 38.4 Kbps. Each synchronous port can
receive timing from either the DTE device or the system clock.

If the DTE supplies the transmit clocking, it must be synchronized with the system clocking
source. For each asynchronous data port, the stop bits, data bits and parity are user
configurable. The SRU incorporates a built-in V.14 Async-to-sync converter to avoid
over-sampling and consequently saves bandwidth. Asynchronous data circuits are converted
to synchronous mode by the SRU card prior to multiplexing onto a WAN aggregate.

Subrate data ports are multiplexed into industry standard DSO formats. The user may specify
the format of the DSO that the data port is assigned to. The choices are: (1) DSO-A which
allows only one data port to be mapped into the DSO and (2) DSO-B which alows multiple
data ports from multiple SRU cards in the system to be mapped into the same DSO time dot.
If the DSO-B format is selected, then the user can specify the type of DSO-B format required
(b-5, b-10 and b-20) and the sub-rate position that the data port will occupy within the DSO-B
frame.
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In b-5 mode, the DSO is divided into five sub-rate positions, each of which are occupied by a
data port operating at 9.6 Kbps, 4.8 Kbps, or 2.4 Kbps. Additionally, one or two 19.2 Kbps
circuits are supported in b-5 mode. Each would occupy two of the five sub-rate positions.
Additionally, data circuits running at 28.8 Kbps or 38.4 Kbps are supported in b-5 mode and
will occupy three or four of the five available sub-rate positions.

In b-10 mode, the DSO is divided into ten sub-rate positions, each of which are occupied by
adata port operation at 4.8 Kbpsor 2.4 Kbps.

In b-20 mode, the DSO is divided into 20 sub-rate positions, each of which are occupied by a
data port operating at 2.4 Kbps.

In the application shown in Figure 2-5, the IAD with the SRU card (on the right hand side)
can either send each sub-rate on a separate DSO (DSO-A format) or groom multiple subrate
channelsinto asingle DSO (one of the DSO-B formats).

IAD w/SRU

35 OCU-DP [~ Bt BN
Local DTE | CSU/DSU l: ' _ ‘

|II Remote DTE

Synchronous/Asynchronous
DTE (300 bps - 38.4 Kbps)

Figure 2-5. 1AD with SRU Card Application

The SRU card also supports X.50 division 3, an ITU (CCITT) standard for sub-rate
multiplexing. The maximum bandwidth of the SRU card is 115.2Kbps. The SRU card
providestheability for software configurable delay optimization. If delay optimization is used
on all 10 ports, the maximum bandwidth available will be 76.8Kbps. Software-initiated
diagnostics supported on the SRU card is the same as on the HSU card.

OCU-DP Card (824160, 824660, and 8249)

The OCU-DP (Office Channel Unit - Data Port) is used to interface directly to Data Service
Units (DSUs)/Channels Service Units (CSUs) supporting data traffic up to and including
64K bps. A four-wire circuit can connect the OCU-DP card to aDSU/CSU that can be located
up to four miles away. In switched 56 Kbps mode, users can access the network on an
as-needed basis by dial-up commands. The system unit must be equipped to provide -48 VDC
power to fully support the functionality of the OCU-DP card.
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OCU-DP Card Models

ThelIntegrated Access System supportsthree cards for support of external CSU/DSUsthat are
stated below:

» 8249 OCU-DP 2 Port Card
» 824160 OCU-DP 5 Port Card
» 824660 OCU-DP 10 Port Card

All OCU-DP cards have RJ48 female connectors.

Each OCU-DP port can be independently programmed to operate at 2.4, 4.8, 9.6, 19.2, and 56
Kbpsin either DSO-A, (one channel per DS0) or DSO-B format, which allows multiple data
ports from multiple OCU-DP cardsin the system to be mapped into the same DSO0 time dot.
If the DSO-B format is selected, then the user specifiesthetype of DSO-B format required (b-5,
b-10 or b-20) and the sub-rate position that the data port occupied by the data port within the
DS0-B frame.

In switched-56K mode, an OCU-DP port provides aconnection for an external Switched-56K
DSU/CSU that will perform al call set-up and dialing functions. The OCU-DP card converts
the call set-up commands into standard signaling and sends the signaling over the WAN
facility.

All OCU-DP cards support alow speed secondary channel that is established in the 8™ bit
position of the DSO time slot to which the OCU-DP port is assigned. The secondary channel
can be used for testing and maintenance of the main circuit or for the transmission of other,
independent, low speed data. The specification table shows the secondary channel rates
associated with the standard primary port rates of the OCU-DP card.

The 8249 OCU-DP card a so supports two methods of error correction. The first isknown as
“Magjority Vote” and appliesto the lower datarates, specificaly, 2.4, 4.8 and 9.6 Kbps. The

other isknown asthe BCH (Bose-Chaudhuri-Hocquenghem) method and appliesto datarates
of 19.2 Kbps and 56 Kbps. In the case of a19.2 Kbps circuit, the error correction information
is placed in the same DSO that the circuit occupies. In the case of a 56 Kbps circuit, the error
correctioninformation is placed in afollowing, adjacent DSO time slot on the WAN aggregate.

On all OCU-DP cards' performance statistics is collected by the system and are available
through the user interface. Performance statistics include Errored Seconds (any second with
an error), Severely Errored Seconds (any second with an error rate exceeding 10E-3) and
Consecutive Severely Errored Seconds (CSES). They are displayed in hour intervals for up to
24 hours. CSES are counted by the system once ten consecutive Severely Errored Seconds are
logged. The CSES counter stops if the system logs ten consecutive non-Severely Errored
Seconds.
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An OCU-DP port on the 8249 card may be programmed for OCU mode or CSU mode. OCU
mode is the most common and is used whenever the OCU-DP port attaches to a CSU/DSU
over afour-wire circuit. CSU mode allows the card to be connected directly to the digital
network.

Software initiated diagnostics supported by the OCU-DP card include the setting of six
different loop backs. Three of these act on the OCU-DP card itself and are known aslocal loop
backs and the other three generate loop back patterns to remote devices and are known as
remote loop backs. Among local loop backs, there are three types:

»  loop backs of the 4-wire analog interface of the OCU-DP port towards the attached CSU
* loop backs of the 4-wire OCU-DP interface towards the network

*  loop backstowards the network at the point where the OCU-DP card interfaces with the
system bus

All three remote loop backs are latching loop backs. These latching loop backs are:

* loop back of the analog interface of the remote OCU-DP device back towards the
network

* loop back of the 4-wire interface of the remote CSU device back towards the network

*  loop backs of the 4-wire interface of the local CSU device towards the network.

An OCU-DP port may be programmed to detect and respond to both latching and non-latching
(i.e., aternating) DDS-format OCU loop back codes that are initiated from the remote end of
the circuit. A time-out option authorizes the OCU-DP port to automatically rel ease the loop

back after ten minutes.

BRI Card (826X Series)

The 826x line of BRI Cards offersindustry standard ISDN BRI “U” or “S/T” Interfaces. Each
BRI Card supports eight BRI “U” Interfaces for long line circuit provisioning, or “S/T”
Interface for local provisioning. The BRI Interface provides two bearer and one data channel
over two wires (1 pair). The S/T interface provides the same functionality over 4 wires (2
pair). In addition to this, each BRI “U” Interface supports 256x NTUs, providing remote NTU
management.

The Basic Rate Interface “U” Interface card offers connectivity to sites located up to 18,000
feet from the Integrated Access System. This distance is influenced by factors such as wire
gauge, bridge tap and loading patterns as described in ANSI T1.601-1992 specifications. The
BRI cards are equipped with eight “U” interfaces that can carry one BRI, 2B+D channel. This
will give users either two 64 Kbps or one 128 Kbps bearer channels per interface. The “U”
Interface is also provides optional sealing current for maintaining wire pair performance.
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When used with WAN and Server Card options, the BRI card facilitatesBRITE (BRI Terminal
Extension), leased lineor IDSL (2B1Q) Provisioning, BRI to PRI operation and BRI (data) to
Frame Relay Operation.

BRITE allowsthe Integrated Access System to extend the reach of an ISDN PBX hundred of
miles away from the location of the PBX switch as shown in Figure 2-6. All services are
passed to the remote |ocation with no restrictions, enabling the end user or agent to use all
PBX functionality asif they were locally attached to the switch. Management of this solution
istransparent to the PBX programmer. All remote extensions are treated asif they are local
connections. No special programming or management is necessary. For example, if there was
an ISDN switch located in Los Angeles, ISDN capabilities could be transparently transported
across the network to aremote call center in New York.

Figure 2-6. BRI Terminal Extension Application

The BRITE mode supports switched connectivity to ISDN capable switches and D channel
signaling on either afull DSO or multiplexed 4:1 on asingle DSO. The ability to multiplex 4
D channels onto one DSO allows for more efficient provisioning.

Another application of the BRI card isfor leased line, or IDSL (ISDN Digital Subscriber
Loop) as shown in Figure 2-7. Thisallowsfor theaDDStype circuit, with 2* 64 kbps bearer
channels over a single wire pair. The leased circuit can be any standard 2B1Q (U interface)
NTU device that supports “nailed-up” (1 or 2B channels) connections and no D channel
signaling.

Figure2-7. BRI CardinalLeased Lineor IDSL Application
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BRI Card Models

In both cases, leased line and BRITE, B channels carrying voice traffic on the BRI card can
be compressed through the ADPCM card to extend the user’s resources. The only limitation
on BRI trafficisthat NTUs or NT1s must be located less than 18,000 feet from the system
unit. All BRI cards are built to GR-1089 specifications.

The 826070 BRI “U” Card has software configurable mode operation of LT and NT. It
supports up to eight leased or BRI terminal extension (BRITE) applications. The 826070 does
not support sealing current.

The 826171 BRI “U” Card has all of the functionality of the 826070, however, switching
betweenthe LT and NT modes must be done by making amenu selection and changing jumper
connections on the card. Also, the 826171, unlike the 826070 card supports a user
configurable sealing current of 7.5mA or 15.0mA.

The 826270 BRI Card “S/T” Card is designed to support “ S/'T” 4-wire interface applications.
This card provides TE, NT1 and NT2 emulation and is commonly used to provide remote
extension of four-wire BRI CPE devices from an ISDN PBX.

The 826x70 series of BRI cards are also designed to support external timing part of the
standard functionality. All BRI cards support extensive built in diagnostics and tests. Loop
backs can be generated on a per channel basis, with choice of loop back generation mode and
loop back codes. Builtin BERT testsinclude off, mark, space, 1:1. 1:7,p_1,p_0,p_1:1,p_1:7.

In addition to al of the software configurable options on the BRI card itself, the BRI card has
the ability to remotely manage up to eight NTUs. The NTUsDTE interface type, datarate and
asynchronous baud rate are afew optionsthat are configurable through the BRI card interface.
Thisfurther enhances network manageability by accessing all ISDN equipment from asingle
platform.

DSO-DP Card (825460)

The 825460 DSO Data Port/G.703 Data Unit (DSO-DP/G.703) is a plug-in user card for the
system. The DSO-DP/G.703 provides a 64 Kbps interface to aDSO of a TL/E1 network. The
card supports four (4) ports each of which provide a 64 KbpsinterfacetoaDSOonaT1 or
E1 WAN link. Each DSO-DP/G.703 card can beinstalled in any User Slot and provides four
(4) DB15 female connectors.

The DSO-DP/G.703 card can be programmed to operate in either DSO-DP mode or in G.703
mode. In G.703 mode, the card supports either co-directional or contra-directional operation
and that option is set-able on a port-by-port basis. In DSO-DP mode, in addition to Transmit
Data and Receive Data, the card can be programmed to either provide a64 Kbpsbit clock and
an 8 kHz byte clock to the attached device or to receive those two clocks from the attached
device.
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In G703 Co-Directional mode, the Transmit Data and Receive Data leads are supported. The
clock information and the datamake up acomposite signal and the clock must be derived from
the data stream. In G.703 Contra-Directional mode, the port provides separate Transmit and
Receive Clocks to the attached device. Both clocks are 64 Kbps clocks with embedded 8 kHz
Bipolar Violations (BPVs) to mark the byte boundaries.

Software-initiated diagnostics supported on the DS0-DP/G.703 card include the setting of
local loop backs towards either the network or the attached DTE equipment. In addition, a
remote |oop back function allows the DSO-DP/G.703 card to generate four DDS-compatible
latching loop back codesfor the far-end OCU, CSU, DSU or DS0-DP equipment respectively.
A time-out option authorizes the DS0-DP/G.703 port to automatically release the loop back
after ten minutes.

ADPCM Voice Compression Server (887160)

The 887160 ADPCM (Adaptive Differential Pulse Code Modulation) server card is designed
to compressdigital and analog voicetraffic for transmission over wideareanetwork links. The
level of compression for anindividual channel is software configurable at 24K bps, 32K bps or
40K bps. A single ADPCM card is capable of compressing 64 channels of voice
simultaneoudly.

Since the ADPCM card isaserver card, these 64 channels can be originated from avariety of
interfaces, including FXS, FXO, E&M, SRU, BRI, and T1/E1. Up to two ADPCM server
cards can be supported per Integrated Access System for atotal of 128 compressed voice
channels. A third ADPCM server card can be utilized for 1:N redundancy.

The sum of the compression rates for the engine pair must equal 64Kbps. A 32Kbps circuit
can only be paired with a 32Kbps circuit. A 40K bps circuit can only be paired with a 24K bps
circuit and vice-versa. The ADPCM server card can also pair alow speed asynchronous data
transmission (19.2Kbps or less) from an SRU port with a 40kbps engine. This data path will
occupy a24Kbps engine. Group |1 FAX is supported in 32K bps channels and Group |11 FAX
is supported in 40K bps channels.

M odem support up to 4.8Kbps, and V.32bis to 9.6Kbps is supported in 32K bps channels.
M odem speeds up to 12K bps, and V.32bis speeds up to 14.4K bps is supported in 40K bps
channels. Modem data is not supported in 24K bps channels.

The ADPCM card supports Transition Signaling as defined by ANSI T1.302-1989 with the
exception of the Alarm bits. ANSI T1.302 specifies signaling at the 32K bps compression rate.
The ADPCM card uses this scheme for 24K bps and 40K bps athough it is not included in the
standard.

The ADPCM card can be used in avariety of applications to reduce the number of
transmission lines for efficient transport of voice traffic. It can be used in:

* PBX to PBX trunk application
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* Automatic Call Distribution application
o Efficient wireless base station/hub application

24.1 PBXtoPBX Trunk Application

Figure 2-8 shows the IAD with an ADPCM server used to compresstwo T1 or E1
PBX-to-PBX trunksinto asingle trunk. The voice from each PBX is connected via a digital
T1 or E1 connection to the IAD. The voice channels are routed to the ADPCM server, where
each voice channel iscompressed to 32 Kbps. The compressed voiceisrouted to the outbound
T1/E1 link to the other IAD unit, whereit is decompressed and placed back intotwo T1 or E1
trunks to the remote PBX. PBX to PBX trunk lines can be compressed 2:1 to reduce leased
line charges. The application is also valid for analog PBXs and key systems.

ra— TUEL

TUEL mﬂ
ooy oD
PBX IAD IAD PBX

Figure 2-8. 1AD using ADPCM for PBX to PBX Application

2.4.2 Automatic Call Distribution Application

The ADPCM server can be used to reduce leased line charges in automatic call distribution or
remote call center applications by increasing the number of voice circuits supported on a
single T1 or E1.

The application shown in Figure 2-9 illustrates an | SDN-based automatic call distribution
system. The Integrated Access System is used to provision BRI remotely viaBRITE (BRI
Terminal Extension). Withthe |AD, ten BRI circuits can be extended to remote locations over
asingleT1line and 13 over asingleEl line. The IAD is ableto do this by placing the 2B+D
signal into 2.25 time slots (1 for each B, and.25 (16K bps) for the D channel).

The ADPCM server is used to increase the number of BRI circuits supported per T1 or E1 by
compressing the B channelsin voice only applications. This means that a2B+D channel can
be transported in 1.25 time slots (.5 for each B, and.25 for the D channel). Hence, 19 BRI
circuits (38 voice channels) are transported over asingle T1 and 24 BRI circuits are
transported (48 voice channels) over asingle E1.

Reference Guide IMACS System Release 5.1.6 2-17



ADPCM Voice Compression Server (887160) Applications

ISDN or Automatic
Call Distibution Switch

I1AD BRI-U BRI-U IAD

| T
=

T1/E1 Carrier Voice is Com_p_ressed
Network 2:1 for efficient
Voice Processing

NT1

BRI-ST

ISDN Terminals
Agent Positions

ISDN Terminals
Agent Positions

Figure 2-9. 1AD in an ISDN-based ACD System

2.4.3 Wireless Base Sation Application

In the application shown in Figure 2-10, the IAD is used as a channel bank at each of the
remote Base Stations. In each of the stations, the | AD is connected viaT1/E1 or Analog voice
ports to the radio transmission equipment. The voice circuits that are destined for the
switching center are sent to the ADPCM voice compression server at each base station. This
compressed voice traffic is then groomed with other Base Station data traffic and transmitted
over Fractional T1/EL lines. An |AD isused at a central location to groom the Fractional
T1/Ellinesinto two T1sor Els. Thesetwo linesare connected to the Switching Center where
an IAD with two ADPCM serversis used to decompress the voice circuits and send them to
the switch viafour T1sor Els.
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ADPCM Engines at Base Station/Hub/MSO

|
| |

Base Stations Base Station/Hub Main Switching Office (MSO)

MSO Switch

Figure 2-10. IAD in a Wireless Base Station Application

Base Station to M SO voice traffic can be compressed to efficiently backhaul traffic, which
reduces line charges. An alternative to this application would be to transport the voice from
the Base Station to the Hub uncompressed over the Fractional T1s and E1s and then perform
the voice compression function in the IAD at the hub.

| SDN Primary Rate Interface (PRI1) Server (884060)

The PRI Server Card (884060) provides flexible access and routing of PRI-based ISDN
services. The ISDN PRI Server can be used for enabling applications such as Video
Conferencing, Video Broadcast, ISDN Grooming, and Fractional PRI provisioning. The PRI
Server card supports B channel bandwidth of 56K, 64K, 384K, 1536K and Multi-Rate speeds
where available. M ulti-Rate speeds allow the PRI server card to select callsin increments of
64K bps. In areas where M ulti-Rate is not supported by the local I SDN switch, an Inverse Mux
(IMUX) Server Card should be used to aggregate individual 64Kbps calls.

The PRI card can be utilized with the 821360 Switched HSU Card for RS-366 and V.25bis

bandwidth on demand dialing. Additionally, regular HSU cards can be used for DTR dialing.
The PRI server card supports both the Network and User side protocol s associated with ISDN
PRI services and therefore the IAD can be used to both provision and terminate ISDN calls.

The following components make up the BRI/PRI solution:

*  One 881162 Multi-Server Card

*  One 65130 BRI/PRI Service Translation Software Package

*  Optional WAN Interfaces with associated Line Interface Modules
e Optional ISDN ‘U’ Interfaces

» 884060 ISDN PRI Server Card with 8 D Channels
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The cards provide flexible accessto PRI-based ISDN services such as Switched 384, Switched
T1, and Switched 56/64. The PRI Server Card (PRI card) provides both local D channel
origination and termination and D channel consolidation. It offers a perfect alternative to
standal one ISDN access devices when other “non-ISDN” voice and data services must be
consolidated in addition to ISDN services.

The 884060 I SDN cards can be simultaneously connected to several network and user side
ISDN PRI facilities. The ISDN PRI card provides D channel support of both the network side
protocol and the user side protocol. Typically, the IAD with an ISDN PRI card, suppliesthe
network side protocol on aD channel connected to aPBX, and provides the user side protocol
on the D channel connected to a carrier switch.

The 884060 ISDN PRI server card can also be configured to route calls from aPBX, multiple
PBXs, and DTE devicesto multiple ISDN service providers. services. The 884060 I|SDN PRI
Server does not support BRI-to-PRI translation. This application is supported by the 65130
ISDN BRI-PRI trandation software running on an 881162 ACS card.

NFAS (Non-Facility Associated Signaling)

All ISDN PRI cards can be configured to support NFAS (Non-Facility Associated Signaling).
Thelimit for NFASis191B+D in T1 environments (8 times 2 minus 1 D channel) and 239
B+D in E1 environments (8 times 30 time slots minus 1 D channd).

A basic ISDN PRI facility isaT1 link that consists of 23 B channelsand 1 D channel
(23B+D), or an E1 link that consists of 30 B channels and 1 D channel (30B+D). Note that
onetime dot on any E1 link isreserved for maintenance use and is neither aB channel nor a
D channel. The D channel providessignaling for all of the (23 or 30) B channelson thefacility
carrying that D channel.

However, many ISDN applications have relatively low call rates (i.e., the D channel is not
very busy), but need more than 23 (or 30) B channelsto carry user (bearer) traffic. In these
cases, a D channel can be set up to perform signaling not only for the B channels on its own
facility, but also for B channels on other facilities (i.e., other TL/E1 WAN links). When aD
channel is so provisioned, it is considered to be performing non-facility associated signaling
(NFAS).

The system islimited to 8 WAN links. Thusthe system limit for NFASis191B+D in T1
environments (8 times 24 minus 1 D channel) and 239B+D in E1 environments (8 times 30
minus 1).

Although this Integrated Access System supports NFAS, it can only be implemented within
private networks or in public networks where it is supported by the service provider. Within
EC and EFTA countries NFAS is considered an EC-MOU2 supplementary service which is
still at the discussion stage and therefore is not supported by any of the European Service
Providers.
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Remote Login

In addition to carrying ISDN signaling information, the D channel can also be used to log into
aremote system unit to check card status, and perform necessary system maintenance. This
unique application does not require B channel allocation. The ISDN call is placed on the D
channel to the ISDN network and routed to the D channel of the remote unit. Coordination
with the ISDN facility provider is necessary to obtain the number for the remote system unit.

Applications
The ISDN PRI Server card can be used in avariety of applications:

»  Fractiona ISDN PRI provisioning

*  Video conferencing

* Integrated ISDN access with SINA

*  Video Broadcast

*  Router with redundant trunk routing via ISDN
*  Router adding incremental bandwidth

* PRItoFXS

Fractional PRI Provisioning

An Integrated Access System equipped with a 884060 PRI Server card is used to groom
multiplefractional PRI circuitsinto one or more PRI circuitsfor backhaul to an ISDN switch.
Perhaps a customer may not need the entire bandwidth delivered by aPRI circuit. The optimal
alternative would be to purchase a fractional PRI service delivered over aregular T1 or E1
circuit.

When a service provider has multiple fractional PRI customers, the service provider can
deploy the Integrated Access System to groom the multiple fractional PRI circuits into one
fully utilized PRI T1/E1 circuit which is back hauled to the switch. This concentration of PRI
circuits reduced back haul costs for the service provider, and conserves T1/E1 ports and
D-channels on the ISDN switch itself.

Figure 2-11 shows that three customers are subscribing to ISDN services. Each customer is
using afractional PRI service. Each customer could be directly connected to the ISDN switch,
which would consume three fractional T1/E1 circuits, and three D channels. Instead, the 3
fractional ISDN circuits are connected to a PRI Server equipped IAD.

The PRI server groomsthe B channelsin the three fractional ISDN circuitsinto one circuit. It
also grooms the three D-channel circuits into asingle D channel that is routed to the switch.
The I AD benefits in this application include saving on back haul costs, switch port costs, and
switch system resources.
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Figure 2-11. Fractional PRI Provisioning using an |AD

2.5.3 |SDN Video Conferencing and Video Broadcast

This Integrated Access System is used to connect video conferencing egquipment to an ISDN
PRI line. In Figure 2-12, avideo CODEC issharing aPRI linewith an ISDN PBX. The system

issimultaneously routing calls on acall by call basisto either the PBX, the CODEC, or out to
the network.

The video conferencing equipment can be connected via an RS-449 connection with an
RS-366 diaer or directly tothe IAD viaan ISDN PRI interface. A connection to the IAD via
the RS-449/RS-366 combination would require the use of a switched HSU card in the |AD.

PRI

ISDN Provider

Figure 2-12. Video Conferencing System and PBX Sharing a PRI Line
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By grooming the PBX and CODEC PRI circuits onto asingle, outbound PRI facility, the IAD
utilizes Dynamic Bandwidth Allocation (DBA). The PBX would seize B-channels on a
call-by-call basis, utilizing one B-channel for every call. The Video Codec would request a
pre-determined number of B-channels. For example, if a 384K call was required, the Video
CODEC requests asingle 384K circuit, which would consume six of the B-channels. If the
ISDN service supports 384K calls, or Multi-Rate services, and the bandwidth is available, the
ISDN server card will connect the Video CODEC to proper time slots. If the bandwidth isnot
available, the IAD rejectsthe call. If 384K serviceis not supported by the ISDN service, the
IAD must be equipped with an Inverse Multiplexer (IMUX) server card. The IMUX server
card is capable of bonding or aggregating multiple 64K circuitsinto asingle larger capacity
circuit.

Inbound callswould be handled in a similar manner. All inbound callswould be screened by
the IADs PRI Server card. Calls destined for the PBX would be routed to the PBX, and calls
destined for the Video Conference Unit would be routed there. If the video Codec wasin use,
the IAD will inform the ISDN service that the unit was in a busy condition.

A uniquefeature of the PRI Server cardisitsability to combine multiple ISDN circuitsto form
aVideo Broadcast. Thisfeature is very useful for distance learning applications where a
central site broadcasts video to multiple remote locations.

In this application, an IAD equipped with a PRI server card takes a video source and makes a
two-way connection with thefirst remote IAD video conference site as shown in Figure 2-13.
Once that connection is established, the host IAD calls up to atotal of 32 additional remote
video conferences sites and distributes the same outbound video feed to all of those sites.

These additional sitesarein aview-only mode and do not distribute video back to the central
site. Theloss of one or more of the remote sites will not affect the broadcast to the other sites.
This application can be upgraded to allow two-way audio to each of the sites though the use
of analog voice cards.
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Figure2-13. IAD in Video Broadcast Applications

2.5.4 Integrated ISDN Accesswith SINA

ThisIntegrated Access System is used to support both ISDN and non-ISDN services over the
same T1/E1 circuit. This multiplexing of leased lineand ISDN servicesis commonly referred
to as Static Integrated Network Access (SINA).

Asshown in Figure 2-14, several non-ISDN applications are used including analog voice and
data applications, low speed SNA data, and non-ISDN PBXs. Several ISDN based
applications are being used including Video conferencing, dial routers, and an ISDN PBX.

The non-1SDN circuits are groomed onto the T1/E1 circuit for delivery to the network. ISDN
applications are sent to the PRI Server card for concentration and are switched onto the same
T1/E1 circuit in time slots appropriate for switched ISDN calls. Within the network, these
circuits are groomed via a cross-connect to the appropriate services.
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Non-ISDN Services

<

ISDN Services

Figure 2-14. IAD using SINA for I SDN and Leased Line Traffic

255 DataBackup and Bandwidth on Demand

This Integrated Access System with a PRI server isused to back up datanetworksin the event
of acircuit outage. In the example shown in Figure 2-15, an IAD is used to connect arouter
to aleased line circuit. The PBX is using the | AD equipped with a PRI server card to connect
to the PRI circuit. In normal operation, both the voice traffic and the datatraffic smply pass
through the IAD. In the event that the leased line circuit is dropped the router will sense the
loss of data and attempt to dial bandwidth viaits second line. This second port can be
configured on the | AD to accept dial commands using the V.25bis, or to dial apre-determined
number when the IAD senses DTR.

When the router sensesthat afailure has occurred, it will request bandwidth from the IAD. If
the PRI does not have enough bandwidth to satisfy the router’s request, the IAD rejects the
call. Therouter will then request another call with smaller bandwidth requirements and will
monitor the original leased line for presence of data. When the router detects that the leased
lineisback in operation, it will switch itstransmission path back toitsoriginal state, and drop
the ISDN connection.

This configuration is utilized to provide bandwidth-on-demand during peak utilization times
such as nightly backups. With this application, the PBX utilizes the PRI bandwidth on a
call-by-call basis during the day, and the router utilizes the leased line. At a pre-determined
time-of-day, the router would request al or the majority of the PRI bandwidth.

The router utilizes both the leased circuit and the ISDN circuit for a set period of time. For
example, the PRI line would be used during the day to carry the voice calls, at night the PRI
line would be used to increase the bandwidth available for the nightly computer systems
backup. The router routes packets over both the leased line and the PRI line until the backup
was complete. At that time, it would disconnect the PRI call.
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Figure2-15. IAD using a PRI Server Card for Data Backup

25.6 PRI to FXStermination

This Integrated Access System is used to connect calls to an analog modem rack as shown in
Figure 2-16. This application is usually used to terminate a mix of ISDN originated calls and
analog modem originated calls to the same destination. Thisis common in remote access
applications where there is a need to support both existing analog modem applications and
new digital ISDN connections over the same network facility.

End users can migrate as needed from analog modemsto ISDN, sharing the same facility, and
maximizing utilization of network bandwidth. The IAD receivesall calls, examinesthe called
number and routes the analog modem calls to the FX S hunt group.

ISDN data calls are routed directly to the ISDN remote access server. This application only
works for inbound calls since the modems in the rack can not be used to dial out through the

IAD over ISDN.
Modem Rack
IAD xS Mail Server
Ll
N
Y
N (PRI LAN
Y
N
~ I
PSTN

=

ISDN Remote
= Access Server
Modem

Figure 2-16. PRI to FXS Termination
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Routing Capabilities

Call Routing

This Integrated A ccess System can be simultaneously connected to several Network and User
sideISDN PRI facilitiesand to auser’sdataterminal equipment such asavideo codecor LAN
router. DTE isusually connected to the system’s HSU cards.

Any call originating from a HSU port (with the exception of the Switched HSU card), must
be associated with acall profile. The call profile specifieswhich D channel isto carry the call.
Any device attached to an HSU port that isableto receiveincoming callsis assigned a unique
number that all ows the system to route theincoming call toit. Optionally, ashared hunt group
phone number can be assigned to the same HSU port.

When an incoming call isreceived by the system, it first scansall of the primary HSU or FXS
phone numbers to attempt a match. If no match isfound, the system then searches the list of
hunt group numbers to find amatch. If amatch is not found, the system will begin searching
the D channel routing tables, for routing of the call to a PRI line. If no matches are found, the
call isrejected.

L ocal Routing

From an Integrated A ccess System perspective, devices such as video codecs or PBXsthat are
directly attached to the system, (i.e. do not pass through a carrier network to connect to the
system) are considered “local” devices. All HSU portsarelocal devices. Any PRI device, such
asaPBX, that is connected to an system D channel configured for “Network” sideisalocal
device. Local routing is defined as call routing between any two devices. Calls can be locally
routed from a PRI to a PRI (for example, from alocal PBX to another local PBX), or from an
HSU to aPRI. HSU to HSU call routing is not supported.

Incoming calls are routed based on the called phone number, not on call profiles. Because the
system does not provide billing information, users may want to prohibit local routing of
D-channels. For example, acarrier may require that al calls are routed through the CO based
switch for billing purposes. To provide for this, local routing can be disabled.

If local routing is disabled, any call coming into the system on a network side (i.e. local) D
channel will be routed only to a user side D channel based on the called number. Even if the
called number matches, such a call will never be routed to an HSU port or a network side D
channel when local routing is disabled.

When local routing is enabled, then any call coming in on aD channel will be routed to the
first matching phone number, regardless of whether or not the match isfor alocal device.
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Bi-directional Default Routing

Bi-directional Default Routing is provided for automatic routing when anode is configured
with two Primary Rate D channels as shown in Figure 2-17.

In two channel systems, the user does not have to configure any routing information, as all
calls received on one D channel are automatically routed to the second D channel. The user
only needs to enter routing information for those calls destined to alocal HSU or FXS ports.

HSU/FXS

Dchl Dch2

=

| e— ] e—

| —

ISDN Switch

PBX

| P
Default

Figure 2-17. Bi-Directional Default Routing

Alternate routing

Alternate routing is provided for calls to take an alternate path in the event of a congested or
failed primary trunk. When there are more than two Primary Rate D channels, phone numbers
can be assigned to more than one D channel. Calls placed or routed through the PRI server
will now have an alternate route if no bandwidth is available on the first specified path.

Alternate routing will also take placein the event of afailure of the first Primary Rate circuit.
In the example shown in Figure 2-18, the call from D1 isusually routed to D2, as the D
channel numbering is more specific. However, should the D2 trunk become congested or go
out of service, the call will be routed to D3.
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Figure 2-18. Alternate Routing

2575 DPNSS Trunk Routing

2.6

Digital Private Network Signaling System #1 (DPNSS) isthe predominant Common Channel
Signaling scheme used in the United Kingdom for private inter PABX communications.
DPNSS Trunk Routing, provides|ow delay for multi DPNSS channel provisioning off asingle
E1 DPNSS aggregate. This is achieved by mapping the B channels to dedicated time dots
rather than to hunt groups, which in turn provides efficient D channel grooming and
subsequent billing.

M anagement Channel Concentrator (MCC) Server

(881360)

The Management Communications Concentrator (M CC) provides management connectivity
toremote I ntegrated Access Systems. It can concentrate the TCP/I P management traffic from
up to 131 remote IAD clients onto either asingle, local 10 BASE-T Ethernet port, or
encapsul ate the information as per RFC1490 on to a Frame Relay link.

There can be up to 3 MCC server cardsin an |AD chassis in non-redundant operation. The
following hardware and firmware must be included in an IAD to add MCC Server operation:
» 880360 CPU Control Card with 8 TI/E1 Cross Connect (redundant-capable)

e 892260/892261/892360/892460 - 8 TL/EL Interface card w/ 128K NVRAM.

» 881360 Advanced Communication Server (ACS) with 131 logical ports

e 60500 or above Host Firmware version
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e 63110 or 63120- MCC Server firmware
The following protocols are supported by the MCC:

»  Ethernet Media Access Control Protocol (MAC)
*  Address Resolution Protocol (ARP)

* Internet Protocol, version 4. (IP)

* Internet Control Message Protocol (ICMP)

*  User Datagram Protocol (UDP)

*  Routing Information Protocol (RIP)

*  Frame Relay (RFC1490)

The MCC provides management of remote IADs' using TCP/IP and SNMP/UDP/IP through
the FDL bit of the ESF format if used for T1. For E1, management is provided through the
SA4 bit of the frame following the frame alignment word in time-slot 0. The MCC offers far
more interfaces and functionality than the B7R, thus replacing it, and the device used to route
between the asynchronous aggregate serial port and Ethernet.

M CC can be configured to use unnumbered or numbered interfaces. If unnumbered interfaces
are used, MCC is accessed through the global Ethernet addressregardless of what interfaceis
used. If numbered interfaces are used, each interface has alocal IP address. Unnumbered
interfaces help conserving I P addresses as only one address is used per interface. This
addressing method may not be compatible with HP Openview.

The MCC routes | P datagrams between all of its interfaces, based on each datagram's IP
destination address.

Datagrams are directed (or routed) to the interface carrying the sub-net to which the datagram
belongs or is being transported to, according to the content of the routing table. The routing

table may be supplied with dynamic routes from the Routing Information Protocol (RIP) when
enabled. If no match is found in the routing table, a default route can be designated to direct
all unresolved datagrams to a specific interface.

Initial configuration of the MCC can made through the local VT100 port. When aworking
interface is established to the CPU hosting the MCC, subsequent configurations can be done
remotely viaSNMP/TELNET. All configurable port parameters are permanently stored in
NV-RAM and downloaded to the card during startup. An interface card remainsin standby
position until correctly configured and activated. Statistics are aso available on both interface
cards.

| P-based management information from clientsistypically provided to the MCC by a Digital
Access and Cross-connect System (DACS) as Bit Seven Redundant (B7R) or Bit Four
Redundant (B4R) DSO channelson aT1 or E1 link. The MCC routes | P packets among the
131 available WAN interfaces, the local host CPU and Ethernet. Each interface represents a
separate network or subnet as specified by the I P address and Netmask combination. Three of
the 131 are high-speed interfaces that can either be configured as Nx64 kbps (N=1 to 24 for
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T1lor1to 31 for E1). Those interfaces can independently be configured for the Frame Relay
protocol or for transparent HDL C. The 128 lower-speed WAN interfaces can be configured in
groups of 64, to either be in BnR mode or plain 64 kbps. HDLC mode.

Figure 2-19shows FDL channelsfrom theremote |ADsfed intoaDACSI|I for trand ation into
multiple B7R encoded DSO channels. IAD |, connected to the DACS 1, routes | P datagrams
to IAD Il through the alternative high-speed interfaces. IAD I in turn routes datagrams to the
Local Ethernet to the NMS.

Remote IAD using FDL

O
DACS

1 Nx64 Kbps T1/E1

2 Nx64 Kbps T1/E1

Nx64 Kbps T1/E1

b7R formatted DS-0s from DACS I

IAD w/MCC

Figure2-19. MCC Card in a Multilevel Concentration Application

The MCC card performance figure of 3500 packets/second was obtained using 64 byte
packets. Thisimpliesthat for small frames the processor is the bottleneck since the network
link cannot be saturated. Asthe frame sizeincreases, network link utilization becomes higher.
For large frames, the network link will become saturated and hence the bottleneck. An

equilibrium isreached at frame size of 500 bytes when both the processor and links are
saturated.
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Frame Relay Access and Concentration Server

This section highlights the capabilities of the Integrated Access System Frame Relay server
card as a cost-effective, efficient, and intelligent high-speed Frame Relay Assembly and
Disassembly (FRAD) device and access concentrator in a Frame Relay network. Thisenables
the service provider to deliver Frame Relay and | nternet services with ahigh degree of quality
in an economical fashion.

The following isalist of the Frame Relay server card key benefits:

Highly efficient assembly, disassembly and concentration of Frame Relay traffic allows
for significant Frame Relay switch port savings.

High Frame Relay port density offers significant hardware savings when compared to
typical backbone switches making it suitable for deployment at the customer premises.
Bringing the frame relay network features closer to the end-user and CO reduces
backhaul charges due to efficient use of the frame relay backbone switch port.

100% compliance with industry Frame Relay standards enables ready interoperability in
multi-vendor networks.

Support for existing UNI (User to Network Interface) and NNI (Network to Network
Interface) standards implies that the frame relay server easily integrates into existing,
standards-compliant frame relay infrastructure of the service provider.

Manageability via SNMP and TELNET eliminates need for separate network
management package and offers comprehensive diagnosticsfor both physical and logical
network.

Complete Support for physical layer diagnostics. In addition, it provides network access
for awide range of devices ranging from high-speed datainterfaces (HSU), DDS
interfaces (OCU-DP, DS0-DP), IDSL interfaces (BRI), and sub-rate data (FRAD).

Comprehensive, standards-based congestion management techniques.

Standards based congestion management ensure interoperability with existing
infrastructure and enables the service provider to offer better, more cost-effective Frame
Relay servicesto its subscribers.

The Frame Relay Server can be deployed in the following application scenarios to provide a
very cost-efficient and high-quality Frame Relay access to the end-users:

Frame relay switch port savings

Frame relay and Internet service provisioning
IDSL service provisioning

Grooming and concentration in cellular networks
Central Office FRAD

Frame relay concentration at hub sites
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2.7.1

2.7.2

Frame Relay Switch Port Savings

Figure 2-20 shows an | A D equipped with one or more Frame Relay server cardsthat is utilized
at the service provider’s Central Officeto efficiently concentrate multiplelower speed Frame
Relay circuitsinto aconsolidated Frame Relay stream into the backbone Frame Relay switch.
Thisresultsin significant savingsin port occupancy on the Frame Relay switch. It isamplified
by the fact that these channelized ports on the backbone switches are much more expensive
than unchannelized counterparts.

The presence of 68 highly-integrated channelized Frame Relay ports combined with the
statistical multiplexing advantages of Frame Relay facilitate the savings by reducing the
backbone switch port occupancy by over 2.5 times (67 DSO circuitsinstead of 24 DSO circuits
on asingle channelized T1 trunk). In atypical case this reduces circuit cost per DSO by 20%.

Without Frame Relay Server

Channelized Frame Relay

circuits with smaller CIRs
7 Frame Relay
N,  Network

O
DACS

With Frame Relay Server

— Channelized Frame Relay
circuits with smaller CIRs <

S5 Concentrated Frame
Relay Stream on T1/E1 Frame Relay
Network

Figure 2-20. IAD using Frame Relay Server Cards

&

| E—

DACS

Frame Relay and I nternet Service Provisioning

The inherent flexibility of the Integrated Access System platform and the versatility of the
Frame Relay server are brought into synergy to provide significant savingsto both the service
provider and user. An 1AD isused as a CLE (Customer Located Equipment) to provide a
wide-variety of voice and data services to a multi-tenant premises. The service provider can
now add I nternet services and native Frame Relay servicesby simply installing aFrame Relay
server in the existing IAD as shown in Figure 2-21. Thereis no significant addition of new
hardware or fork-lifting of existing hardware or complicated provisioning schemes. The
Frame Relay Server aso provides a PV C backup feature which the service provider can offer
as a premium, uninterrupted service to a customer in case the primary link fails.
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The cost benefits are realized by the service provider due to:

*  Savingsin capital expenditure due to minima hardware upgrades and ease of
provisioning. In addition, the remote management capabilities of the IAD and Frame
Relay server improve the quality of service delivered thereby lowering costs.

*  Thehigh density of logical Nx56/64K ports on the Frame relay server enables very
efficient grooming and concentration of Nx56/64K Frame Relay connections to the
service provider access links.

Nx56/64

Nx56/64
or T1/E1

Nx56/64
or TI/E1

) Router
Mainframe

Figure 2-21. Frame Relay and Internet Servicesusing |AD FRAD Server

2.7.3 |IDSL ServiceProvisioning

This Integrated Access System with aFrame Relay server can be used for efficient ISDN DSL
(IDSL) provisioning for Internet access at speeds up to 128K. Each BRI card provides up to
eight IDSL portsover singletwisted pair wire. There can be up to seven such BRI cardsin an
800/900 chassis. This arrangement cost-effectively replaces external DDS CSU/DSU
equipment and offers higher bandwidth.

Each Frame Relay server supportsup to 35 NTUs at 128K over 1 T1 (with 3:1 concentration)
or 1 E1 (with 2.5:1 concentration), thereby taking advantage of frame relay’s statistical
multiplexing capabilities.

Up to 64 DS0s are channelized through the Frame Relay Server ports and are concentrated

onto asingle port connected to the network. Three concentrator ports bring in additional
NXDS0s channels to be concentrated onto the single outgoing port as shown in Figure 2-22.
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Figure2-22. IDSL Service Provisioning

Grooming and Concentration in Cellular Networks

Figure 2-23 shows how aremote cell siteusesan |AD, trademarked “CelIDAX” for all cellular
environment, to transport cellular voice and data traffic to the Mobile Switch Center (M SC).

Atthe MSC, aDCSdirectsthe CDPD traffic (typicaly, asingle DS0) from each of the 96 cell
sitesto the IAD at same MCS. Because CDPD uses HDL C framing the traffic from the 96
DS0s can be encapsulated by the two Frame Relay server cards located in the IAD. Each
Frame Relay server can take in 64 DS0Os directly into ports.

Typically the CDPD traffic is bursty and often less than one full DSO and so can be groomed
and concentrated by the Frame Relay server down to 48 or 24 DSOs depending upon the level
of concentration needed. Thisresultsin anet savings of two or three TI/E1 spans across the
regional M SCs respectively. The MD-IS (Mobile Data Intermediate System) then processes
the traffic and routes it to the appropriate destinations.
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Figure 2-23. Cellular Network Frame Relay Application

2.7.5 FrameReay Concentration at Hub Sites

In the application shown in Figure 2-24, a corporation which serves awide geographical area
through multiple branch officesis able to utilize the Frame Relay server’s ability to
consolidate and multiplex multiple NX56/64K circuits into a single high-speed facility. This
significantly reducesits access chargesfrom its service provider for its corporate Frame Relay
network. Typical examples include banks, health care providers, technology parks, etc.

The branch offices typically subscribe to a Frame Relay service with a Committed
Information Rate (CIR) of 56/64K . Atthe Head Office/Data Center thetrafficistypically from
a“farm” of front end processors, routers and servers.

Without an IAD+FRS at the Head Office/Data Center, multiple circuits would occupy
multiple portsin the service provider’s switch and would be tariffed for lower individual
Speeds.

With an IAD+FRS, the multiple lower speed circuits are consolidated and groomed into a
single/few high-speed (Nx64K) circuit. Since the marginal access charge of Frame Relay is
lower at higher speeds, due to economies of scale, this could reduce costs.
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56/64K

Data Proc.
Application

Figure 2-24. Frame Relay Concentration at Cor porate Headquarters

2.7.6 FrameRelay Server Specifications

There can be up to three Frame Relay server cardsin an Integrated Access System chassisin
non-redundant operation. The Frame Relay Server performance figure of 4000
Frames/Second was obtained using 64 byte frames. The following hardware and firmware
must be included in a system to add Frame Relay Server operation:

» 880360 CPU Control Card with 8 TI/E1 Cross Connect (redundant-capable)
«  892260/892261/892360/892460 - 8 T1/E1 Interface card w/ 128K NVRAM
» 881360 Advanced Communication Server (ACS) with 131 logical ports

* 60500 or above Host Firmware version 5.x
* 63180 - ACS Frame Relay Server firmware

2.8 Routing Server

The | P Routing Server enables the I ntegrated A ccess System to act as a gateway router to the
Internet via bundled service deployment or in private Intranet network deployment.
Specifically, the primary market for the |P Routing Server is Internet access via bundled
service arrangements (integrated access). The bundled service marketplace is smply the
provisioning of multiple servicesover asingle T1 or E1 to acustomer. Typical bundled service
arrangements include local voice service, long distance service and a data service. Internet
access is one of the possible data services. The potential market for this technology is quite
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extensive. There are over 6.5 million small businessin the US, and about 1.3 million of these
have 6 to 20 phone lines. These businesses are prime candidates for bundled service
arrangements. Carriersare aggressively targeting thismarket, asthey striveto out position one
another with integrated business telecommunications solutions.

The Integrated Access System platform is unique in that it possesses many of the qualities
listed below in aflexible form factor. As equipment and technologies mature, thereis a
constant requirement to consolidate communications equipment for many reasons, including:

* lower capital costs
* integrated management
» easeof useand installation

*  remote connection efficiency

Bundled Service Deployment

The IP Routing Server is targeted at performing boundary routing functions for access to
Internet or Intranet based services. The standard application for an IAD in thisenvironment is
in bundled service arrangements where the IAD is utilized to integrate voice circuits and an
Ethernet-based Internet port at the customer location as shown in Figure 2-25. The carrier
would typically switch the voice circuitsto the PSTN viaaDACS, while the framerelay based
data connection from the Ethernet port would be connected to a Frame Relay network for
transmission to the Internet. An external firewall can be used for providing and maintaining
security when connected to the Internet.

DACS
IAD
— — TUEL
P — R
=7 e o
PBX/Key System : Frame Relay

Network

Router IBi—s

T 7T 71

IP Network

Figure 2-25. | P Routing Server for Internet or Intranet Based Services
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2.8.3

Private Intranet Deployment

A secondary market for the P Routing Server is private Intranet access. In the application
shown in Figure 2-26, remote site A is connected to a private WAN. The remote site has a
single connection to acentralized router, which providesfull IProuting functionality. The|AD
on the right has two T1 connections, one to each of the two remote IAD, and one connection
to the router. Normally, there would be two connections to the router. However, in this
application, the IAD on the right includes a Frame Relay Server card which switches both
frame relay streams into the router.

IP Network

IP Network

Figure 2-26. Private Intranet Deployment using | P Routing Server Card

| P Routing Server Specifications

Up to three I P Routing server cards can be functional in an Integrated Access System in a
non-redundant configuration. The processor performance figure of 3500 packets/second was
obtained using 64 byte packets. The following hardware and firmware must beincludedin an
Integrated Access System to add IP Server operation:

» 880360 - CPU Control Card with 8 T1/E1 Cross Connect (redundant-capable)

e 892360/892460 - 8 TI/EL Interface card w/ 128K NVRAM

»  881161- Advanced Communication Server (ACS) with 3 WAN ports
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e 60500 or above Host Firmware version

* 67130 - IP Routing Server firmware
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Chapter 3
System Ingtallation

3.1

3.2

3.3

3.3.1

| ntroduction

This chapter providesinstructions for unpacking and installing the Integrated Access System
chassis and plug-in cards at the user site. It aso includes other information you will need to
properly install the system and refers you to other chapters for additional card-level
information.

The system can operate on either AC or DC power when equipped with the proper power
supply. Refer to the system specifications section in this manual regarding electrical and
environmental requirements.

User-Set Switchesand Jumpers

Several plug-in cards of the Integrated Access System contain on-board switches and/or
jumpers. Some cards also require you to install sub-modules for proper operation. You must
prepare these cards before inserting them into the chassis.

Chassis I nstallation

Unpacking the Chassisand Cards

Thelntegrated A ccess System chassisand cards are packed separately. When you receive your
system, unpack the boxes and check the contents for damage. If anything is damaged, contact
the shipping carrier to file aclaim. The carrier representative will aso tell you how to submit
aclaim, where to send the unit, and give you any special instructions you may need.

Pack the damaged item in its original packing materials and send it by prepaid freight to the
address you received. If the original packing materials are unavailable, pack the unitin a
sturdy box and surround it with shock-absorbing material.
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3.3.2 Prelnstallation Tips

3.3.21 |Installation Checklist
Install your Integrated Access System in the following sequence:

. Choose a suitable location for the system, as described in this chapter.

. Unpack and inspect the equipment for damage.

. Mount the chassis on the desired surface (rack, tabletop, or wall).

. Install the chassis ground connections.

. Set the chassis jumper for U.S. or European operating voltage compliance.
. Remove the power supply covers from the chassis.

. Install the AC or DC power supplies.

. Install an AC-to-DC converter (if necessary).

© 00 N O O b~ W N PP

. Install aringing generator (if necessary).

10. Verify the voltage ratings of all power suppliesin the chassis.
11. Verify the fuse ratings of the source power supply.

12. Install a CPU card.

13. Install the Interface card.

14. Ingtall the WAN cards.

15. Install server cards, asrequired.

16. Install the user (voice, data, and alarm) cards, as required.
17. Install the power supply covers on the chassis.

18. Apply power to the system and verify the power LED states.
After successfully installing the system, configure the system for operation as follows:

1. Connect aVT100-compatible terminal to the Interface card.
2. Log into the system, then register.

3. Set the Alarm Filters.

4. Configure the CPU card.

5. Configure the Interface card.

6. Configure the WAN cards.

7. Configure all other cards.
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Choosing a L ocation for Your System

The Integrated Access System requires a reasonably dust-free, static-free operating
environment, such as a computer room. Adequate ventilation is also required at the site. Do
not install the chassis in direct sunlight, which may increase the system’s operating
temperature and affect its operation.

Most of the system plug-in cards have highly sensitive componentsthat could be damaged by
static electricity. Whenever you handle any system cards, be sureto observelocal electrostatic
discharge (ESD) precautions.

The mounting brackets supplied with the chassis are needed for tabletop installation. The top
and bottom of each chassis also must be clear of objects to ensure proper air flow through the
chassis.

The system chassis can be installed on an 19-inch or 23-inch equipment rack, attached to a
wall, or placed on atabletop or other level surface. First though, make sure the desired surface
can support the weight of afully equipped chassis.

The system specifications section in this manual lists the maximum power consumption of
each system card. Use this table to cal culate the total system power consumption.

The system specifications section in thismanual also lists some typical current measurements
for each card at all DC operating voltages.

Be sure to locate the system near all external equipment to which you will connect it. Cable
lengths and physical/electrical characteristics are critical to system operation, especialy for
datasignal interfaces. Generally, higher data rates require shorter cables than lower datarates.

Also, you must use T1-grade or E1-grade cablesfor all system connectionsto those networks.
For best results, use the cables supplied by your supplier when connecting your system to the
associated external facilities. For more information on system cabling, call your supplier.

Rack Installation Tips

When installing the chassisin arack, allow at least 2 inches (5.1 cm) of space between the
chassis and the equipment above and below it for proper ventilation. Use the mounting
brackets and attachment hardware furnished with the chassis for this purpose, as outlined in
the next section. If you use other mounting hardware, you may damage the chassis or circuit
boardsinstaled init.

Also route all cablesto their destinations through conduits to enhance el ectromagnetic
compatibility (EM C) performance and facilitate future system troubleshooting. When routing
cables, be sure not to obstruct any chassis vents.
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3333

334

3341

Wall-Mount I nstallation Tips

To mount the chassis on awall, first obtain a piece of standard, marine-grade plywood (3/8
inch diameter, typical) and bolt it firmly to the desired mounting surface. This board must be
long and wide enough to cover the entire chassis length and height. The surface must be able
to support the total weight of the system (chassis plus plug-in cards).

Tabletop I nstallation Tips

The chassis should be placed on aflat, smooth surface (e.g., atable) that is free of
contaminants. This surface should be capable of supporting afully equipped chassis. Be sure
to alow enough clearance above and below the chassis for proper air circulation. You must
use the metal brackets and feet furnished with the chassis for this purpose.

Installing the Chassis

Front-Loading Chassiswith Power Supplieson Side

The front-loading chassis with power supplies on the side has eight holes on each side, as
shown in Figure 3-1. These holes are for mounting in a standard 19-inch or 23-inch rack (48.2
or 58.4 cm). The holes labeled “T” on the bottom are for tabletop mounting.

Top

O O O
F
r :
0 c
t k

O O O O

T T

Bottom

Figure3-1. Mounting Holesfor Front-L oading Chassiswith Power Supplies on the Side
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Figure 3-2 shows the mounting bracket holes. To mount the chassisin arack, first attach the
brackets to the sides of the chassi's, using the four associated 10-32 x 1/4” screws. You can
attach the bracketsto either the front or rear of the chassis. Then, use the four 12-24 x 1/4”
screws to mount the bracketed chassis on the rack.

The brackets are also reversible for mounting in 19-inch or 23-inch racks (48.2 or 58.4 cm).
For a 19-inch rack, attach the long sides of the brackets to the chassis. For a23-inch rack,
attach the short sides of the bracketsto the chassis.

Holes for Plastic Inserts ("Feet")

7 Holes for Rack Attachment

Holes for Rack Attachment <

ole for Tabletop Attachment

LMM
g7

Ny >
ole for Tabletop Attachment — 1, % Holes for Rack Attachment
:Q/o St Holes for Plastic Inserts ("Feet")

Holes for Rack Attachment < »)

Figure 3-2. Mounting Bracket Holes

If you are placing the chassis on a tabletop or other flat surface, be sure to leave enough
clearance for air circulation through the system. Make sure the chassis is accessible from the
front, and that it has at least 3/4 inches (2 cm) of room above it. Attach the metal brackets to
the chassis sides. Then, insert the plastic abrasion-protective "feet" in the holes near the ends
of the bracket.
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3.3.4.2 Front-Loading Chassiswith Power Supplieson Top

The front-loading chassis with power supplies on top aso has eight holes on the bottom of
each side, as shown in Figure 3-3. Attach the mounting brackets of Figure 3-3 to these holes
on each side of the chassis, in order to mount the chassisin a 19- or 23-inch rack. Or, attach
the brackets to the two holes on the bottom of the chassis for mounting on a tabletop or other
flat surface.

Top

~30 =
oo W

Bottom

Figure 3-3. Mounting Holesfor Front-L oading Chassiswith Power Supplieson Top
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Chassis Installation

3.3.4.3 Two-Sided Chassis

The two-sided chassis have 12 holes on each side, as shown in Figure 3-4. These holes

facilitate mountingin a19- or 23-inch rack (48.2 or 58.4 cm). You can attach the front, middle,

or rear of this chassis to arack, using the mounting brackets as previously shown for the
front-loading chassis with power supplies on the side. To place atwo-sided chassis on a

tabletop, attach the mounting brackets to the two holes on the bottoms of the chassis sides.

Figure 3-4. Two-Sided Chassis M ounting Holes

Top
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Bottom
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Be sure both the front and rear of the chassis are accessible for inserting and removing cards.
Thevoice, data, and WAN cards, and the power cables, are attached to connectors at the rear
of thechassis. Table 3-1 liststhe minimum clearances required between the system chassisand

the nearest objects.

Table 3-1. Minimum Two-Sided Chassis Clear ances

Clearance Front Rear Top Bottom
Inches 10 15 3/4 2
Centimeters 25 38 2 5

Reference Guide
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3.4

v
v

34.1

v

3.4.2

3-8

Power Suppliesand Ringing Generators

The power supply and ringing generators (8901, 890220, 8903, 8905, and 890620) system can
consist of up to two power supplies, two AC-to-DC converters, and up to fiveringing
generators. External -48V talk battery and ringing generators may be used instead of the
internal units. Use the following guidelines to determine your power supply and ringing
generator requirements.

Note: The 8908 unit can only be installed in the 891930 chassis.

Note:  When a 300 Watt power converter (8908) isrequired, thereisno need to usearinging
generator unless there are analog voice cards installed in the system. If a ringing
generator isrequired, it can be placed in one of the other, non-contiguous slots. (e.g.,
300 Watt power converter in slot HP1 and ringing generator in slot R2).

System Power (Redundancy)

The system aways requires a 120/240VAC (8901), -48VDC (890220), or 24V DC (8907)
power supply. For backup, you may add a second identical power supply, which will share the
load of the system. If one supply fails or is removed, the other will continue to power the
system aslong as the system power requirements are within the 55W output of asingle power
supply. Otherwise, it too will fail.

Note: Even though the 24 VDC supply has specifications listed as positive throughout this
manual, it can be used with a negative voltage (-24V). Because of the extremely small
number of applications that would require -24V, it is not covered in this manual.

-48V Talk Battery Requirements

Talk battery is required whenever you have voice user cards in the system, unless (a) al of
those are E& M cards and are used in the Transmission-Only mode, or (b) Type 1 E&M
signaling isused. A -48 VDC power sourceisalso required for usewiththe ALR 4+4 or ALR
4+3PF External Alarm Cards, OCU-DP cards, and to provide sealing current for BRI cards.
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The-48 VDC tak battery can be provided from an external source, or by using a115 VAC to
-48 VDC Converter. This unit isonly available for 115 VAC sources. A similar AC-to-DC
Converter isalso available for use with either 115 or 220 VAC.

3.4.3 Setting the U.S./European Configuration Jumper

Before inserting any cards into the chassis, set its JP1 jumper for either the U.S. or European
configuration. Thisjumper isshown in Figure 3-5; it is on the resource card backplane and is
accessible from the chassis front. The default jumper setting isUS (for systemsinthe U.S. and
Canada). To change the chassis electrical configuration for European compliance (EUR),
move the jumper to pins 2 and 3.

JP1 JP1
0 E 1 nlel1
% 2 % E 2
) )
Ulle|3 Wie] 3
U.S. Configuration European Configuration

Figure 3-5. JP1 Jumper Settings

Also be sure to set the jumper on the system resource cards and external alarm cardsto agree
with the above setting for the chassis. Refer to the associated chapters in this guide for
information on those card jumpers.

3.4.4 Ingtalling the System Power Cards

Next, install power supplies, AC-to-DC power converters and ringing generators into the
system chassis as described in this section. However, do not apply power to the system until
you finish installing these cards, AND after making the power and ground connections to the
chassis as described in the next section of this chapter.

o.
CAUTION!

Failureto follow the procedures mentioned above will result in damaging the boar ds.
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3.4.5

3.4.6

3.4.7

3.4.8

3-10

Talk Battery Supply Fuses

The fusefor the DC Power Supply isin aremovable cartridge next to the DC input socket on
the front or rear pane (depending on which chassis you may have). The power supply should
have a5Amp fuse on it. Refer to the system specifications section in this manual.

AC Power Supply and DC Power Supply Fuses

The AC power supply and DC Power Supply fuses are already built in to the supplies. When
unpacking the unit a power cord will bein the box. The AC inlet connector islocated in the
front or rear of the chassis. Refer to the system specifications section in this manual .

Installing AC or DC Power Supplies

To ingtall the AC or DC power supply in a chassis, first remove the panel covering the front
power slot. Then, hold the power supply by itsmetal handle and align the printed circuit board
(PCB) edges with therail guides of either power supply slot. Push the unitin until itisfirmly
seated in the backplane connector, and replace the panel cover. For redundant power supplies,
also insert asecond AC or DC power supply into the adjacent dot.

When the AC or DC power supply isinstalled and power is applied, the green LED on the
front panel of the power supply should light. A problem existsif this LED does not light.
Verify that the power supply is properly seated in the connector. Also check the external power
source and connections to the power supply. If the power supply is properly seated, and the
external power source and power connections are operational, replace the power supply.
Replace the panel cover.

Installing the -48V Converters (8903/8905)

Toinstall a-48V Converter in achassis, proceed asfollows. Refer to the system specification
section in this manual for the -48V Converters. Figure 3-6 shows the location of the fuse on
the converter board.

1. For atwo-sided chassis, remove the panel covering the rear power slots. You may insert
or remove the modulein any of the five rear slots while power is on or off. For a
front-loading chassis, remove the panel covering the front power slots. You may insert or
remove the panel while power is on or off.

2. Hold the converter by its metal handle and align the PCB edges with the slot rail guides

in the chassis. Gently push the converter in until it isfirmly seated in the backplane
connector.
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3. When the power converter isinstalled and power is applied, the green LED on the front
panel of the converter should light. A problem existsif thisLED doesnot light. Verify that
the power converter is properly seated in the connector. If so, also check the external
power source and connection to the power supply. If the power converter is properly
seated, and the external power source and power connections are operational, replace the
converter.

4. Replace the panel cover.

v

Note: There are two different types of 100W -48V Converters; one with full range and one
with limited. 8903 - 120V only, 8905 - 120/240V.

Fuse

£ —

[ ]

Ol Olle
e
oL

Connector
Figure 3-6. -48V Converter Fuse

ﬂ

Handle

OO

3.5 Ringing Generators

The ringing generator provides aringing voltage of 105 VAC (nominal) at 20 Hz for
simultaneously ringing 11 voice ports. If more than one ringing generator isrequired in the
same chassis, they must have the same model number. Ringing Gener ator scannot be mixed
with 8906 and 890620 in a single chassis.

Make sure the system usesa -48V power source before installing any ringing generators. You

can install up to four ringing generators in a two-sided chassis, depending on the availability
of its slots. The front-loading chassis can have only one ringing generator each.

Reference Guide IMACS System Release 5.1.6 311



Ringing Generators System Installation

351

4

3.5.2

3-12

When two or more ringing generators are used, the outputs of all ringing generatorsarelinked
together by OR circuits on the ringing bus. One generator must be jumpered asthe MASTER
and the others must be jumpered as SLAV Es. The master ringing generator then synchronizes
the ringing signals on theringing bus. Refer to the system specification section in this manual
for the ringing generators.

Ringing Gener ator s (8906/890620)

Ringing generators are needed if the system has FXS or FXS-C cards, or if it has FXO or
FXO-C cards with ports connected to Manual Ringdown (MRD) circuits. The 20 Hz ringing
voltage may be provided either by an external source or with a Ringing Generator, which
requires the presence of -48 VDC in the system. Ringing Generators cannot be used in
conjunction with external ringing sour ces.

The ringing generators provide a ringing voltage of 105 VAC at 20 Hz for 11 simultaneously
ringing voice ports. Since most systems will not have that much activity, asingle Ringing
Generator might provide all of the power necessary to run the system. In a group where
incoming calls are at aminimum, 30 to 50 stations could share the same ringing generator.
Small groups with heavy incoming call volumes might require two or more Ringing
Generators. This condition should alert you to the need for additional equipment.

CAUTION!

Do not mix 8906 and 890620 Ringing Gener atorsin the same chassis.

The compatibility of power sources used together are summarized in the system specification
section in this manual.

Installing the 105V Ringing Generator (8906/890620)

Toingtal a 105V Ringing Generator, proceed as follows:

1. Makesure power isturned off beforeinserting theringing generator (8906 only).
The 890620 may beinstalled with power applied (“Hot swapping”). The 890620 ring
generator has improved operating efficiency resulting in lower operating temperatures
which promote alonger life expectancy and support of more analog voice ports per ring
generator. It also providesinrush current control during start-up alowing for hot insertion
(plugging) without disrupting the Integrated A ccess System power supply busses.

2. Makesure jumper W201 isinstalled if thisisthe only ringing generator in the unit, if itis

the MASTER ringing generator, refer to Figure 3-7. If thisisa SLAV E ringing generator,
cut jumper W201 with wire cutters.
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3. For atwo-sided chassis, remove the panel covering the rear power slots. You can insert
the generator into any of the five rear slots. For the front-loading chassis with power
supplies on top, remove the panel covering the front power slots, and insert the module in
any of thefive slots. For the front-loading chassis with power supplies on the side, insert
the ringing generator only into ot R1.

4. Hold the unit by its metal handle and align the PCB edges with the slot rail guidesin the
power supply backplane. Gently push the unit in until it isfirmly seated in the backplane
connector.

5. If the power supply isinstalled and power ison, the LED on the front panel of the ringing
generator should illuminate green. A problem existsif the LED isnot illuminated. Verify
that the MASTER/SLAVE settings are correct, and that the unit isfirmly seated in the
connector. If so, replace the ringing generator (it is faulty).

v

Note: In previousreleases the ringing generator LED flickered, indicating a functioning
unit.

6. Replace the panel cover.

Power
| |[sus
JP2[@e] Edge
Connector
Slavelz|
Master \
~ Master/Slave
Jumper
q |

Figure 3-7. 105V Ringing Generator Jumper Setting
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3.6

3.6.1

3-14

System Power and Ground Connections

After installing the system power cards into the chassis, make the power and ground
connectionsto the chassis as described in this section. Each chassis hasaterminal strip for the
DC voltage, ringing generator, and ground connections.

Front-L oading Chassiswith Power Supplieson the Side (891630)

Figure 3-8 and Figure 3-9 shows the AC and DC power and ground connectionsto a
front-loading chassis with power supplies on the side.

Connect the grounds and DC power signalsto thisterminal block by inserting the wires (max.
14 gauge wire) in the proper slots, then tightening the screws adjacent to the slots to secure
the connections. For safety reasons, no more than one-eighth inch (0.125") of each connecting
wire should be exposed. No uninsulated wire should be visible from the terminal block.

The power terminal block also provides dual power connections at V, and Vg where
redundant power feeds are required. The V, pins feed power supply slot S1, and the Vg pins
feed power supply slot S2.

In addition, you can connect the V pins of the block to an external -48V sourcefor powering
voice cards and their circuits. The COM (common) pin isthe systems digital ground
connection, and the RGR (ringer) pinisfor connecting an external 20 Hz ring generator input
to the chassis. The ringing voltage bias is selected by a connection to V+ or V-

When operating from a DC source, a protective earth ground must be connected to the
“Protective Earth/Chassis Ground” (&) terminal block location. When operating from an AC
source, this connection is made througn the power cords “third wire” ground.

If your system will be connected to voice circuitsthat use E& M or FX ground-start signaling,
connect the chassis ground terminal to the same chassis ground used by the external PBX or
other system. Tying the chassis grounds together will ensure proper signaling operation and

transmission between the two ends of each circuit.
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v

Note: If-48 VDC is applied to V, or Vg. DO NOT connect external power to Vy.

I 1 1 | |

rRIF —-IT I+ —lcC M

G o=

R1|Vy N Vg | M

48 VDC Source
Protective Earth/Chassis Ground

+ -48 VDC Return
- -48 VDC Supply

A,I

Optiona Telecom Signaling Ground

Figure3-8. DC Terminal Block on Front-L oading Chassiswith Power Supplieson the Side
in aDC Environment

v

Note: Optional Telecom Signaling Ground - It may be required when the -48 VDC source
output is not referenced ground or when the system is AC powered. It is only needed
for the proper operation of the Telecom Ground Sart and E& M signaling circuits.
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I4_ (. ) AC “third wire” Ground

Optional Telecom Signaling Ground

Figure 3-9. AC Power Connector on Front-Loading Chassiswith Power Supplieson the
Sidein a AC Environment

v

Note: TheAC“thirdwire” ground is connected to the system’s protective earth lug, located
inside the system chassis.
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3.6.2 Two-Sided Chassis (891830)

Figure 3-10 shows the DC power connector block on the two-sided chassis with power
supplies on the side. Figure 3-11 shows the AC power connector block for the same chassis.

Connect the grounds and DC power signals to this block by inserting the wires in the proper
slots, then tightening the screws adjacent to the slots to secure the connections. For safety
reasons, no more than one-eighth inch (0.125") of each connecting wire should be exposed.
No uninsulated wir e should be visible from the power connector block.

The power connector block also provides dual power connections at V4 and Vg where
redundant power feeds are required. The V, pins feed power supply slot F1, and the Vg pins
feed power supply slot F2.

In addition, you can connect the V , pins of the block to an external -48V sourcefor powering
voice cards and their circuits. The COM (common) pinisfor asignal ground connection, and
the RGR (ringer) pinisfor an external 20 Hz ringing input to the chassis. Theringing voltage
biasis selected by a connection to V i+ or V-

When operating from a DC source, a protective earth ground must be connected to the
“Protective Earth/Chassis Ground” (@) terminal block location. When operating from an AC
source, this connection is made through the power cords “third wire” ground.

If your system will be connected to voice circuitsthat use E& M or FX ground-start signaling,
connect the chassis ground terminal to the same chassis ground used by the external PBX or

other system. Tying the chassis grounds together will ensure proper signaling operation and
transmission between the two ends of each circuit.

v

Note: If-48 VDC is applied to V or Vg. DO NOT connect external power to V.
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Optiona Telecom Signaling Ground

48 VDC Source

-48 VDC Return

-48 VDC Supply

Protective Earth/Chassis Ground

Figure 3-10. DC Terminal Block on Two-Sided Chassiswith Power Supplieson the Sidein
a DC Environment

v

Note: Optional Telecom Signaling Ground - It may be required when the -48 VDC source
output is not referenced ground or when the system is AC powered. It is only needed
for the proper operation of the Telecom Ground Sart and E& M signaling circuits.
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AC “third wire” Ground

_,I
Optional Telecom Signaling Ground

Figure3-11. AC Power Connector on Two-Sided Chassiswith Power Supplieson the Side
in a AC Environment

v

Note: TheAC“thirdwire” ground is connected to the system’s protective earth lug, located
inside the system chassis.
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3.6.3

3-20

Power Enhanced Chassiswith Power Suppliesin Front (891930)

Figure 3-12 shows the terminal block on the front-loading chassis with power enhancement
on top. Although the terminal block is oriented vertically on this chassis, it provides an
improved external terminal block that requires additional jumpersto provide power to user
cards that apply voltage to the CPE device.

The Vya and Vg leads were added to provide an interface for a separate, redundant or
non-redundant power source to the system. The Vya and Vg leads are no longer referenced
tothe V, and Vg leadsrespectively. Asaresult this condition if you are running aDC system
with -48VDC connected to the V (F1 Power Supply) or Vg (F2 Power Supply) leads, you
will not have any battery applied to any of the user cards that require the -48V DC towardsthe
CPE equipment. There must be a separate source applied to the V ya or Vg leadsto provide
the -48V DC source to the connecting CPE equipment. If asecond sourceis not available you
may install ajumper from the V, or Vg source leads using 16 gauge wire. The V, or Vg
source feed must also be 16 gauge wire if ajumper between leads is required.

The telecommunications voice signaling ground is referenced ground connection to the Viya +
sideor V g+ Side of the-48VDC power system. Both of these feeds are referenced to the same
place on the backplane. This reference ground can occur at the Integrated Access System
power connection strip or at the-48V DC power source, which ever ismore effectiveif having
multiple connections back to a ground source is not desirable. The wire connection between
the Vya+ VNB+ Va+ O the Vg, terminas, and areferenced ground is required to eliminate
ground isolation between connection devices. I f this ground connection isnot maintained,
and one side of the connection equipment is not referenced to an earth ground then a
floating ground condition can occur causing the voice circuitsand the voice signaling to
react erratically when either end of the connecting equipment triesto start the circuit.

When running the system in an AC environment with an AC/DC converter installed in the
chassis, the Vya+ Or V g+ Must have the same ground ref erence as the connecting equi pment
so as not to produce afloating ground potential as discussed earlier.

Sitesusing only loop start telecommunication circuits (no ground start or E& M signaling) can
operate properly without the Telecom Signaling Ground.

When grounding the system, use 14 gauge solid wire for a single connection to the terminal

block connector. When thereis no way to provide multiple separate ground feeds use 16 gauge
solid wire to connect from one terminal block pin to another terminal block pin with aground
feed on one of the terminal block pinsthat are looped together. If you use different gauge wire
on thefeed terminal block pin and the looped terminal block pinsthe connection may not have
the proper integrity dueto the larger size wireimpeding asolid connection to the smaller wire.
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Inall previousversions, the chassis and ground was either tied together viatheterminal block
connector or when the logic cards were inserted and secured with the panel screws. This
caused the ground scheme of the system to be automatically tied together via the logic card.

48 VDC Source

= NhA
-48 VDC Return Vaa  H =%
-48 VDC Supply -
- o =2
ull] W%
1= ]
Protective Earth/Chassis Ground ©) [

Terminal Block

Figure 3-12. DC Terminal Block on Enhanced Chassiswith Power Supplieson Top in a
DC Environment with one Power Source

v

Note: The diagram above only depicts one DC power source which would support the F1
power supply. If a redundant power configuration is desired, then a second power
source would be applied to the Vg (+ & -) leads. A separate feed isnot required to the
Vg (+ & -) leads unless a redundant feed is preferred.
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A “third wire” Ground %
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RGR |!ﬂ| HM‘Z]_
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Terminal Block Va :'%
vy :EI_@_
~Ana rmn A

Figure3-13. Power Enhanced Chassiswith Power Supplieson Top in an AC Environment
with an -48VDC AC/DC Converter for Voiceor Data Applications
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3.7

3.8

3.8.1

Powering Up the System

After connecting the chassis to the external power sources and making the proper ground
connections, apply power to the chassis. Plug the AC power cord into the associated electrical
outlets, or turn on the external DC power supply. Then, observe the following front-panel
LEDs:

1. Thegreen power LED islit on the power supply faceplate. If redundant power supplies
are used, this LED islit on both cards.

2. If AC-to-DC converters are installed, their green power LEDs light.

3. If theringing generator isinstalled and power is on, the LED on the front panel of the
ringing generator should illuminate green.

If these LEDs are not lit, first verify that the external power sourceis providing power to the
chassis, and check the connection between that source and the chassis. Also be sure each card
isfirmly seated in its chassis slot.

If AC-to-DC converters are used, also check their jJumper settings as previoudly described. If
all of these conditionsare met, replace the card on which the green LED failsto light; that card
isfaulty.

|nstalling the Other Plug-In Cards

Install the remaining cardsinto their designated chassis dots.

Some cards have on-board switches or jumpers that you must set before insertion into the
chassis. These cards and their settings are summarized at the beginning of this chapter. Also
refer to the associated card reference guides for detailed instructions for each card.

| nter face Cards (892260 / 892360 / 892460)

Install an Interface (INF) Card (892260, 892360 or 892460) into the IF dot of the chassis.
Only one INF card is used in each system. This card provides the connections to the external
user interface control systems, alarm reporting facilities, and T1 and/or E1 networks and
system docking.
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3.8.2

v

3.8.3

3.84

3-24

CPU Card (880360)

Install a CPU-5 XCON Card into slot C1 of the system chassis. If redundant CPU cards are
used, also insert an identical card into slot C2. Refer to the CPU section in this manual for
details. After installing these cards, verify that the green LEDs illuminate on their faceplate.
If theyellow LEDsilluminateinstead, check to seeif the CPU card isregistered. If the yellow
LEDs are still illuminated, replace the associated cards.

Note: The Host Code in the CPU only recognizes the first four digits of any card. For
instance 812960 will display 8129 on the screen.

WAN Cards (800060 / 801060 / 801460)

Install the Wide-AreaNetwork (WAN) Cards (800060, 801060, 801460) into the W1 through
W4 chassis dots. But, each system can have up to four WAN cards. Each card aso requires
the proper type of sub-modules (T1 DSX/E1 and CEPT, T1 CSU), depending on whether it
interfaceswith aT1 or E1 network. Refer to this manual for more information on the various
WAN cards currently available.

After installing the WAN cards, verify that the green LEDs illuminate on the WAN faceplates.
If their yellow LEDs light instead, check that the T1s are active. If the yellow LEDs are still
illuminated, replace the associated cards.

Server Cards

Thelntegrated Access System offers varioustypes of server cards, including ADPCM (8871),
FRS (881160), MCC (881360), IDSN-PRI (884060), PRI-BRI (881162), and IPR (881161,
883060 and 883160). Each system can have up to three server cards, which fitin slotsP1, P2,
and P3 of the chassis. Refer to the Server Card Reference Guide for moreinformation on these
and other server cards available with this system.

When installing server cards into your system, note that some are labeled “ ACS’ on their
faceplate gjectors, regardless of the type of service they provide. This label identifies the
actual card itself, whichisphysically the samefor some server applications. However, an ACS
card can be individually software-configured as aframe relay server (FRS), management
channel concentrator (M CC), asynchronous transfer mode (ATM) server, or PRI-BRI server.
Therefore, the specific server type for each card (FRS, MCC, ATM, ISDN-PRI, PRI-BRI,
IMUX, IPR, etc.) appearsonly in the user interface screens, which are described in the Server
Cards Reference Guide.
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3.85 User Cards

The system also has humerous user cardsfor connectionsto voice and datacircuits at the CPE,
and alarm cards for system alarm reporting to/from external facilities. The user cardsgoin
slots U1 to U8 of the two-sided chassis and front-loading chassis with power supplies on top.
Or, they go in slots P1 to P4 and W1 to W4 of the front-loading chassis with power supplies
on the side.

You can install up to seven user cardsinto afront-loading chassis with power supplies on the
side. If you have this chassis type, you must reserve one of the “W” or “P” dotsfor either a
WAN card or a server card.

3.8.6 Connecting Cablestothe Cards

After inserting the cardsinto the system chassis, connect them to the external equipment,
using the proper cables. The cards have various types of connectors on their faceplatefor those
connections.

Some cards have 50-pin Amphenol-type jacks on their faceplate. To connect a cable to this
type of jack, first plug the male connector of the cableinto thejack and push it in all the way.
Then, tighten the mounting screws above and below the cable connector.

For modular (RJ-11 and RJ-48) jacks, push the cable’s mating plug into the jack until it snaps
into place. However, do not try to force the plug into the jack.

For DB-9 and DB-25 jacks, first plug the cable's mating connector firmly into the jack. Then,
thread the screws on either side of the cable connector into the standoffs above and below the
card jacks, and hand-tighten them.

Refer to Appendix C. Pinouts in this guide for more information on the associated card jacks
and signa pinouts.
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Chapter 4
System Configuration and Operation

4.1

4.2

4.3

43.1

Basic Operations

This chapter providesinstructionsfor configuring the I ntegrated Access System for operation
after installing it at the equipment site.

Before performing the proceduresin this chapter:

1. Besureyour Integrated Access System is installed and powered up.

2. Determine your system’s specific configuration requirements. These depend on your
network and customer premises equipment (CPE) interfaces. If this configuration
information already exists, obtain it from your system administrator or engineers.

3. Obtain aterminal with VT-100 or VT-102 emulation and an RS-232 to RJ48 cable for
these procedures. The terminal will be connected directly to the TERM port on the

Interface card in your system. It allows you to access the system and then configureit for
operation with your network and CPE.

Basic Screen Map and L egend
To make system access, configuration and testing easy, the system presents you with a series

of user interface screens. Each screen displays various fields of information, and you can
change the data in those fields as required by your system and external interfaces.

System Initialization

System initialization consists of registering your system then logging into it for additional
configuration. These operations are described on the following pages.

Registration
To register your system after starting it up for the first time, proceed as follows:

1. Be sure your system and local terminal are both powered up.
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2. Connect aV T100-compatible terminal to the TERM jack on the Interface card front
panel. Use a cable with an RJ-48 modular plug on one end for this connection.

3. Configure the terminal to operate at 9.6 kbps, 8 data bits, no parity, and 1 stop bit.

4. Pressthe RETURN key. The Registration Screen in Figure 4-1 appears.

“g Integrated Access System - HyperT erminal
Fle Edit “iew Cal Transfer Help
siEEE N EE
*** M ssing Registration Data ***
Press ‘R to update Registration
Zip | Debug | Reg | Backup | rEstore | Main
|Connected 0:22:10 [vT100 |9600 &N-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo i

Figure 4-1. First Time Registration Screen

5. Press“R” to update Registration.

6. Enter password as shown in Figure 4-2. Refer to Table 4-1 for default passwords and
access level, press the <Enter> key.

4-2 IMACS System Release 5.1.6 Reference Guide



System Configuration and Operation System | nitialization

“g Integrated Access System - HyperT erminal
Fle Edit “iew Cal Transfer Help

D] 5(3| Ols

Your Product Name
Your Conpany Name

Node: unknown

Version: 5.1.6

| Connected 0:00:12 [vT100 |9600 &N-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo

&

Figure4-2. First Time Login Screen

7. Enter your vendor code in the Vendor Code field. See Figure 4-3 below, pressthe
<Enter> key.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown Welcomwe ta Registration

Enter Vendor Code: -

If you do not khnow your Vendor Code, enter 101,

| Connected 0:00:54 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure4-3. Welcome to Registration Screen

The Vendor Code for this Integrated Access System is given in aregistration sheet that is
usually packaged with the Power Supply Cover panel.

8. Select the type of chassis used (front-loading with power supplies on the side,
front-loading with power supplies on top, or front/rear loading with power supplieson the
side).

9. If the vendor code and chassis types selection are both correct, type Y to confirm and
save that data. Otherwise, type N to return to the screen for changes.

The system now automatically restarts with the correct application parameters. Proceed to the
next section, log into the system, and start configuring it for operation.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown Melcowme to Registration

Wendor Code: 101

Systew Package:
1. Front - Loading Only / Power Supplies on side
2. Front - Loading Cnly / Power Supplies on top
3. Front & Rear Loading / Fower Supplies on side

Select one: I

| Connected 0:03:35 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure 4-4. Selecting Chassis Type Screen
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4.3.2

4-6

“g Integrated Access System - HyperT erminal
Fle Edit “iew Cal Transfer Help

Dl=| 513

System Name
Copyri ght (C) Conpany Nane 1991- 99

Testing and initislizing the system

| Connected 0:34:37 [vT100 |9600 &N-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo

B

Figure 4-5. Testing and I nitialization Screen

The system will display the “ Testing and Initializing the System” screen in Figure 4-5 above.
When testing and initiaizing is compl ete the screen will go blank. Pressthe <Enter> key. The
System Login Screen will display. See Figure 4-6.

L ogging Into the System

Thefirst step in starting an operator session isto log into the system. You must enter a
password that allows you to perform the required tasks on the system. The initial (default)
login passwords correspond to four different access levels, each alowing you to perform
certain tasks. Table 4-1 lists the default passwords and describes the access levels.

The" Superuser” password isthe highest level of access, followed by “Manager”, “ Operator”,
and “Viewer” in sequence. Each level allows you to also perform all operations available to
the other levels below it. For example, if you log in under the “ Operator” password, you can
configure the system and perform diagnostic tests, or you can simply view the current system
status and configuration data, which are the only tasks permitted under the “ Viewer”
password.

All passwords are case-sensitive for maximum security. For example, the system handles
TechMan, TECHM AN, and Techman as three different passwords.
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You can change your Manager, Operator, and Viewer passwords at any time. See your system
administrator to change your password or access levels.

Table 4-1. Default Passwordsand Access L evel
Access Default Descrintion
Level Password P

superuser FREF KK FEE Special access for maintenance and diagnostics, to be used
under the direction of a qualified technician. Reserved for
internal use only.

manager Manager Full accessto all configuration options, diagnostic tests, and
password control.

operator Operator Read/write access to configuration and diagnostic features.

viewer Viewer Read-only access to configuration and diagnostic features.

To log into the system from alocal terminal, proceed as follows. To log in from aremote PC
refer to details later in this reference manual.

1. Press <Enter>. The Login Screen depicted in Figure 4-6 should appear. If not, press
<Enter> repeatedly until it does.

2. If the Login Screen does not appear after you press <Enter> several times, check your

terminal settings (they should be 9.6 kbps, eight data bits, no parity, and one stop bit).

Reference Guide
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“g Integrated Access System - HyperT erminal

Fle Edit “iew Cal Transfer Help

D= 58] s

Your Product Name
Your Conpany Name

Node: unknown

Version: 5.1.6

| Connected 0:00:12 [vT100 |9600 &N-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo

&

Figure4-6. Typical Login Screen

3. Contact your system administrator for your Password. Enter your password. Then,
press RETURN to accept the password, which will allow you to configure your system
after logging in for the very first time. Refer to the next section for descriptions of the
various operator password levels.

4. A System Main Screen appears. Figure 4-7 shows this screen for atwo-sided chassis
and afront-loading chassiswith power supplies on top. Figure 4-8 showsasimilar screen
for afront-loading chassis with power supplies on the side. Refer to the next section for a
discussion of the Integrated Access System’s user interface screen hierarchy.

This completesthe login process. If you are not familiar with the user interface screens of the
system, read the next section before proceeding. Otherwise, continue with the desired
operation.
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#z Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 5151

= E?‘gﬂ

unknown

Alarms | Config | Del |

3lot Installed dtatus 3lot
Ci 3533 IF
cz Tl
F1 FRSxE65 5553553553 oz
Pz us
B3 ADPCM-64x]l sS333533355 T4
i C3U+CaT s= us
Wz CEPT+CEFPT == s
w3 D3E+DSE EE uv
wa us
F1 PE1 RI
Fz

Installed dtatus

INTF +modem

Esl
FXO
E&M
FX0
ALER

H=1T-
3RT-
3RT-

4Wx3-6 sSsssssss

ZWx5-6 sSsssss3s
4WxEER =s=2ssss333
2Wx5-6 sSs3533333

s
S30xe ==
4z2x4 3533
LDx10o s@gsgs3328

9 10:40

Logout =] 3 | cpusiitch

|E0nnected o0e:24

[wT100

[9E00 8-M-1 [SCROLL

|D’-\F‘S |NUM |Eapture |F'rintec:h0

B

Figure 4-7. Typical System Main Screen (Two-Sided Chassisand Front-L oading Chassis
with Power Supplies on Top)
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

lghéﬂ g?LSl;ian i

unknown | 09-Z5-99 10:41

S3lot Installed Jtatus

c1
cZ
P1/U71 FR3x68 s3s33333s
Pz/1U2 FEO ZWxS-6 sSs=ss33s3s
P3/U3 ADPCM-64%]1 ss355538
U4/1U4 FIEO ZWxS-6 ssssssss

5353

Wi/UE CSU+CIT ==

Wz/U6 CEPT+CEPT 53

W3/U7 DSE+DSX ==

Ww4/1U5  SRU-LDx10 sSsssss3sss
IF INTF+modem

31 P31

32

BRI

Alarms | Config | Del | accepT | Econ | sY¥s | Logout | sEr | ©Oos | cpusWich

|Connected 0:03:17 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure 4-8. Typical System Main Screen (Front-L oading Chassiswith Power Supplieson
the Side)

44  System Screens

The system screen will display each card that is currently installed onto the system a ong with
the card status and location.

441 System Main Screen

After you login, a System Main Screen similar to Figure 4-7 or Figure 4-8 appears, showing
all of the cards currently in the system. The chassis slot locations, card types, and current card
operational states also appear in this screen.

The highlighted line at the bottom of the screen lists some actions. Press the |etter key that
corresponds to the desired action you want to perform. For example, to go to the Alarms
Screen (Alar ms action) and see the current system alarms, press “a” (can betyped in either
uppercase or lower case). Table 4-2 summarizes the System Main Screen actions.

Table4-2. System Main Screen Actions
‘ Action ‘ Function
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444

Alarms Brings up the Alarm Screen. Refer to "Alarms and Alarm Filters’ later in
this chapter.

Config Sets up the system using a standard configuration.

Del Removes an out-of-service (OOS) card from system memory.

accepT Removes the current card settings. Used when replacing a card in any slot
with a different kind of card.

Xcon Brings up the cross-connect screens.

sYs Brings up the system screen for high-level system testing and maintenance.

Logout Logs you off the system.

Oos Allows authorized operators to take cards out of service.

cpusWich Switches from the active CPU card to the redundant CPU card, if the system
is configured for CPU redundancy.

CPU Card Satus

The CPU card status will display s (standby) when a CPU card is properly inserted into sot
C1 or C2for dl chassistypes. The CPU card status will display a (active) when router ports
C1, C2, C3 or C4 are set to active mode from the nx64 screen. For further explanation on how
to set router port parameters, please refer to the nx64 section located in the CPU card chapter
in this System Reference Guide.

Power Suppliesand Ringing Generators Card Status

The power supply status will display PS1 when a power supply is properly inserted into ot
F1 or F2 for the front-loading chassis with power supplies ontop and the front & rear loading
chassiswith power supplieson side. For the front-loading chassiswith power supplieson side,
the status will display PS1 when properly inserted into slot S1. The ringing generator(s) will
display RINGER next to the slot indicator Rl on all chassis types.

Voice and Data Card Satus

The System Main Screen also displays the status of the individual circuit ports of all WAN,
Voice and Data cardsin the system. This information appears next to the card type, as shown
in Figure 4-9. The lowercase |ettersin the Status column fields indicate the states of the
individual card ports. The possible values for each port are s (Standby), a (Active), t (Test), |
(currently in a Loopback state), and r (on a Redundant WAN or ADPCM card).
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown | 09-25-99 10:44
3lot Installed dtatus 3lot Installed dtatus

Ci CPU XCCON 3533 IF INTF +modem

Ca Tl Ecll 4WxE-6 s==sssss
F1 FRSxE65 5553553553 oz FEQ 2Wx5-6 sSsss5s3s55
Pz 3 E&M 4xSER sS=sszsss
B3 ADPCM-64x]l sS333533355 T4 F¥Q 2Wx5-6 sS33353335
i C3U+CaT s= us ALER s

Wz CEPT+CEFPT == s HSU-530x2 ==

w3 DEXE+D3E 35 v JRU-4zZZx4 3533

ma s 3RU-LDx10 s@gsgs3328
F1 PE1 RI

Fz

Alarms | Config | Del | accepT | Econ | sY¥s | Logout | sEr | ©Oos | cpusWich

|Connected 0:11:39 [wT100 [9E00 8-M-1 [SCROLL  [C&PS [NUM [Captue  [Print echo

&

Figure 4-9. Typical Card Satus Display

From the System Main Screen, you can also access other screens, as shown in Figure 4-9.
These screens are described in the following paragraphs.

445 Server Card Satus

Port status for the ADPCM and ISDN-PRI Server cards is determined in the same way as
Voice and Data cards, with the possible status values of s (Standby), a (Active), andr (on a
Redundant card).

Port statusis determined somewhat differently for the FRS and M CC Server cards, sincethese
cards have more logical ports than can be represented on the screen.

4451 FRSCard
The FRS Card has atotal of 68 logical ports:

* 4 high-speed ports (C1-C4)
* 64 user-scaleable ports
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4.4.6

The status for these FRS portsis represented by eight characters. The first four characters
represent the status of each C port (C1-C4). The last four characters represent the status of
groups of 16 ports (1-16, 17-32, 33-48, and 49-64). If any one of the logical ports in one of
these groups is active, the status of that entire group will appear as active (a).

MCC Card
The MCC card has atotal of 132 logical ports:

* 1 Ethernet port (E)
» 3 high-speed ports (C1-C3)
e 128 user-scaleable ports

The status for these MCC portsisrepresented by ten characters. Thefirst character represents
the status of the Ethernet port. The second character represents the status of the combined C
ports (C1-C3). Thelast eight characters represent the status of groups of 16 ports (1-16, 17-32,
33-48, 49-64, 65-80, 81-96, 97-112, and 113-128). If any one of the logical portsin one of
these groups is active, the status of that entire group will appear as active (a).

Card Main Screens

Each card in the system has a Card Main Screen associated with it. You can go from the
System Main Screen to any Card Main Screen and configure that card. From a Card Main
Screen, you can access a Test Screen to perform tests on the card, or (in some cases) a
Performance Monitor Screen to view transmission performance data.

Figure 4-10 showsatypical Card Main Screen. The highlighted line at the top of every screen
isthe header. It lists the node name of the system, the current card type and abbreviated
description, the card design revision and serial number, and the current system date and time.

The card configuration parameters and current option settings appear in numerous rows and

columns below the header. Thisregion of each screen lists the options on the left and one or

more associated columns of datafieldsfrom left to right. You can change the settings in those
fields as required for each card.

The status and data entry change line appears just above the bottom line of the screen. When
you choose afield to edit and press <Enter>, this line shows the currently available option
settings for that field. Make al configuration changes on this line.

The highlighted areain the upper right corner shows the current alarm status data. In Figure
4-10, an Out-Of-Service (OOS) aarm has occurred on the card in chassis slot U3.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

INTF +modem Rev E1-0 2Ser 04424

unknown | IF

| 09-28-99 10:45

1

PRIMARY CLOCK
EXT1 RATE n/a
EXT1 FORMAT n/a
EXT1 FRAME n/a

SECONDARY CLOCEK int

EXT2z RATE n/a
EXTz FORMAT n/a
EXTz FRAME n/a
CURRENT CLE int
Serv Wan USEr

| Undo | Refresh | Time | ACD

| proFiles | taBbs | Ports | Main

|Connected 0:12:58 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

B

Figure 4-10. Typical Card Main Screen

The bottom line of each Card Main Screen lists other actions you can perform by simply
pressing theletter key that correspondsto the uppercase letter of your desired action. In Figure
4-10, for example, if you press“s’, you will invoke the Save command, which saves the
current option settings in the system’s memory. The actions you can choose from thisline
depend on which card and screen you are currently accessing. Refer to the associated chapters
in this guide for descriptions of those actions.

Test and Debug Screen

You can also go from the System Main Screen to a Test and Debug Screen, which allows you
to perform system-level maintenance operations. You can back up the system configuration
onto an external computer after saving and subsequently editing it, and (if necessary) you can
restore that configuration to the system. You also can erase the system configuration and
restart the system with asingle “zip” command. Or, you can re-register your system
configuration if you change to a different chassis.

The system software also has a built-in debugging utility. However, this utility isonly
available to factory software engineers. The system maintenance functions are described in
the “Testing and Debugging” section later in this chapter.
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Time Slot Configuration and Cross-Connect Screens

From the System Main Screen, you aso can access a Configuration Screen that lets you
automatically configure the system. This time-saving function assigns DS0 time slots of the
system’'s T1 and E1 WAN linesto certain user voice and data cardsin your system. Or, you
can access alower-level screen that lets you cross-connect DSO time slots between two T1 or
E1 lines connected to the system. Refer to these time slot configuration operations|ater in this
manual.

Card Configuration

Selecting and Configuring Your Cards

The System Main Screen lists all installed cards next to their slot numbers. To access a card
from the Main Screen. Move the cursor in the Installed column with the arrow keys until the
desired card is highlighted, then press <Enter>. The associated Card Main Screen now

appears.

Use the arrow keys to move the cursor around in any card screen. When changing card
parameters, some settings require you to enter your own values on the keyboard, while others
allow you to select from alist of pre-programmed option settings.

To enter auser-defined valuein afield, first highlight that field by moving the cursor to it and
press <Enter>. Then, type the desired value on your keyboard and press <Enter> to storeit in
that field.

To choose an option setting from alist of displayed options, press <Enter> with the associated
parameter field highlighted. A series of available option settings now appears for that field.
Use the right-arrow and | eft-arrow keys to move the cursor to the desired setting, and press
<Enter> to store that setting in the highlighted field.

Be sure to configure each card according to your networking requirements. From the System
Main Screen, select each card in turn and change the options for that card from its Main
Screen. Select the Save command by pressing “s” after making all the changesfor acard, then
press“m” to return to the System Main Screen and choose another card. Similarly configure
each remaining card in your system.

Once configured, the card settings are permanently stored in Non-Volatile Random Access
Memory (NVRAM) on the Interface card. This card is labeled INF on its faceplate jector.
You can then replace faulty cardsin your system without having to reconfigure the new cards.
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If you replace a card with an identical type new card, the system automatically copies the
NVRAM datafrom its Interface card to the new card. However, if you replace a card with
different type of card, you must first delete the existing card settings from the slot before the
new card will be recognized by the system. The System Main Screen will display the new card
type with a status of “REJ” (Reject).

If acard (voiceor data) in adot isgoing to be changed with a different type proceed with the
following:

1. Physically remove the card from the slot.

2. From the Main Screen, highlight the card dot and press“D” (Dédl). This deletes all
settings from the removed card slot.

3. Place the new card in the slot and ensure that it is properly seated.

Recording Your Configuration Settings

You should always record the configuration option settings for each card after you set them.
This information may be needed later for system operation. To record the card configuration
data, first photocopy the pages showing the Card Screensin the associated chapters of this
guide. Then, mark the option settings you want to use on those pages, and store the pagesina
safe place where they can be readily obtained.

You can also record screen settings by “ capturing” each edited screen onto your computer
terminal whileyou arelogged into the system. To do this, your computer must have a software
program capable of capturing the actual screens as text files. The communications software
you use to access the system may have this ability. You can then copy the screensto aword
processing program, print them out, and store them electronically.

Reinitializing the System

The system storesinformation about its currently installed cards, the card configuration option
settings, WAN connections, passwords, and other datain nonvolatile memory (NVRAM) on
the Interface card. Thiscard islabeled INF-E, INF+M, or INF on its faceplate ejector. Your
connection to the system is through the Interface card.

When you remove and replace most card types, the NVRAM remembers the previous card
settings. If the same kind of new card isinserted in the slot, you do not need to reprogram the
settings. However, if you replace acard with adifferent type of card, the system letsyou del ete
the old card, so that you can program new parameter settings for the new card (see the Accept
function described in this chapter).
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When you remove and replace an Interface card, the system automatically resetsitself. If the
new Interface card was not previously used, you must re-register the system. If the new
Interface card was previoudy used, either it will useitsinterna settings, or the system will
request that you “zip” it, causing it to be reprogrammed.

When you remove and replace aCPU card with an identical CPU card, the system re-initiates
the Interface card’'s NVRAM and writes the old parameters (including your current
passwords) to the new CPU card. Your CPU card is labeled CPU-5 on its faceplate jector.

R4

Note: You must always use a CPU-5 XCON card in your system. CPU cardswith any other
designations marked on their gjectorswill not work.

If the CPU card is replaced with an identical CPU card but the new card has a different
firmware version, a“zip” may need to be performed. The exception is when the firmware
change is a maintenance release. (For example upgrading from a5.1.3 to 5.1.6).

“g Integrated Access System - HyperT erminal
Fle Edit “iew Cal Transfer Help
siEEE N EE
]
* Zoftware revision has been changed #+%%
Press 'Z' to zip the Systemw
Zip | Debug | Reg | Backup | rEstore | Main
-
| Connected 1:40:54 [vT100 |9600 &N-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo i

Figure 4-11. Cold-Start NVRAM Test Screen.
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WARNING!

The"Z" command will start the ZIP process. "Zipping" the system deletes all of the information
stored on NVRAM and resetsit. All cards must then be completely reconfigured.

4.7

4.7.1

4-18

When you press “z”, the system will display the main log-in screen and ask for password
authorization from either the Manager or Operator access level. After you enter the correct
password, the system asks, "OK to Zip the system (y/n)"? Press “y” to have the system test
and reinitializeitself. All NVRAM information will be erased from the Interface card, and a
new log-in screen will appear.

Alarms

Alarmswarn you of problems by reporting possible system hardware or external facility
failures. The Alarm screen is accessed from the System Main Screen by pressing the "A" key
to go to the Alarm Screen (see Figure 4-12 through Figure 4-14). The Alarm Screen displays
the currently active alarms (if any) and providesaccessto the Alarm Filtersand Alarm History
screens. Figure 4-12 shows atypical Alarm Screen with an active alarm.

Alarm Screens

Refer to Figure 4-12. To view the current system alarms, you can go from the System Main
Screen to an Alarm Screen. From the Alarm Screen, you can then go to an Alarm Filters
Screen and set up the alarm reporting filters. Or, you can accessan Alarm History Screen (log)
and view alarmsthat were previoudy logged by the system. These screens and operations are
discussed in the “ Alarms and Alarm Filters” section later in this chapter.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown

Letive Alarms: 20 FPage 1 of 1
00025 Wi-1 C3U+C3T ¥ CGh RED 05-25-99 10:49:54

00024 Wi-1 CSU+CEU m O3 09-25-99 10:49:51

Refresh | pgUp | pgbn | History | Filters | Main

|Connected 0:17:10 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure 4-12. Typical Alarm Screen

Thefirst character set (00025 in the above display) isthe Alarm Sequence Number. Thisisa
sequential number from 1 to 65,535. It identifies the alarm for tracking and maintenance. In
the above example, the Alarm Sequence Number is 25.

Thesecond character set (w1-1) isthelocation of the problem by chassis slot number and port
number. In this case, the WAN card in chassis slot W1 is affected, and port 1 of that card has
reported the alarm.

Thethird character set (CSU + CSU) isthetype of card affected (in this case, a WAN card
with two T1 CSU modules).

The fourth character set isthe alarm modifier (in this case, M indicates a major alarm). See
the“Alarmsand Alarm Filters’ section later in this chapter for more information about alarm
modifiers.

Thefifth character set (CGA_RED) is the type of alarm generated (in this case, a CGA-Red
alarm on WAN port W1-1).

The last two character sets are the date and time the alarm was logged.
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Alarm Filter Settings

You can set filtersfor each alarm so that the alarm reports occurrencesin anumber of different
ways. Figure 4-13 shows the Alarm Filters screen, which isaccessed by pressing "f" (Filters
command) on the Alarm Screen.

“g Integrated Access System - HyperT erminal

File Edit %iew LCal Transfer Help
unknown

1 2 3
(010 out of Service major aco-off
NOS No Signal log minor aoo—off
L3 Loss of 3Syno log minor aco-off
YEL Tellow Alarm log minor aco—-off
LTS Llarm Info Signal log minor aco—off
CGAL FED cCarrier Group - Red log major aco—-off
CGA_YEL cCarrier Group - Yellow log major aoo—off
EER Excessive Error Rate ignore minor aco-off
SENSOR ALlarm card sensor log minor aco—-off
DCHAN D-chan out of service ignore minor aco—off
SWITCH Switech to redundant card report major aco—-off
UCh User card/port alarm ignore minor aco—off
RESET System reset report major aco-off
ACO Alarm Cut-O0ff Llogr minor n/a
SYNC Clock 3vync Llarm ignore minor aco—off
EER-3 Error rate above 10e-3 ignore minor aco—-off
PLC_0OCF D33 PLCP OQut of Framing ignore minor aco—off
PLC_LOF D33 PLCP Loss of Frame ignore minor aco-off
PLC_YEL D3J3 PLCL Vellow Alarm ighore minor aco—-off
Sawve | Undo | Refresh | Main
-
|Connected 0:17:45 [wT100 9600 8-M-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo 7

Figure 4-13. Alarm Filters Screen

The first column of the Alarm Filters Screen is the alarm abbreviation that appears when an
alarm is generated. The second column is the associated full name of each alarm. Table 4-3
describes each alarm appearing in the Alarm Filters Screen.

The third column contains the filtersignore, log, and report. Set thefilter toignore if you
want the system to ignore the alarm. Or, set it to log if you want the system to show the alarm
report on the screen and aso log it into the Alarm History, as described later in this chapter.

Set thefilter to report if you want the system to send (report) the alarm indication to aremote
device. With this setting, the system will aso display the alarm report on the screen and log it
into the Alarm History.

The fourth column of the Alarm Filters Screen contains the filter modifiersinfo, minor,

major, and crit. This column specifies alevel of importance (information only, minor alarm,
major alarm, or critical alarm) for each alarm. These settings are described later in thischapter.
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Thelast column setsthe alarm cutoff (ACO) to aco-off or aco-on. These settings are explained
later in this chapter.

Thefilter in the third column takes precedence over its modifier. If, for instance, you have an
alarm filter set to ignor e, the setting of the modifier asinfo, minor, major, or crit will be
ignored. Refer to system specifications section in this manual for alarms and their meanings.

Table 4-3. Alarm Filters

Filter

Alarm

M eaning

00S

Out of Service

The card, power supply or ringing generator is faulty or has been
removed from the unit.

NOS

No Signal

Incoming WAN signa islost.

LOS

Loss of Synchronization

Frame Alignment islost.

YEL

Yellow Alarm

The system has received a Yellow Alarm signal from aremote
device. Usually received when the device loses WAN signal or
synchronization.

AIS

Alarm Information Signal

The system hasreceived a Blue Alarm signa from aremote device.
Usually received when the remote or intermediate device has a
major failure.

CGA_RED

Carrier Group Alarm - Red

The local incoming WAN signal has a serious problem and trunk
conditioning is started. After receiving aRED alarm (NOS or LOS)
for 2-3 seconds, the system initiates the appropriate trunk
conditioning sequence (see voice cards for information about the
TC_CGA setting) and sends a Yellow Alarm to the remote device.
If the system isin drop/insert mode, it also sends an AIS signal to
the downstream equipment.

CGA_YEL

Carrier Group Alarm -
Yellow

The system hasiinitiated trunk conditioning in responseto a Yellow
Alarm from aremote device. After 2-3 seconds, the system initiates
the appropriate trunk conditioning sequence (see voice cards for
information about the TC_CGA setting).

ERR

Excessive Error Rate

The error rate measured by the system has exceeded the threshold
set on the WAN card.

SENSOR

Alarm Card Sensor

The Alarm Card sensor hasreceived an alarm indication from an
attached device.

DCHAN

D-chan out of service

If the network side D channel loses contact with the user side, an
alarm message will be generated. The alarm message will show the
dlot # and D channel # where the problem exists.

SWITCH

Switch to redundant card

The primary card has failed and the system has switched to the
redundant card.

UCA

User card/port alarm

One or more active ports on auser card are not working properly.
Voice portswill show an alarm for excessive signaling transitions
and data ports will show an alarm for exceeding the data error
threshold.

RESET

System reset

The system has been reset by either loss of power or by a system
software upgrade.

Reference Guide

IMACS System Release 5.1.6

4-21



Alarms

System Configuration and Operation

ACO

Alarm Cut-Off The ACO option forces you to manually clear certain darms.
Without this option, self-correcting alarms might not be noticed.
When the ACO option is set to either Report or Log and the
modifier is set to Mgor, alarms will report normally but will aso
generate an ACO aarm. If the modifier is set to Minor, it will not
generatethe ACO alarm. If thefilter is set to I gnore, no adlarms will
be generated. This can depend on whether or not CPU is set for
latch or CUR.

SYNC

Clock Sync Alarm The SYNC alarm is generated when either the primary or secondary
external clock sourceislost. Thisalarm isin addition to the
condition that lost the clock source (CGA-RED or OOS).

ERR-3

Excessive Error Rate While using transcoder operations for E1 that involve downstream
(10e-3) tributaries, setting EER-3 to “report” will cause an alarm to appear
ontheloca system when E1 transmission errors exceed 10e-3 (1in
1000). The local EER-3 alarm will identify the effected WAN link
(i.e, W1-1) and take it out of service. Simultaneously, the
downstream tributary will receive an AlS alarm to warn them of the

condition.

PLC OOF [DS3PLCP Out of Framing |Physical Layer Convergence Protocol is Out of Framing.

PLC LOF |[DS3PLCP Lossof Frame |Physical Layer Convergence Protocol has Lost Framing.

PLC_YEL |DS3PLCL Yellow Alarm [Physical Layer Convergence Protocol isreporting a Yellow Alarm.

BP_OOS Backplane Out of Service |[Indicates an interna corruption of amessage that may be caused by
avariety of external or interna events. (See further description of
BP_OOS below.)

4.7.3 Alarm Modifiers

4.7.4

4-22

Each alarm may a so be designated as | =info, m=minor, M=major or C=crit. Thefilter
modifier appears on both the active alarm and alarm history screens.

If the system has an External Alarm card (optional), the occurrence of any alarm designated
ascrit will trigger aform-C relay contact on the External Alarm card. Therelay contact action
sets off an annunciator or lamp at the equipment site. Similarly, the occurrence of any alarm
designated asmajor triggers adifferent contact and activates another external indicator. Refer
to the Alarm Card Reference Guide for more information on the External Alarm cards.

Alarm Cutoff (ACO)

The ACO (Alarm Cutoff) security featureis used by the system to alert an operator to alarms
that clear themselves while the system is unattended. The ACO option settings are aco-on and
aco-off. If ACO is set to report or log alarms, any alarm set to report or log with a major
modifier brings up an additional alarm message on the screen. You must manually clear this
message, which isthe ACO alarm message (depends on whether or not CPU is set for latch or
CUR). The ACO isused with the node port of the Interface card. It can also trigger an external
alarm device, such asabell or lamp, that must also be manually cleared.
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4.7.5

4.7.6

All ACO alarms must be cleared from the Interface card screen. ACO alarms can be cleared
automatically or manually.

Backplane Out of Service (BP_0Q0YS)

The host CPU polls each card periodically for avariety of information and alarm status. The
card responds with amulti-field message to the host with such information as alarm condition
(either active or not and type of alarm), slot number, etc. Alarms are automatically set or
cleared based on the contents of these messages returned by each card. For the BP-OOS alarm,
the slot number reported from acard is corrupted for an OOS type aarm. The CPU reports
BP-OOS when it indexes outside the boundaries of a defined alarm.

Possible causes for this alarm type include:

1. Improper grounding of the system. Floating lines on the backplane can cause the
message between card and host to be corrupted, so proper grounding can have a positive
effect on removing this condition.

2. Improper seating of cards may cause an intermittent error where the CPU receives
incorrect data from the card.

3. Defective serial memory on acard or defective NVRAM on the I nterface card can also
cause this condition to occur in the field.

4. In earlier software releases, if an operator erroneously attempted an OOS operation on
an empty slot, a BP-OOS alarm would be generated. Protection for this condition was
added in recent software releases to prevent this alarm from being reported under this
condition.

Once activated, this alarm can only be cleared as follows.

a) For causetype 4 above, contact technical support to clear the alarm that does
not require step b) to be performed.

b) For all conditions other than type 4 above, the system must be zipped
(resetting al the possible alarm codes off).

Alarm Handling

The report alarm function attempts to send alarm information to a remote printer, network
management system (NMS), or other device, in addition to recording the alarm in the Alarm
History log. These features use the built-in serial port and modem on the Interface card. You
also need to change the settings in the Printout Alarms Screen or TCP/IP Screen of the
Interface card to activate the alarm reporting functions.
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“g Integrated Access System - HyperT erminal

Alarms set to either log or report record occurrences automatically to the Alarm History
Screen. To view that screen, press“h” (History command) in the Alarm Screen. Figure 4-14
shows atypical Alarm History Screen, in which you can update the log with any new alarms
that occur. To do this, press“r” to select Refresh in the Alarm History Screen. Or, to delete
all entriesiin the log, press “c” to select Clear in the Alarm History Screen.

The alarm log may contain more than one screen (page) of data. To scroll through the log,
press“u” or “d” (pgUp or pgDn) to move up one page or down one page at atime. The latest
alarms appear at the beginning of the log, which is on the first page of the alarm log.

All alarms (except those set to ignore) appear inthe Alarmsfield in the upper right corner of
the screen, regardless of their setting in the Alarm Filters screen. The display in the Alarms
field isan abbreviated version of the aarm name and slot number. For example, “O0S U3"
indicates that the card in user dot U3 is out of service.

File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown

History Alarm=: 23 Page 1 of Z

0o0z3 P3 ADPCHM-64x1H QO3 05-25 10:43:49 09-25 10:45:53 _
Q0022 W3i-2 DIE+DIX m Lo3 09-25 10:42:44 09-28 10:42:45
00021 W3i-1 DIE+DSE m LO3 05-28 10:42:44 09-28 10:42:45
00020 Wi-z CSU+HCEU m MNO3 09-28 10:42:43 09-25 10:4Z2:44
00019 Wi-1 C3SU+C3T mw LO3 09-28 10:42:43 09-28 10:42:44
ooois C1 CPU XCON M REIET AZ 05-28 10:4Z:42 09-2Z5 10:4Z:42
Qo017 <1 CPU ZCON M RESET E 09-25 10:42:35 09-28 10:42:35
00016 Wi-Z DIE+DSX m LO3 05-25 10:41:53 09-25 10:41:54
00015 W3-1 DISE+DSX m LO3 09-28 10:41:53 09-25 10:41:54
00014 Wi-2 CIU+CET mw O3 059-28 10:41:52 09-28 10:41:53
00013 Wi-1 CSU+C3U m LO3 05-25 10:41:5Z2 09-25 10:41:53
ooolz <1 CPU ZCON M RESET A2 09-28 10:41:51 092-25 10:41:51
oooi1 <1 CPU XCON M RE3ET E 09-25 10:41:45 09-28 10:41:45
00010 W3-z DISE+DSX m MNO3 09-28 10:37:42Z2 09-25 10:37:44
00009 Wi-1 DIE+DSE mw O3 09-28 10:37:42 09-28 10:37:44
00005 Wi-z  CSU+CSU mw O3 059-25 10:37:42Z2 09-28 10:37:43

Clear | pgUp | pgln | Main

|Connected 0:12:44 [wT100 [9E00 8-M-1 [SCROLL  [C&PS [NUM [Captue  [Print echo

B

Figure 4-14. Typical Alarm History Screen

Time Sot Configuration Screen

From the System Main Screen, you can access a Configuration Screen by pressing “c”
(Config) that lets you automatically configure the system. This time-saving function assigns
DS0 time dots of the system’s T1 and E1 WAN linesto certain user voice and data cardsin
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4.9

4.10

4.11

4.12

your system. Or, you can access a lower-level screen that lets you cross-connect DSO time
slots between two T1 or E1 lines connected to the system. Refer to these time dot
configuration operations later in this manual.

Deleting an Out of Service Card

When auser card isout of service the screen will display an OOS in the status field next to the
associated card installed. If you still want to remove this card press “d” (Del) to delete this
card from the System Main Screen. The system will display a message, “OK to lose card
settings (y/n)?’, press“y” and the system will removethat card from the System Main Screen.

Accepting New Card Settings

When a user card is replaced with adifferent type of card the system will remove the current
card settings. The system will show “REJ” on the System Main Screen. Press“t” (accepT) in
the System Main Screen to accept the new settings.

Cross-Connecting (XCON)

From the System Main Screen, you can access a Cross-Connect Screen by pressing “x”
(Xcon) that lets you cross-connect WAN time slots between T1 and E1 links. Refer to the
Cross-Connecting WAN Time Slots section later in this manual.

System Level Maintenance

You can also go from the System Main Screen to a Test and Debug Screen, by pressing “y”
(sY s) which allowsyou to perform system-level maintenance operations. You can back up the
system configuration onto an external computer after saving and subsequently editing it, and
(if necessary) you can restorethat configuration to the system (refer to the backup and restore
section later in this chapter). You also can erase the system configuration and restart the
system with asingle“zip” command. Or, you can re-register your system configuration if you
change to a different chassis.

The system software also has a built-in debugging utility. However, this utility isonly
available to factory software engineers. The system maintenance functions are described in
the “Testing and Debugging” section later in this chapter.
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4.12.1 Test, Debug, Backup & Restore

Advanced configuration and diagnostics are available through the use of the sY's (sY stem)
command from the System Main Screen. Pressing “y” brings up the Test and Debug screen
shown in Figure 4-15.

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

Te=st and Debug

Zip | Debug | Reg | Backup | rEstore | Main

|Connected 0:19:29 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

B

Figure 4-15. System Test and Debug Screen

4.12.2 Zippingthe System

Figure 4-16 shows atypical Zip Screen, which appears when you press“z” in the Test and
Debug Screen.

o.
CAUTION!

The"Z" (Zip) command allows a user logged in under the Operator or higher password level to
reprogram the entire system. Because the options for all cardsin the system will revert back to their
original factory settings, be sure to carefully consider the consequences of "zipping" your system
before doing so.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

Te=st and Debug

Zip will reboot the system. Ok to Zip (y/n)?

Zip | Debug | Reg | Backup | rEstore | Main

&

| Connected 0:49:37 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

Figure 4-16. Zip Screen

4.12.3 Debugging the System

The D (Debug) command isonly availableto factory personnel with apassword authorization
higher than "Superuser." It gives access to the system software coding.

4.12.4 Registering the System

The R (Registration) command allows a user with Operator or higher password authority to
change the system registration. The original registration is explained earlier in this chapter.
You must have this information to properly re-register the system. Do not use thiscommand
during normal system operation.

Theregistration procedure consists of three steps. First, you must enter the vendor code. Then,
you must select the type of chassis used. Finally, confirmation of the proposed changesis
required (Y =yes, N = no).
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4.12.5 Pre-TFTP Backup and Restore Prepar ation

To perform backup and restore upl oads/downloads via the TFTP function, one of the
following two methods of connection to aLoca Area Network (LAN) network must first be
selected.

1

Thefirst option requires that the system to which you will download be powered and
running through an active MCC server card that is connected to a LAN. The connection
must be made either in the box that will receive the downloaded or in aremote box routed
through thelocal CPU that is set as a gateway using | P protocol. You must be ableto ping
the MCC card and the local and remote CPU host | P addresses from the PC or server that
you intend to use asa TFTP server and vice versa. The DEF RTE on the MCC Ethernet
configuration screen must be set to static and must include the | P address of the PC or
server from which you aredownl oading the firmware. You may need to change the routing
table on your PC to include the MCC ethernet address as the gateway, or the local host
address as the gateway for the system receiving the file as the destination | P address.

The second option isto connect to the Integrated Access System interface card’'s COM
(C2) port to which you will download the firmware using PPP or SLIP protocol at 19.2k
or 9.6k respectively. Again, you may need to change the routing table on your PC and/or
on the router or terminal server through which the PPP/SLIP connection runs.

Note:  Your PC must have some sort of TFTP or TFTPD server software installed and

running when you are downloading the binary files to the system. If you are using
TFTPD type softwareit is easier if you set the root directory to indicate where the
binary file is located at the TFTPD root screen. This eliminates the need to enter a
path at the file name screen during the download process. If you are running a TFTP
software package, consult the user guide accompanying the software for details on
configuring and using the software.

4.12.6 TFTP Backup for 5.x.x

4-28

Follow theinstructions listed below to perform a TFTP backup.

1

2.

Log into the Integrated Access System using the Manager Password.
Press“Y” for System at the main menu.
At the Test and Debug screen press “B” for Backup.

The NV Ram Backup screen will appear. Using the arrow keys to navigate the cursor,
highlight the Protocol selection and press Enter.
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5.

6.

7.

8.

10.

Select Flash using the arrow keys and press Enter (NV Ram must be backed up to Flash
before proceeding with tftp or xmodem backups).

Press“ G” for Go-an NV image overwrite command confirmation appears (i.e.,Previous
NV image, cksum: 0x2DF05, date 09-8-96 05:58 overwrite (y/n)?). Enter “Y” for yes.

Confirmation appears when the NV Ram flash backup is complete. Press Enter as
prompted on the screen.

TFTP backup is now ready to proceed. Select TFTP by highlighting the appropriate
protocol using the arrow keys. Press Enter when TFTP is highlighted.

Press“G” for Go.

A series of four questions must be answered to complete the backup process. The
questions are as follows:

The system asks for the desired number of mismatch retries. Enter an appropriate number
between 1-40, with 20 as default. Press Enter.

The system asks for the desired number of Timeout Retries. Enter an appropriate number
between 1-10, with 4 as default. Press Enter.

Next, the system requires the |P address of the PC or TFTP server to which the backup
will be sent. Following entry of the IP address press the Return key to continue.

Finally, the system requires entry of the filename for the backup being performed.
Following entry of afilename the backup process begins. A TFTP backup complete
message appears when the process finishes.

Finally, the system requires entry of the filename for the backup being performed.
Following entry of afilename the backup process begins. A TFTP backup complete
message appears when the process finishes.

4.12.7 TFTP Restorefor 5.x.x

Follow theinstructions listed below to perform a TFTP restore.

1

2.

At the main menu press“Y” for System.

Press“E” for Restore at the Test and Debug menu.

Usethe arrow keysto highlight the Protocol selection and press Enter.
Select TFTP and press Enter.

You will receive an NV Ram image overwrite confirmation message. Press“Y” for yes.
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10.

11.

Enter the desired number of Mismatch retries and press Enter.

Enter the desired number of Timeout Retries and press Enter.

Enter the IP address of the PC or TFTP server and press Enter.

Enter thefilename for the backup you wish to restore and press Enter. Restoration begins.

Following completion of the restoration process, the system will prompt to restore data
with the image that was uploaded. Press “ Y” for yes.

The system asksto reboot. Press“ Y” for yes. The system reboots and configuration
becomes active.

4.12.8 ASCII Backup Procedure

Following the steps listed below to perform an ASCII backup.

1

2.

Log into the Integrated Access System.
Press“Y” for System at the main menu.
At the Test and Debug screen press “B” for Backup.

The NV Ram Backup screen appears. Using the arrow keys to navigate the cursor,
highlight the Protocol selection and press Enter.

Using the arrow keys highlight ‘ascii’ (ASCII isthe normal default selection) and press
Enter.

Prior to starting the backup and restore process you must set the terminal emulation
package to XMODEM 1K or XMODEM, otherwise the process will fail.

From the Terminal Emulation window select Capture Text File. The system will prompt
for the desired filename and path to store the backup file. Following entry of this
information press Enter.The filename must include.txt as an extension or the backup will
not function properly.

FromtheNV Ram Backup screen press“ G” for Go. TheIntegrated Access System begins
transferring the configuration to atext file. Upon completion, the system prompts you to
enter “m”. You must first select Capture Text from the Terminal Emulation Menu and
select Stop. You may then proceed with pressing “m” .

4.12.9 ASCII Restore Procedure

Following the steps listed below to perform an ASCI| restore.
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From the main menu press“ Y” for System.

Press“E” for Restore.

Select “ascii” from the Protocol selection using the arrow keysto navigate. Press Enter.
Press“ G” for Go.

From the Terminal Emulation Screen Menu select Send Text File. The system prompts
for the filename and path. Following entry of appropriate information, the restore process
begins. If a process completed message appearsimmediately following the start of the
process, an error has occurred. If this happens, check to ensure that the file being sent to
the system includes aTXT extension.

Upon completion of restoration, the system prompts you to press ESC twice. The system
then reboots itself.

Following reboot, press“Y” for Yes when prompted. The system configuration
information should be restored.

4.12.10 XMODEM 128k and XM ODEM 1k Backup

Follow the stepslisted below to perform an XMODEM 128k or XM ODEM 1k backup. (Note
that XMODEM 128k is slower than XMODEM 1Kk.)

1

2.

Log into the Integrated Access System on which the backup isto be performed.
Press“Y” for System at the main menu.
When the Test and Debug screen appears, press “B” for Backup.

The NV Ram Backup screen next appears. Using the arrow keysto navigate the cursor,
highlight the Protocol selection and press Enter.

Select Flash using the arrow keys and pressEnter (NV Ram must be backed up to Flash
before proceeding with TFTP or XMODEM backups).

Press“G” for Go. An NV Ram image overwrite command confirmation appears (i.e.,
Previous NV image, cksum: ox2DF05, date 09-08-96 05:58 overwrite (y/n)?) Enter “Y”
for yes.

A confirmation appears upon completion of the NV Ram backup to flash. Press Enter as
prompted on the screen.

Prior to starting the backup or restore process, ensure that have the PC emulation package
issettothe XMODEM or XMODEM1K typeformat, otherwise an error will occur during
the process. XMODEM backup is now ready to proceed.
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10.

11.

12.

Select XMODEM 128k or XMODEM 1k by highlighting Protocol using the arrow keys.
Press Enter when the XMODEM protocol to be used is highlighted.

To begin backup, press“G” for Go and press Enter.

From the terminal screen select “ Receive File” from the appropriate file menu. The
system prompts for a backup storage directory and filename. Following entry of the
appropriate information, backup begins. With most terminal emulation software (i.e.,
Hyperterminal, ProCom, or Smartcom) a status window will appear during the backup
process.

A system backup completion message appears and the system then prompts you to press
Enter to continue. The backup is now complete.

4.12.11 XMODEM 128k and XM ODEM 1k Restore

Follow the steps listed below to perform an XMODEM 128k or XMODEM 1k restore. (Note
that XMODEM 128k is slower than XMODEM 1Kk.)

1

2.

10.

4-32

Log into the Integrated Access System to be restored.

To restore a previous backup access the main menu. Press“Y” for System.
Press“E” for Restore at the Test and Debug screen.

At the NV Ram Restore menu select Protocol and press Enter.

Select the proper XMODEM transfer method and press Enter.

Press“G” for Goto begin restore. The system will prompt whether or not to overwrite the
current NV Ram image. Select “Y” for Yes and press Enter.

From the terminal emulation window select “ Send File” . Enter the correct location and
filename of the backup to be restored and press Enter. Restoration should begin and a
progress monitor screen will appear.

Upon completion of the restoration, the system prompts whether or not to restore the NV
Ram image, select “ Y” for Yes.

The system prompts whether or not to reboot. Select “ Y” for Yes.

Following system reboot, login as usual and proceed as appropriate.
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4.13

4.14

4.15

Taking a Card Out of Service

The user can “O0S’ (Out Of Service) acard for various reasons by pressing “O” (O0S)
from the System Main Screen. Some reasons that the card isin OOS state may be that the card
isn’'t working properly, the system needs awarm boot or troubleshooting acard. A card that is
working properly cannot be set to Out of Service (OOS) without first removing the card.

CPU Switching

This host release provides CPU redundancy switching by pressing “W” (cpusWtch) from the
System Main Screen. The CPU redundancy switchingisfrom aCPU in dot C1 to aredundant
CPU in dot C2. When this process takes place the CPU in slot C2 is now active and the CPU
in slot C1 isredundant. Refer to the CPU Card Redundancy section later in this manual.

Time Sot Assignment

This section provides instructions for assigning DSO0 time slots to the voice and data cards of
the Integrated A ccess System. It also providestime slot cross-connection and broadcast setup
instructions.

The Integrated Access System maximizes the use of incoming and outgoing T1 and/or E1
lines. You can do this by assigning specific channels, or DS time slots, to voice and data cards
in the system. You also can cross-connect time slots between T1 and/or E1 WAN ports of the
system.

The CPU Card alows you to connect one DSO time slot to another. Throughout this chapter,
these connections are called " pass-through" circuits because they link atime slot from one T1
or E1 lineto another through the system. You can therefore have up to eight separate T1 or E1
links on four WAN cards, in any cross-connect combination.

The following sections of this chapter describe several ways for you to administer your
networks and correctly allocate transmission bandwidth to meet your needs. The next section
deals with assigning time slots to the user voice and data card. The second section describes a
time-saving tool known as the Configuration option, which automatically assigns sequential
WAN time slots to the ports of user voice cards.

The third section deals with cross-connecting WAN time slots to other WAN time dots. The
fourth section addresses a special application that supports the ability to broadcast a data
signal over multiple WAN aggregates.

The fifth section describes signaling status, signaling, and companding conversion. The last
section shows you how to view the time slot map after making your assignments and
Cross-connections.
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4.15.1

41511

4.16

4.16.1

4-34

This chapter defines "assigning time slots" as the process of connecting user card ports to
WAN ports and time slots, and it defines " cross-connecting time slots” as the process of
connecting WAN time slots to other WAN time slots in the system.

M odes of Oper ation

In the 5.x system, the only mode available is XCON.

XCON M ode (XCON)

The XCON mode allows the user to cross-connect DSOs to user voice or data cards or to
cross-connect any DS0 on any WAN card to any DS0 on any other WAN card in the system.
The “Mode” setting on aWAN in a XCON system will only indicate the X CON option.

Assigning Time Slots

You must use atime ot map to specify the connections between all incoming and outgoing
lines connected to the system. Thetime slot map letsyou split up your T1 and E1 bandwidths
into portions required for normal voice and data communications. It contains the connections
for al cardsin your system.

Assigning a Time Slot to a User Card Port

You can define atime slot map from any user card (data or voice) for connections involving
that card, or fromaWAN card for cross-connectionsinvolving only WAN cards. For example,
Figure 4-17 shows the E& M Card Main Screen for the time slot assignments. Assign time
slotsto avoice card as follows:

1. From the System Main Screen, select the desired voice card and press <Enter>. That
card’s Main Screen appears.

2. Select the WAN port from which you want to assign time slots to the E& M card. In
Figure 4-17, thisisW1-1 (for WAN 1, port 1).

3. Select atimeslot (TS) for the first card port. A number appears at the bottom of the
screen for the corresponding time dot on the WAN port.

4. Set the time slot number by using the up and down arrow keysto highlight it, then press
the <Enter> key.

5. Change the STATE of the port from stdby to actv.

6. Repeat steps 2 through 5 for the remaining card ports, to assign time slots to them.
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7. Press“s’ to save your settings, using the Save command in the Card Main Screen.

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

-
unknown | U1 E&M 4W<5-6 -J
2 3 4 5 B 7 =]
STATE antv antv antv antv antv antv antv
WAN/ SRV wi-1 wi-1 wi-1 wi-1 wi-1 wi-1 wi-1 wi-1
TS o1 oz [k 04 0s [a] o7 og
MODE e&m e&m e&m e&m e&m e&m e&m e&m
Rz TYFE nia nia nia nia nia nia nia nia
Rx TLP 0.0 0.0 0.0 0.0 0.0 0.0 0.0 0.0
T=x TLP a.o a.o a.o a.o a.o a.o a.o a.o
CODING u-law u-law u-law u-law u-law u-law u-law u-law
TC CGh idle idle idle idle idle idle idle idle
LE off off off off off off off off
PATTEMN none none none none none none none none
HYEBRID n/a n/a n/a n/a n/a n/a n/a n/a
S3IG CONV off off off off off off off off
RATE 64K 64K 64K 64K 64K 64K 64K 64K
ALDPCM n'a n'a n'a n'a n'a n'a n'a n'a
Save | Undo | Refresh | Copy | Test | Loophack | Main
-

| Connected 0:54:08 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure4-17. Typical E&M Card Time Slot Assignments

4.16.2 Assigning Multiple Time Slotsto a Port

Figure 4-18 shows the HSU Card Main Screen for the time slot assignment example. Assign
time slots to this card as follows:

1. From the Main Screen, select the desired HSU card and press <Enter>.

2. Select the WAN port to which you want to assign the HSU port. In Figure 4-18, thisport
isW1-1 (for WAN 1, port 1).

3. Select the TStable. All time slots of the selected WAN port appear at the bottom of the
screen. Theseare 1to 24 for aT1 port, or 1 to 31 for an E1 port.

4. Place an “X” under each desired time slot, using the space bar to either select or
de-select atime dot. Use the right arrow key to move to the next time slot (TS) for
selection. Then, press <Enter>. In Figure 4-18 (for T1), the HSU port is assigned eight
time dots (9 to 16). In Figure 4-19 (for E1), the HSU port is assigned eight time slots (17
to 24).
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5. Change the STATE of the port from stdby to actv.

6. Press “s’ to save your settings.

R4

Note: In EL, timeslots0 and 16 are reserved.

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown | U& H3U-3 lewv Al-0 Ser 00140 | 09
Version #:1.1

*1 2
STATE stdby stdby
WAN/ SRV wz-1 wi-1
HODE doe dee
TS table
RATE Sek Sek
Tx CLOCE int int
Tx CLOCE PLRTY norm norm
DATL PLRTY norm nor
CTa perm perm
CTS DELAY u] u]
LoZAL LB off off
LE GEN MODE dd= dds=
LE GEN off off
LE DET wito wito
ISDN CONIM no no
EER none none

1111111111222 2¢2¢cz2z2z2z233
0123456868789 012 345678590123 4567859501
F M M N XM XX
Sawve | Undo | Refresh | Copy Test ial |

-

| Connected 0:59.05 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure 4-18. Typical HSU Card Time Slot Assgnmentsfor T1
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“g Integrated Access System - HyperT erminal

Filz Edit Yiew Call TIransfer Help

unknown
Version #:1.1

Ser 00140 | 09-z5-99

*1 2
STATE stdby stdby
WAN/ SRV wz-1 wi-1
HODE doe dee
T3 table
RATE Sek Sek
Tx CLOCE int int
Tx CLOCE PLRTY norm norm
DATL PLRTY norm nor
CTa perm perm
CTS DELAY u] u]
LoZAL LB off off
LE GEN MODE dd= dds=
LE GEN off off
LE DET wito wito
ISDN CONIM no no
EER none none

| Connected 0:59.05 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

B

Figure 4-19. Typical HSU Card Time Slot Assignmentsfor E1

4.16.3 Cross-Connect M odel

The Cross-connect model allows you to access two T1/E1 links for each of four WAN cards,
for atotal of eight TL/E1 links. All WAN card connections to other WAN cards are
accomplished through the cross-connect option on the System Main Screen, and must be

individually specified. User cards on systems equipped with a CPU X CON card are assigned
to WAN time dlots.

4.17 Automatic Time Sot Assignment

You can automatically assign time slots to voice (E& M, FXS, etc.) cards by using the
Configuration command in the System Main Screen. Figure 4-20 shows typical time dot
assignments from four E& M cards to an E1 WAN port. The Configuration option
automatically assigns the eight ports of E& M card 1 to time slots 1 through 8, seven ports of
E&M card 2 to time slots 9 through 15, and all eight ports of E&M card 3 to time slots 17
through 24. Time Slots 25 through 31 are similarly assigned to E& M card 4, ports 1 through
7. Time Slot 16 is not assigned to any E& M card ports because it is reserved for

channel-associated signaling (CAS) or common channel signaling (CCS) transmission on an
Elline.
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For aT1 WAN port, the configuration command would assign time slots 1 through 8 to the
eight portsof thefirst E& M card. Time Slots 9 through 16 would similarly go to the eight ports
of asecond E&M card, and time slots 17 through 24 would go to athird E&M card.

WAN1-1=E1
1 1 — 1
2 2 {2
3 | E&M 3 | E&M — 3 | E&m
TS#1-8 2 Card = Card o Cad
6 #1 6 #H 1 6 #3
7 7 {7
8 8 L{ s
TS#9-15 — ;
TS#17-24 L5 em
i
TS#25-31 |5 Cad
1 6 #
— 7
L1 8

Figure 4-20. Automatic Time Slot Assgnment Example

To use the Configuration command, first proceed as follows:
1. Makesure al voice cards you intend to configure are of the same type.

2. Placethe cursor on the first user card slot that will have acard. In Figure 4-21, slots U5
through U8 will be assigned to 30 time dots on the E1 WAN port.

3. Press“c” to begin the configuration process.

4. Select the type of voice card from the types listed above the bottom line of the screen, as
shown in Figure4-21. Inthat screen, e& m-6 is chosen asthe card type (E& M, 600 ohms).
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown

3lot Installed dtatus 3lot Installed dtatus
Ci CPU XCCON 3533 IF INTF +modem

Ca Tl Ecll 4WxE-6 aaasaaaas
F1 FRSxE65 5553553553 oz

Pz 3 E&M 4xSER sS=sszsss
B3 ADPCM-64x]l sS333533355 T4 F¥Q 2Wx5-6 sS33353335
i C3U+CaT as us ALER s

Wz CEPT+CEFPT == s HEU-366xa ==

w3 DEXE+D3E 35 v JRU-4zZZx4 3533

ma s 3RU-LDx10 s@gsgs3328
F1 PE1 RI

Fz

eEmer fxs-9 fxs-6 fxo-9 fxo-6 fxsco fxsch fxocH fxoch

Alarms | Config | Del | accepT | Econ | sY¥s | Logout | sEr | ©Oos | cpusWich

| Connected 1:00:40 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure4-21. Typical Card Sot and Type Selection

5. Select the WAN port to which you want to assign the voice cards (W1-1 or W1-2), as

shown in Figure 4-22.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

unknown

3lot Installed dtatus 3lot Installed dtatus

Ci CPU XCCON 3533 IF INTF +modem

Ca Tl Ecll 4WxE-6 aaasaaaas

F1 FRSxE65 5553553553 oz FEQ 2Wx5-6 sSsss5s3s55

Pz 3 E&M 4xSER sS=sszsss

B3 ADPCM-64x]l sS333533355 T4 F¥Q 2Wx5-6 sS333533355

i C3U+CaT as us

Wz CEPT+CEFPT == s HEU-366xa ==

w3 DEXE+D3E 35 v JRU-4zZZx4 3533

ma s 3RU-LDx10 s@gsgs3328

F1 PE1 RI

Fz

wi-z

Alarms | Config | Del | accepT | Econ | sY¥s | Logout | sEr | ©Oos | cpusWich

-

|Connected 1:08:11 [wT100 9600 8-M-1 [SCROLL  [CAPS [MUM [Capture  [Frint echo 7

Figure 4-22. Typical WAN Card Selection

6. The system automatically builds the necessary time slot structure. Since the user slots are
vacant, the system will register Out Of Service (OOS) alarms for each of the four cards,
as shown in Figure 4-23.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown

3lot Installed dtatus 3lot Installed dtatus
Ci CPU XCCON 3533 IF INTF +modem

Ca Tl Ecll 4WxE-6 aaasaaaas
F1 FRSxE65 5553553553 oz FEQ 2Wx5-6 sSsss5s3s55
Pz 3 E&M 4xSER sS=sszsss
B3 ADPCM-64x]l sS333533355 T4 F¥Q 2Wx5-6 sS333533355
w1 CEU+CET as Us lela’=

Wz CEPT+CEFPT == s HEU-366xa [ele]

w3 D3E+DSE EE uv ARUT-4zZx4 003

wa us SRU-LDx10 [0l0)

F1 PE1 RI

Fz

Alarms | Config | Del | accepT | Econ | sY¥s | Logout | sEr | ©Oos | cpusWich

| Connected 1:07:.00 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure 4-23. Typical System Main Screen with Alarms

7. Insert the four voice cards into the chassis, to clear the OOS alarms.
Figure 4-24 shows the WAN Cross-Connect Screen with the correctly assigned time slots.
In Figure 4-24, the XCON column shows the user card slot and card port to which each time

slot of the E1 lineisassigned. Time Slot 16 isreserved for signaling (CAS), and timeslot Ois
used for signal frame alignment.
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g Intmpp ated Accnes Spoiom - Hype T oimisal

Fin ot Yoww [l [nrche Heo

I'_‘||r.ﬂ! ﬁlﬁl .i:|||'-_'=i|| ﬂ

TE EOTH T3 CIRCEIT Ik TE XM TS CIRCEIT IR

U Ifame align EAE N LB EES =11 N

| TSV 0 u0-L A-l7 sser_clrculr

4 al=Z A=D2 useEt ciccuik 18 wl=I A-1E aEer cicceuik

1 wl-3 A-09 iser_olrouis 2 wi-3 A-1% a=msr olcewic

& wal-9 A-D04 amar ciccuik 20 -4 A-ZI0 amEr ciccuik

5 wl-5 A-05 ISEE_O1ECTHLE 21 wi-5 k-21 WSEL_J1CCHELE

E wml-d A&-DE aEsr ciccuik 22 wi-8 A-22 aEar circuik

T wi-7  A-O7 isEr_olrcuic &3 wd-7 R-E3  wmep_olreuic

85 wl-0 A-O8 mmer ciccuik 24 wi-A A-Z4 amsr circuik

9 w-1 k-D9 GIEE_ClECTlC 25 wi-1  A-EE GSEE CIECuLt

0 ad=7 k=10 amsr Circuik 20 ud-i =3 amsr cilircuik

11 w2=3 k=11 GSEE_SLECTLN 27 w=3 k=27 SSEE S LEETLE

2 w=@-9 A-12 mmer circuitr 20 pd-9 L-Z0 amsr circuir

11 =3 A=131 .|:l:|._'\.'|.|.'\.'u1.'. =9 =3 A= _-:l.-'\.u-\.'.u'.

14 @3- A-14 0 .l:l-l'_rll'run I 10 ud=-i  A=-30 '.l:l-l'_r'1 couic

15 El=y A=15 .|::::-\.'|.|.uu1L 31 =y k=31 _-:I.:-\.'J.I.L'.IJL
R —

-

Figure 4-24. Typical WAN Time Sot Assgnment Screen

4.18 Cross-Connecting WAN Time Slots

After assigning the user cardsto DS0 time slots, you can also assign the remaining WAN time
dlots for pass-through cross-connections between T1 and E1 links.

You can cross-connect WAN time slots from the System Main Screen. To perform
cross-connections, press “x” in that screen to invoke the Xcon command. The CPU
Cross-Connect Screen in Figure 4-25 appears. In the cross-connect screen, type “a” to add a
cross-connect circuit. The Add command provides the fields used to program all of the
"pass-through" circuitsin the network (See Figure 4-26). Table 4-4 liststhe circuit parameters
and their options and default settings.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown C CPU ECON ey Zer 06449

page: 1 of 1

CIRCUIT ID W T3/EW TEST WU T3/EW TEST TYPE TC

Add | uPdate | dElete | pglp | pgbn | View all | Tads | Main

|Connected 1:13:28 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

B

Figure 4-25. Typical CPU Cross-Connect Screen
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown CPU ECON Rewv EO-0 Ser 06449
page: 1 of 1
CIRCUIT ID Wi T3/BW TEIT W/U T3/EW TEIT TYPE To CHW
new circult wi-1 oo*64 off wl-1 00*64 off d moos nia
-

|E0nnected 11256

[wT100 [9E00 8-M-1 [SCROLL  [C&PS [NUM [Captue  [Print echo

&

Figure4-26. Add a Cross-Connect Circuit Screen

Table 4-4. Time Slot Cross-Connection Options and Defaults

Parameter User Options Default
CIRCUIT ID Any combination of letters or numbers up to 14 characters, including  [¥*****x**x%*xx
spaces
W/U wl-l wil-2 w21 w22 w31l w32 w4l wih-2 wil-1
TSBW table 00
TEST off 4dl0 all m_oos 1.1 1.7 Ipbk 300Hz 1KHz off
3KHz
W/U wl-l1 wil-2 w21 w22 w31l w32 w4l wih-2 wil-1
TSBW table 00
TEST off 4dl0 all m_ooos 1.1 1.7 Ipbk 300Hz 1KHz off
3KHz
TYPE v Vv&s d d
TC
v n/a no
V&S e&m fxd fxsg fxsd plaa dpo fxol fxog fxod dpt [e&m
user* (this selection will require a user-defined bit pattern) mrd
d n/a n/a
CNV
PCM none A-mu mu-A none
CONV
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SIG none ANSI-CCITT CCITT-ANSI ABCD-ABAB none
CONV ABCD-ABO1
CIRCUIT ID

A circuit isdefined asa group of one or more DSO time sl ots cross-connected from one WAN
link to another. Each circuit can carry either voice or data traffic, and needs its own nameto
facilitate cross-connect management within the system. The Circuit ID field allows you to

name individual pass-through circuits. The factory-default ID is"new circuit.” However, you
can change the ID to show any relevant title for the pass-through connection, although each

circuit 1D must be unique. This|D can contain up to 14 numbers, letters (uppercase and

lowercase), and spaces, in any combination. Figure 4-27 shows an example of a new circuit,
which is named SFO1-NY01.

<7

WARNING!

When cross-connecting multiple independent data DSO0 time slots (sequentially grouped time slots
should work) for data. Super-rate [data type cross-connect] is multiple DSOs sequentially assigned
between WAN aggregates in a cross-connect system. DO NOT attempt to save time by
cross-connecting independent datatime slots as one super-rate circuit (could cause dataerrors.) This
limitation does not apply to voice time slots.

Reference Guide
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown C CPUT ECON Rewv BO-0 Ser 06449 | 09-25-99 11:47

page: 1 of 1

CIRCUIT ID W T3/EW TEST WU T3/EW TEST TYPE TC CHNW

new circult wi-1 oo*64 off wl-1 00*64 off d moos nia

SFO1-NYO1

|Connected 1:14:54 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure 4-27. New Circuit Selection and ID Assignment

W/U

The first WAN Unit (W/U) columnisthe TI/E1 link in which the pass-through connection
begins (since these circuits are bi-directional, the concept of beginning or ending is used for
illustrative purposes only). The options are all WAN cards and ports, and the identification
uses the same convention (wl-1, wl-2, etc.) seen earlier. If aWAN card is not present in the
W/U selected, an error message is generated.

The examplein Figure 4-28 shows w1-1 (WAN 1, port 1) as the selected WAN card and port.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown C CPUT ECON Rewv EO-0 Ser 06449 | 09-25-99 12:43
page: 1 of 1
CIRCUIT ID WAt TS/BW TEST WU T3/BW TEST TYPE TC CIry
SFO1-NY01 00*54 off wl-1 00%64 off d moos n/=
r1-1 [ wz-1 wZ-2 wi-1 wi-2 wi-1 wi-2
-

|Connected 210:28 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

&

Figure4-28. WAN Unit Options

TSBW

The first Time Slot/Bandwidth column shows the different time slots of w1-1 that will be
assigned to this pass-through connection. Figure 4-29 shows the selection of time dots 8 to
time slot 12 of w1-1 assigned to the start of the connection. Any number of time slotsfrom 1
to 24 isalowed for T1 transmission. Or, time slots 1 to 15 and 17 to 31 are allowed for E1
operations. The bandwidth is automatically assigned.

Make your selection by using the space bar and arrow keys. The arrow key moves from slot
to dlot, and the space bar toggles between selecting and deselecting atime slot.
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“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

Dl=| 53| Dls

unknown C CPUT ECON Rewv EO-0 Ser 06449 | 09-25-99 12:43
page: 1 of 1
CIRCUIT ID Wi T3/BW TEIT W/U T3/EW TEIT TYPE To CHW
3FO01-NYO1 wi-1 W off wl-1 00*64 off d moos nia

1111111111222 2 2
123458 7890123456789 01234

X X X X E_
-

|Connected 2.11:10 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

B

Figure4-29. Time Slot and Bandwidth Options

TEST

The first Test column alows you to select the test pattern to be applied to thiscircuit in the
direction of the first WAN link specified. Figure 4-29 shows the options, which you can select
by highlighting the choice and pressing <Enter>. The choices are off (no testing); all O (all
zeros); all 1 (all ones); m_oos (Multiplexer Out Of Sync); 1:1 ("one-to-one" pattern, where a
lisfollowed by azero); 1:7 ("one-to-seven" pattern, where a1 isfollowed by seven zeros);
Ipbk (loopback); 300 Hz (steady 300 Hz tone); 1K Hz (steady 1 kHz tone); and 3K Hz (steady
3 kHz tone).

When the circuit is saved, the system will send the sel ected pattern toward the first end of the
circuit on each time dot, to facilitate testing. When circuit testing is finished, reset the Test
field to the "off" position. The Ipbk (loopback) option loops the circuit back toward the first
WAN link specified.

If you have a voice cross-connect circuit (with or without signaling), you can access these

capabilitiesfrom the WAN Cross-Connect Screen. Seethereview at the end of this section for
more information.
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Figure 4-30. Test Options

W/U

The second WAN Unit column isthe TL/EL link in which the pass-through connection ends.
The options are al of the WAN cards and ports. If aWAN card is not present in the W/U
selected, an error message is generated. Figure 4-30 shows the selection of W 3-2.

TSBW

The second Time Slot/Band Width column shows the different time slots from WAN 3-2 that
will be assigned to this pass-through connection. Figure 4-30 shows the selection of 5 time
slots from WAN 3-2 assigned to the end of the connection. Any number of time dots from
1-24 would be accepted for T1 operations and from 1-15 and 17-31 for E1 operations. The
bandwidth is automatically assigned.

Make your selection with the space bar and arrow keys. The arrow key movesfrom slotto slot,
and the space bar toggles between sel ecting and desel ecting the time slot. The number of DSO
time slots assigned to this half of the cross-connect circuit must equal the number assigned to
the other. Otherwise, the system will reject the connections and generate an error message.
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TEST

The second Test column lets you select the test pattern to be applied to this circuit toward the
second WAN link specified. Figure 4-30 shows the option set to off. Like the previous Test
column, the choices are off (no testing); all O (all zeros); all 1 (all ones); m_oos (Multiplexer
Out Of Synchronization); 1:1 (a1 followed by one zero); 1:7 (azero isfollowed by a 1 and
six more zeros); Ipbk (loopback); 300 Hz (steady 300 Hz tone); 1K Hz (steady 1 kHz tone);
and 3KHz (steady 3 kHz tone).

When the circuit is saved, the system will send the selected pattern toward the second end of
thecircuit on eachtime slot, to facilitate testing. When circuit testing isfinished, reset the Test
field to off. The Loopback (Ipbk) option loops the circuit back toward the first WAN link
specified.

Users dealing with a voice cross-connect circuit (with or without signaling) can access
capabilities from the WAN cross-connect screen. See the review at the end of this section.

TYPE

The Type column selects the type of pass-through circuit, as shown in Figure 4-30. The
choices are v (voice); v& s (voice with signaling), and d (data). Use v for avoice circuit that
does not require trunk conditioning. Use v& s for avoice circuit with signaling. This option
preserves A/B (robbed-bit) signaling on the selected time slots and provides trunk
conditioning. Use d for data circuits, which also support trunk conditioning.
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Figure 4-31. Cross-Connect Circuit Type Selection

TC

You can define the pattern to be transmitted on a cross-connected circuit if one of the circuit’s
two WAN linksfails. Thisis known as Trunk Conditioning (TC), and the avail able selections
depend on the Type column setting.

If the Type setting isd (data), no TC choiceis available and the system automatically shows
moos. An example of thisis shown as Figure 4-31.

If the Type setting is v& s (voice with signaling), the TC choices are shown in Figure 4-32.
They are asfollows: user (user-defined bit pattern), e& m (trunk signaling), fxsl (foreign
exchange station-loop-start), fxsg (foreign exchange station ground-start), fxsd (foreign
exchange station-defined network), plar (private-line automatic ringdown), dpo (dial-pulse
originating), fxol (foreign exchange office loop-start), fxog (foreign exchange office
ground-start), fxod (foreign exchange office-defined network), dpt (dial-pul se terminating)
and mrd (manual ringdown).
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Figure 4-32. Trunk Conditioning Option Selection

If you choose user, also enter atwo-digit hexadecimal code for the bit pattern to be sent in
each direction. Each digit can be from O to 9 or a to f. Figure 4-33 shows a typical signaling
bit pattern entry screen.
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Figure 4-33. Signaling Bit Pattern Selection

For v (voice), no TC choiceisavailable, so the system always shows n/a (not applicable). This
is shown as Figure 4-34.
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Figure 4-34. Voice Options Screen

CNV

The Conversion (CNV) parameter allowsyou to request that PCM companding and signaling
conversion be performed on this cross-connect circuit. Since these conversions only apply to
voice circuits, if the TY PE selected is d (data), then the only acceptable value hereis n/a.
Similarly, if the TY PE selected isv (voice without signaling), the system will only allow users
to request PCM companding conversion. If the TY PE isv& s(voicewith signaling), then users
can select any combination of companding and/or signaling conversion.

If the TYPE isv or v& s, the system will first ask usersto " Select PCM CONV:" for defining
the type of companding conversion users require (see Figure 4-35). The options are no
companding conversion (none), convert the incoming A-mu (A-law signal to mu-law) and
convert the incoming mu-A (mu-law signal to A-law).
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Figure 4-35. Selecting PCM Conversion

If the TYPE isvé&s, the system will prompt users to "Select SIG CONV:" for selecting the
type of signaling conversion needed (see Figure 4-36). The option none (default signaling
conversion) iswhere abit pattern of "0000" will automatically be converted to "0001" in the
T1-to-CEPT E1 direction.

The ANSI-CCITT setting will convert theincoming ANSI signaling to CCITT signaling.
Conversely, the CCITT-ANSI setting will convert theincoming CCITT signaling to ANSI
signaling. These two options are complementary (i.e., if either is selected in one direction, the
other is automatically selected for the reverse direction).

The ABCD-ABAB setting will convert the incoming CEPT signaling to T1 signaling for an
ESF or D4 cross-connect. The ABCD-ABO1 option will convert theincoming T1 signaling to
CEPT signaling for an ESF or D4 cross-connection. These two options are complementary (if
either oneis selected in one direction, the other is automatically selected for the reverse
direction).
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Figure 4-36. Selecting Signaling Conversion

Dueto spacelimitationsin the CNV column on the screen, the system will display asummary
notation of the choices just made. The possible values are no (no conversion), sig (signaling
isconverted, but not the PCM), pcm (PCM is converted, but not the signaling) and p& s (both
signaling and PCM are converted). Figure 4-37 shows those options.
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Figure 4-37. Typical Completed Circuits

4.19 Cross-Connect Actions

Table 4-5 summarizes the actions you can perform from the CPU Cross-Connect Screen.
These actions appear at the bottom highlighted line of the screen.

Table 4-5. CPU Cross-Connect Screen Actions

Action Function

Add Allows you to program additional pass-through cross-connects in the system. If
mistakes are made during the add process, pressing the up arrow or down arrow
key will terminate this operation.

uPdate Initiated by pressing the "p" key. With this command, users can change any of the
parameters of apass-through connection. Usethe arrow keys to highlight the area
to be changed and close the transaction using the "s" (Save) command.

dElete Initiated by pressing the "€" key. Use this command to delete existing
pass-through connections. The system will prompt usersto delete the circuit, and
the "y" key must be pressed to compl ete the transaction.

Reference Guide IMACS System Release 5.1.6 4-57



Cross-Connect Actions System Configuration and Operation

pagUp Initiated by pressing the "u" key. Since the system can handle many different
Cross-connect circuits, users may exceed asingle screen. New pages will be
added automatically to accommodate additional circuits. The page count feature
at the top of the screen shows the current page and the total amount of
cross-connect pages. Use this command to scroll up through the pages of
cross-connect information.

pgDn Initiated by pressing the "d" key. This action is similar to the pgUp command.
Use this command to scroll down through the pages of cross-connect information.
View al The View dl action isinitiated by pressing the "v" key. This action is used to
access the Broadcast screen discussed in alater section.

Tads Test Access Digroups is a remote test access for data cross connects that pass
through the system.
Save Once the pass-through connection is defined, pressing "s" (Save) will cause the

circuit to be established and will update the WAN cards involved.

To update a cross-connected circuit from the CPU Cross-Connect Screen, highlight the circuit
name to be updated, and press“p” to invoke the uPdate command. Figure 4-38 shows the
WAN card in TS (time slot) 8 through 12 being updated. However if the WANSs are selected
and deleted as shown in Figure 4-39 then the screen in Figure 4-38 will be blank for WAN TS
8 through 12.
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Figure 4-38. Updated WAN Card Screen

To delete a cross-connected circuit from the CPU Cross-Connect Screen, highlight the circuit
name to be deleted, and press“ e’ to invoke the dElete command. Figure 4-39 shows the
deletion process.
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Figure 4-39. Delete Cross-Connection Screen

4.20 Testing Voice Cross-Connects

Voiceand datacircuits differ in theway the test function is accessed. Whileyou can set up test
patterns on data circuits on the cross-connect screen from the System Main Screen, you must
use asubscreen of the WAN Cross-Connect Card Screen for circuit testing. Figure 4-40 shows
the error message that appears when you attempt to test voice circuits from the CPU
Cross-Connect Screen.
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Figure 4-40. Typical M essage on a CPU Cross-Connect Screen

Figure 4-41 showsthe WAN Cross-Connect Screen for the voice circuit used in thisexample.
Place the cursor over the selected circuit and press the "t" key to bring up the Test Screen
shownin Figure 4-42. Thisscreen now splitsthe circuit into two parts, with the location acting
as the midpoint. Thefirst column of test parameters will apply to that portion of the circuit on
port w2-1, time dot 13. The second column of test parameters will apply to that portion of the
circuit on port w2-2, time slot 13.

Table 4-6 lists the test parameters and their available and default values.
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Figure 4-41. Highlighted Circuit on a WAN Cross-Connect Screen
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Figure 4-42. Typical Test Screen and ABCD Bit Options

Table 4-6. WAN Cross-Connect Test Screen Options

Par ameter User Options Default
Tx ABCD mon  set mon
PATTERN off all0 all moos 1:1 1.7 Ipbk 300Hz |off
1KHz 3KHz

MON Tx ABCD information only—no user options

MON Rx ABCD information only—no user option

CONVERSION information only—no user option

TYPE information only—no user option
WAN STATE information only—no user option
Tx ABCD BITS

The Transmit ABCD hit parameter has two options: mon (allowing you to observe the bit
pattern being sent on the transmit side of the line), and set (to choose a different pattern for
testing that portion of the circuit). Choosing set brings up a small four-character window at
the bottom of the screen, where you can type in a new pattern of ones and zeros.

Figure 4-43 shows a diagram of the test process. When Tx ABCD for w2-1 isset to mon, the

w2-1 column reflects the ABCD bits being sent out on w2-1. This pattern should be identical
to Rx ABCD on w2-2, unless the conversion table is used. When Tx ABCD for w2-1 is
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optioned to set, users supplies a bit pattern of four 1s and Os for the new ABCD bits. The Rx
ABCD stream from w2-2 is broken at circle #1, and the new pattern isinserted into the Tx
ABCD stream. The same applies for mon and set for w2-2. The bitstream will be broken at

circle 2.
* 2
ﬁ <‘J <‘}KVAN 2-2
WAN
XCONN
Figure4-43. Voice Test Diagram
PATTERN

The Pattern parameter allows you to choose a test pattern to be transmitted as PCM data on

the selected side of the circuit. The optionsare off, all 0 (zero), all 1 (one), m_oos (multiplexer
out of synchronization), 1:1 (a 1 followed by a zero and then another 1), 1:7 (a zero followed
by a1 and seven zeros, then ancther 1), Ipbk (loopback), 300 Hz (300 Hz tone), 1KHz (1 kHz
tone) and 3K Hz (3kHz tone). Since Tx ABCD only changes signaling bits, this option alows
you to choose thetest pattern. You can send a different pattern toward either side of the circuit.

Mon Tx ABCD

The Monitor Transmit ABCD bit information field shows the ABCD bit pattern being
transmitted on the outbound circuit. You can change it by using the set command. This
parameter isfor information only.

Mon Rx ABCD

The Monitor Receive ABCD bit information field allows you to observe the bit pattern being
received on the inbound circuit. This parameter isfor information only; you cannot changeit.
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CONVERSION

The Conversion information field shows users the conversion setting selected from the
cross-connect screen. The possible values are no (no conversion), sig (signaling is converted,
but not the PCM), pcm (PCM is converted, but not the signaling) and p& s (both signaling and
PCM are converted). This parameter is for information only; you cannot change it.

TYPE

The Type information field show you the type of circuit (v for voice or v& sfor voice and
signaling).

WAN STATE

The WAN State information field showsthe current status of the port. The possible values are
stdby, actv, test (the user is actively controlling the circuit), OOS (WAN port is Out of
Service), and CGA (WAN port hasaCGA aarm). This parameter isfor information only; you
cannot changeit.

Using the Broadcast Option

One of the special features of WAN time dot assignment in cross-connect systemsisthe
ability to copy a datasignal and send it to multiple locations without disturbing the original
circuit. Thisfeatureis called broadcasting, which means* multi-cast” (not to be confused with
broadcast-quality video transmission).

For example, assume that amajor company hasavideo lecture transmitted from the corporate
headquartersin Denver to the sales officein San Francisco. The salesofficesin Salt L ake City,
Houston, and Phoenix would a'so like to view the lecture.

The master circuit (Denver to San Francisco) isatwo-way circuit (i.e., both ends can send and
receive data). The other ends of the broadcast circuits (the sales offices in Salt Lake City,
Houston and Phoenix) will only be able to receive the output of the Denver end of the master
circuit. That is, they will not be able to participate in the live discussion.

The following series of figures shows how the process works.
Figure 4-44 shows the Main Cross-Connect screen. In this example, T1 circuits connected at

the Denver office go to San Francisco (w1-1), Houston (w1-2), Salt Lake City (w2-1), and
Phoenix (w2-2).
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Note:
from user cards to WAN cards.
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Figure4-44. Typical Main Cross-Connect Screen

Broadcast circuits can be initiated, updated, or deleted only from the broadcast screen.

To access the Broadcast option, press "v"

(for View all) in the Main Cross-Connect Screen.

The All Circuits Screen of Figure 4-45 appears. |n addition to the WAN card-to-WAN card
cross-connects, thisscreen also showsall user card-to-WAN card time slot assignmentsfor all

WAN cards.

Because this screen shows all WAN time slots that are either assigned to user cards or
cross-connected to other time dots, it may be filled with data.
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Figure4-45. Typical All Circuits Screen

In addition to the two WAN-to-WAN cross-connects shown in Figure 4-44, an HSU circuit
from slot U4-1 to the San Francisco T1 circuit (on WAN 1-1), and an HSU circuit from slot
U4-2 to Phoenix (on WAN 2-2) are shown in Figure 4-45.

To select the broadcast option, place the cursor over the User card circuit that will be copied.
Inthiscase, it will be the Denver end of the Denver-to-San Francisco link on WAN 1-1. Then,

pressthe "b" (Bcast) key from the actions at the bottom of the screen.

The screen of Figure 4-45 shows the dynamics of the first copy of that circuit. Pressthe
<Enter> key to access and modify the connection options.
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Figure 4-46. Typical Add Broadcast Screen

In this example, the broadcast circuit is named "Lecture” for easier identification later, when
the circuit will be disconnected.

Figure 4-46 shows the selection of a second destination for the broadcast circuit. In that
example, that destination is Salt Lake City, which is accessed through w2-1. The time slot
selection is shown in Figure 4-46. Press "s" (Save) to save the parameters of the new circuit.
Figure 4-49 shows the new circuit, whose type is b/d (broadcast/data).

Use similar actions to duplicate this circuit for the other destinations. Figure 4-47 shows the
completed circuits.

To disconnect the circuits when the program is finished, highlight the circuit to be
disconnected and pressthe"e" key. The screen shown in Figure 4-51 will appear. Then, select
"y" to permanently delete the copied circuit while leaving the origina circuit intact.
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Figure 4-47. Typical " To" Destination Selection
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Figure 4-49. Typical Complete Broadcast Circuit
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Figure 4-50. Three Broadcast Circuits
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Figure4-51. Typical Deleted Broadcast Circuit

4.21.1 WAN Link to WAN Link

Circuits from a WAN link to another WAN link can also be duplicated from the broadcast
screen. Use the same procedure to establish multiple connections for WAN-to-WAN circuits.

In Figure 4-47, highlighting the WAN link circuit on slot w1-1 alows you to cross-connect
duplicate information to any other WAN link.

4.21.2 Broadcast Screen Actions

Table 4-7 lists the actions you can perform in the Broadcast Screen. These actions appear on
the bottom highlighted line of that screen.

Table 4-7. Broadcast Screen Actions

Action Function
Bcast Bcast allows usersto program additional broadcast cross-connects in the
system. If mistakes are made during the add process, pressing the up arrow
or down arrow key will terminate this operation.
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uPdate

The uPdate action isinitiated by pressing the "p" key. With this command,
users can change any of the parameters of abroadcast connection. Use the
arrow keysto highlight the area to be changed and close the transaction
using the"s" (Save) command.

dElete

The dElete action isinitiated by pressing the "e" key. Use this command to
delete existing broadcast connections. The system will prompt usersto
delete the circuit, and the "y" key must be pressed to complete the
transaction.

pgUp

The pgUp (Page Up) action isinitiated by pressing the "u" key. Since the
system can handle many different circuits, users may fill the screen
allotment for data. New pages will be added automatically to
accommodate additional circuits. The page count feature at the top of the
screen shows users the current page and the total amount of pages of
information. Use this command to scroll up through the pages of
cross-connect information.

pgbDn

The pgDn (Page Down) action isinitiated by pressing the"d" key. This
action is similar to the pgUp command. Use this command to scroll down
through the pages of cross-connect information.

Main

Pressing "m" (Main) will return users to the cross-connect screen.

4.21.3 Test Access Digroups (TADS)

The Test Access Digroups (TADS) is aremote test access for data cross connects that pass
through the system according to publication TR-TSY-00033, Issue #1, June 1986.

A test center can access the system and assign split intrusive or non-intrusive monitor testing
circuits between the unit and the test center via another WAN link. For the purpose of this

discussion on Test Access Digroups, the figures show a 64kbps data circuit between Fremont,
CA. and Jacksonville, FL. Figure 4-52 shows the cross-connect screen with the data circuits

connected.
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Figure 4-52. The TADS screen

In Figure 4-52, thedatacircuit called “ Jacksonvill€” is connected on asingletime slot between
WAN1-1 and WAN1-2.

Monitor Circuit

With the monitor circuit, the data test center (by remote access) creates a “ hitless’ monitor
connection (i.e.,one that can be created, maintained and dropped without affecting the
information on the circuit being tested) between the data test center and the Node_1 Device.

Highlighting the desired circuit and pressing the “N” key brings up the add monitor circuit
screen shown in Figure 4-53.
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Figure4-53. The Add Monitor Circuit Screen

Cross connect information is added in a similar fashion to the Add Broadcast screen
mentioned previously. Figure 4-54 shows the completed monitor circuit.
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Figure 4-55 shows a diagram of how the Monitor circuit splits the original cross connect
circuit for testing.

Notice how thetest circuit usestwo 64kbps WAN time slots, one for the transmit side and one
for the receive side of the line.
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Figure 4-55. Monitor Circuit Diagram

4.21.5 Split Circuit

Pressing the “L” command from the Menu of Actions alows you to split the circuit through
the data test center equipment. New circuit information is added in the same way as with the
monitor circuit.

With the Split Circuit, the data test center splitsthe circuit and connectsit to their equipment.
Unlike the Monitor test circuit, the Split test circuit isintrusive and all transmit and receive
data must pass through the equipment at the data test center.

Figure 4-56 shows the TADS screen with a split circuit completed. It uses two 64kbps time
slots (like the Monitor circuit). Figure 4-57 shows a diagram of the split test circuit.
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4.21.6 Release

Pressing the “R” (Release) command allows you to release the circuit from the datatest
equipment. The system will verify the action desired with a yes/no question.

With the Release Circuit, the Data Test Center removes the connection between the circuit
being tested and restores the circuit to its pre-accessed state.

Figure 4-58 shows the TADS screen with the rel ease verification.
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Figure 4-58. TADS Restore Circuit Screen

4.21.7 Terminate and L eave Access

The Terminate and Leave Access (TLA) circuit gives the datatest center the capability to
terminate one or both directions of transmission on acircuit by inserting an unassigned
channel code (01111111) in the outgoing transmission path(s). The TLA featureis useful in
circuit provisioning to turn circuits up and down remotely, and in testing multipoint circuitsto
isolate and remove noisy bridge legs from service.

Figure 4-59 shows the TLA screen with the choice of Monitor (mon) or Unassigned Channel
Code (uca) to be applied to the highlighted circuit. (If TLA had been applied to a Split circuit,
the choices would have been spl or uca.)
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Figure4-59. TLA Circuit State Screen

Table 4-8. TLA Circuit State Screen M enu of Actions

Action Function

moNitor The Monitor command allows the user to create a monitor circuit at the
WAN interface. See section above.

spLit The Monitor command alows the user to create a split circuit at the WAN
interface. See section above.

Release The Release command allows the user to release and restore a split circuit or
amonitor circuit. See section above.

Tla The Terminate and Leave Access (TLA) command is the capability to
terminate one or both directions of transmission on a circuit. See section
above.

pgUp The pgUp (Page Up) action isinitiated by pressing the "u” key. Since the

system can handle many different TADS circuits, you may fill the screen
allotment for data. New pages will be added automatically to accommodate
additional circuits. Use this command to scroll up through the pages of
TADS information.

pgbn The pgDn (Page Down) action isinitiated by pressing the "d" key. This
action is similar to the pgUp command. Use this command to scroll down
through the pages of cross-connect information.

Main Pressing "m" (Main) will return you to the cross-connect screen.
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4,22 Checking the Time Slot Map

Once you select and assign the time slots, you can view the list of DSO connections (the time
slot map) through the WAN card Cross-Connect Screen for cross-connect systems. You can
see the results of your assignmentsin the time dot map as follows:

1. From the Main Screen, select the WAN card in slot W-1.

2. Type“x” (Xcon) to bring up the time slot screen (see Figure 4-60 for T1 operation and
Figure 4-61 for E1 operation).

3. Selecting “m” (Main) to return usersto the WAN card Main Screen.

4. Selecting “m” (Main) again will return usersto the Main System Screen.
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Figure 4-60. Typical Time Slot Screen for T1 Operation

For E1transmission (Figure4-61), timeslot 0 and 16 arenot availablefor assignment on
either theHSU tableor thevoicecard timeslots. Like T1 operation ind/i mode, unspecified
time slots are automatically assigned to corresponding slots on the other WAN port on the
same card.
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Figure 4-61. Typical Time Slot Screen in E1 Oper ation
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4.23 Recordingthe Time Slot Configuration

After setting up the initial system configuration and define the time slot map, record this

information on paper. Recording the initial configuration in alogica manner will help if you

have a problem later.

Record the information in away that makes sense to you and will be easy for othersto

understand. Also be sure to note the initial settings for each card in copies of the T1 or E1

operation tables provided in Table 4-9 and Table 4-10. Store all initial configuration

information in a safe place where anyone needing to service the system can easily find it.

Table 4-9. Time Slot Recording Form for T1 Operation

WAN Port No.

TS Number

Card Type

Port Number

©| 0O N| O U1 Bl W N|

Reference Guide IMACS System Release 5.1.6

4-81



Redundant Operations System Configuration and Operation

Table 4-10. Time Slot Recording Form for E1 Operation

WAN Port No. -

TS Number Card Type Port Number
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4.24 Redundant Operations

4-82

This section describes the redundancy features of the Integrated A ccess System, and provides
instructions for configuring the system with redundant elements.

The Integrated Access System can be configured with redundant (backup) critical system

elements. This feature switches operation from failed components to identical backup
replacements, thereby reducing the likelihood of service disruptions.
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4.25

The four areas of redundant operation are the power system, the CPU card, WAN card, and
ADPCM cards. These are described below.

Power Supply Redundancy

Each power supply component is designed to switch to abackup if a primary unit fails. Also,
the defective unit will create a system alarm upon failure, to alert an operator so that the
necessary diagnostic and repair work can be initiated. The following power supply
components can have redundancy:

»  AC Power Supply

»  DC Power Supply

* AC/DC Converter

* Ringing generator (master only; see below)

Upon failure, the LED onthe AC-DC power converter will beturned off but will not gener ate

a system alarm (unless the system is equipped with the ALR 4+3PF Card (External Alarm
card).

If the primary ringing generator fails, an alarm will be generated and the LED will turn off. If
a backup ringing generator fails, the LED will turn off but no alarm will be generated by the
system.

Figure 4-62 shows a System Main Screen with redundant power supplies, in which Power
Supply 1 (PS1) has failed. The power supply failure is noted in the alarm message PS1 OOS
in the upper right corner of the screen.
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Figure 4-62. Typical Redundant-Power Supply System Main Screen

CPU Card Redundancy

CPU card redundancy is valuabl e because the CPU card isessential to system operation. CPU
redundancy is supported using two CPU-5 X CON (880360). The CPU card in slot C2 will be
the redundant card for the CPU X CON card in slot C1, but only if they are both the sametype
with the same level of Host Code, for example 5.1.x. For redundancy, the first two digits of
the Host Code must be the same, but the last digit does not matter.

A switch from one CPU card to the other istriggered by any of the following:

» A software command issued by an operator
*  Removal of the active CPU card from the system
e Failure or malfunction of the active CPU card

During a CPU redundancy switch over, disruptions to voice and data traffic are momentary
and traffic will recover automatically.

Figure 4-63 shows a System Main Screen with redundant CPU cards. The card inslot Clis
active, and the card in slot C2 is redundant. To switch operation to the redundant CPU card,
press“w” to invoke the cpusWtch command from the bottom highlighted line of this screen.
The system prompts you with ayes/no confirmation prompt, as shown.
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Figure 4-63. Manually Switching to a Redundant CPU

At the prompt, press“y”. The CPU card in slot C2 is now active, and the CPU card in Clis
redundant (RDNT status), asshownin Figure4-64. These statesremain in effect on both cards
until you manually switch back to the CPU card in slot C1.
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Figure4-64. Typical System with CPU Switchover Completed

WAN Card Redundancy

Both T1 and E1 WAN redundancy are supported in cross-connect systems.

The cross-connect system allows 1:N redundancy with an 801460 WAN in slot W4 protecting
the 801060 WANSsin slot W1 through W3. Only WAN cardswith identical DSX, CEPT and/or
CSU modules and configured the same are protected. The 801460 1:N redundancy protects
against WAN card failure only, it does not protect against TI/E1 facility failure. The 801460
WAN card in slot W4 must not have any T1/E1 connections asit will disturb the signal and
cause a constant CGA aarm to be logged.

WAN redundancy switching can be initiated by one of the following:

» A software command issued by the operator

*  Removal of the active WAN card from the system

»  Failureof the active WAN port or card

*  CGA aarm declaration on the active WAN port or card

During a WAN redundancy switch, voice and data traffic are momentarily disrupted, and
transmission then recovers automatically.
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4.27.1 Cross-Connect WAN Card Redundancy Switching

In cross-connect systems, WAN redundancy requiresa WAN-R DUAL card in slot W4 (as
marked on its faceplate ejector). This card becomes aredundant card for the WAN cardsin
slots W1 through W3 if it is equipped with matching DSX/CEPT, CSU, or HDSL modules,
and if those modules are installed in the same positions on both WAN cards. This protection
scheme is known as 1-in-N redundancy. When a switch occurs, arelay on the WAN-R card
switches the output of that card to the corresponding pins on the WAN connector of the
Interface card.

The following regtrictions apply to cross-connect WAN redundancy:

You must install the WAN-R card in slot W4 for redundancy. If you install it in slot W1,
W2 or W3, it will work only as a standard WAN card with two ports.

I f the plug-in modules on the WAN-R card do not match thoseon acardin slot W1, W2,
or W3, the WAN-R card will not behave as a backup for that active WAN card. The
system will not reject the card, but it will not switch even if the active WAN card fails.

If astandard WAN card isin slot W4, the system does not support WAN redundancy.

In cross-connect systems, switching aways occurs on both ports of aWAN card. Therefore,
both portsof all active WAN cards must have the same plug-in modules as the redundant-card
ports.

Figure 4-65 shows a System Main Screen for a cross-connect system with WAN card
redundancy. In this example, the CSU ports of the WAN cardsin slots W1, W2, and W3 are
backed up by the CSU ports of the WAN card in slot W4. The redundant WAN card in dot W4
takes over for the first active WAN card that fails.
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Figure 4-65. Typical Cross-Connect System with WAN Card Redundancy

Figure 4-66 shows a WAN Card Main Screen for the card in slot W1 with port 1-1 selected.

To force a switch, press“w” (sWitch command), then press"y" to complete the switch. The
traffic on the WAN card in slot W1 will be switched to the WAN-R card in slot W4. The Main
System Screen (see Figure 4-66) now shows both ports of the card in slot W4 as active port

(Status = aa) and the ports on the card in slot W1 as redundant (Status = rr).
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Figure 4-66. Switching to a Redundant Cross-Connect WAN Card
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Figure4-67. Typical Cross-Connect WAN Card Redundancy Switch in Progress
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System Configuration and Operation

4.28 ADPCM Card Redundancy

The Integrated Access System can also have ADPCM cards, which use voice compression
technology to effectively increase the digital voice transmission capabilities of voice cards
(E&M, FXS, or FXO) or WAN links. See Server Card Reference Guide for more information

4-90

on the ADPCM card.

Each system can have up to three ADPCM cards in slots P1 through P3, depending on dot
availability. In systemswith two or three ADPCM cards, any of those cards can be selected as
the redundant (backup) card. There are no restrictions on chassis s ot order.

Figure 4-68 shows a system with three ADPCM cards. The ADPCM card inslot P1 is
highlighted. Pressing <Enter> will bring up the ADPCM Main Screen shown in Figure 4-69.
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Figure 4-68. Typical System with Redundant ADPCM Cards
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Figure 4-69. Typical ADPCM Card Main Screen

To choose aredundant ADPCM card for the system, proceed as follows:
1. Go to the System Main Screen (if you are not already there).

2. Select thedesired ADPCM card from the System Main Screen, and press <Enter>to go
to the Main Screen of that card. Figure 4-69 showsthe card in slot P1 is chosen.

3. Highlight the STATE parameter of any ADPCM port on the card, and pressthe <Enter>
key. This changes the STATE setting to rdnt. The entire ADPCM card now becomes the
redundant ADPCM card for the system.

The System Main Screen now |ooks like Figure 4-70. The status of all ADPCM ports of the
cardinslot PLis“r”.
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Figure 4-70. Typical ADPCM Card Redundancy Switch in Progress

If the card in slot P2 or P3 fails, the entire voice compression network will switch to the
redundant card in slot P1. When the Out of Service condition isrepaired, the ADPCM card in
the slot that previously failed becomes the redundant card for the system.

The system does not require any ADPCM cards to be redundant. All three slots (P1 to P3) can
be used for normal traffic on ADPCM voice networks.
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Chapter 5
CPU Card

5.1

5.2

5.2.1

5211

| ntroduction

The CPU isthe“brain” of the Integrated Access System and performs most of the
configuration, management, and common processing for the system. In addition the CPU card
provides the interconnection of WAN/User/Server Pulse Code Modulation (PCM) buses
through a bus connect or cross connect function. The Integrated Access System can have up
to 2 CPU cardswhich provide aredundant control and switching complex. If the primary CPU
fails, the standby takes over. A Mini-DACS 1/0 cross-connect for 256 DSOs is available.

CPU Card Descriptions

CPU XCON (880360)

The CPU XCON card controls the Integrated Access System. It performs the following
functions:

» Initializes the system upon power-up, and runs a self-test on all cards plugged into the
chassis at that time.
* Pollsall cardsin the system every second to determine their operating status.

»  Processes al incoming operator commands and displays the responses in a series of
operator interface screens for each card in the system. The operator interface system
(local VT-100 terminal, remote computer, or network management system) connects to
the Interface card, which sends these commands to the CPU card for processing.

* Includescircuitry that allows you to cross-connect DSO time slots between T1 and E1
lines connected to the system WAN cards. Refer to the DSO time dot assignment
operations.

* Includes atest pattern generator for T1 and E1 line test purposes.

*  Performs primary-secondary CPU arbitration. In asystem with redundant CPU cards, the
two CPU cards communicate their status to each other. If the primary CPU card fails, the
redundant card takes over and becomes the primary.

Card Jumper/Switch Settings

The CPU XCON Card has US/EURO jumpers on its motherboard.
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Figure5-1. CPU XCON USEURO Jumper Settings

5212 Installingthe CPU XCON Card

Install the CPU XCON card into ot C1 of the system chassis. If your system will use
redundant CPU cards, also install another identical card into slot C2. The card in slot C1 will
be the primary, and the card in slot C2 will be the secondary.

5.3 CPU Card User Screensand Settings

The CPU card has several user interface screens for card configuration and network status
viewing purposes. These screens are described in the remainder of this chapter.
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CPU Card User Screensand Settings

5.3.1 CPU Card Main Screen

Figure 5-2 showsthe CPU Card Main Screen. You must configure the CPU card after logging
into the system for the first time. To view this screen, highlight the desired CPU card in the

System Main Screen and press <Enter>.

1
NCDE | D M | ner2
SUPERUSER *kkkkkkkkx
MANAGER Manager
OPERATOR Qper at or
VI EVER Vi ewer
SYS CONT. John Doe
SYS LOC M | ner Dam
SYS PH#
ALRM SEQ report
ACO latch
FCR On|
c2 Active Host 5.1.6 Voice 5.1.6
C1 Redundant Host 5.1.6 Voice 5.1.6
O f | On
Save | Undo | Refresh | Prt | tcp/Ip | Main

Figure5-2. CPU Card Main Screen

The CPU card has numerous settings that you must configure. The CPU Main Screen displays
the status of each CPU card (active or redundant), the type of card installed, and the host and
voice software versions currently installed on that card. The settings are described in the next

few sections of this chapter.

The bottom highlighted line of the above screen shows a series of actions you can performin
thismenu. To perform an action, pressthe letter key associated with the uppercase | etter of the
desired action. For example, to save your card option settings after making them, press“s’ to

invoke the Save command. Table 5-1 lists and describes these actions.

Table5-1. CPU Card M ain Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns al settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e., performance and test data).
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5311

5312

54

Prt Allows the user to print dlarmsto a remote device through the modem and/or
the DB-9 computer port on the Interface Card. Refer to the “Printing Alarms
Remotely” section later in this chapter.

tep/lp Allows the user to configure for TCP/IP functionality.

Main Returns you to the System Main Screen. If you made changes to any card
settings but did not save them yet, you will be prompted to save or lose those
changes before exiting.

Changing Your Passwords

You may want to change your system access passwords frequently, in order to maintain
optimum security on your network. The recommended passwords are a minimum of 6 and no
more than 12 charactersin length, are not found in a dictionary, and contain both |etters and
numbers. Because the system is case-sensitive for password entries, you can mix uppercase
and lowercase | etters to provide more possible passwords.

The system provides three passwords that can be edited. Each represents a different access
level that allows an operator to perform system certain tasks after logging in.

To change a password, first log into the system under the M anager access level password,
then choose the CPU card from the System Main Screen. Then, in the CPU Card Main Screen
(Figure 5-2), highlight the password you want to change, press the <Enter> key, type the new
password over the current one, and press <Enter> again. Finally, make sure the new password
appears as you want (remember that passwords are case-sensitive), and save your changes.

SUPERUSER

The"Superuser" password level isreserved for use only by factory personnel. You cannot edit
this password.

MANAGER, OPERATOR, AND VIEWER

Theother three passwords are, "Manager," "Operator" and "Viewer.” Each of these passwords
can have up to 14 characters (letters and numbers only). All three passwords are
case-sensitive.

Other CPU Card Settings

You also must set the additional card parameters described below in the CPU Card Main
Screen. Most of these are user-defined alphanumeric entries. To make new entriesin these
fields, first press <Enter> to highlight the current entry in the lower left of the screen. Then,
type the new data on the keyboard. If you make a mistake, press either the backspace or
<Delete> key to back up the cursor and erase the incorrect characters. Then, retype the correct
characters. Finally, press <Enter> again to store the new entry in the field.
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NODE ID

Inthisfield, enter a 14-character node namefor the Integrated Access System. This entry must
be unique for each system in your network. It can have alphanumeric characters and spaces.
SYSCONT

Inthisfield, enter the name of a person to contact for questions about the Integrated Access
System. Thisfield can have up to 23 alphanumeric characters, including spaces. For
convenience, use the system administrator’s namein this field.

SYSLOC

Inthisfield, specify the location of the Integrated Access System. Thisfield can have upto 23
aphanumeric characters, including spaces.

SYSPH#

Type the phone number of the Integrated Access System in thisfield. This phone number is
used by a remote operator to access the system for a V T-100 session, viaeither ISDN
D-channel dialing or a Remote IMACS Terminal System (RITS). You can enter up to 10
numeric charactersin thisfield. However, do not include any dashesin this entry.

ALRM SEQ

The Alarm Sequence setting establishes how the sequence number for alarmsis generated. Set
this option to all if you want any alarm generated by the system to be assigned a sequence
number. Or, set thisfield to report if you want only the alarms set to report to have sequence
numbers.

ACO

The Alarm Cutoff (ACQO) option reports a status to you based on the latch (condition held) or
cur (current condition) setting.

FCR

FCR will allow traffic circuitsto resumetheir activity after aT1 line failure faster than what
isimplemented in the Integrated Access System prior to this release. This feature may have

applicationsin ‘protective relaying circuits', assuming that random data received during the
period of the outage is acceptable
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With FCR Off - Default

Integrated Access System operation follows the standard requirements of service restoration
for failuresIf aT1lineor WAN card fails, the system will generateeither ared or yellow alarm
and will clear CGA-RED and CGA-Y EL alarms per standard definitions.

FCR On

With FCR On the Integrated Access System will bypass the standard equipment. The system
will clear CGA-RED and CGA-YEL aarmsimmediately after aT1 frameisrecovered. This
will allow restoration of the voice and data circuits within 700 400ms.

Printing Alarms Remotely

Integrated Access Systems are typically placed in unattended |ocations (equipment closets,
etc.). If no oneis present to detect alarms that might occur, a system administrator has no way
of knowing whether or not the system is working properly.

The solution to this network management problem isthe Print Alarm feature. Each system unit
can be programmed to call apredetermined telephone number at specific intervals and report
the presence of selected system alarms. Choose alarms to print remotely by selecting the
Report option in the alarm filters.

You can use either an external modem or the internal modem (2.4 kbps) on many of the
Interface cardsto send system alarmsto aremote logging device, such asaprinter or personal
compuiter. If using theinternal modem, the remote device should be connected toaV.22bis 2.4
kbps asynchronous modem set to auto-answer mode, eight data bits, one stop bit, and no
parity. When the modem connected to the remote logging device answers, the system sends
the alarm messages as a string of ASCI| characters formatted with carriage returns and line
feeds, then terminates the call. More information on this process can be found later in this
chapter.

A network administrator can also call the phone number associated with the system modem
and initiate a two-way, interactive V T-100 session with the system to determine the nature of
the problem and dispatch techniciansif necessary.

Another Network Management solution is the TCP/IP feature discussed later in this chapter.
Notethat if the TCP/IP network management system is active, the Print Alarm feature
will not oper ate.

Using the TCP/IP feature automatically converts alarm messages into SNMP traps for
forwarding to downstream NM S equipment.

To get to the CPU Print Alarm screen in Figure 5-3, press “p” to choose the Prt command
from the CPU Card Main Screen.
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Figure 5-3. Typical CPU Print Alarm Screen

Table5-2 ligsthe operationsthat can be performed from the Print Alarm Screen above. These
appear on the highlighted line at the bottom of the screen.

Table 5-2. Print Alarm Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns al settingsto thelast saved state.
Refresh Used on Monitoring Screens to update statistics, and on other screens to
redraw them.
Main Returns to the CPU Card Main Screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

Table 5-3 summarizes the option settings for the CPU Print Alarm Screen. These settings are
also described in the following paragraphs.

Table 5-3. Print Alarm Screen Options and Defaults

Par ameter User Options Notes Default
PRT ALARMS off direct modem 1 off
PRT Phone# telephone number (up to 14 numbers)
PRT RETRY 1to 60 1
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PRT ATTEMPTS 1t0 99 1

PRT MAJ.CRIT 1to 500 1

PRT MIN&INFO 1to0 32000 1

ELEMENT 1 alarm model address time severity number
number empty

ELEMENT 2 alarm model address time severity |2 alarm
number  empty

ELEMENT 3 alarm model address time severity |2 model
number  empty

ELEMENT 4 alarm model address time severity |2 address
number  empty

ELEMENT 5 alarm model address time severity |2 time
number  empty

ELEMENT 6 alarm model address time severity |2 severity
number  empty

Notes:

1. The Print Alarms option must be off if TCP/IP is on.

2. The choice of “empty” will eliminate that element from the NM S report.

PRT ALARMS

The Print Alarms option allows you to choose a remote device for alarm condition reporting.
The system uses the modem (if present) on the Interface card to call aremote device or
Network Management System. The system sends the alarm information for al alarm filters
set to Report in the Alarm Filters screen. Refer to Chapter 4 System Configuration and
Operation.

Set the Print Alarms setting to off to disable all external alarm-generated messages. Choose
direct to send all alarmsreported since the last report cycleto alocal devicethrough the DB-9
computer port of the Interface card. The modem setting sends all alarms reported since the
last report cycle to aremote dial-up device through the modem port.

The remote device may be any asynchronous ASCI| device that can accept lines of text up to
80 characterslong. It must support XON/X OFF flow control and be capable of attaching to an
asynchronous dia-up modem. Figure 5-4 shows an OOS alarm reported to a remote device.
Theremote device’smodem must be compatiblewith CCITT V.22bisand support connections
at 2.4 kbps. Set the remote modem for auto-answer mode. Both the remote device and
modem should be set for 8 data bits, 1 stop bit and no parity.

PRT PHONE#

The Print Phone Number field shows the number the modem dials to report alarms to the
remote device. This number can be up to 14 digits long.
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PRT RETRY
The Print Retry field specifies the amount of time the system will wait between attempts to
redial the remote device. The retry interval can be from 1 to 60 minutes.
PRT ATTEMPTS
The Print Attemptsfield is the maximum number of times the system will try to contact the
remote device before giving up. The number of attempts can be from 1 to 99.
PRT, MAJ&CRIT
The Print Major field specifies the maximum amount of time the system will wait from the
occurrence of amajor alarm until it placesacall to the external devicetoreport it. Thisinterval
cycle can be from 1 to 500 seconds. All alarm reports designated as M aj or will be reported at
that time. For example, if you specify an interval cycle of 5 minutes (300 seconds), every
major alarm occurring during that interval will be reported at the end of that cycle.
The Print Major and Critical interval cycle starts from the most recent of:

1. Theend of the last Major alarm cycle (if no alarms occur).

2. When parameters are saved using the Save command from the Menu of Actions.

3. Forty (40) seconds after the last alarm message is reported.

PRT MIN&INFO
The Print Minor field is the maximum time the system will wait from the occurrence of a
minor alarm until it places acall to the remote device to report it. Thisinterval cycle can be
from 1 to 32,000 seconds. All alarm reports designated as Minor will be reported at that time.
For example, if you specify aninterval cycle of 60 minutes (3600 seconds), every minor alarm
that occurs during that interval will be reported at the end of that cycle.
The Print Minor interval cycle starts from the most recent of any of the following:

1. Theend of the last Minor alarm cycle (if no alarms occur).

2. When parameters are saved via the Save command from the Menu of Actions.

3. Forty (40) seconds after the last alarm message is reported.
When the specified interval cyclefor major or minor alarms is reached, the system will send
alist of the accumulated alarms sorted by the elements below. To avoid congestion, alarm

reporting islimited at the remote device or Network Management System to the first 40 lines
of non-reported alarms. The system will then wait 40 seconds and send the next 40 lines, and
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continue sending in that fashion (i.e., send 40 lines, wait 40 seconds) until it finishesthe entire
list of non-reported alarms. The next interval cycle starts 40 seconds after the last alarm

message is reported.

ELEMENT 1-6

The Element 1 through Element 6 fields show the six alarm configuration elements (alarm,
model, address, time, severity, number, and empty). These elements can be arranged in any
user-defined order. For instance, one user may want the order of the alarm configuration to be
severity, time, model, address, alarm, and number, while another user might prefer the
sequence to be model, time, alarm, address severity, and number. Use the six Element fields
to order these variables as desired.

Figure 5-4 showsatypical remote printout of alarmsreported by an Integrated A ccess System.
In this example, the Node Name (NO) is"Node_1," the Acknowledgment Number (AK) is7,
the Alarm Number (NU) is 38. Thisis an Out of Service alarm (AL = OOS); it was reported
by aModel (ML) 8840 Card in chassis slot P2 (UN = P2). The alarm began on 3/20/96 at
14:44:12 (2:44 p.m.) and ended on 3/20/96 at 16:12:16 (4:12 p.m.). The Severity level of this
alarm is Critica (SV =C).

NO=Node_1, AK=7,

NU=00038, AL=00S, M.=8840, UN=P2, ON=03- 20- 96
14: 44: 12,

OF=03-20-96 16:12:16, Sv=C

END

Figure 5-4. Typical Alarm Printout

TCP/IP Network Management

This section presents another type of Network Management System (NMS) for diagnosing
and reporting trouble at unsupervised locations. The SNMP alarm traps and TELNET
configuration can connect using this alternate method. Both formats can use the 4 kbps FDL
(Facility Data Link) of an ESF-framed T1 link, the SA4 on an E1 link, afull DSOonaT1 or
E1 link, or the computer port of the Interface card via SLIP or PPP protocol.

If you do not understand the NM S concepts of |P addressing, SNMP, SLIP or PPP, TELNET,
and Ping, please consult with your network administrator before attempting to install or repair
components presented in this section.

If you have a small number of remote units to manage, one of the Network Management

System optionsisto use aB7R (Bit-7 Redundant) card at the NM S site. Up to eight remote
system units send alarm information on the FDL/SA4 of a TL/E1 link to either aDACSII or
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eightindividual DSOs, and multiplex the contentsinto asingle 38.4 kbps asynchronous circuit
viathe SLIP protocol. This datais used by a communication server or terminal server for
routing to aLocal AreaNetwork.

If the FDL is used to transmit and receive information, aDACSII or DACSII ISX (3.0 or
higher) is used to convert the FDL/IP information to afull DSO time slot. On a point-to-point
circuit, aDACSII is not needed. See Figure 5-5.

4Kbps TCP/IP
FDL Circuits

#2 Up to 8 DS-0s

Single 38.4Kbps
T1/E1 % B Asynch SLIP Circuit .
7 Terminal

x R Server

DACS Il Concentrator Unit

%))
<
@
@
3

LAN

System H

Workstations

Figure 5-5. Typical TCP/IP Network Management System

Using |IP addresses, you can communicate directly with the affected system, diagnose the
problem, and dispatch atechnician if necessary.

Figure 5-6showsthe TCP/IP Screen. To accessthis screen, press“1” (tcp/Ip) inthe CPU Card

Main Screen. Table 5-4 summarizes the actions that can be performed from this screen, and
Table 5-5 lists the TCP/IP Screen parameters and options.

Reference Guide IMACS System Release 5.1.6 511



TCP/IP Networ k M anagement CPU Card

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

-Elhéﬂ ?§?|2§| =015 Egj

unknows | €1 CPU XCON e Ser Opd4o
*1
HOST IF STATE actyv
HOST IF ADDER 199.190.214.2
HOST NETMASE 255.255.255.0
HOST TYPE host

DEFAULT IF PORT wan
DEFAULT IPF 3LOT wi
DEFALULT IP UNIT 1

RFT1 IF ADDR 199.190.213.1
RFT1 COMMUN STER FUEBLIC

RPTZ IF ADDR 0.0.0.0

RPTZ COMMUN 5TR

RPTZ IF ADDR 0.0.0.0

RPT3 COMMUN 5TER

Ping | MWetstat | rimte | Zave | Undo | Refresh | nXéd | Main

|Connected 2.31:12 [wT100 |9600 811 [SCROLL  [CAPS [MUM  [Capture  [Frint echo

B

Figure 5-6. Typical TCP/IP Screen

Table5-4. TCP/IP Screen Actions

Action Function

Ping Test whether the connected device responds to an echo request message.
After entering the IP address of the host device, the status line will display,
"Testing . . ." The next message indicates if the host is alive or down.

Netstat Displays the Network Statistics. See below.

rOute Shows the Routing screen. See the “Routing” section below.

Save Saves changes to settings.

Undo Returns al settingsto thelast saved state.

Refresh Used on Testing and Monitoring screens to update statistics, and on other
screens to redraw the screen.

nX64 Used for nx64 kbps HDL C/FR connectivity to other Integrated Access
Systems as well as directly connecting to the MCC, IPR, FR at nx64 kbps.

Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

Table 5-5. TCP/IP Screen Options and Defaults

Parameter User Options Default
HOST IP STATE stdby actv stdby
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HOST IP ADDR IP address 0.0.0.0
HOST NETMASK Network 0.0.00
HOST TYPE host gateway host
DEFAULT IP PORT none loca wan servr nX64 none
DEFAULT IPSLOT n/a local wan (w1, w2, w3, wé) servr na
(P1, P2, P3) nx64

DEFAULT IPUNIT na 1-2 C1 C2 C3 C4 n/a
RPT11PADDR IP address 0.0.0.0
RPT1 COMMUN STR blank
RPT2 IP ADDR IP address 0.0.0.0
RPT2 COMMUN STR blank
RPT3 IP ADDR IP address 0.0.0.0
RPT3 COMMUN STR blank

HOST IP STATE

This parameter determines whether TCP/IP is active or inactive. Thisisthe master switch for
the host IP stack, and is required to be set active in order for any |P communication to go
through. The HOST IP STATE defaultsto stdby (standby) prior to configuration. You must
set it to actv (active) to enable TCP/IP.

HOST ID ADDR

TheHost IP Addressisthe IP address for this specific system unit. If the B7R card is used for
thisNM S, the Port | P address must be the same as the one entered in the ADDR field of that
card.

HOST NETMASK

The Host Netmask is used to indicate how much of the IP addressis used for host addressing
and how much is used for network addressing.

If the B7R card isused for this NMS, the CPU netmask address must be the same as the one
entered inthe NETMASK field of that card.

HOST TYPE

The Host Type is used to control |P forwarding. When Host Typeis set to gateway, |P
datagrams are allowed being forwarded. When Host Typeis set to host, no forwarding is
allowed. For IP forwarding (routing) to work correctly, aroute must be created in the routing
table.
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DEFAULT IP PORT

The Default | P Port setting (Figure 5-7), tellsthe CPU card where | P packets will be sent when
there is no matching entry in the routing table. The options are none (no default route used),
local (SLIP/PPP over DB-9 serial port), wan (W1 W2 W3 W4) (FDL/SA4 or B7R [chosen on
the WAN card main screen with ESF/NM S RPT option]) servr (P1 P2 P3) (WAN DSOs or
Ethernet depending on type of server card) or nX64 (C1, C2, C3, C4 WAN nx64 ports).

If this parameter is set to local, wan or servr, the Print Alarms feature (mentioned in the
previous section) must be set to off. If local is chosen for this setting, the internal modem will
not operate.

If this parameter is set to nX 64, the default | P port selected is nX 64, packets will be directed
to one of the four NX64 ports selected (C1, C2, C3 or C4). (Refer to Default P Unit below).
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Figure5-7. CPU Default I P Port Selection Screen
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DEFAULT IP SLOT

The Default IP Slot options are determined by the choice of Default | P Port. If off or local is
selected for that parameter, this option will show n/a. If wan is selected, the options for this
parameter will show W1-W4 (the WAN card dot that transmits and receives NMS
information). If servr ischosen, the options for this parameter will show P1-P3 (the server
card slot that transmits and receives NM S information).

The Default IP Slot option is not used when default |P port is set to nX64.

DEFAULT IPUNIT

The Default IP Unit (Figure 5-8) options are determined by the choice of Default |P Port. If
off or local is selected for that parameter, this option will show n/a. If wan is selected above,
the options for this parameter will be 1-2 (corresponding with the WAN port). If nX64 is
selected above, the options for this parameter will be C1, C2, C3 and C4.

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

-Elhéﬂ ?§?|2§| =015 Egj

unknown C CPU ZCON Rewv EO-0 Ser 06449 | 09-25-99 13:06
1

HOST IP ZTATE actv

HOST IF ADDR 195.190.214.2

HOST NETMAZE 255.255.255.0

HO3T TYFE host

DEFAULT IP PORT  nx6d
DEFAULT IP SLOT  n/a
DEFAULT IF UNIT

RFT1 IF ADDR 199.190.213.1
RFT1 COMMUN STER FUEBLIC

RPTZ IF ADDR 0.0.0.0

RPTZ COMMUN 5TR

RPTZ IF ADDR 0.0.0.0

RPT3 COMMUN 5TER

Ping | MWetstat | rimte | Zave | Undo | Refresh | nXéd | Main

|Connected 2:23.58 [wT100 [9E00 8-M-1 [SCROLL  [caPs [WUM [Capture  [Frint echo

B

Figure5-8. CPU Default | P Unit Selection Screen
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RPT11P ADDR

TheRPT1 1P Addressisthe | P address of thefirst Network Management System host running
an SNMP trap server.

RPT1COMMUN STR

The RPT1 Community String holds the community string for the first NM S host running a
SNMP trap server. The community string provides additional security by rejecting messages
that do not contain the correct string. There must be some entry in thisfield to enable RPT1.
RPT2I1P ADDR

The RPT2 IP Address is the IP address of the second Network Management System host
running a SNMP trap server.

RPT2COMMUN STR

The RPT2 Community String holds the community string for the second NM S host running a
SNMP trap server. The community string provides additional security by rejecting messages
that do not contain the correct string. There must be some entry in thisfield to enable RPT2.
RPT3I1P ADDR

TheRPT3IPAddressisthel P address of the third Network M anagement System host running
an SNMP trap server.

RPT3COMMUN STR

The RPT3 Community String holds the community string for the third NMS host running a

SNMP trap server. The community string provides additional security by rejecting messages
that do not contain the correct string. There must be an entry in thisfield to enable RPT3.

Networ k Satistics Screens

The Network Statistics Screens provide maintenance and diagnostic information for the
different protocols supported by this equipment. The system starts accumulating statistics
when the TCP/IP Port is changed from off to local or wan, and it continues to store
information until it is turned off.
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Figure 5-9 showsthefirst of four Network Statistics Screens, and Figure 5-10 through Figure
5-12 show the other three screens. To go to the first screen, press“n” inthe TCP/IP Screen to
choose Netstat from the bottom line of that screen. Table 5-6 lists the actionsthat can be taken
from the Network Statistics Screens, and the following paragraphs describe the parametersin
each screen.
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Figure 5-9. Typical Network Statistics Screen, Page 1

To move from one screen (page) to another, press “d” (pgDn) or “u” (pgUp). Pressing “d”
goesto the next-highest page number. If you are on Page 4 when you press*“d”, you will wrap
around to Page 1. Pressing “u” goesto the next-lowest page number. If you are on Page 1 when
you press “u”, you will wrap around to Page 4.

Table5-6. Network Satistics Screen Actions

Action Function

pagUp Scrolls backward through network statistics, one page at atime. If you are
on thefirst screen (Page 1), automatically “wraps around” back to thefourth
screen (Page 4).

pgDn Scrolls forward through network statistics, one page at atime. If you are on
Page 4, automatically “wraps around” back to Page 1.

Refresh Since the system does not update statistics automatically, the Refresh
command must be used to update information in statistics fields.

Main Returns to the TCP/IP Screen. If changes are made to settings and not
saved, you will be prompted to save or lose changes.
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The Serial Line Interface Protocol (SLIP) parameters appear in the first Network Statistics
Screen (Figure 5-10). These are described bel ow.

MTU Size

The MTU (Maximum Transmission Unit) Size field shows the largest number of user-data
(e.g., the largest size packet) that can be sent in asingle frame. The MTU for thissystem is
240 bytes.

Bytes Received

The Bytes Received field shows the number of bytes received by the local system from the
network host.

Packets Received

The Packets Received field shows the number of packets (unit of bytes, roughly similar to an
IP datagram) received by the local system from the network host.

Packets Discarded
The Packets Discarded field shows the number of packets sent by the network host that were

discarded by the local system. Packets are discarded because they either exceed the MTU or
are not complete.

Packets Dropped - Buffer

The Packets Dropped - Buffer field shows the number of incoming packetsthat were dropped
because there was not enough free memory to buffer them.

Buffer Overflow

The Buffer Overflow field shows the occurrences of buffer overflow at the local system.

Packets Sent Out

The Packets Sent Out field shows the number of packetstransmitted by thelocal systemto the
network host.
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Bytes Sent Out

The Bytes Sent Out field shows the number of bytes transmitted to the network host by the
local system.

54.12 FDL Parameters

The FDL parameters also appear in the first Network Statistics Screen (Figure 5-9). They are
described below.

MTU Size

The MTU (Maximum Transmission Unit) Size field shows the largest number of bytes that
can be sent in asingle frame. The default MTU is 240 bytes.

Frames Received

The Frames Received field showsthe number of framesreceived by the local system from the
network host.

Frames Aborted on Receive
The Frames Aborted on Receive field shows the number of frames that were aborted when

received by the local system from the network host. Frames are aborted because they either
exceed the MTU or are not complete.

Framesto Transmit from Above

The Frames to Transmit from Above field shows the number of frames that were sent by the
local system to the TCP layer of the network host.

Frames Transmitted

The Frames Transmitted field shows the number of frames sent from the local system to the
network host.

Frames Aborted on Transmit

The Frames Aborted on Transmit field shows the number of frames aborted when transmitted

by the local system to the network host. Frames are aborted because they either exceed the
MTU or are not complete.
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| P Parameters

The IP parameters appear in the second Network Statistics Screen (Figure 5-10). These are
described below.
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Figure 5-10. Typical Network Satistics Screen, Page 2

Default TTL

The Default TTL field shows the Time To Live for information packets from transmission to
delivery. The TTL for this system is 255 seconds.

Datagrams Received

The Datagrams Received field shows the number of |P datagrams (packets) received by the
local system from the network host.

Datagr ams Discar ded

The Datagrams Discarded field shows the number of datagrams that were discarded by the
local system.
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Datagrams Delivered Above

The Datagrams Delivered Above field shows the number of datagrams sent to the TCP layer
of the network host to the local system.

Datagrams From Above

The Datagrams From Above field shows the number of information or traps sent by the local
system to the UDP or TCP layer of the network host.

Datagr ams Sent

The Datagrams Sent field showsthe total number of datagrams sent by the local system to the
network host.

TX Discarded - RAM

The TX Discarded - RAM field shows the total number of datagrams sent by the local system
that were discarded due to lack of free RAM memory.

TX Discarded - Mailbox Short

The TX Discarded - mailbox short field shows the total number of datagrams aborted by the
local system because of a mail subsystem overflow.

TX Discarded - Other

The TX Discarded - other field shows the total number of datagrams discarded due to other
causes.

ICMP Parameters

The | CMP parameters al so appear in the second Network Statistics Screen (Figure 5-10). They
are described below.

M essages Sent

The Messages Sent field shows the number of | CM P messages sent by thelocal system to the
network host.
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Echo Requests Received

The Echo Requests Received field shows the number of "ping" message requests received by
local system by the network host. Thisfigureis part of the total messages received.

Echo Replies Sent

The Echo Replies Sent field shows the number of "ping" message requests transmitted to the
network host. Thisfigure is part of the total messages sent.

Echo Requests Sent

The Echo Requests Sent field shows the number of "ping" requests sent to the network host
by thelocal system. Thisfigureis part of the total messages sent.

Echo Replies Received

The Echo Replies Received field shows the number of "ping" message replies received by the
local system. Thisfigureispart of the total messages received.

Destination Unreachable Sent

The Destination Unreachable Sent field shows the number of ICM P messages that were
discarded upon receipt by the network host because they were improperly addressed.

TCP Sate Parameters

The TCP state parameters appear in the third Network Statistics Screen (Figure 5-11). They
are described below.
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Figure5-11. Typical Network Statistics Screen, Page 3

Packets Received

The Packets Received field shows the number of TCP packets received by the local system
from the network host.

Packets Discarded - Checksum

The Packets Discarded - Checksum field shows the number of TCP packets that were
discarded by the local system because the checksum failed.

Packets Discarded - Port

The Packets Discarded - Port field shows the number of TCP packets that were discarded by
the local system because the port assignment was incorrect.

Packets Discarded - Window

The Packets Discarded - Window field shows the number of TCP packets that were discarded
by the local system because the window data was incorrect.
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Bytes Delivered Above

The Bytes Delivered Above field shows the number of information or traps sent from TCP
layer of the network host to the local system.

Bytes From Above

The Bytes From Above field shows the number of information or traps sent to the TCP layer
of the network host from the local system.

Packets Sent

The Packets Sent field shows the total number of TCP packets that were transmitted to the
network host by the local system.

ACK s Received

The ACKS Received field shows the total number of acknowledgmentsthat were received by
the local system from the network host.

Packets Sent - Reset

The Packets Sent - reset field showsthe total number of TCP packetsthat were transmitted by
the network host to the local system.

Packets Sent- ACK

The Packets Sent - ACK field shows the total number of TCP acknowledgment packets that
were transmitted by the network host to the local system.

Packets Retransmitted

The Packets Retransmitted field shows the total number of TCP packets that were
retransmitted by the local system to the network host.

RTT Increased

TheRTT Increased field showsthe number of timestheretransmission time-out wasincreased
because the system was busy.
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RTT Decreased

The RTT Decreased field shows the number of times the retransmission time-out was
decreased because the system was not busy.

Connections Opened

The Connections Opened field showsthetotal number of connectionsthat were opened by the
local system to the network host.

Connections Closed

The Connections Closed field shows the total number of connections that were closed by the
local system to the network host.

Connections Aborted

The Connections Aborted field shows the number of times the connection was aborted
because either the number of consecutive retransmissions was equal to 10 or retransmission
time-out was equal to 15 minutes.

Packets TX Aborted - RAM

The Packets TX Aborted - RAM field shows the total number of packets sent by the local
system which were aborted because of the lack of free RAM memory.

UDP Par ameters

The UDP parameters appear in the fourth Network Statistics Screen (Figure 5-12). They are
described below.
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Figure 5-12. Typical Network Satistics Screen, Page 4

Packets From Above

The Packets From Above field shows the number of UDP packets sent by thelocal system to
the network host.

Packets Sent

The Packets Sent field shows the number of UDP packets transmitted from the local system
to the network host.

TELNET Parameters

The TELNET parameters also appear in the fourth Network Statistics Screen (Figure 5-12).
They are described below.

Bytes Received

The Bytes Received field shows the total number of bytes that were received by the local
system from the network host.
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Bytes Receive as Commands

The Bytes Received as Commands field shows the total number of bytes that were received
as commands by the local network from the network host.

Bytes Delivered Above

The Bytes Delivered Abovefield showsthe total number of bytesthat were transmitted by the
network host to the local system.

Bytes Replied as Commands

The Bytes Replied as Commands field shows the total number of bytes that were transmitted
as commands by the local system to the network host.

Bytes From Above

The Bytes From Above field shows the total number of bytes that were received by the
network host from the local system.

Bytes Sent

The Bytes Sent field shows thetotal number of bytesthat were transmitted by thelocal system
to the network host.

Sessions Opened

The Sessions Opened field shows the total number of sessions that were opened by the local
system with the network host.

Sessions Closed

The Sessions Closed field shows the total number of sessions that were closed by the local
system with the network host.

TX Wait for Buffer

The TX Wait for Buffer field shows the total number of transmissions that were delayed by
the local system for free memory in the buffer.
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SNM P Parameters

The TELNET parameters also appear in the fourth Network Statistics Screen (Figure 5-12).
They are described below.

PDUs Sent

The PDUs Sent field shows the number of Protocol Data Units sent from the local system. A
Protocol Data Unit is a data object exchanged by protocol drivers, usually containing both
protocol control information and user data.

Traps Sent

The Traps Sent field showsthe total number of SNMP trapsthat were transmitted by the local
system to the network host. Release 5.1.6 uses User Datagram Protocol (UDP) source port
1700 to send traps.

| P Packet Routing

The Integrated Access System supports multipoint routing of Internet Protocol (1P) between
all of itsinterfaces. These are: Serial Computer Port Interface, Server card interface (service
depends on type of card), 4 nx64 interfaces, and 8 WAN interfaces using FDL or B7R time
slot 24 of aD4-framed T1link, or the Facility DataLink (FDL) of an ESF-framed T1 link. For
E1 links IP datagrams are forwarded using time slot 31 or the SA4 (national) bit.

Touse B7R, FDL, or SA4, you must make an additional selection on the associated WAN
card. For T1 links, the selection is made viathe ESF/INM S RP parameter. For E1 links, itis
made viathe COM/NM S RP parameter. Refer to WAN Card and B7R Card Chapters for
further information.

All packetsarriving on any of the optional paths or thelocal port will betreated by the P stack
asfollows:

»  If the packet's degtination address matches that system's address, the packet is processed
locally.

» If the addressis not the same, the unit will search the routing table to find a remote
address that matches the destination of the packet.

» If amatchisnot found for the packet, it is routed to the interface specified in the DEF
DEST field. If the default destination matches the interface the packet arrived from, the
packet is dropped.

» |Pdatagramsgenerated as aresponseto arequest is sent back on the sameinterfaceit was
received from. For thisreason, ‘ping’ may work without even though the routing tableis
not set up.

IMACS System Release 5.1.6 Reference Guide



CPU Card | P Packet Routing

Figure 5-13 shows atypical routing arrangement. Although 24 units are used in thisexample,
the number of remote unitsis unlimited except for bandwidth and link-down considerations.
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‘#14 ‘ ‘#15 %:::::% #18 ‘ ‘#19 #22 #23
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Figure5-13. Typical Routing Diagram

In Figure 5-13, 24 system units transmit alarm information to an I P routing system unit
(System 25) viathe optional paths of separate WAN links. The network administrator assigns
I P addresses for each system on the TCP/IP screen of each system’s |ICPU card (HOST IP
ADDR). System 20 is connected by any of the optional pathsto System 25, which supports
NM S equipment (the communications server) with either alocal SLIP connection directly
from the CPU card or any optional path of aT1 or E1 WAN link. In this example, all alarms
received by any of the system units will be forwarded viasystem 25 to the NMS over asingle
WAN link.

Each of the 24 reporting units use NM Ss | P address as the RPT1 IP ADDR on the TCP/IP
screen of its CPU card.

Thelocal port isincluded to be able to transmit the | P packets generated by the routing unit to
the same destination. In most cases, the DEF DEST of all units controlled by this router will
be the same place (either the local port or optional WAN paths to a distant location).

The Routing screen column headings are associated with the incoming WAN link associated
with the IP location of the remote systems. For example, if you expect incoming information
from system 1 on WAN 1-1, you assign the | P address for system 1 IP NET for WAN 1-1.

Figure 5-14 shows the Routing Screen, and Table 5-7 lists the actions that can be performed

from that screen. Table 5-8 summarizes the available option settings and defaults for that
screen.
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Figure 5-14. Typical | P Routing Screen

Table 5-7. Routing Screen Actions

Action Function

Save Saves changes to settings.

Refresh Used on Testing and Monitoring screens to update statistics and on other
screens to redraw the screen.

Add Open the data entry screen to add aroute

del Delete aroute

Get Get information on routing destinations

PgUp Go to a previous page of routing paths

PdDn Go to the next page of routing paths

Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

Table 5-8. Settingsfor Routing Parameters

Parameter User Options Default
IPNET avalid IP address 0.0.0.0
SUBNETMASK avalid Netmask IP address 0.0.0.0
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SLOT/UNIT wan: W1-1 through W4-2 wi-1
serv: P1-P3

user: not supported
loca: COMP

nX64: C1 through C4

IPNET

The IP Net field shows the | P address of a device located on this system unit. This must be a
valid IP address.

SUBNETMASK

The Remote Netmask field shows the Netmask of a device located remotely from this system.
Any valid Netmask is acceptable. The remote netmask information is the same as that placed
on the remote unit’s TCP/IP screen.

SLOT/UNIT

The Default Destination specifies where to route packets received from a remote device and
the routing device to downstream NM S equipment (either the optional paths of a WAN link
or thelocal SLIP port).

Adding Routes

In the Routing Screen, type”a” (Add) to present adata entry screen. A dataline appears near
the bottom of the screen for the three address parameters of Table 5-8. Usetheright/left arrow
keys to move to the desired field. Press <Enter> to present the corresponding data entry field
(Figure 5-15). Typein the correct address parameters, up to three digits (0-255) in each
segment of the address, using the right arrow key to move to the next segment. Press <Enter>
again to move the entered address into the data line. Use the left/right arrow keysto move on
to the SubNet Mask and repeat the process. The Slot/Unit field offers the entry categories
shown in Figure 5-16. Scroll to the desired category and press <Enter> to present one of the
choices shown in Table 5-9. Scroll to the desired value and press <Enter>. When valid address
and destination parameters have been added, type “s’ to save the address (Figure 5-17). The
system will not save an invalid address. To exit the Add screen without saving press the up or
down arrow keys.

Delete a Route

In the Routing Screen, scroll to the route to be deleted. With the route highlighted, press eto
delete.
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Get Information

To obtain addressing information, press g for Get. The system displays the destination
variables wan, serv, user, and local across the bottom of the screen. Use the left/right arrow
keysto scroll to the desired destination and press <Enter> to select. The choices available
under each of these options are then displayed. Now highlight the desired option and press
<Enter> again to initiate the search. The system responds:

Sending RIP Request. Please wait ...
Press any key to cancel

After the system send RIP request, the | P Static Routing screen will return, displaying valid
IP Net (address), SubNetMask, and Slot/Unit information.

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help

ighéﬂ @3h§| =015 !gj

unknown C CPU ECON Fewv BO-0 GSer 0Oe449 | 09-28-99 13:10
page: 1 of 1 IP 3TATIC ROUTING
IF Net SublletMask SLOT/UNIT

-

|Connected 2:28:08 [wT100 [9E00 8-M-1 [SCROLL  [caPs [WUM [Capture  [Frint echo

&

Figure 5-15. Routing Address Entry Screen
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“g Integrated Access System - HyperT erminal
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-
|Connected 2:28:47 [wT100 [9E00 8-M-1 [SCROLL  [caPs [WUM [Capture  [Frint echo s

Figure5-16. Slot/Unit Options Screen

Table 5-9. Slot/Unit Options

Slot/Unit Options Description Default
WAN wl-1 wl-2 w2-1 w2-2 w3-1 w3-2 w4-1 w4-2 |wl-1
SERV P1 P2 P3 P1
USER not supported n/a
LOCAL IF-2 IF-2
nX64 C1 through C4 C1
Reference Guide IMACS System Release 5.1.6
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Figure 5-17. | P Satic Routing Information Screen

NnX64 Screen

The Enhanced NMS Connectivity screen (Figure 5-18) provides a solution to increase
bandwidth channel for management purposes. FDL was previously the answer to thisneed for
not consuming valuable bandwidth. However, by giving up atime slot the increase of
bandwidth provided better connectivity allowing a variable bandwidth from 56 Kbpsto 1.54
Mbps for T1 and 2 Mbps for E1. A single 1x64 kpbs channel improves the bandwidth over
FDL 16 times.
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Figure 5-18. nX64 Main Screen

The 5.x CPU includes four controllers for use in various types of communication. All four

controllers are mapped through two TSA (Time Slot Assigner) devices and will share a

common pool of 64 time slots. The TSAs are cross-connected to the TDM (Time Division
Multiplexing) bus viaMTUSs (Memory Time Switches).

Currently, the four nx64 ports can only be assigned to WAN resources.

The four avail able channels may be configured at nx64 kpbs, using plain HDLC for

communication with other Integrated Access Systems, or using RFC1490 encapsulation for
connectivity to other Integrated Access Systems as well as the Frame Relay public network.

Table 5-10. nX64 Screen Actions

Action Function

Save Saves changes to settings.

Undo Returns al settingsto thelast saved state.

Refresh Used on Testing and Monitoring screens to update statistics, and on other
screens to redraw the screen.

Copy Copies settings to next available slot

Netstat Displays the Network Statistics Screen. See below.

Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.
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Table5-11. nX64 Screen Optionsand Defaults

Parameter User Options Default
STATE actv stdby stdby
WAN/SERV none wan (wl-1, wl-2, w2-1, w2-2, w3-1, |[none

w3-2, wi-1, w4-2)

TS Wa 1-24(T1) 1-31(E]) no
FORMAT hdic fr ether hdlc
RATE 56k 64k 64k
MTU <128 - 1500> 240
STATE

The state indicates whether the port is enabled or disabled. Upon activation all parametersare
validated. The selected IP address and netmask must be valid. The WAN must be available,
and the sel ected combination of time slots must be available to activate the port. Default state
isstdby.

WAN
This parameter indicates which WAN/SERV the nX64 can be connected to. The WAN

selected should be available. If the selected WAN isremoved and deleted, the port should be
set to stdby. Default WAN is none.

TS
This table shows 24 selectable time slots when configured for T1, 31 selectable time slots

when configured for E1. Time slot 16 isonly available if TS16 is set to nos from the WAN
screen. No time slots are selected as default.

FORMAT
The format indicates which format is selected for the given nX64 communications port.

Possible options are HDL C, Frame Relay and Ethernet. Ethernet is only allowed for
communications portl. Default setting is HDLC.

RATE
The Rate setting allows you to adjust the speed of the circuit according to the application

requirements. The only speed available for ports C1 to C4 is 64k (64 kbps). However, ports 1
to 64 can be set to either 56k or 64k.
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5.5.2

MTU

The MTU needsto be 240 for 1x64 in order to communicate with the MCC. Sincethe MTU
isdesired larger than that this needsto be a configurabl e option. Dependent on implementation
this can either be a number entered in a given range, or the selection from a predefined list of
fixed MTU sizes.

Networ k Satistics Screen

Figure 5-19 shows the Netstat screen for the network statistics at the interface level for the
selected nX 64 communications port. The I P stack netstat is available from the standard CPU
IP screen.
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Refresh | Main
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Figure 5-19. nX64 Netstat Screen

Table 5-12. nx64 Netstat Screen Actions

Action Function
Refresh Used on Testing and Monitoring screens to update statistics, and on other
screens to redraw the screen.
Main Returns to the CPU card main screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.
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5.6.2
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CPU Host Software Upgrade Procedure

This section provides procedures for upgrading Integrated Access System host software. The
procedures for upgrading from 5.0.0 to 5.1.6, and from 5.0.1 or greater, to 5.1.6.

The CPU-5XCON card containsthe host software that controlsthe I ntegrated A ccess System.
The host softwareis stored in flash memory facilitating download of future software releases
to the CPU card.

Version 5.0.0 of the host software utilizeskernel 5.0.0, whileall other versionsincluding 5.1.6
host software use kernel 5.0.1. To upgrade to the 5.1.6 host, the CPU(s) must be replaced with
CPU(s) that contain the new 5.1.6 host software containing the new 5.0.1 kernel. CPUs with
5.0.1 host software or above aready use the 5.0.1 kernel and can be upgraded by flash
download as outlined in the procedures in Section 5.7 on page 5-40.

Equipment Requirements

Following are the equipment requirements for CPU host software upgrade.

CPU-5 XCON's equipped with 5.0.1 or greater host software

Laptop computer running Windows 3.1, 95, or 98

Serial port cable to connect to the TERM port on the Integrated Access System
Host software 5.1.6 on disk or loaded into laptop computer

L aptop Setup

Follow the steps listed below to set up the laptop computer.

=

Boot the laptop.

Click “START".

Select “Programs’, “Accessories’, and click on “Hyper Terminal”.

In the HyperTerminal window, double click on “Hypertrm” icon.

In the New Connection window, Enter Name: enter Upgrade.

Select icon and click OK.

In Connect to Window, Connect Using, click down arrow and select “Direct to COM1”.

Click OK.
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9. In COM 1 window, set BITs per second to “9600” (leave other settings asis) click OK.
10. In Upgrade window, click File menu, select Properties, and select Settings.
11. In Emulation window, select VT 100 and click Terminal Setup.
12. Select 132 column mode, click OK .
13. Close Properties window and save.
14. Right click on Upgrade I con and select Create Shortcut.

15. Drag shortcut to the desktop.

5.6.2.1 Log UpgradeActivity

Create alog to record upgrade activity on a per-site basis that includes the following
information:

e  Site name, date and time, and name of technician performing upgrade
»  System name(s) and number of CPU cards per system

*  Model, seria number, and host version of previous CPU cards

*  Model, seria number, and host version of new CPU cards

. Modd and serial number of Interface card

5.6.3 Upgrade Preparation

Follow the steps listed below to perform an upgrade.
1. Connect the laptop to the TERM port on the Integrated Access System.
2. Press Enter, and log into the system.

3. Using the arrow keys, move the cursor to CPU and press Enter.

D

. Verify and record the current host software version.

5. Determine one of the following upgrade methods to be used:
* Replacethe CPU if the current version is 5.0.0, or
» Download flash if the version is 5.0.1 or above.
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5.6.3.2
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5.7.1

5.7.2
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Upgradefrom 5.0.0t05.1.6

Follow the steps listed below to perform an upgrade from host software.

1

2.

Record the serial number of the new CPU(S).

Replace the current CPU(s) with new 5.1.6 CPU(s). The system will briefly display the
Test and Initialization screen and then appear blank. Press the Enter key and the Login
screen will appear.

Log into the system and verify that system information is correct.
Using the arrow keys, move the cursor to the CPU and press Enter.
Verify that the host software versionis5.1.6.

Logout of system and repeat procedure for each system at the site.

Upgradefrom 5.0.1 or greater

Follow the steps listed below to perform an upgrade from host software.

Log into the system and follow procedures as detailed in Section 5.7 following.

Softwar e Download Procedures

CPU Swap

Thefirgt and easiest way to accomplish afield upgrade isto order an upgraded CPU from the
manufacturer and swap the CPUs at the CPE site. Following areinstructions for swapping the
CPU cards.

1

2.

Loosen the screws from the top and bottom front panel on the existing CPU, and remove
the card from the chassis.

Unpack the upgraded CPU and slideinto the same slot in which the previous CPU resided
(usually the C1 chassis slot).

Following the CPU swap, the system re-initializes. Upon completion of re-initialization,
verify that all circuits are active and operating.

XMODEM Protocol Binary Download

Follow the steps listed below to perform an XMODEM protocol bin download.
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1. Set up adirect connection to the VT-100 craft port.

2. Localy connect the PC to the VT-100 craft port. Log into the system with the Superuser
password.

3. Highlight the active CPU and press“P”.

4. Thebinary buffer areaappears, and one of the buffers displaysin an active state. The other
buffer may be empty or may have afilein it. Verify that the kernel version on the lower
half of this screen indicates 5.0.1 with a checksum of 0x12A459.

5. If both buffers have filesin them, highlight the buffer that is not active. Press the Enter
key and four options appear at the bottom of the screen. Using the arrow keys, highlight
the erase parameter and press Enter. When the system finishes erasing the buffer it will
indicate an empty state.

6. Using the arrow keys, highlight the empty buffer areaand press Enter. Four parameters
will appear on the screen. Using the arrow keys, select the dnload (download) parameter
and press Enter. Two parameters will appear at the bottom of the screen.

7. Using thearrow keys, select the XMODEM parameter and pressEnter. Theletter “ C” will
begin duplicating across the screen. Thisis normal and does not indicate a problem.

8. AttheHyperTerminal screen, select file transfer and send thefile. Choose the appropriate
binary file to download using the XMODEM1K protocol to BIN buffer 1 or 2, depending
upon which binisempty. The binary file being downloaded must match the BIN number
into which it is loading, and the binary file will be marked with either al or a2
accordingly.

9. Following completion of the download process, make the newly loaded bin active and
then erase the existing firmware from the now inactive bin. Perform the downl oad process
again so that both buffers have the same firmware applied to them.

5.7.3 PreTFTP Binary Upload/Download Preparation

To perform binary (bin) uploads/downloads viathe TFTP function, one of the following two
methods of connection to aLocal Area Network (LAN) network must first be selected.

1. Thefirst option requires that the system to which you will download be powered and
running through an active MCC server card that is connected to a LAN. The connection
must be made either in the box that will receive the downloaded file or in a remote box
routed through the local CPU that is set as a gateway using an | P protocol. You must be
able to ping the MCC card and the local and remote CPU host IP addresses from the PC
or server that you intend to use asa TFTP server and vice versa. The DEF RTE on the
M CC Ethernet configuration screen must be set to static and must include the | P address
of the PC or server from which you are downloading the firmware. You may need to
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change the routing table on your PC to include the MCC ethernet address as the gateway,
or thelocal host address asthe gateway for the system receiving thefile as the destination
IP address.

The second option isto connect to the Integrated Access System interface card’'s COM
(C2) port to which you will download the firmware using PPP or SLIP protocol at 19.2k
or 9.6k respectively. Again, you may need to change the routing table on your PC and/or
on the router or terminal server through which the PPP/SLIP connection runs.

Note:  Your PC must have some sort of TFTP or TFTPD server software installed and

running when you are downloading the binary files to the system. If you are using
TFTPD type softwareit is easier if you set the root directory to indicate where the
binary file is located at the TFTPD root screen. This eliminates the need to enter a
path at the file name screen during the download process. If you arerunning a TFTP
software package, consult the user guide accompanying the software for details on
configuring and using the software.

5731 TFTPor TFTPD Protocol Bin Download
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Follow the steps listed below to perform a TFTP or TFTPD protocol bin download.

1. Establish connection in one of the following methods:

Connection via Telnet

Direct connection to the Integrated Access System, using the SLIP/PPP connection via
the computer port

Connection through the MCC card, using the TFTP or TFTPD protocol

. Log into the Integrated Access System using the Superuser password.
. Highlight the appropriate CPU with the cursor and press “P".

. Thebinary buffer area appears, and one of the bufferswill display an active state. The

other buffer may be empty or may have afilein it. Verify that the kernel version on the
lower half of this screen indicates 5.0.1 with a checksum of 0x12A459.

. If both buffers have filesin them, highlight the buffer that is not active. Press the Enter

key, and four options will appear at the bottom of the screen.

. Using the arrow keys, highlight the erase parameter and press Enter. When the system

finishes erasing the buffer it will indicate an empty state.

. Using the arrow keys, highlight the empty buffer area and press Enter. Four option

parameters will again appear.
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8. Using the arrow keys, select the download parameter and press Enter. Two option
parameters will appear at the bottom of the screen.

9. Highlight the TFTP parameter and press Enter.
10. A mismatch retries entry appears. Press Enter to invoke the default.
11. A time-out retries entry appears. Press Enter again to invoke the default.

12. AnIP address option parameter appears. Enter the appropriate | P address of the PC or the
TFTP server into this field and press Enter.

13. At this point afile parameter appears, prompting for the name of the file being
downloaded to the system. Enter the file name as shown when scanning directories using
the C:\DIR/W command and press Enter. If using Windows Explorer the file may be
truncated and the system will not be able to find the file.

If the download processis successful, a decreasing number of bytes begins to appear on
the screen. If something has been configured incorrectly, data will not be sent and
following expiration of the time-outs an error message appears.

14. Upon successful download completion, set the inactive bin to active. This will place the
newly loaded code into an active state and the system will perform arestart. Verify that
all circuits are active and operating.

15. Repeat this same procedure on the inactive bin (previously the active bin) by erasing the

existing firmware and downloading the new firmware so that both buffers have the same
firmware applied to them.

58 CPU Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
M essages regarding this card.

59 CPU Card Troubleshooting

On power-up, the CPU card performs a self-test. Thisisthe only diagnostic available for the
CPU. A “hedlthy” active CPU will have agreen LED lit on the front panel. A “healthy”
redundant CPU will flash between green and amber LEDs.

The indications that a CPU is not on-line are;
»  Continuous amber alarm LED on front panel AFTER the system has been registered

during initial installation. Prior to registration, the amber LED is an indication that
registration needs to occur before the system can be fully operational .
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*  Inability to communicate with the system by any means (VT-100 Term, Telnet, etc.).

Because the CPU and Interface card work together to support a system, follow this general
sequence:

1. Verify that the CPU card'sUS/EUR jumper (HD1) iscorrectly set to matchthe US/EUR
jumper on the chassis.

2. Verify that both CPUs in aredundant system are of the same firmware revision.

3. First replace the CPU. If the problem continues, replace the Interface Card.

R4

Note: Removal of an active CPU or Interface card will cause a service disruption on the
entire system.

4. If the CPU card is determined to be faulty, replaceit and return the faulty unit for repair
to the location specified by your distributor.

5.10 CPU Card Specifications

CPU Card 880360

LED Indicators

Operation Green for normal operation. Red for card fault or test mode. (Amber on
Model 880360).

Code storage

Model 880360 Configurable with maximum 8 MB DRAM and 4 MB Flash Memory
Operational Modes

M odel Mode Cross Connect

880360 Cross-connect yes

Maximum number of WAN links

Model 880360 Up to 8 WAN links

Support for CPU redundancy

Model 880360 yes

Support for WAN link redundancy

Model 880360 1:N. A single model 8014 WAN card in dot W4 can provide back-up

for identically configured 8010 WANs in slots W1 through W3.

Support for Resource/Server Cards

Model 880360 Support for al server cards
Sandar ds Compatibility
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Requirements:

Physical Protections
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CEN EN 50 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
EN 50 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
UL 1950 UL Standard for Safety of Information Technology Equipment
CSA C22.2, No. 950 Safety of information technology equipment including electrical
business equipment
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Chapter 6
|nterface Card

6.1

6.2

6.2.1

| ntroduction

This chapter provides specific install ation, configuration, and troubleshooting information for
the Interface Cards of the Integrated Access System. These cards are labeled as the INF-E
T1E1*8, INF+M T1E1*8, and INF cards, respectively, on their faceplate gjectors. Each card
provides communications connections to the system for operator access and system control.
Throughout this chapter, these cards are referred to as the INF-E, INF-M, and INF cards.

| nterface Card Descriptions

INF-E Card Description (892260)

The INF-E card provides the communications, control, and network interface ports. It has a
DB-9 male serial port for network management; this port is configured as DTE. It also has a
RJ48 jack that connectsit to the node port for alarm notification, and alocal VT-100 termina
port. An RJ8 externa sync port allows clocking from external primary and secondary clock
sources. The INF-E card supports up to eight T1 or E1 WAN links (see Figure 6-1).
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6.2.1.2

6.2.1.3
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Figure 6-1. INF-E Interface Card (892260)

Card Jumper/Switch Settings

The INF-E card doesn’'t have any jumpers or switches on its mainboard.

Installing the INF-E Card

Install the INF-E card into the IF slot of the system chassis. Each system can have only one
INF-E card.

External Sync Panel (1500)

When installed in atwo-sided chassis, the INF-E card may be used in conjunction with an
Externa Sync Panel.
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6.2.14

External Sync Panel for Two-Sided Chassis (1500)

The External Timing Sync Panel is used to provide a means of terminating external clocking
source inputs using wire-wrap techniques. (see Figure 6-2 for jJumper arrangements diagram
and Table 6-1 for jumper settings). The Externa Timing Sync Panel replaces the cover plate

of theringing supplies to the left of the Interface card (see Figure 6-3 and Figure 6-4).

JP2  JP4 JPS

Figure 6-2. Jumper Arrangementsfor the TI/E1 External Sync Panel

Table 6-1. Jumper Settingsfor the T1/E1 External Sync Panel

Jumper # Position Results
JP5 Open T1
JP5 Closed El
JP8 Open Balanced
JP8 Closed Unbalanced
JP6 and 7 Open Extl (T1) 100 Ohms
JP9 and 10 Open Ext2 (T1) 100 Ohms
JP6 and 7 Closed Ext1 (ET) 75 Ohms
JP9 and 10 Closed Ext2 (EI) 75 Ohms
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6.2.1.5 Sync Panel for Two-Sided Chassis (1500)

The External Timing Sync Panel isused to provide external clocking sourceinputs (see Figure
6-4). It islocated on the cover plate of the ringing suppliesto the left of the Interface card (see
Figure 6-3).

@ @ Fe U e UWe Be Ue Ue Ue Ue Ue
© © ©
° ° ) ° ° ) ) ° )

External
Sync

@ remisys Communications, Inc.
Model: IMACS/800
T
2
O N
/\ CAUTION: 11
100-200v ~ protect b Telephone oo
3A, 50/60 Hz replace same Equipment )
® type and ratings of fuse P —— ® 3 3 o

IF o Ul e vz e U3 e U e Us @ U e Ul e us @

Figure 6-3. Two-Sided Chassis, Back View with External Sync Panel Installed
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JP2

SH T2 R2

Ext-2

P1

Figure 6-4. External Timing Sync Cover Panel (1500)

The pinsshown in JP1 are used to wrap the wiresfrom an externally provided clocking source.
A standard wire-wrap tool is used to make the connection. The pins shown in JP2 are used to
wrap the wires from a second external clocking source.

The Ext-1 (JP1) pinsarelabeled “ Sh” (Shield Ground), “T1” (Tipl) and “R1" (Ringl) and the

Ext-2 (JP2) pins are labeled “ Sh” (Shield Ground), “T2” (Tip2) and “R2” (Ring2).

TheRJ48 connection labeled P1 isused to connect the external timing to the external sync port
on the Interface Card with a short module plug to plug cable. (This cableis provided with the

system.) External clock sources are shown on the Interface card as ext1 and ext2 under
Primary Clock and Secondary Clock.

v

Note: Refer to correction grounding procedures of external timing sources.
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6.2.1.6 Equipment Grounding Requirements

6-6

When connecting cables from other AC-powered equipment (such as computer terminals) to
the Interface card, make surethe other equipment is properly grounded. Ground
connections are normally provided by the ground (third) prong of an AC plug. Some PCs,
especially portables and laptops, have power supplies with two-pronged plugs; they are not
properly grounded.

When acableisrun from a PC that isnot properly grounded to the Inter face port of the
system, a high voltage differential (up to 100 VAC) may result between the system and
the PC. This can severely damagethe Interface card, PC, or both.

Asarule, al cardswith data interface connectors (RS-232, RS-422, RS-530,etc.) could be
damaged if connected to poorly grounded equipment. All per sons authorized to use or
service the I ntegrated Access System should be familiar with good grounding practices.
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6.2.2 |INF+M Card Description (892360)

The INF+M card hasan internal modem that allows remote operator to communicate with the
system. However, it does not accept external synchronization clocks. In all other respects, the
INF+M card isfunctionally identical to the INF-E card (see Figure 6-5).

:

Figure 6-5. INF+M Interface Card (892360)

6.2.2.1 Card Jumper/Switch Settings

The INF+M card doesn’t have any jumpers or switches on its mainboard.

6.2.2.2 InsallingtheINF+M Card

Install the INF+M card into the IF slot of the system chassis. Each system can have only one
INF+M card.
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6.2.3 INF Card Description (892460)

The INF card does not have amodem and does not accept external synchronization clocks. In
all other respects, it isfunctionally identical to the INF-E and INF+M cards (see Figure 6-6).

@ ]
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T1E1*8

mooz

VZOO

Figure 6-6. INF Interface Card (892460)

6.2.3.1 Card Jumper/Switch Settings

The INF card doesn’t have any jumpers or switches on its mainboard.

6.2.3.2 InstallingthelINF Card

Install the INF card into the I F dlot of the system chassis. Each system can have only one INF
card.
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6.3 Interface Card User Screensand Settings

6.3.1 InterfaceCard Main Screen

Figure 6-7 shows the Interface Card Main Screen. You must use this screen to define two
timing sources for the card, and then go to other screens for additional setup and information
viewing instructions. To go to the Interface Card Main Screen, highlight that card in the
System Main Screen and press <Enter>.

“g Integrated Access System - HyperT erminal
File Edit %iew LCal Transfer Help
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Figure 6-7. Typical I nterface Card Main Screen

The bottom line of this screen shows numerous actions that you can perform from the screen.
To perform an action, simply pressthe associated capital |etter on your keyboard. For example,
to save your option settings, press“s” (for Save). Table 6-2 lists the available actions.
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Table 6-2. Interface Card Main Screen Actions

Action Function

Save Saves changesto settings.

Undo Returns dl settingsto the last saved state.

Refresh Used to redraw the screen.

Time Setsthe system time and date. See the “ Setting the System Date and Time”
section later in this chapter.

ACO Turns ACO aarm on and off.

proFiles Profiles function inoperable with this release.

taBs Signaling conversion tables for ABCD bits from ANSI to ITU-T for voice
circuits.

Ports Allows you to configure each Interface card port for operation. See the
“Ports Screen” section later in this chapter.

Main Returns to the Main screen. If changes are made to settings and not saved,
you will be prompted to save or lose changes.

6.3.1.1 Setting the System Date and Time

6-10

To set the current date and time for the Integrated A ccess System, first press“t” in the I nterface
Card Main Screen to choose the Time action from the bottom line of that screen. The current
date and time now appear in the lower left of the screen, inthe format MM-DD-YY HH-MM.
The MM field (month) is highlighted.

Use the up-arrow and down-arrow keys to set the current month (01 to 12, asrequired). Also
move to each remaining field with the right-arrow and left-arrow keys, and select the current
day (DD) and year (YY), and the current hour (HH) and minute (M M). The current time of
day isdisplayed in 24-hour continuous format, where HH is 00 to 11 for am. and 12 to 23 for
p.m.

When you finish setting these fields, press <Enter> and then press*“y” to confirm that you want

to savethe changes. The system will subsequently stamp the current date andtimeon all alarm
messages it reports.
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6.3.1.2 Selecting the System Timing Clocks

Table 6-3 lists the Interface Card Main Screen configuration options, along with the possible
and default values. In this screen, you must specify a primary and secondary timing source
(clock) for the Integrated Access System. These settings are described in the following

paragraphs.
Table 6-3. Interface Card Setting Options and Defaults

Parameter User Options Default
PRIMARY CLOCK [int serv(P1, P2, P3) wan(wl-1, wl-2, w2-1, |[int
w2-2, w3-1, w3-2, w4-1,w4-2)
user(U1, U2, U3, U4, U5, U6, U7, U8)

EXT RATE n/a n/a
EXT FORMAT n/a n/a
EXT FRAME n/a n/a

SECONDARY CLK [int serv(P1, P2, P3) wan(wl-1, wl-2, w2-1, [int
w2-2, w3-1, w3-2, w4-1,w4-2)
user(U1, U2, U3, U4, U5, U6, U7, U8)

EXT RATE n/a n/a
EXT FORMAT n/a n/a
EXT FRAME n/a n/a

CURRENT CLK cannot edit this field

PRIMARY CLOCK

The primary clock providesall internal timing for the system. You can select a network clock
source or the system’sinternal crystal oscillator.

A network clock isthe best Primary Clock source. To select this source, set the Primary Clock
field to wan, and then specify the WAN link to which the clock sourceis connected (for
example, wl-1 for T1 or E1 link 1 on the WAN card in chassis slot W1). The WAN clock
source will be either 1.544 or 2.048 Mbps (T1 or E1 link). This clock must be accurate to
within £50 parts per million (50 x 10s).

Select int to have the system generate a clock from its own internal crystal oscillator. The
stability of this Stratum 4 clock is £25 parts per million (25 x 10s). If you use the system’s
internal crystal oscillator as a clock source, all other devices attached to the network should
also derive their timing fromit.

Select serv to use a primary clock derived from an ATM server card in the system. If you
choose this setting, also specify the associated card slot (P1, P2, or P3). If you select adot
that contains any other type of server card, the message CARD CANNOT BE SELECTED

appears.
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6-12

Select user for aprimary clock from aBRI card in the system. If you select user, also specify
the chassis slot |ocation of the desired card (U1 to U8), followed by the card port from which
the clock will be provided (ul-1 through u8-8) as required. If you select a chassis slot that

contains any other type of user card, the message CARD CANNOT BE SELECTED appears.

If your system has an INF-E card, AND if external synchronization clocks are connected to
itsSYNC jack, select either ext1 or ext2. Theoptionsext1 and ext2 are used when the primary
clock is derived from an external timing source.

External timing sources are provided by the user and are connected through the wire-wrap
terminals of the external timing sync panel (see Figure 6-4). This panel alowsfor up to two
external timing sources to be connected to the system. Refer to EXT FORM AT below for
more information on external source clocking.

EXT RATE

Set this option for the primary clock to t1 for a1.544 Mbps WAN clock, or to el for a2.048
Mbps WAN clock. If all WAN linksin a system are either T1 or E1, this option should
automatically default to the correct rate.

EXT FORMAT

If EXT RATE istl, set thisoption to esf or d4, as required by the T1 link. This option does
not appear if the Line Rateisel.

EXT FRAME

If EXT RATE isel, set thisoption to crc or d-frm, as required by the E1 link. This option
does not appear if theLine Rateistl.

SECONDARY CLOCK

If the Primary Clock signal fails, the system automatically switches to an operator-defined
Secondary Clock source. In the event of afailureto the Primary Clock Source, onceit isfixed
it will automatically restart. The secondary clock source may be a different WAN link, server,
user card, or external source, or it can be the system’sinternal crystal oscillator. Although a
secondary clock source isnot required for system operation, you should always provide one
for the system.

EXT RATE

Set this option for the primary clock to t1 for a1.544 Mbps WAN clock, or to el for a2.048

Mbps WAN clock. If all WAN linksin a system are either T1 or E1, this option should
automatically default to the correct rate.
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EXT FORMAT

If EXT RATE istl, set thisoption to esf or d4, as required by the T1 link. This option does
not appear if the Line Rateisel.

EXT FRAME

If EXT RATE isel, set thisoption to crc or d-frm, as required by the E1 link. This option
does not appear if theLine Rateistl.

CURRENT CLK

The Current Clock field shows the primary or secondary clock now in operation. You cannot
edit thisfield.

v

Note:  Jumper positions will affect the available choices.
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6.3.2 Call Profile Screen

To enter anew call profile, first press“f” in the Interface Card Main Screen (proFiles
command). Then, type 01 for the first new profile to be created. This brings up the Call Profile
Screen shown in Figure 6-8.
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File Edit %iew LCal Transfer Help

Dl=| 55| Dls
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Figure 6-8. Typical Call Profile Screen

In the current system software version, you can program up to six call profiles.

Since leading zeros are ignored, the entries 001, 01, and 1 all refer to the same call profile. I
the call profile does not already exist, the system will ask if you want to create it now.

Table 6-4 lists the actions you can perform from the Call Profile Screen. Table 6-5 shows the
settings and defaults for each parameter.

6-14 IMACS System Release 5.1.6 Reference Guide



Interface Card Interface Card User Screensand Settings

Table 6-4. Call Profile Screen Actions

Action Function

Save Saves changesto settings.

Undo Returns dl settingsto the last saved state.

Refresh Used to redraw the screen.

Delete Deletes the cdl profile on the screen. You are prompted with yes/no
question prior to deletion.

Main Returns to the Interface Card Main Screen. If changes are made to settings
and not saved, you will be prompted to save or lose changes.

Table 6-5. Call Profile Screen Options and Defaults

Parameter User Options Default
DCHAN 01-08 01
CALLED # telephone number (25 numeric characters) blank
CALLED #TYPE natnl intnl shbscr unkwn unkwn
CALLED #PLAN unkwn isdn phone print
CHANNEL RATE 56u 56r 64u 64r 384u 384r 1536u 1536r M Rate|56u
RATE MULTIPLIER |1, 6,24, or 2to 30 1
IMUX CALL n/a n/a
SERVICE servicefrom list set on ISDN card for thisD  [blank

channel (first 7 characters)
CALLING # telephone number (25 numeric characters) blank
CALLING#TYPE [|natnl intnl sbscr unkwn unkwn
CALLING#PLAN |unkwn isdn phone print unkwn
PRESENT. INDCTR |yesno yes
SCREEN. INDCTR |[reserved for future use up-ns
BCAST. PHONES noyes no
Notes:

1. The Rate Multiplier is asfollows:
1if the Channel Rateis56u, 56r, 64u, or 64r.
6 if the Rate is 384u or 384r.

24 if the Rate is 1536u or 1536r.
From 2 to 30if the Rate is M Rate.

DCHAN

The D-Channel number identifieswhich D-channel to route all outgoing callsthat usethis call
profile. The options are numbers 1 to 8.
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v
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CALLED #

The Called Number is the full telephone number of the device you are calling. Up to 25
numeric characters are allowed, although most calls use only ten digits. This parameter can be
overridden on acall-by-call basiswhen RS-366 or V.25bis dialing is used with the 8213 HSU
Card.

CALLED #TYPE

The Called Number Typeidentifiesthetype of network used to reach the called phone number.
Theoptions are natnl for domestic calls, intnl for international calls, sbscr for Virtual Private
Network (VPN) calls, and unkwn (default). Your carrier will provide more detail about this

option.

CALLED #PLAN

The Called Number Plan refers to the type of numbering plan used to reach the deviceyou are
calling. The options are unkwn, isdn, phone and privt. Your carrier will provide more detail
about this option.

CHANNEL RATE

The Channel Rate selection specifies the bandwidth to be used by the call. Different carriers
support different rates, so it isimportant to check with your carrier before setting rates greater
than 64 kbps. When using any Channel Rate other than M Rate, the system knows the size of
the bandwidth required and will automatically select the rate multiplier. If M Rate is sel ected,
the user must enter the rate multiplier.

The“u” and “r” in these selections identify unrestricted and restricted data calls. An

unrestricted call meansthat you can send any type of datainformation in the circuit. A
restricted call meansthat you must maintain the ones-density-integrity of the T1 data stream.

Note: Channel Rates of 1536r and 1536u require the use of NFAS.

RATE MULTIPLIER
The Rate Multiplier setting depends on the Channel Rate chosen in the previous paragraph. If

the Channel Rate is set to M Rate, the Rate Multiplier can befrom 2 to 30. If an incorrect rate
multiplier isinput, the carrier equipment will reject the call.
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IMUX CALL

The IMUX Call field has no application on this screen and will always show asn/a. Thisfield
isonly activated when downloaded to the HSU card and used to designate an IMUX call. For
more information, please review the HSU card chapter.

SERVICE

The Service parameter is entered only if call-by-call service selection is supported on the D
channel selected in the DCHAN parameter above. If call-by-call service selectionis
provisioned on the selected D channel, the user must enter avalid service code in thisfield.
Valid service codes are those that were entered for this D channel in the Services subscreen of
the D channel configuration screen.

To change this selection, highlight the selection with the cursor and press the “Enter” key. A
list of all service optionsfor thisD channel will appear at the bottom of the screen. Move the
cursor to the appropriate selection using the right and left arrow keys and press the “Enter”
key again when the correct choice is highlighted.

CALLING #

The Calling Number is the phone number of the calling party that is presented to the called
party when theincoming call is delivered. This feature is known as Automatic Number
Identification (ANI).

If you want the main (billing) number to be presented to the called party, this field must
contain a number of up to 25 digits. If you want the specific phone number of the HSU port
making the call to be presented, leave this field blank.

CALLING#TYPE

The Calling Number Type identifies the type of network used by the calling party. The options
are natnl for domestic calls, intnl for international calls, sbsr for Virtual Private Network
(VPN) calls, and unkwn (default). Your carrier will provide more detail about this option.
CALLING #PLAN

The Calling Number Plan refersto the type of numbering plan used by the calling party. The

options are unkwn, isdn, phone and privt. Your carrier will provide more detail about this
option.
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PRESENT. INDCTR

The Present Indicator field determines whether or not the calling number may be displayed to
the called party. The options are yes and no.

SCREEN. INDCTR

The Screen Indicator field is reserved for future use.

BCAST. PHONES

The Broadcast Phones parameter works with the HSU Call Profile to provide simultaneous
one-way calls.
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6.3.3 Signaling Conversion Table Screen

Signaling conversion is required when cross-connecting a T1 (ANSI) voice circuit to E1
(ITU-T). This process translates the sequences of the ABCD signaling bits to allow proper
signaling between the two carrier types.

You can set up signaling conversion for al types of voice circuits from the Signaling
Conversion Table Screen, which is shown in Figure 6-9. To go to that screen, press“b” in the
Interface Card Main Screen (taBs command).

You can accept the default bit pattern changes, or you can set adifferent ABCD signaling bit
pattern and insert it in the table. Each voice circuit type is represented by two columns that
correspond to ITU-T to ANSI conversion (C->A) and ANSI to ITU-T (A->C) conversion.
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Figure 6-9. Signaling Conversion Table Screen

For example, an E& M circuit in the “0101” state (shown in the far-left ABCD column of the
screen) will send 0101 asthe ABCD bitsfromthe ITU-T end of thecircuit. The ANSI end will
receive and convert those bitsto 1111. Inthe opposite direction, the signaling bit sequencewill
besent as 1111 from the ANSI end and converted to 0101 at the I TU-T end. However, you can
manually override the received ABCD bit pattern at either end.
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6.3.4

6.3.4.1

6-20

The E& M portion of the Signaling Conversion Table Screen is aso used for FXSDN,
FXODN, PLAR-D3, DPO, and DPT signaling. The FXS/FXSC portion is used for
FXO-to-FXS signaling, and the FXO/FXOC portion is used for FXS-to-FXO signaling. The
PLAR portion isused for PLAR-D4 to PLAR and MRD.

Table 6-6 liststhe actionsyou can perform from the Signaling Conversion Table Screen. These
actions appear in the bottom highlighted line of the screen.

Table 6-6. Signaling Conversion Table Screen Actions

Action Function

Save Saves changesto settings.

Undo Returns dl settingsto the last saved state.

Refresh Redraws the current screen.

Default Returns column to default settings, one column at atime. You must save
your changes after using this command.

Main Returns to the Interface Card Main Screen. If changes are made to settings
and not saved, your changeswill be lost.

Remote IMACS Terminal System (RITS)

The Remote IMACS Termina System (RITS) is a special application for users using
microwave transmission. Using communication software, a user can log into a number of
different systems from a single control station (PC, MAC, Sun, or HP Workstation) to
download alarm information, change card settings, and perform maintenance.

Systems are connected from the Interface card’s COM port to awireless control network
through the RS232 input on one of the four service channels on the wireless network. The
Contral Station (PC) is connected to pin #2 out and #3 in. Each of the integrated access
controllersis connected to RS232 pin #2 in and pin #3 out.

The actual number of the systemsthat can be connected together is determined by the amount
of different numbersthat can fit in the “SY S PH#" field in the CPU submenu. The CPU
submenu is accessed by selecting a CPU through the user interface and pressing the
<ENTER> key.

| dentification

Each system has a unique identification number on the integrated access controller network
(phone number). The unique identification number is used to determine which Controller can
be accessed remotely on a serid line. The identification number for each console needs to be
entered inthe“SY S PH#" field in the CPU submenu. No two systems can have the same
number in the “SY S PH#" on the same network. If that field is the same on more than one
integrated access controller, race conditions will occur. Therefore each console on asingle
network must have an individua number in the “SY S PH#” field.
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The identification numbers for the integrated access controllers cannot be entered through a
control station. This safeguard is provided to ensure a reliable connection between a control
station and an integrated access controller. Attempts to change an identification number of a
system remotely will be denied.

6.3.4.2 Network Priorities

All integrated access controllers on the wirel ess network have equal priorities. Because of this
equality, no Controller can interrupt aremote session between another Controller and acontrol
station. Thisis why the control station always initiates all communication on the RITS
network.

6.3.4.3 Intra-Network Communications

Integrated access controllers cannot communicate with each other. Communication on the
network isonly between the control station and asingle Controller. Since the communications
on the network of integrated access controllersis always initiated by the control station, the
Controller systems cannot communicate with each other. Figure 6-10 showsadiagram of three
RITS units.

System #35 System #36 System #36

Figure 6-10. Typical RITS Configuration

The PC associated with integrated access controller #34 can engage any of the two other units
by using “AT” commands from the communications software used. If alocal VT-100is active
at any of the remote locations, the user will be logged off and the master PC will control the
system unit. When the master PC logs off, the local user will be able to log into the unit again.
Connections at all units are done through the DB9 computer port.
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6.3.44 Terminal Security

No user may log into any integrated access controller on the network without knowing the
individual password of each system.

Table 6-7 list the “AT” commands and the associated function. All “AT” commands are
followed by pressing the <ENTER> key.

Table6-7. “AT” CommandsUsed by RITS

AT Command Function
ATDTXxx Establish a user interface connection.
ATDTxxxR Establish an alarm reporting connection. (Connection only lasts for

the length of time necessary to upload and display all alarms that
are being reported by the system that have not yet been displayed.)
ATDTxxxC Establish a current alarm reporting connection. (Connection only
lasts for the length of time necessary to upload and display al
active alarms that are being reported by the system.)

ATDTxxxH Establish a historical aarm reporting connection. (Connection only
lasts for the length of time necessary to upload and display the
alarm history reported by the system.)

ATDTxxxCH Establish a current and historical alarm reporting connection.
(Connection only lasts for the length of time necessary to upload
and display the current alarms and alarm history reported by the

system.)
+++ Disconnects aremote session.
“L” (letter L) Disconnects aremote session.

xxx indicates the phone number on the CPU card of the desired system unit.
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6.3.5

Ports Screen

You a so must configure each of the Interface card’s user interface ports. Thisisdone from the
Ports Screen, which is shown in Figure 6-11. To go to this screen, press “p” in the Interface
Card Main Screen (Ports command).

“g Integrated Access System - HyperTerminal

File Edit %iew LCal Transfer Help

unknown | IF INTF-+modem Fev E1-0 Ser 04424 | 09-28-99 13:20
VT c1 ul
PROTOCGL none ui
RATE 9.6 9.6 2.4
COM CFG 8,1, 8,1, g,1,M
HANDSHLEE none none none
MTT nfa n/fa n/a

SJawve | Undo | Refresh | Main

|Connected 2:47:43 [wT100 [9E00 8-M-1 [SCROLL  [caPs [WUM [Capture  [Frint echo

&

Figure 6-11. Typical Ports Screen (INTF+M)

This screen showsthe Protocol, Rate, Communications, and Handshaking control settings for
each port. The VT column lists the current settings for a VT100-compatible terminal
connected to the TERM modular jack on the Interface card faceplate. The C1 columnisfor an
external computer connection to the COMP (or COM 1) DB-9 plug on the card. The M column
isfor amodem connection from an INF+M card to aremote facility via a phone line.

The screen settings are described in the following paragraphs.

v

Note: Thereare two scenariosin Figure 6-11. The Typical INTF+M Ports Screen shown
above displays (VT - VT100 terminal, C1 - COM1, and M-Modem). However, if
INTF+E is used the screen will display (VT, C1, and C2 - COM2).
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PROTOCOL
For the VT-100 terminal port (VT), the Protocol setting is always ui (user interface).

For the computer (C1) port, choose none, ui (user interface), pr (printer), slip (Serial Line
Interface Protocoal), or ppp (Point-to-Point Protocol).

For the modem port, choose ui, ui-pr, or none.

RATE

The transmission rate for the VT is 9.6 kbps when selecting protocol setting ui. The
transmission rates for C1 port when selecting protocol setting ui are: 0.3, 1.2, 2.4, 4.8, 9.6 or
19.2 kpbs, 9.6 kpbsfor protocol setting pr, 9.6 kbpsfor protocol setting slip and 19.2 kbpsfor
protocol setting ppp. The transmission rate for the M port is 2.4 kbps for protocol settings
none, ui and ui-pr.

COM CFG

The Communication Configuration settings are always 8 data bits, one stop bit, and no parity
(8,1,N) for all three ports. You cannot change these settings on any port.

HANDSHAKE

The Handshaking setting is always none for al three ports. You cannot change these settings
on any port.

MTU

The Maximum Transmission Unit settings are 128 - 1500 when selecting protocol slip and
ppp in the C1 port. The default is 240.
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6.3.6 Interface Card Portsand Functionality

The Interface card controls many critical functionsin the system. It provides interfaces to
external control devices, terminatesall T1 and E1 WAN links, and holdsthe nonvolatile RAM
and the internal modem. Table 6-8 lists the interface ports and functions. Figure 6-12 shows

the component layout and labels the ports.

Table 6-8. Interface Ports and Functions

Interface Ports Function
Modem Connects the internal modem to a phoneline.
Node Provides contactsto report ACO alarms
Control Terminal Connects the system to a VT-100 compatible terminal.
Computer Connectsalocal device for printing darms; or to NMS.
TI/EL1 WAN link Connectsthe system to T1 and E1 lines.
i
Modem Line
(no modem on 8921)
Nodal Port

VT-100 Control Terminal

DB-9 Serial Port

Amphenol Connector
for WAN Connections

=
E
=

Power

Bus

Edge
Connectors

Figure 6-12. Component Layout for the INF+M T1E1*8 and INF T1E1*8 Interface Card
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Interface Card

6.3.7 Usingthe Node Port

The Node Port allows the system to report ACO (Alarm Cutoff) alarmsto an external system
to alert the operator to critical situations. Using the ACO function keeps the alarm active until
manually cleared from the terminal.

The node port uses an RJ48 connector. Pins 3, 4, and 5 uses an RS485 compatible form
c-contact closure that can be used to report ACO alarmsto an external system. Pins1, 2, 6 and

7 arereserved for future use. Pin 8 is ground.

Connection of the ACO alarm interface to an external alarm device (such as abuzzer or light)
alertsyou to problemswith the system. Figure 6-13 shows apossible configuration connecting
aunit to ageneric external alarm system. The nominal input is5V and the short-circuit current

is250mA.

The alarm interfaceis activated by the ACO setting. This will activate the device when a
designated alarm occurs.

AMP
AMP
Common

External Alarm System

Figure 6-13. Node Port ACO Alarm Interface
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Designation Pin #
1
2
ANO 3
ANC 4
ACOM 5
6
7
GND 8

ANO = Open to ACOM on Alarm
ANC = Closed to ACOM on Alarm

IMACS System Release 5.1.6
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6.4

6.5

6.5.1

v

Interface Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
M essages regarding this card.

| nterface Card Troubleshooting

User Interface Problems

Thelnterface card providesthe connections from the Integrated A ccess System to the external
control terminals and/or other network management systems. This card may be faulty if you
are connected to the system but receive no responses to your commands. However, the
problem in this case also may be with the 8803 CPU Card.

First, check the cabling connectionsfrom the Interface card to the appropriate external device.
Refer to the “ Interface Card Description” section at the beginning of this chapter for more
information on the card faceplate jacks and signal connections. If possible, substitute aknown
good cable for the one you suspect is faulty.

If the cable connection is good, unplug the CPU card from the system chassis and then plug it
back in to restart the CPU and system. (The problem may have been a momentary system
“freeze’.) Then, log into the system again and repeat the command (or series of commands)
that initially caused the problem. If the problem continues, replace the I nterface card with an
identical new card.

Note: Removal of the Interface card will cause a service disruption on all T1 and E1 WAN
links of the system.

If the problem persists with the new Interface card, the CPU card is probably faulty.

If the Interface card is determined to be faulty, replace it and return the faulty unit for repair
to the location specified by your distributor.

Reference Guide IMACS System Release 5.1.6 6-27



Interface Card Troubleshooting Interface Card

6.5.2

v

6.5.3

R4
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Alarm Reporting Problems

The Interface card also provides arelay contact closure to an external alarm annunciation (or
other alarm reporting device at the system site) when an alarm is declared. The card may be
faulty if an alarm is declared but not indicated on the external alarm reporting system. Check
the wiring from the Interface card NODE port to the alarm system. If the wiring is good,
replace the Interface card.

Note: Removal of the Interface card will cause a service disruption on all T1 and E1 WAN
links of the system.

WAN Transmission Problems

A faulty Interface card could cause T1 and E1 WAN service disruptions, since this card also
provides the WAN connections. Electrically, the Interface card resides between the WAN
cards and the TL/E1 network. If all T1 and E1 links are down (as evidenced by system alarms
in progress), first check the cable from the WAN jack of the Interface card to the network. If
the cable connection is good, replace the Interface card.

Note: Removal of the Interface card will cause a service disruption on all T1 and E1 WAN
links of the system.

If the problem iswith only one T1 or E1 WAN link, refer to the WAN Chapter in this manual
and troubleshoot that link and its associated WAN card. Use the loopbacks provided in the
WAN card user interface screens in conjunction with the built-in test patterns you can apply
from the Integrated Access System. These test functions allow you to isolate the problem to
the local or far (remote) end. You can then check the interconnect cabling from the Interface
cardto that link, and sequentially replace the WAN and/or Interface card, one by one, until the
trouble clears.
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6.6 Interface Card Specifications

Interface Car ds (M odels 892260, 892360 and 892460)

Moddls 892260, 892360 and 892460 128K NVRAM
Interfaces
Model T1/E1Links | Computer Control Node Port Internal External
Port Terminal Modem Sync
Interface
Port
892260 8 TIVEL yes yes yes no yes
892360 8 T1EL yes yes yes yes no
892460 8 T1EL yes yes yes no no
WAN Ports
Electrical Interface G703 or DSX-1
Connectors

Model 892260, 892360 and 892460

One Female 50-pin RJ27X telco connector

Computer Port Connectors
All Modéels prior to Rev CO

All Modé s from Rev CO
Electrical Interface

DB9F DCE (requires 1201 cable)
DBOM DTE (requires 1202 cable)
RS-232, ITU-T V.28

Function Connectsto local Element Management System

Code Set 8 bit characters plus one start and one stop bit with no parity

Max Speed 19.2 Kbps (PPP) or 9.6 Kbps (SLIP)

Control Terminal I nterface Port

Connector RJ48 Female, 8-pin, EIA 561

Electrical Interface DCE RS232, ITU-T V.28

Function Connect local VT100-compatible Control Termind local craft interface

Code Set 8 bit characters plus one start and one stop bit with no parity

Speed Maximum 9,600 bps asynchronous

Nodal Port

Connector RJ48 Female, 8-pin

Electrical Interface Dry contact

Alarm Output Passive current loop, one normally open loop and one normally closed
loop.

Function Alarm management between co-located Integrated Access System

Reference Guide

nodes and external alarm management systems and panels.
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Interface Card

Modem Port (Model 892360 only)
Connector

Electrical Interface

Protection

Function

Female 6-pin RJ11C socket

600 ohm 2-wire balanced

HV zener, 0.25A fuses on Tip and Ring

Connect internal modem to PSTN (Public Switched Telephone
Network) for access to remote operator and remote EM S network
management system.

M odem Specifications (M odel 892360 only)

Compatibility
Modulation

Line Interface
Ringer Equivaence
Approval
Equalization
Transmit Level
Receiver sensitivity

ITU-T V.22 bis

16 point QAM

2-wire balanced 600 ohm

0.2A

FCC Pert 68

Receive automatic adaptive transmit fixed compromise
-9.5dBm

ON to OFF threshold -45 dBm

OFF to ON threshold -48 dBm

Dialing Mode DTMF Tone

Speed supported 2,400 bps asynchronous

Code set 8 hit characters plus one start and one stop bit with no parity
Adapters

Model 1106 with 2 BNC connectors
Model 1121 with 2 RJ48 sockets

Model 1181 with 8 RJ48 sockets
Model 118320 with 16 BNC sockets
Model 1184 with 16 BNC sockets

Supports 1 E1 circuit on 75 Ohms coaxia cable (RG59)

Supports2 T1 or E1 circuits on twisted pair cable plus bantam jacks for

test access.

Supports 8 T1 or E1 circuits on twisted pair cable
Supports 8 E1 circuits (For 891630 Chassis)
Supports 8 E1 circuits (For 891830 Chassis)

Sandards Compatibility

ITU-T V.28 Electrical charactersfor unbalanced double-current interchange
circuits.
V.22 bis 2400 bits per second Duplex Modem Using The Frequency
Division Technique
G703 Physical/Electrical Characters of Hierarchicd Digital I/F
EIA 561 8 Position Non-Synchronous Interface between DTE and DCE
Employing Serial Data Interchange
RS232-C Interface Between DTE and DCE Employing Serial Binary Data
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS)
CEN EN 50 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercial and light industry
EN 50 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercial and light industry
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
FCC Part 68 Subpart B Requirements for Connection of Terminal Equipment Systems
and Protective Apparatus to the Telephone Network
UL 1459 UL Standard for Safety of Telephone Equipment
1950 UL Standard for Safety of Information Technology Equipment
CSA C22.2 No. 950 Safety of information technology equipment including electrical
business equipment
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Chapter 7
WAN Card

7.1

1.2

7.2.1

7211

1.2.2

| ntroduction

This chapter provides installation, configuration, and troubleshooting information for the
Wide-AreaNetwork (WAN) Cards. Theseincludethe WAN SINGLE (800060), WAN DUAL
(801060), and WAN-R DUAL (801460) cards. These designations are marked on the
faceplate g ectors of the associated cards. Throughout the remainder of this chapter, these
cards are referred to asthe WAN SINGLE, WAN DUAL, and WAN-R cards, respectively.

This chapter also provides similar information for the DSX/CEPT, and CSU plug-in modules
used with the WAN cards.

The WAN cards manage the flow of datathrough the I ntegrated A ccess System network. They
terminate T1 and/or E1 lines and generate or receive network timing clocks. They also
cross-connect DSO time dots, to pass data through the system from one T1 or E1 line to
another.

WAN Card Descriptions

WAN SINGLE Card Description (800060)

The WAN SINGLE card connectsto asingle T1 or El line. It hasone port foraT1 DSX, T1
CSU, or CEPT E1 interface. The WAN SINGLE (800060) card works with DSX/CEPT
module (81130) and CSU Module (81230) referred to later in this section.

Card Jumper/Switch Settings

The WAN SINGLE card does not have any jumpers or switches on its motherboard.

WAN DUAL Card Description (801060)

The WAN DUAL card connectsto two T1 or E1 lines, or to one of each type. It works with
only one DSX/CEPT or CSU plug-in moduleif the WAN port without either module remains
inthe standby state (see Figure 7-1). However, a CGA-Red alarm will be gener ated for that
port. The WAN DUAL (801060) card works with DSX/CEPT module (81130) and CSU
Module (81230) referred to later in this section.
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7221

7.2.3

7-2
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WAN 2
Module
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WAN 1
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Figure 7-1. WAN DUAL Card (801060)

Card Jumper/Switch Settings

The WAN DUAL card does not have any jumpers or switches on its motherboard.

WAN-R Card Description (801460)

The WAN-R card isadual-TL/E1 card with relays for use in CPU X CON systems with
redundant WAN cards. When placed in slot W4 of achassis, this card acts as a redundant
(backup) card for up to three standard WAN cardsin slots W1, W2, and W3. Thisarrangement
isknown as 1-in-N redundancy, where N is the number of working (primary) WAN cards
supported. If aworking WAN card fails, the relay on the WAN-R card in slot W4 will switch
its output to the correct pins on the WAN connector of the associated Interface card in the
system. If the WAN-R card is placed in any other chassis slot, it works like a regular WAN
DUAL card. The WAN-R (801460) card works with CSU module (81230).
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7231

7.3

7.3.1

7311

7.3.1.2

Card Jumper/Switch Settings

The WAN-R card does not have any jumpers or switches on its motherboard.

WAN M odule Descriptions

DSX/CEPT Module Description (81130)

The DSX/CEPT module supports either the T1 DSX or E1 CEPT mode. It mounts on the
WAN SINGLE, WAN DUAL, and WAN-R cards. The CEPT function of the DSX/CEPT
module is used for connection to a 2.048 Mbps E1 network. Jumper settings are provided on
the module to select either DSX or CEPT operation. All WAN cards equipped with
DSX/CEPT modules aso act as the "remote terminal" termination points for the Subscriber
Loop Carrier (SLC-96) facilities defined in Bellcore publication TR-TSY -000008, |ssue 2,
August 1987.

DSX/CEPT Module Jumper Settings

After installing the DSX/CEPT modules, set their jumpersfor either DSX (T1) or CEPT (E1)
operation. These jumpers are factory-set for DSX. To convert amodule to CEPT, reset the
jumpersasdescribed bel ow. Theactual jumper locationswill depend on which module version
you have.

DSX/CEPT Module Installation

For DSX or CEPT operation, you must install one of these modules on the associated WAN
card beforeinserting those cards into the system chassis. Figure 7-2 showsthe locations of the
DSX/CEPT modules on aWAN card. One moduleis required per WAN port. If your system
hasaT1 link (DSX) and an E1 link (CEPT), you will need two DSX/CEPT modules.

First, install a DSX/CEPT modulein the slot reserved for WAN port 1-1. Insert the pins for
TX into socket JP10 on the WAN card (see Figure 7-2), while also inserting the pins for RX
in JP9 and the 24-pin end connector pinsin JP6. Then, foraWAN DUAL card, install another
DSX/CEPT moduleinthe WAN port 1-2 location, and plug that module into JP13, JP14, and
JP15.
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WAN 2
Module

WAN 1
Module

O

i
Figure 7-2. Installing DSX/CEPT M odules (8010)

7.3.1.3 DSX/CEPT Module
The DSX/CEPT Revision Fmoduleisshown in Figure 7-3 through Figure 7-5. These modules

may be optioned for T1, 120-ohm balanced E1, or 75-ohm unbalanced E1. The jumper option
configuration is shown on the card.
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Figure 7-3. DSX/CEPT Module Jumpers(T1) (81130)
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Figure 7-4. DSX/CEPT Module Jumpers (E1 75 Ohm) (81130)
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Figure 7-5. DSX/CEPT Module Jumpers (E1 120 Ohm) (81130)
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Figure 7-6. E1 Interface Adapter Panel (118320 or 1184)

For 120-ohm balanced E1 operation, set the jumpers on the adapter panel as shown in Figure
7-6. Both DSX/CEPT Modules should be set for balanced operation prior to installation.

For 75-ohm unbalanced E1, set the adapter panel jumpersto UNBAL in onelocation only,
and set them to BAL in all other cases. When multiple DSX/CEPT modules with jumpers are
installed, the unbalanced jumper should be set on the module closest to the E1 line. When the
adapter panel is present, it is considered the unit closest to the E1 line. The corresponding
jumpers on the rear of the panel are set to UNBAL while all other module jumpers are set to

BAL.
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CSU Module Description (81230)

The CSU module is required for Channel Service Unit (CSU) operationonaT1 line. This
module mounts on the WAN SINGLE, WAN DUAL, and WAN-R cards, as shown in Figure
7-2. All WAN cards equipped with CSU modulesal so act asthe "remote terminal” termination
points for the Subscriber Loop Carrier (SLC-96) facilities defined in Bellcore publication
TR-TSY-000008, Issue 2, August 1987.

CSU Module Installation

Install the CSU module on the associated WAN card by plugging its connector pinsinto the
mating sockets of the WAN card, as shown in Figure 7-2. For aWAN DUAL or WAN-R card,
you can ingtall two modules.

CSU Module Jumper/Switch Settings

The CSU module does not have any jumpers or switches.

Installing the WAN Cards

After installing the proper modules on the WAN cards, insert the WAN cards into the system
chassis. Each system can have up to four WAN cards, which go into slots W1 through W4.

For a system with redundant WAN cards, alwaysinsert aWAN-R card into slot W4. If you
install the WAN-R card into any other WAN card slot, it will work asaregular WAN card (not
as aredundant card). Also make sure that the WAN-R card has the same types of modules
installed on it as the associated primary WAN cards, and that those modules are installed in
the same positions (ports 1 and 2), as shown in Figure 7-7.
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WAN 2
Module

WAN 1
Module

Figure 7-7. Installing DSX/CEPT Modules

7.4 WAN Card User Screensand Settings

741 T1CSU and DSX Settings

The DSX/CEPT and CSU Modulesfor T1 operation haveidentical configuration parameters,
which you must set on, the WAN Card Main Screen. To go to that screen, select the desired
WAN card on the System Main Screen, then press <Enter>. Figure 7-8 shows atypical WAN
Card Main Screen for T1 CSU or DSX operation.
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Figure 7-8. WAN Card Main Screen for T1 CSU and DSX

The headers of all WAN card screens show the types of modulesinstalled on those cards. The
above example shows a WAN DUAL card with a CSU module on port 1 and a DSX/CEPT
module configured for T1 DSX operation on port 2. This card isinstalled in WAN card slot
W1 of the system. Its screen header designation is therefore W1 CSU+DSX.

The DSX/CEPT and HDSL modules also have identical parameters. These are described in

the next section of this chapter.

Table 7-1 lists several actions you can perform from the WAN Card Main Screen. These

actions appear in the bottom-highlighted line of the screen. To perform an action, simply press

the key corresponding to the capital |etter of the desired action. For example, to save your

parameter settings, press “s’ to invoke the Save commands.

Table7-1. T1 CSU and DSX Main Screen Actions

Action Function
Save Saves changes to settings
Undo Returns all settings to the last saved state.
Refresh Updates certain time-related information fields that are not automatically
updated (e.g., performance and test data).
Xcon Shows the cross-connect map for each WAN port.
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Brings up the Performance Data Screen for the near-end system. See the
Performance Data section of this chapter.

Farstat

Brings up the performance data for the far-end system. See the Far-End
Data section of this chapter.

Test

Initiates and monitors testing of all WAN card ports. Refer to the Test
section of this chapter.

sWitch

Allows you to switch WAN port operation to the redundant (WAN-R)
card.

pArs

PARS (Premisys Automatic Rerouting System) feature protects the traffic
of afailed TL/EL transmission linein aring network.

Main

Returns to the System Main Screen. If changes are made to settings and
not saved, you will be prompted to save or lose changes.

WAN Card

Table 7-2 lists the CSU/DSX settings on the screen, along with their possible and default
values. For information about cross-connects and for the DS0 time slot map used to connect
your WAN to voice and data user cards.

In addition to the Local and Line L oopbacks described below, asingle or dual WAN card with
a CSU Module will recognize and respond to industry-standard T1 loop-up and loop-down
codes generated and applied from the network or a remote device. However, the WAN card

will ignore those codes if it has a DSX/CEPT Module.

Table 7-2. T1 CSU and DSX Option Settings and Defaults

Par ameter User Options Notes Default
STATE stdby  actv stdby
MODE xcon 1 xcon
FORMAT dd esf dc96 dcdd esf
LINE CODE ami  b8zs 2 b8zs
PULSE na trnsp z15s na
LINE LEN 075150 3 0
SLIPLIM 126 138 126
AIS/ALM none tcodr 4 none
LINELB off on off
LOCAL LB off on off
CHLB off «clr off
LB ADDR 01-24 01
LB GEN off Ilb plb nlb off
LB DET w/to off on wi/to
ESF/NMS RP none a&t ans cfdl c-b7r efdl 5 a&t
EER THRHD 10e-4 thru 10e-9 none 10e-4
RDNT RULES na none OOS CGA 6 none
GROUP none 1 2 3 4 7 none

Notes.

1. Theonly valid option for Cross-Connect systemsis xcon.
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2. These options are valid only if you have a CSU and the Line Codeis ami. If you have
aCSU and the Line Codeis b8zs, then this setting will default to n/a. If you have a
DSX module, then this setting will always default to n/a.

3. These options are valid only if you have a CSU. If you have a DSX module, then the
possible options are 0 (default), 133, 266, 399, 533, 655, and csu.

4. The settings for AIS/ALM are affected by the setting of Group.
5. If the format is d4 or slc96, the only option to appear will be none.

6. If there is no redundant WAN card in the appropriate s ot the only option that will
appear is n/a.

7. Selection of GROUP is atwo-step process. After identifying the group number (1-4),
the user must sel ect the secondary group (A, B, or C). At which point TCODR will then
become available.

STATE

In the standby state, the WAN port iselectrically disconnected from the network. Set thisfield
to stdby (standby) while configuring WAN links, and then change it to actv (active) when
starting normal operations. If the WAN isinloopback dueto acommand from aremote device,
the loopback will be dropped if you switch to stdby.

MODE

In cross-connect systems, the Mode automatically defaults to (xcon).

FORMAT

The Format setting specifies the frame format to be used on the WAN link so that it matches
the frame format used by the T1 carrier. Set the Format parameter based on the type of frame
format the T1 carrier requires. If you are using an external Channel Service Unit (CSU), the
frame format must match that of the CSU. The options are d4 (normal superframe), esf

(extended superframe), d¢96 (subscriber loop carrier) and slcd4 (subscriber loop carrier - D4).

Table 7-3 lists the DSO time slots and their corresponding SLC® assignments, based on
Bellcore TR-TSY-000008.

LINE CODE

The Line Code setting matches the Line Code used by the T1 interface to that used by the T1

network. Set the Line Code to the type of Line Code used. If you are connected to an external
CSU, the line code must match that of the CSU. The options are ami and b8zs.
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PUL SE

CSU modules with the Line Code configured for ami mode requires the WAN system or the
attached customer equipment ensure pulse density (also known as ones density). In z15s
mode, the system will monitor the outbound data stream and will placea“1” in the 16th bit
position whenever it detects fifteen consecutive zeros. In the transparent mode (trnsp), the
system will pass all incoming data (the DTE must provide 1s density). If the Line Code
parameter for the CSU is b8zs, the Pulse option will default to trnsp. If the WAN link is
equipped with aDSX plug-in module, this option will automatically default to n/a.

LINE LEN

The Line Length setting adjusts the T1 power level to compensate for the distance the signal
must travel beforeit reachesthefirst T1 linerepeater or other device. For aDSX interface, the
options are 133, 266, 399, 533, and 655 feet. Or, choose csu to connect the DSX module to
the equipment side of a collocated external CSU.

SLIPLIM
The Slip Limit defines how many bits of wander the WAN port will tolerate before forcing a
frame slip. The options are 126 bits and 138 bits, which correspond to an older and a more

recent version of the specification, respectively.

Table 7-3. DS0-to-SL C-96 Time Slot Conversion

Time Slot SL C Channel Number
Shelf A Shelf B Shelf C* Shelf D*
1 1 25 49 73
2 13 37 61 85
3 2 26 50 74
4 14 38 62 86
5 3 27 51 75
6 15 39 63 87
7 4 28 52 76
8 16 40 64 88
9 5 29 53 77
10 17 41 65 89
11 6 30 54 78
12 18 42 66 a0
13 7 31 55 79
14 19 43 67 o1
15 8 32 56 80
16 20 44 68 92
17 9 33 57 81
18 21 45 69 93
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19 10 kY1 58 82
20 22 46 70 A
21 11 35 59 83
22 23 47 71 95
23 12 36 60 84
24 24 438 72 96
* Shelves C and D not supported in this release

AISALM

The AISALM (Alarm Indication Signal/Alarm) setting allows you to specify the type of
“keep-alive” signal the system will generate on one T1/E1 link if the other one fails. The
AIS/ALM setting depends on the Frame Format selected for this WAN card. Table 7-4 shows
the AIS/ALM settings for cross-connect systems.

Table 7-4. AISALM Settings

System Frame For mat AIS/ALM
Cross-Connect D4 none, tcodr
ESF none, frm, unfrm
SLC-96 note, orb13, orb16

In across-connect system, the options availablefor D4 or ESF frame format arenone (no AIS
signal is generated) and tcodr (transcoder operations). You can choose tcodr only after
selecting the Group option described later in this section. The options for SLC-96 frame
format are note (network office terminating equipment), orb16 (Office Repeater Bay—16
frames), and orb13 (Office Repeater Bay—13 frames). The AIS/ALM option for the SLCD4
format defaultsto n/a.

LINELB

The Line Loopback setting loopsthe TL/EL line back toward the network, as shown in Figure
7-9. This loopback also continues sending the incoming data toward the CPE. Choosing on
allows you to test the end-to-end T1/E1 circuit path from the far end. Choosing off disables
theloopback and restoresthe normal signal path in both directions. If the WAN isin loopback
due to aremote device, the loopback will be dropped if you choose on.
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WAN Card [N
Line Loopback |

PCM Bus

PCM Bus

Figure 7-9. Line and L ocal L oopbacks

LOCAL LB

The Local Loopback setting allows you to loop the full T1/E1 line back toward the CPE, as
shown in Figure 7-9. This loopback also continues sending CPE data toward the network.
Choosing on allows you to test the local system. Choosing off disables the loopback and
restoresthe normal signal path in both directions. If the WAN isinloopback dueto acommand
from aremote device, the loopback will be dropped if you choose on.

CHLB

The Channel Loopback setting allows you to loop the datain an individual DS0 time slot on
the WAN link toward the CPE (see Figure 7-10). However, you cannot use thisfeatureto loop
multiple time slots or any portions of them. Refer to the user card chapters for other loopback
options that may alow you to loop part of atime slot or multiple time slots.

The loopback setting can be off or clr (clear). Clear means the entire 64 kbps clear-channel
time slot will be looped back, but without the Robbed-Bit Signaling data that may normally
be embedded in the time dlot. If the WAN isin loopback due to acommand from aremote
device, the loopback will be dropped if you choose clr.
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WAN Card

PCM Bus

Figure 7-10. DSO Time Slot L oopback

LB ADDR

The Loopback Address setting, when used in conjunction with the Channel Loopback setting,
specifieswhich timeslot will belooped back. Only one time slot may be looped back at atime
for each WAN TL/E1 link. The optionsfor T1 linesare 1 to 24. For E1 lines, the options are 1
to 31.

LB GEN

The Loopback Generate setting generates out-of-band diagnostic codes that are sent to the
remote equipment. These codes are ANSI T1.403 compatible with T1 networks, and allow
you to command alatching loopback at remote DS1 equipment. The options are off, IIb (Line
Loopback), plb (Payload L oopback), and nlb (Network Loopback). The plb settingisa
loopback of the entire signal except the framing bits.

Selecting off generates aloopback deactivate command corresponding to the last activation
command generated. e.g. if you send a plb command and then send an off command, the off
command would be payload deactivate.

Note that the actual transmission of the command happens after you press ‘s’ for Save. If you
have already sent one of the loopback activation commands, it isrecommend that you send an
off command before sending another loopback activation command. e.g. this set of selections
plb, off, llb, off transmits the following commands: payload activate, payload deactivate, line
activate, and line deactivate.
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LB DET

This option alows the card to detect DS1 channel, and ANSI T1.403 (8015 WAN only)
loopbacks. When set to off, no T1 loopbacks can be detected. When set to on, T1 loopbacks
will be detected and maintained until aloop down is detected. The with/time-out (w/to) isthe
same as on except that if no loop down is detected after 10 minutes, the loopback will
self-terminate.

Currently WAN card with ESF L oopback is the only card that detects ANSI T1.403 |oopback
commands. The other WAN cardswill only respond to “in-band” loopback codes. If the WAN
is aloopback dueto acommand from aremote device, the loopback will be dropped if you
switch to off.

ESF/NMSRP

This setting specifies the format in which performance statistics for the T1 link will be
gathered and stored in the system. In ESF mode, these performance statistics are accessible to
the carrier over the Facilities DataLink (FDL) aswell as through the user interface. The
optionsarenone, at& t, ansi, c-fdl, c-b7r and e-fdl. Theat&t option requires the statistics be
gathered in accordance with AT& T Publication 54016 whereas the ansi option requires the
ANSI T1.403 specification be used. Performance statistics are also available for D4 formatted
T1lines. Seethe“T1 Performance Monitoring” section later in this chapter for more detailed
information on this topic.

The choice of c-fdl disables tel co-side capability to access performance-monitoring
information. The c-fdl option sends and receives network management information over the
facility datalink. The c-b7r option sends and receives the same information over time slot 24
on the T1 WAN link highlighted. The e-fdl option sends and receives T1 ESF-encapsul ated
network management information over the FDL.

EER THRHD
The Excessive Error Rate Threshold selects the error rate, which an alarm is declared. This

setting interacts with the EER setting inthe Alarm Filters of the system. The optionsare 10e-4
through 10e-9, or none.

RDNT RULES

The selection of Redundancy Rules will define the method of determining what event will
trigger aWAN port to switch to its redundant mate. The options are none, OOS, and CGA.
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GROUP

The Group setting identifies a method of link-fail alarm propagation from upstream trunks to
downstream tributaries when the system is configured for alarm transcoding.

The selection of agroup is atwo-step process. After identifying the group number (1 to 4),
select the secondary group (A [child group], B [child group] or C [parent group]).

Figure 7-11 shows two system units with "parent-child" groupings. The child groups are
designated as"A" and "B." The parent groups are designated "C".

Tributary Trunk Tributary

W3-1 (A) —

W1-1 (A)

© ==

3 il il W3-2 (B)
Wa e

W1-2 (B)

) ()

Device #1 System #1 System #2 Device #2

Figure 7-11. Using WAN Groups

The WAN links between the Device and the System Unit (A, B, A1, and B1) are called
tributaries. The WAN link between the two SY S Units (C and C1) is referred to as atrunk.

Inthenormal condition (no WAN groups sel ected), afailure on any of thetributaries supplying
Device 1 would be reported at SYS 1 and Device 1 only. A failure of the trunk from C to C1
would be reported at SYS 1 and 2 only.

When Groups are created at both system units, atrunk failure (C to C1) will inform all of the
associated tributaries (A and B, A1 and B1) of that condition.

When groups are used in conjunction with the Network Management option (mentioned
earlier) and the AIS/ALM is set to tcodr, afailure of any of the tributaries will propagate the
failure through the trunk to the associated tributary at the other end (A to Al or B to B1).

The following notification procedure is followed:

1. A Lossof Signal, Loss of Frame, Error Rate Exceeded, or AlS failure of the transmit
leg of W1-1(A) occurs between Device 1 and SYS 1.

2. SY S 1 detects the failure on the receive leg and declares an alarm for W1-1(A).

3. SYS 1 setsthe A Bit (Yellow Alarm) in the transmit leg of W1-1(A). Device 1 detects
this condition and knows not to use W1-1(A).
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4. SYS 1(C) sends an alarm message to SY S 2 (C1), telling it that W1-1(A) iseitherin a
CGA_RED or AlSaarm.

5. SY S 2 setsthe transmit leg of W3-1(A1) into AIS (CGA_RED). Device 2 detects this
condition and knows not to use W3-1(A1).

When the original failureis corrected, the alarm is aso cleared for downstream tributaries.

E1l CEPT Settings

Figure 7-12 shows the WAN Card Main Screen for E1 operation.

|E0nnected 33542

[wT100 |9600 811

[SEROLL

| CAPS |NUM |Capture

|F'rint echo

unknows W2 Rew A0-0 | 09-25-99 14:08
H E1 oos iz |
ATATE ATATE stdby
HODE MODE ¥oon
FRAME FRAME cro
T316 Tala cas
EVEN EBEIT EVEN EIT norm
AIS/ALM AIS/ALNM none
LINE LE LINE LE off
LoZAL LB LOCAL LB off
CH LE CH LE off
LE ALDDR LE ALDE o1
LE GEN LE GEN off
COM/NMS RP COM/NNE RP none
EER THEHD EER THEHD 10e-4
EDNT RULES RDNT RULES none
GROTP GROTP none
Sawve | Undo | Refresh | Xcon | Perf | Farstat | Test | =Witch | Hdsl | Main
-

B

Table 7-5 summarizes the actions you can perform from this screen, and Table 7-6 lists the

Figure 7-12. WAN Card Main Screen for CEPT

CEPT settings controlled on the screen along with their possible and default val ues.

Table 7-5. E1 Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.
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Refresh Updates certain time-related information fields that are not automatically
updated (i.e., performance and test data).
Xcon Shows the time slot cross-connect map for each WAN port.
Perf Brings up the Performance Data Screen. See the Performance Data section of
this chapter.
Farstat Shows the far-end network register data.
Test Initiates and monitors testing of all WAN card ports. Refer to the Test section
of this chapter.
sWitch Allows you to switch WAN port operations to the redundant (WAN-R) card.
Main Returns to the System Main Screen. If changes are made to settings and not
saved, you will be prompted to save or abandon your changes.
Table 7-6. E1 Screen Option Settings and Defaults
Parameter User Options Notes Default
STATE stdby  actv stdby
MODE xcon xcon
FRAME crc  d-frm cre
TS16 cas CCS nos cas
EVEN BIT norm inv norm
AISIALM none tcodr 1 none
LINELB off on off
LOCAL LB off on off
CHLB off clr off
LB ADDR 01-31 (user-selectable) 2 01
LB GEN off Ilb plb nlb off
COM/NMSRP none c-s4 c-br7 ess 3 none
(c-fdl)
EER THRHD 10e-4 through 10e-9  none 10e-4
RDNT RULES nfa none OOS CGA 4 none
GROUP none 1 2 3 4 5 none
Notes:

1. AISSALM will show none until the GROUP is selected.

2. The up and down arrow keys are used to scroll through the loopback address val ues.

3. The Farstat registers will not work properly for E1 operations unless the c-sa4 option
is selected for the COM/NM S RP parameter.

4. If there is no redundant WAN card in the appropriate dot, the only option that will
appear is n/a.

5. Selection of GROUP is atwo-step process. After identifying the group number (1-4),
the user must select the secondary group (A, B or C).
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STATE

In the standby state, the WAN port is electrically disconnected from the external network. Set
State setting to stdby (standby) when setting up your WAN links, then changes it to actv
(active) when starting normal operations.

MODE

In cross-connect systems, M ode automatically defaults to xcon.

FRAME

The Frame setting toggles the frame type from crc¢ (Cyclic Redundancy Check, 4th level) to
d-frm (Double Frame).

TS16

The TS 16 setting changes the signaling usage of slot 16 for cas (Channel Associated
Signaling), ccs (Common Channel Signaling) or nos (No Signaling). In the first two options,
timeslot 16 isused to carry signaling information for al channelson the E1. If nosis selected,
then time slot 16 becomes available for user data

EVENBIT

Setting the Even Bit parameter for inv will cause the system to invert every even bit in every
DS0 time dot. This setting should only be used if the entire E1 stream is composed of PCM
voice, to ensure minimum-ones density.

AIS/ALM

The AIS/IALM (Alarm Indication Signal/Alarm) setting, allows the user to specify the type of
“keep-alive” signal that the system will generate on one E1 should the other fail. After
GROUP is selected, the two options for this setting are none and tcodr (for transcoder
operations).

LINELB

The Line Loopback setting controls looping of the full E1 line back to the network. When on,
this setting allows end-to-end testing of the line.
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LOCAL LB

The Loopback setting controls looping of the full E1 line back to the PCM bus. The options
are off and on. When on, this setting allows testing of local equipment. The system generates
a"Keep Alive-Type 1" pattern on the E1 line.

CHLB

The Channel Loopback setting allows you to place individual DSO channelsin loopback
toward the PCM bus. A channel loopback |oops a single DSO channel and cannot be used to
loop multiple DSOs or a portion of a DS0. Refer to user cards for other loopback options,
which may allow you to loop part of achannel or multiple channels. The options are on and
off.

LB ADDR

The Loopback Address setting, in conjunction with the Channel Loopback setting, specifies
which channel isto belooped back. Only one channel may be looped back at any onetime for
each E1link. Thevalid selectionsfor E1 linesare 1-31. Do not loop time dot 16 unlessthe E1
interface isin no signaling (nos) mode.

LB GEN

The L oopback Generate setting generates out-band diagnostic codesthat are sent to the remote
equipment. These codes are compatible with DDS networks and allow you to command a
latching loopback at remote DDS equipment. The options are off, I1b (Line Loopback), plb
(Payload Loopback) and nlb (Network L oopback).

Selecting off generates a loopback deactivate command corresponding to the last activation
command generated. e.g. if you send a plb command and then send an off command, the off
command would be payload deactivate. Note that the actual transmission of the command
happens after you press‘s’ for Save. If you have already sent one of the loopback activation
commands, it isrecommended that you send an off command before sending another |oopback
activation command. e.g. this set of selections plb, off, IIb, off transmits the following
commands: payload activate, payload deactivate, line activate, and line deactivate.

COM/NMSRP

The Communications/Network Management System Report setting tells the system where to
send TCP/IP packets from the NM S configuration selected on the Interface card. The options
arenone (no NMS), ¢c-sa4 (use SA4 channel for NM S information), c-b7r (send NMS
information to aB7R card on time slot 31), and e-sa4 (send NM Sinformation in a proprietary
ESF format viathe SA4 channel to aNTU).
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EER THRHD

The Excessive Error Rate Threshold selects the error rate, which an alarm is declared. This
setting interacts with the EER setting in the Alarm Filters of your system. The options are
10e-4 through 10e-9, or none.

RDNT RULES

The selection of Redundancy Rules will define the method of determining what event will
trigger aWAN port to switch to itsredundant mate. The optionsare none, OOS, or CGA. See
Chapter 3-C for moreinformation on redundant WAN card operations. If thereisno redundant
WAN card in the appropriate slot, the only option that will appear is n/a.

GROUP

The Group setting identifies a method of link-fail alarm propagation from upstream trunks to
downstream tributaries. Selection of group is a two-step process. After identifying the group
number (1-4), the user must select the secondary group (A [child group], B [child group], or
C [parent group]). The group setting is normally used for transcoder applications. See the
groups diagram and discussion earlier in this chapter.

Cross-Connect (XCON)

The Cross-Connect (Xcon) command in the Main WAN screen allows you to view the time
slot or DS0 assignments that have been set up in the system. Highlight the WANSs on the card
and pressthe“x” (Xcon) to select Cross-Connect. Either an E1 screen (Figure 7-13) or aT1
screen (Figure 7-14) will appear, depending upon the WAN highlighted. Thisisadisplay-only
screen. Time slot and cross-connect configuration are discussed in the System Operations
chapter of this manual.
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Figure 7-14. T1 WAN Cross-Connect Screen (display only)

7.4.4 Performance Data

7-24

All WAN cards gather performance data. The performance datafor aT1 or E1 lineisviewed
by typing “p” inthe WAN Card Main Screen, to invoke the Perf command. Performance data
isaccumulated for 15-minute increments that include the current period and the previous 96

periods (24 hours), which are accessed viathe pgUp and pgDn commands of the Main Screen.

In the T1 environment, an error is defined as any CRC-6, Controlled Slip, or Out of Frame
(OOF) error for ESF framing, and any Bipolar Violation (BPV), Controlled Slip, or OOF error
for the D4 format. In an E1 environment, an error is defined as any CRC-4 error, Controlled
Slip, or OOF error.

Figure 7-15 shows atypical T1 Performance Data Screen. The E1 screenissimilar except for
the actions on its bottom line, where uSer r egs and Networ kregs commands are not provided.
The performance statistics are gathered and displayed in 15-minuteintervals. Linesin each of
the columns represent periods when no seconds have accumul ated.

Inthe AT& T mode, two sets of registers accumulate performance datafor T1 WAN links. The
user registers and network registers are driven by the same errored events. However, they can
be cleared separately. You can view both the user and network registers, but you can only clear
the user registers. The network only has access to the network registers, and can only clear
those registers. The ANSI and E1 WAN links have only one set of registers.
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Figure 7-15. Typical Performance Data Screen

Table 7-7 lists the actions avail able from the Performance Data Screen.

Table 7-7. Performance Data Screen Actions

Action Function

Refresh Because statistics are not calculated in real time, the Refresh command
must be used to update the screen with new information.

pgUp Pages through the performance statistics for the current 15 minute period
and periods 96-1.

pgbn Pages through the performance statistics for the current 15 minute period
and periods 1-96.

uSerregs Allows you to view the User Registers. Not shown for E1 operations
because it isthe only set of registers for that mode.

Networkregs |Allows you to view the Network Registers. When you are viewing the
network registers, the Clear Registers option disappears. (Thisaction is
not available in D4 mode or E1 operations.)

Clearregs Clears the User Registers. Network statistics remain the same.

Main Returns to the WAN Card Main Screen.
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ES

An Errored Second (ES) is a second with one or more CRC-6 (ESF), BPV (D4/D-Frame), or
CRC-4 (E1) errors, one or more Out-Of-Frame (OOF) errors, or one or more Controlled Slips.
UAS

An Unavailable Second (UAS) is any second during which service is unavailable. An
unavailablesignal stateisdeclared after ten consecutive Severely Errored Seconds (SESS) are
logged. An unavailable state is cleared after ten consecutive non-Severely Errored Secondsare
logged. Unavailable Seconds are also accumulated if the card has an out-of-service (OOS)
condition.

SES

A Severely Errored Second (SES) isany second with 320 or more CRC-6 (T1 ESF), BPV (T1
D4/D-frame), or CRC-4 (E1) errors. Or, an SES can be any second with one or more
Out-Of-Frame (OOF) errors.

BES

A Bursty Errored Second (BES) isany second with more than one and fewer than 320 CRC-6
(ESF), BPV (D4/D-frame), or CRC-4 (E1) errors.

LOFC

The Loss of Frame Count (LOFC) isthe number of times alL oss Of Frame (LOF) isdeclared.
An LOF isdeclared after 2.5 seconds of a continuous Loss Of Synchronization (LOS) or
Out-Of-Frame (OOF) condition. The LOF is cleared after no more than 15 consecutive
seconds without another LOS or OOF.

SLIP

A Slipped Second is any second that contains one or more Controlled Slips. A Controlled Slip
isthe deletion or replication of aT1 or E1 frame by the receiving egquipment.

DM

A Degraded Minute (DM) is any minute during the reporting period that has an error rate

greater than 10-6 as described in ITU-T G.821. The count for thisfield isfrom 1 to 15, rather
than 1 to 900 for the other fields.
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STATUS

If one of the described errors occurs during any of the 15-minute intervals, the status column
for that period would display the code for that error. The codes are displayed at the bottom of
the screen. Thevaluesare Y (Yellow Alarm received), N (No Signal), T (Test Mode - line
loopback, local loopback, payload loopback, or standby), L (Loss of Synchronization —2 out
of 4 frame bitsin error), O (Out of Service), B (Bipolar Violation), and E (Excessive Error
Rate).

Far-End Performance Data

The Far-End Performance Data Screen is similar to the Performance Data Screen. The same
statistics are collected in a slightly different manner. Figure 7-16 shows atypical display of
far-end network register datainthe AT& T mode. To view the far-end performance data, press
“f” (Farstat command) in the WAN Card Main Screen.

When Far stat isselected inthe TL AT& T mode, an FDL message is sent to the far end,
requesting the network register data from there. This data is displayed on the local terminal.
There will be a slight time delay in the data display.

When Far stat is selected in the ANSI T1.403 mode, the far end generates one-second
performance reports and sends them to the local system, where they are then stored.

To view E1 far-end statistics, you must select c-sa4 asthe COM/NM S RP setting.
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Figure 7-16. Typical Far-End Performance Data Screen

Press“c” (Clear command) from the bottom line of this screen to send a FDL message to the
far end and also clear the local display. The following message will now appear:

“Ok to clear performance (y/n)?”
Press“y” to clear the statistics, or “n” to leave the screen contentsintact. To view the far-end
information again, press“r” (restore) to send an FDL message and refresh the screen. Table

7-8 lists the actions avail able from the above screen.

Table 7-8. Far-End Performance Data Screen Actions

Action Function

Refresh Because dataisnot calculated in rea time, the Refresh command must be
used to update the screen with new information.

Clear Clears the Far-End Network Registers display on the local terminal.

PgUp Pages through the performance statistics for the current 15-minute period
and periods 96-1.

PgDn Pages through the performance statistics for the current 15-minute period
and periods 1-96.

Main Returns to the WAN Card Main Screen.
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7.4.6

ES

An Errored Second (ES) is a second with one or more CRC-6 (ESF) or BPV (D4/D-Frame)
errors, one or more OOFs, or one or more Controlled Slips.

UAS

An Unavailable Second (UAS) is any second during which service is unavailable. An
unavailablesignal stateisdeclared after ten consecutive Severely Errored Seconds (SESS) are
logged. An unavailable state s cleared after ten consecutive non-Severely Errored Secondsare
logged. Unavailable Seconds are also accumulated if the card has an out-of-service (OOS)
condition.

SES

A Severely Errored Second (SES) is any second with 320 or more CRC-6 (ESF) or BPV
(D4/D-Frame) errors, or one or more OOF errors.

BES

A Bursty Errored Second (BES) isany second with more than one and fewer than 320 CRC-6
(ESF) or BPV (D4/D-Frame) errors.

LOFC

TheLossof Frame Count (L OFC) isthe accumulation of the number of timesaL oss Of Frame
(LOF) isdeclared. An LOF is declared after 2.5 seconds of continuous L oss Of
Synchronization (LOS) or OOF condition. An LOF is cleared after no more than fifteen
consecutive seconds without an LOS or OOF condition.

SLIP

A Slipped Second is any second containing one or more Controlled Slips. A Controlled Slip
isthe deletion or replication of a DS1 frame by the receiving equipment.

Test Screen

Pressing “t” (Test command) in the WAN Card Main Screen brings up the screen shown in
Figure 7-17. From this screen, you can create test situations between WAN cards or between
asingleWAN card and data test equipment at aremote site. Table 7-9 lists the actions you can
perform from the bottom line of this screen. Table 7-10 lists the settings controlled on this
screen along with their possible values.
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Figure 7-17. Typical WAN Card Test Screen

Table 7-9. Test Screen Actions

Action Function
Save Saves changes to settings.
Undo Returns all settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e., performance and test data).

Insert Err | Allowsyou to manually insert asingle bit error into the datasignal. This does
not cause a CRC error.

Clear Clearsthe Test Screen and resets all counters to zero.

Main Returns to the WAN Card Main Screen. If changes are made to settings and
not saved, you will be prompted to save or abandon those changes.

Table 7-10. WAN Card Test Screen Options

Parameter User Options Notes | Default
BERT off mark space 1:1 1.7 3:24 grss Ip-up Ip-dn |1 off
SYNC information only—no user options
BE information only—no user options
ES information only—no user options
SES information only—no user options
CSES information only—no user options
0SS information only—no user options
BER information only—no user options
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ELAP

information only—no user options

LB STATE information only—no user options

Notes:

1. Thelp-up (loop-up) and Ip-dn (loop down) codes are not supported for CEPT or HDSL
WANSs. Turning any of these tests on or off will cause atemporary interruption of data
transmission on the DSO time slots as well as on the FDL bit of the corresponding port.

BERT

The Bit Error Rate Tester (BERT) sends a data pattern and measures the bit error rate (BER)
on the selected WAN port. The patterns that can be selected are off, mark (all ones), space
(al zeros), 1:1 (0101), 1:7 (0100 0000), 3:24 (this pattern requires 3 bytes to display), grss
(quasi-random signal source), Ip-up (which sends a T1 loop-up code to the remote end) and
[p-dn (which sends a loop-down code to the remote end). The last two options are not
available for WAN cards with CEPT or HDSL modules.

SYNC

The Synchronization (SYNC) field tellsyou if the integrated BERT has achieved
synchronization either with itself via aremote loopback or with the remote test equipment.
Since thisis aninformation-only field, there are no user-sel ectable parameters.

BE

The Bit Error (BE) field shows the total number of bit errorslogged. Since thisis an
information-only field, there are no user-selectable parameters.

ES

The Errored Seconds (ES) field shows the total number of secondsin which any errors were
detected. Sincethisis an information-only field, there are no user-selectable parameters.
SES

The Severely Errored Seconds (SES) field shows the total number of secondsin which the bit

error rate exceeded one bit per thousand (1 x 10-5). Since thisis an information-only field,
there are no user-sel ectable parameters.
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7.5

7-32

CSES

The Consecutive Severely Errored Seconds (CSES) field istriggered by the occurrence of ten
consecutive Severely Errored Seconds. Oncetriggered, the CSESfield will increment (by one)
for each elapsed second until the system logs ten consecutive non-Severely Errored Seconds.
Since thisis an information-only field, there are no user-sel ectable parameters.

0SS

The Out of Synchronization Seconds (OSS) field shows the number of secondsthat the WAN
BERT has been out of synchronization. Since this is an information-only field, there are no
user-selectable parameters.

BER

The Bit Error Rate (BER) field shows the rate at which errors are being logged. The system
calculates BER by dividing the number of bit errors (BE) by the total number of bits
transmitted during the test. Since thisisan information-only field, there are no user-sel ectable
parameters.

ELAP

The Elapsed time setting shows the running tally of the total number of seconds during the
test. Since thisis an information-only field, there are no user-selectable parameters.

LB STATE

The Loopback State setting changes when a WAN unit is both present and operational. This
includes|oopbacks caused by commands from remote devices aswell asloopbacks caused by
local settings. The field will show plb (payload loopback) when the entire signal, excluding

the framing bit, islooped back. Thefield will show IIb (line loopback) when the entire signal
islooped back. It will show none if the WAN port is not in loopback.

PARS Screen

Figure 7-18 displays the PARS Screen for the WAN card in aT1 environment. To go to this
screen, press“A” (pArs) in the WAN Card Main Screen. PARS (Premisys Automatic
Rerouting System) feature isto protect the traffic of afailed T1 transmission linein aring
network. If aT1 linefailsthen PARS will provide protection to rerouting the traffic on that
line. This means that al 24 time slots (totaling to the DS1 rate) will be completely protected.
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Figure 7-18. Typical T1 WAN PARS Screen
Table 7-11. T1 WAN PARS Screen Actions
Action Function
Save Saves changes to settings.

Undo Returns all settings to the last saved state.

Refresh Updates certain time-related information fields that are not automatically
updated (i.e., performance and test data).

signaling |Allows signaling for voice cards to be specified viaatime slot map.

Main Returns to the WAN Card Main Screen. If changes are made to settings and

not saved, you will be prompted to save or abandon those changes.

Table 7-12. WAN Card Test Screen Options
User Options Default
yes no no

Parameter
PARS MODE

PARS must be made aware of the time slot(s) used by Voice cards terminated on aWAN. The
“slgnaling” menu option is used to do this. In Figure 7-18, PARS has been chosen from the

WAN screen menu and then signaling has been displayed. Time slot #3 has been selected to

show that it isin use by the Voice card terminated on this WAN.
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Figure 7-19 shows an E1 WAN PARS screen. For E1 WANS, signaling is always carried on
time slot #16 asindicated by the “S’. Time dot #5 has been selected using the “sl gnaling”
option to show that it isin use by the Voice card terminated on this WAN.
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File Edit Yiew Cal Transfer Help
D|=| 55| nls| =
L
unknown | w1 <CEPT+CEPT e Ser 26086 | 01-29-96 06:36
1
PARS MODE yeS
11111111112z :22222z2z2222 33
01234567685 0123458789012 3425e78901
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slgnaling | Main
-
|Connected 1:37:52 [wT100 9600 8-1-1 [SCROLL  [C&PS  [NUM [Captue  [Frintecha 4

Figure 7-19. Typical E1 WAN PARS Screen

Figure 7-20 shows the WAN Cross-connect screen after PARS MODE has been selected. It
monitors the time slot assignments between al time slots of the current WAN. The first
column shows time slots on the current WAN. These time dots are cross-connected to the
WAN and time dot listed in the second and third columns respectively.
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PARS Screen
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Figure 7-21 shows the System (Main) cross-connect screen after PARS MODE has been

Figure 7-20. WAN Cross-Connect Screen

selected. This screen showsthe result of the* View all” menu selection. The pars_circuit W/U
field indicates that port #1 of auser card in slot U3 isterminated on WAN 1-1. The TS/BW
column indicates that a single time slot on this port has been allocated. (To determine which
time slot, seethetime dot table on the user card screen). The pars _circuit TY PE field will vary
with the user card type (voice or data). For example, terminating the FXS card would cause
“v& s’ to be displayed in this column while the HSU card would show “d”.

Reference Guide

IMACS System Release 5.1.6

7-35



PARS Screen WAN Card

“g Intearated Access System - HyperT erminal

File Edit Yiew Cal Transfer Help
0|2| 53] s =
=y
unknown 9 CPU ECON Few BO-0 Ser 06449 | 01-29-96 08:56
page: 1 of 1
CIRCUIT ID w/u T2/BW TEIT W/U TS/BW TEST TYPE TC CHW
wp_cireuit wl-1 z4%54 off wl-Z Z24%64 off n/a nia no
wp_circuit we-1 24*64 off wi-2 Z24%*64 off n/a nia no
wp_ circuit w3i-1 z24*%64 off w3i-2Z Z4+*54 off n/a n/a no
pars_circuit ui-1 01*56 off wl-1 01%*56 off =} n'a no
Boast | uPdate | dElete | pgUp | pgDln | Main
-
|Connected 0:05:46 [wT100 9600 8-1-1 [SCROLL  [C&PS  [NUM [Captue  [Frintecha 4

Figure 7-21. System (Main) Cross-Connect Screen in PARS M ODE

7.5.1 Implementation of PARS

There are certain rules and guidelines to follow when PARS isimplemented.

1. WAN should be empty (termination or time s ot assignments) in order to turn PARS
ON or Off.

2. Assoon as PARS is selected on WAN #n, Wn-1 becomes primary and Wn-2 becomes
secondary.

3. All primary time slots will be cross-connected to the secondary WAN.

4. Once aprimary WAN isassigned to PARS mode, the secondary WAN will be assigned
to PARS by the system and will not be available to the user. Nothing can be terminated
on a secondary WAN after PARS MODE is selected.

5. Physical connections are always made from the secondary WAN to the primary WAN
of the adjacent node.

6. User cards will be terminated normally on the primary WAN.
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7. Upon termination on the primary WAN, user cardswill actually be split so that they are
terminated on RX of one WAN and TX of the other.

8. WAN will work asusual until CGA-RED or CGA-YELLOW is detected. The TX and
RX of empty time slots will be cross-connected to themselves. User cards will be
cross-connected to the WAN with the unbroken link and their split termination between
the two WANSs will be removed.

7.5.2 Ring Network Traffic Flow

Figure 7-22 below, shows Ring Network Traffic Flow under normal conditions. The traffic
flow inthering is asfollows:

R4

Note: 1AD isan example for any type of Integrated Access System used in the field.
* |AD 1trafficto IAD 3 goesthrough IAD 2

* |AD 1trafficto IAD 4 goesthrough IAD 2, and IAD 3

 |AD 1trafficto IAD 5 goesthrough IAD 2, IAD3, and IAD 4

e and soon for traffic flow from IAD 2, IAD 3, IAD 4, and |IAD5
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Figure 7-22. Ring Network Traffic Flow

75.3 OnelLink isLost

If thelink from |AD 1to |AD 2 fails, then the traffic is rerouted asillustrated in Figure 7-23.
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Figure 7-23. Traffic Flow when OneLink isLost

754 TwolLinksareLost, OnelAD islsolated from the Ring

If thelink from IAD 1to IAD 2, and the link from IAD 2 to IAD 3 fail, then the trafficis
rerouted asillustrated in Figure 7-24.
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Figure 7-24. Traffic Flow when two LinksareLost (OnelAD islsolated)

755 TwolLinksareLost, TwolADsare Separated from the Ring

If thelink from IAD 1to IAD 2, and the link from IAD 4 and IAD 5 fail, then the traffic is
rerouted asillustrated in Figure 7-25.

7-40 IMACS System Release 5.1.6 Reference Guide



WAN Card PARS Screen

Secondary Ring

Figure 7-25. Traffic Flow when two connected | ADs are separ ated from the Ring

7.5.6

7.5.7

I ntegrated Access Device Functionality

In order to offer PARS feature, the integrated access device will perform the following
functions:

Theintegrated access device will provide areceive side and transmit side option to voice and
data Channelsand WAN time slots. It will differentiate between transmit side and receive side
of each time slot/channel (voice or data). Thisisdone internally and is not visible to the user.

Theintegrated access device will designate the received side of alink either active or inactive
and the transmit side of alink active or inactive. Thisis doneinternally and is not visible to
the user.

Normal Operation - No Link Failure

Any of the WAN lines in a cross-connect integrated access device can be assigned to PARS
mode. Once aWAN (W1-1 for example) is assigned to PARS mode, the other WAN of that
card (i.e. W1-2) will be assigned to PARS by the system and will not be available to the user.
The user assigned WAN will become primary and the system assigned WAN will become the
secondary. The WAN line time slots must be unassigned (and free prior to PARS mode
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configuration). Otherwise, the system will not accept the PARS mode. When W1-1 isassigned
to PARS mode, the system will cross-connect all its time slots to the W1-2 time slots. Thisis
illustrated in Figure 7-26.

W1-2

Figure 7-26. PARS Time slot Cross-connection between Primary and Secondary WANSs

Figure 7-27 shows user card termination in PARS mode. Time slots assigned to the user card
are split between primary and secondary WANSs.
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Figure 7-27. User Card Termination on PARSWAN
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A four node configuration operating in PARS mode is illustrated in Figure 7-28. In this
configuration one user port per node is used for the purpose of illustration. In node one the
transmit of all 24 time slots of W1-1 are cross-connected to the receive of all 24 time slots of
W1-2. Thereceive of 23 timeslots of W1-1 are cross-connected to the transmit of 23 timedots
of W1-2. The HSU transmit is connected to the receive of one of the W1-1 time dot and its
receive is connected to the transmit of the corresponding time slot of W1-2. Similar
connections are made in the rest of the nodes.
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Figure 7-28. PARS Nor mal Operation Mode using four |AD Nodes

7.5.8

Line Protection - Link Failure

When WAN links fail, the ring will break. The integrated access device will stop delivering
traffic to the broken links and will reroute the traffic through the ring and loop them before the
broken lines.
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Figure 7-29. PARS Nor mal Oper ation M ode (two nodes)

Figure 7-29 shows details of PARS mode for two nodes. Primary WANS are cross-connected
to secondary. User cards appear to be terminated normally on the primary WAN. They are
actually split between RX of the primary and TX of the secondary, as shown. Note that the
physical connections between nodes are shown from the secondary WAN of one node to the
primary WAN of the adjacent node.

Figure 7-30 shows detail of PARS mode for two nodes with the link between adjacent nodes
broken. Time slots have been rerouted and any User card terminated on the failed WAN has
been assigned to the WAN with the unbroken link. Note that on WAN card number 2 a User
card was terminated on the primary WAN (actually split) and is rerouted to the secondary
WAN after the primary received an alarm. Dataistransmitted around the ring in the “ opposite”
direction in order to reach the destination node. This detail applies to systems with multiple
nodes as illustrated in Figure 7-25.
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HSU, FXS, FXO, E&M or SRU HSU, FXS, FXO, E&M or SRU

1 2v3'4 1,213 4

w2-1

rx | W1-1 x
------ ]
A ™

[ﬂz ---------
T

X

g T :‘>ﬁ
Ww1-2 R w22 "7 T 1

\V4
\V4
Vv
Vv
A\

Figure 7-30. PARS Rerouting (two nodes)

7.6  WAN Card Error Messages

Refer to Appendix B in the System Reference Guide for further information on Error
M essages regarding this card.

7.7 WAN Card Troubleshooting

The WAN card (or aT1 or E1 port on it) may be faulty if a CGA-Red alarm isin progress on
either port of the card. Thisalarm occursif theincoming network signal islost, or if the WAN
port is out of frame with that signal. To isolate the trouble, proceed as follows:

1. Seeif similar alarms are also present on any other T1/E1 lines and WAN cards in the
system. If so, the trouble may be with the Interface card, which connectsthe T1 and E1
signalsfrom the WAN cards to the external network. If thetroubleisonly onone T1 or
E1 line connected to the WAN card, continue with step 2.

2. Perform alocal T1 or E1 signal loopback toward the CPE, and see if the CGA aarm
clears after about 10 to 30 seconds. If it does, the WAN card is good; go to step 3.
Otherwise, go to step 4.

3. Check thelocal network equipment receiver, cabling to the Interface card at the local
system, and the far-end system or network transmitter.
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4. Replace the WAN card with an identical WAN card. Be sure to install the same types
of plug-in modules on the new WAN card before plugging it in.

5. If the WAN card isdetermined to befaulty, replaceit and return the faulty unit for repair
to the location specified by your distributor.

7.8 WAN Card Specifications

WAN Cards (M odels 800060, 801060, and 801460 TL/E1)

Physical
M odel Number of Number of Physical I/F Electrical I/F
Ports Cards
800060 1 1to4 Through 892x I/F card 81130 (T1-DSX/E1-CEPT)
81200 (T1-CSU) - 1 per port
801060, 801460 2 lto4 Through 892x I/F card 81130 (T1-DSX/E1-CEPT)
81200 (T1-CSU) - 1 per port

Performance and Test Options

L oopbacks Line, Local Channel, Loopback Generation and Detection, ESF (8015
only)

T1 FDL in accordance with AT& T 54016 or ANSI T1.403

E1l National Bit Supporting (G.704)

T1/DSX Interface

Bit Rate and Tolerance 1.544Kbps + 32 ppm

No. of T1 WAN Links per module 1

Max. No. per WAN card 2

Electrical Interface Per ANSI T1.102/T1.403, DSX-1 10012 balanced

Transmission Range Software Selectable: 0, 133, 266, 499, 533 or 655 ft. (200 m), csu (csu -

allows connection to the equipment side of a co-located external CSU
over a short-distance, four-wire cable)

Line Coding Software Selectable AMI or B8ZS

Frame Format Software Selectable - D4, ESF, SLC 96, Subscriber Loop Carrier D4
D4 Framing Normal Superframe

ESF Framing Extended Superframe

Subscriber Loop Carrier 96 As per TR-TSY-000008 Mode 1

Supports logical shelf A, logical shelf B or logica shelf group AB only
Supports POTS, CLASS services, CENTREX services, Loop and
Ground Start FXS and FX trunks and DID circuits

Does not support Multi-Party or Coin Phone lines

Subscriber Loop Carrier D4 Supports SP/UVG signaling
Supports shelf group B only
Voice Channel Signaing AT&T PUB 43801, AT&T 62411, ITU-T Q.421, Q.422 using

Robbed-bit method

Error Detection

Frame Format Error Scheme
ESF CRC-6, Controlled Slip, Out of Frame
D4, SLC96, SLCD4 BiPolar Violation, Controlled Slip, Out of Frame
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Alarm Indication As per Bellcore TR-TSY-000191
SLIP Limit Software Selectable: 126 bits or 138 bits
Equalization Software Selectable: Adjustable line build out (LBO) settings for 133,

266, 399, 533, 655 ft, csu (CSU option provides connection to
equipment side of co-located external CSU)

Power Levels Complieswith ANSI T1.403 and ITU-T G703
Output Jitter Complieswith ITU-T G824
Input Jitter and Wander Complieswith ITU-T G824

CSU Interface

Bit Rate and Tolerance 1.544 Mbps + 32 ppm

No. of T1 WAN Links per module 1

Max. No. per WAN card 2

Electrical Interface Per ANSI T1.102/T1.403, DSX-1 1001/2 balanced
Transmission Range Software Selectable- 0 dB, 7.5 dB, 15 dB

3000 feet to 6000 feet with 40 dB cable loss (@ 5000 ft. or 1500 m)
Actual range depends on cabl e characteristics although software
selectable ranges of 0 dB, 7.5 dB and 15 dB are provided. (0 - alows
connection to the network side of a co-located external CSU over a
short-distance, four-wire cable)

Line Coding Software Selectable AMI or B8ZS

Frame Format Software Selectable - D4, ESF, SLC96, Subscriber Loop Carrier D4
D4 Framing Normal Superframe

ESF Framing Extended Superframe

Subscriber Loop Carrier 96 As per TR-TSY-000008 Mode 1

Supports logical shelf A, logical shelf B or logica shelf group AB only
Supports POTS, CLASS services, CENTREX services, Loop and
Ground Start FXS and FX trunks and DID circuits

Does not support Multi-Party or Coin Phone lines

Subscriber Loop Carrier D4 Supports SP/UVG signaling
Supports shelf group B only
Voice Channel Signaing AT&T PUB 43801, AT&T 62411, ITU-T Q.421, Q.422 using

Robbed-bit method

Error Detection

Frame Format Error Scheme

ESF CRC-6, Controlled Slip, Out of Frame

D4, SLC96, SLCD4 BiPolar Violation, Controlled Slip, Out of Frame
Alarm Indication As per Bellcore TR-TSY-000191

SLIP Limit Software Selectable: 126 bits or 138 bits

Equalization Software Selectable with settings for 0, 7.5 or 15.0 dB
Power Levels Complieswith ANSI T1.403 and ITU-T G703
Output Jitter Complieswith ITU-T G824

Input Jitter and Wander Complieswith ITU-T G824
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E1l Interface

Bit Rate and Tolerance 2.048 Mbps + 50 ppm

No. of E1 WAN Links per module 1

Max. No. per WAN card 2

Electrical Interface G703 balanced 120 W or unbalanced 75 W
Prior to Rev FO - Jumper Selectable: 751/2 unbalanced or 1201/2
balanced.

Rev FO and above - Jumper Selectable: 751/2 unbalanced or 1201/2
balanced. (Balanced mode operation may be achieved via the 1183 or
1184 Distribution Panel).

Transmission Range 2.0kmon 22 AWG

Line Coding High Density Bipolar of order 3 (HDB3)

Frame Format ITU-T G704 - Double Frame or CRC-4 Multiframe Format
Signaling If voice signding isrequired, it is transported in time dot 16

Software Selectable: cAS, CCS or none
CAS Signaling Protocols: AT& T 43801, AT& T 62411, ITU-T Q.42

Signaling Channels ITU-T G704 supporting ABCD signaling
Error Detection CRC-4, Controlled Slip, Out of Frame
Alarm Indication ITU-T G732
Pulse Shape Per G703 Figure 15 (1991)
Pulse Amplitude Per G703 Table 6 (1991)
7512 unbalanced 12012 balanced

mark/pulse 237V 3V

space/no pulse 0+0.237 0+03V
Nomina Pulse Width 244 ns
Output Jitter As per G823
Input Jitter and Wander Asper G823

Standards Compatibility
AT&T TR43801 Digital Channel Bank Requirements and Objectives
TR54016 Requirements for Interfacing Digital Terminal Equipment to
Service Employing the Extended Superframe Format
TR62411 Accunet 1.5 Service, Description and Interface Specifications
Bellcore TR-TSY-000008 Digital Interface Between the SLC 96 Digital Loop Carrier
System and aLocal Digita Switch (Issue 2 08/87)
TR-TSY-000191 Alarm Indication Signal, Requirements and Objectives
GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Requirements:
Physical Protection
ANSI T1.101 Synchronization Interface Standards for Digita Networks
T1.107 Digital Hierarchy - Formats Specifications
T1.403 ISDN, Network-to-Customer Installation -DS1 Metdlic I/F
T1.408 ISDN Primary Rate
ITU-T G703 Physical/Electrical Characteristics of Hierarchical Digital I/F
G704 Synchronous Frame Structure Used At Primary and Secondary
Hierarchical Levels
G732 Characteristics Of Primary PCM Multiplexed Equipment
Operating at 2048 Kbit/sec.
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G735 Characteristics Of Primary PCM Multiplexed Equipment
Operating at 2048 Khit/sec. and Offering Synchronous Digital
Access at 384 Kbit/sec. and/or 64 Kbit/sec.
G736 Characteristicsof A Synchronous Digital Multiplex Equipment
at 2048 Khits/sec.
G823 The Control of Jitter and Wander Within Digital Networks
which are based on the 2048 Kbits/sec Hierarchy.
G824 The Control of Jitter and Wander Digital which are based on
the 1544 Kbits/sec Hierarchy.
Q421 Digital line signaling code
Q.422 Clauses for exchange line signaling egquipment
ETSI ETR 152 Reference: RTR/TM-03036 - Transmission and Multiplexing
(TM); High bitrate Digital Subscriber Line (HDSL)
transmission system on metallic local lines; HDSL core
specification and applications for 2048 kbit/sec. based access
digital sectionsincluding HDSL dual-duplex Carrierless
Amplitude Phase Modulation - Edition 2 1995-06 - 158 Pages
UL/CSA UL 1950 UL Standard for Safety of Information Technology Equipment
C22.2, No. 950 Safety of information technology equipment including
electrical business equipment.
CEN EN 50 081-1 Electromagnetic compatibility generic emission Part 1
Residential, commercial and light industry.
EN 50 082-1 Electromagnetic compatibility generic immunity standard Part

1 Residential, commercial and light industry.

EN 60 950/A2

Safety of information technology equipment including
electrical business equipment.
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Chapter 8
System Testing and Diagnostics

8.1 Introduction

This chapter describes the Integrated Access Systems’ comprehensive set of built-in
diagnostic tools that enable the operator to remotely troubleshoot and resolve problems.
Throughout the user card chaptersin this system reference guide are brief explanations of
system testing and problem solving. However this chapter was designed to provide a “full
picture” of what this Integrated Access System is capable of providing.

8.2 Integral Test Capabilities

Thelntegrated Access System provides diagnostics capabilitiesto resolve problems. Thereare
system-generated alarm messages described in Chapter 4. System Configuration and
Operation, the integral diagnostics capabilities of this system include Bit Error Rate Testers
(BERTS) on data cards, tone generators on ana og voice cards, the ability to manipulate the
analog leads and the digital signaling bits of voice circuits and extensive loopback generation
and detection capability on many system elements.

The ability to initiate loopbacks at various points in acircuit, coupled with the ability to
generate and receive test signals and to collect performance and error information, enable the
operator to systematically troubleshoot circuit problems. It allowsthe operator to determine if
the problem resides in the system, and whether the problem can beisolated down to a specific
Field Replaceable Unit (FRU) within the system. Since all of these diagnostic tools can be
operated from a remote VT100 terminal, troubleshooting begins immediately without
dispatching an on-site technician.
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8.3 Usar Card Diagnostics

8.3.1 WAN Diagnostics

Software-initiated diagnostics on T1 and E1 WAN aggregates include looping the WAN signal
toward the network (line loopback) or the system (local loopback) and placing any one of the
DS0 channels that make up the WAN signal in local loopback. The table below list detailed

information on the diagnostic capabilities of the WAN cards.

L oopbacks T1/CSU T1/DSX E1/CEPT
On-Card loopbacks

TLVEL Line loopback Toward Network Yes Yes Yes
T1/E1 Local loopback Toward User Yes Yes Yes
DS0 Channel 1oopback Toward Network No No No
DS0 Channel loopback Toward User Yes Yes Yes
In-Band loopback Code Generation

Industry-Standard T1/E1 Loop-Up Code Yes Yes N/A
Industry-Standard T1/E1 L oop-Down Code Yes Yes N/A
In-Band loopback Code Detection

Industry-Standard T1/E1 Loop-Up Code Yes Yes N/A
Industry-Standard T1/E1 L oop-Down Code Yes Yes N/A
Bit Error Rate Tester (BERT)

Patterns Supported

All 1s Yes Yes Yes
All Os Yes Yes Yes
11 Yes Yes Yes
1:7 Yes Yes Yes
511 No No No
2047 No No No
3:24 Yes Yes Yes
QRSS Yes Yes Yes
BERT Direction

Toward User No No No
Toward Network Yes Yes Yes
Satistics Gathered by BERT

Bit Errors (BE) Yes Yes Yes
Errored Seconds (ES) Yes Yes Yes
Severely Errored Seconds (SES) Yes Yes Yes
Consecutive Severely Errored Seconds Yes Yes Yes
Out of Synchronization Seconds (OOS) Yes Yes Yes
Bit Error Rate (BER) Yes Yes Yes
Elapsed Seconds (ELAP) Yes Yes Yes
HDSL Errored Seconds N/A N/A Yes*
HDSL Severely Errored Seconds N/A N/A Yes*
HDSL Unavailable Seconds N/A N/A Yes*

IMACS System Release 5.1.6
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Note: *Applicableonly for the E1-HDSL plug-in module. Also the same statistics are

available for the remote end.

8.3.2

Voice Diagnostics

The software-initiated diagnostics supported are voi ce cardsinclude the setting of both analog
and digital loopbacks toward the network and the generation of Quiet Tone and a Digital
MilliWett signal on aport-by-port basis. The operator can also monitor and set the state of the
analog leads of any FXS, FXO or E& M port. They can set and monitor the state of the ABCD
signaling bits of the digitized voice signal. In cross-connect system, test functionality also
includesthe ability to generate test tones (300Hz, 1 kHz and 3 kHz) and transmit those toward
the user side or the network side of the system. The table below shows detailed information

on the diagnostic capabilities of the Voice cards.

4-wire
2-wireE&M 4-wireE&M Extended 2-wireFXS 2-wireFXO

E&M
On-Card loopbacks
Analog Toward Network Yes Yes Yes Yes Yes
Digital Toward Network Yes Yes Yes Yes Yes
Signaling M anipulation
Set Status of Analog Interface Leads Yes Yes Yes Yes Yes
Set Transmit ABCD Signding Bits Yes Yes Yes Yes Yes
Set Receive ABCD Signaling Bits Yes* Yes* Yes* Yes* Yes*
Monitor Status of Analog Interface Yes Yes Yes Yes Yes
Leads
Monitor Status of Transmit ABCD Yes Yes Yes Yes Yes
Signaling Bits
Monitor Status of Receive ABCD Yes Yes Yes Yes Yes
Signaling Bits
Tone Generation
Tone Supported
300 Hz Yes* Yes* Yes* Yes* Yes*
1kHz Yes* Yes* Yes* Yes* Yes*
3kHz Yes* Yes* Yes* Yes* Yes*
Quiet Tone Yes Yes Yes Yes Yes
Digital MilliWatt Yes Yes Yes Yes Yes
Tone Direction
Toward User Yes Yes Yes Yes Yes
Toward Network Yes Yes Yes Yes Yes

Reference Guide
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Note: *Thisfeatureisonly supported in Cross-Connect Systems.

8.3.3 Data Diagnostics

Data diagnostics support varies among data cards. Generally, data card diagnosti cs supported
include the setting of various levels of loopbacks toward the network or the attached DTE
equipment. Other support includes the ability to generate and respond to industry-standard
loop-up and loop-down codes that are compatiblewith DDS, V.54 and/or Fractional T1 (FT1)
formats. The DSO-DP data card generates and detects DS0-DP loopback codes. The table
below shows detailed information on the diagnostic capabilities of the Data cards.

EIA530 V.36 HSU |EIA530/V.35 SRU OCU-DP DS0-DP
HSU 2-port 2-port HSU 4-port 2/5/10-port 4-port
L oopbacks
On-Card loopbacks
Toward DTE Yes Yes Yes Yes Yes Yes
Toward Network Yes Yes Yes Yes Yes Yes
In-Band loopback
Code Generation
Latching DDS-OCU Yes Yes Yes Yes Yes Yes
Latching DDS-DSU Yes Yes Yes Yes No Yes
Latching DDS-CSU Yes Yes Yes Yes Yes Yes
Latching DDS-DSO Yes Yes Yes No Yes Yes
ITU (CCITT) V.54 Yes Yes Yes No No No
ANSI Fractional T1 Yes Yes Yes No No No
(FTY)
Control Lead
Handling
Set CTS Yes Yes Yes Yes N/A N/A
Set RLSD Yes Yes Yes Yes N/A N/A
Set DSR Yes Yes Yes No N/A N/A
Monitor RTS Yes Yes Yes Yes N/A N/A
Monitor DTR Yes Yes Yes No N/A N/A
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EIA530 V.35HSU EIA530/V.35 SRU OCU-DP DS0-DP
HSU 2-port 2-port HSU 4-port 2/5/10-port 4-port
Bit Error Rate Tester
(BERT)
Patterns Supported
All 1s Yes Yes Yes Yes Yes No
All Os Yes Yes Yes Yes Yes No
11 Yes Yes Yes Yes Yes No
1.7 Yes Yes Yes Yes Yes No
511 Yes Yes Yes Yes Yes No
2047 Yes Yes Yes Yes Yes No
QRSS Yes Yes Yes No Yes No
BERT Direction
Toward User No No No No Yes No
Toward Network Yes Yes Yes No Yes No
Satistics Gathered
by BERT
Bit Errors (BE) Yes Yes Yes Yes Yes No
Errored Seconds (ES) Yes Yes Yes Yes Yes No
Severely Errored Yes Yes Yes Yes Yes No
Seconds (SES)
Consecutive Severely Yes Yes Yes Yes Yes No
Errored Seconds
Out of Synchronization Yes Yes Yes Yes Yes No
Seconds (O0S)
Bit Error Rate (BER) Yes Yes Yes Yes Yes No
Elapsed Seconds Yes Yes Yes Yes Yes No
(ELAP)
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84  System with Cross-Connect Option

8.4.1 Circuit Diagnostics

In systems equipped with Cross-Connect CPUS, the cross-connect element adds another level
of testing within the node and enhances the system’ s diagnostic capabilities. The operator may
also monitor and set the state of the Transmit and Receive ABCD signaling bits of adigitized
voice circuit that is cross-connected between WANSs. The table below shows detailed
information on the diagnostic capabilities of the circuits.

\(oi ce Voice with SingleData  Super-rate
yvlthqut Signaling DSO Data
Signaling (64 Kbps) (N x 64 Kbps)
L oopbacks
L ocal loopbacks
Toward WAN1 Yes Yes Yes Yes
Toward WAN2 Yes Yes Yes Yes
Bit Error Rate Tester (BERT)
Patterns Supported
All 1s Yes Yes Yes Yes
All Os Yes Yes Yes Yes
11 Yes Yes Yes Yes
1:7 Yes Yes Yes Yes
M_OOS Yes Yes Yes Yes
BERT Direction
Toward WAN1 Yes Yes Yes Yes
Toward WAN2 Yes Yes Yes Yes
Tones Supported
300 Hz Yes Yes Yes Yes
1kHz Yes Yes Yes Yes
3kHz Yes Yes Yes Yes
Tone Direction
Toward WAN1 Yes Yes Yes Yes
Toward WAN2 Yes Yes Yes Yes
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Voice Voice with SingleData  Super-rate
without S?g?wiling DSO Data
Signaling (64 Kbps) (N x 64 Kbps)
Signaling M anipulation
Toward WAN 1
Set Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Receive ABCD Signaling Bits N/A Yes N/A N/A
Toward WAN 2
Set Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Transmit ABCD Signaling Bits N/A Yes N/A N/A
Monitor Status of Receive ABCD Signaling Bits N/A Yes N/A N/A
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8.5

8-8

Benefits of Built-1n Diagnostics

The real power of the integral diagnostics of the Integrated Access System can be fully
appreciated when theindividual diagnostic tools are applied to everyday troubleshooting such
asthe oneillustrated in the following example.

The environment shown in Figure 8-1 consists of two integrated access devices connected by
aTlline ThesearereferredtoasthelL ocal IAD andthe Remote | AD respectively. At thelocal
IAD, the DTE equipment is a co-located device providing a 56 Kpbs V.35 interface that is
connected to a V.35 HSU port. At the Remote IAD, an OCU-DP card that interfaces to the
4-wire DDS tail-circuit extends the 56 Kbps to a third location. Consequently, the Remote
IAD is equipped with an OCU-DP card that interfaces to the 4-wire DDS tail-circuit. At the
third location, the DDS circuit terminates in a generic, third-party DSU/CSU which in turn
provides a 56 Kbps V.35 interface to the remote DTE device.

The system operator can use the diagnostic tool kit to systematically troubleshoot the problem
on an end-to-end basis and to identify the faulty sub-system, even if it is external to the
Integrated Access System. One way to systematically troubleshoot the problem isillustrated
in Figure 8-1. While there are many other approaches, in general, the procedure to follow isto
combine loopbacks that are generated either through software commands or via
industry-standard loop-up codes with Bit Error Rate Tests (BERTS) for data circuits, or test
tones for voice circuits. In the Integrated Access System, all of those tools are available as
integral features of the system and of the various cards. Each test determines if a specific
sub-system is operating properly. In our example, after each test, the sub-systems that are
shown to be functioning properly are shaded in gray.

In Figure 8-1, the local HSU card is put in Local loopback and a BERT test isrun from the
DTE. If successful, in Figure 8-1, diagnostics-3 the loopback sequence is advanced by putting
the T1 link of the Local Integrated Access System in Local loopback and running BERT test
again. Thisalso teststhe cross-connect element of the local I ntegrated Access System if there
is one present.

IMACS System Release 5.1.6 Reference Guide



System Testing and Diagnostics Benefits of Built-1n Diagnostics

In Figure 8-1, diagnostics 4, the T1 link of the remote Integrated Access System is configured
in Line Loopback. Alternatively, aloop up code can be sent from the local Integrated Access
System to put the T1 link of the remote Integrated Access System in Line loopback. This
process is repeated until the remote DTE is put in network loopback and tested as shown in
Figure 8-2, diagnostics 8.

Diagnostics 1

T1 Facility DDS Facility
Local = > cross- > > —| Cross- [P > Remote
DTE HSU Connect T1 T1 Connect ocur CSU/DSU DTE
v.35 < < Element | ] < Element | bP < - v.35
Diagnostics 2
T1 Facility DDS Facility
Local = ] Cross- [5> =" = Cross- [> > Remote
DTE HSU Connect T1 T1 Connect ocu/ CSU/DSU DTE
v.35 < //| Element | — Element | bpP e L v.35
Diagnostics 3
T1 Facility DDS Facility
Local Shes —| Cross- > = Cross- [P > Remote
DTE HSU Connect ) T1 T1 Connect ocur CSU/DSU DTE
v.35 k— = Element e — < Element | bpP < - v.35
Diagnostics 4
T1 Facility DDS Facility
Local == —{ cross- D= = e = Cross- > P> Remote
DTE HSU Connect T1 T1 Connect Ogg' CSU/DSU DTE
v.35 < <H Element | - | Element | <} - v.35

Figure 8-1. Built-1n Diagnostics Example (Diagnostics 1 - 4)
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Diagnostics 5

Diagnostics 6

Diagnostics 7

Diagnostics 8

Diagnostics 9

Local
DTE
v.35

8-10

CSU/DSU

Remote
DTE
v.35

CSuU/DSU

Remote
DTE

CSU/DSU

Remote
DTE
v.35

CSU/DSU

Figure 8-2. Built-In Diagnostics Example (Diagnostics 4 - 8)

T1 Facility DDS Facility
= Cross- [1> > A cross- [>= >
Connect T1 T1 Connect ocu/
Element /| Element | Bl /\
= < = =<
T1 Facility DDS Facility
= Cross- > 1 = Cross- P>
Connect T1 T1 Connect ) ocu/
< Element | < < Element DP <
T1 Facility DDS Facility
— Cross- [ 1 — Cross- == NG
Connect T1 T1 Connect ocu/
Element | < Element | DP Zan
T1 Facility DDS Facility
= cross- > ——"— | Cross- >
Connect T1 T1 Connect ocur
Element Element | bpP /\
= e — = <
T1 Facility DDS Facility
— =1 Cross- [ > = Cross- >
HSU Connect T1 T1 Connect OI;):;’J/
Element | Element |
= < S ] < = g

CSuU/DSU

Remote
DTE
v.35
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8.6

8.6.1

8.6.2

Per formance M onitoring

The Integrated Access System provides non-intrusive performance monitoring of T1 linesand
DDScircuitsthat terminate on OCU-DP cards. This capability isbuilt into the system software
and does not require any specia options or expensive external equipment.

T1 Line Performance Monitoring

Performance monitoring, statistics gathering and performance reporting of T1 facilitiesis
supported in this system. In ESF format, CRC errors, Out-of-Frame errors, and Controlled
Slips are combined to provide line quality and performance statistics in accordance with
industry standards. In D4 format, Bipolar Violations (BPVs) are used instead of CRC errors.
The performance statistics are gathered and displayed in fifteen-minute intervals for the
preceding twenty-four hours. They include Errored Seconds, Unavailable Seconds, Severely
Errored Seconds, Bursty Errored Seconds, L oss Of Frame Count, and Slipped Seconds.

In ESF mode, these statistics are available to the system operator as well as to the carrier or
service provider over the embedded 4 Kbps Facilities DataLink (FDL). Each ESF T1 facility
can beindependently programmed to support framing according to the AT& T 54016 standard
or the ANSI T1.403 standard or both simultaneously. Additionally, for each T1in the system,
the operator may select an error rate threshold (from 10E4 to 10E-9) which, if exceeded, will
cause the system to generate an Excessive Error Rate (EER) alarm.

DDS Line Performance Monitoring

The two port OCU-DP card supports two methods of non-intrusive error correction. The first
isMgjority Vote and appliesto lower data rates such as 2.4, 4.8 and 9.6 Kbps. The other isthe
BCH method and applies to data rates of 19.2 Kbps and 56 Kbps.

If an OCU-DP port has error correction enabled, then the system will collect and display
statistics on the performance of the circuit. Performance statistics includeincoming (from the
T1 network) and outgoing (to the 4-wire DDS circuit) Errored Seconds, Severely Errored
Seconds and Consecutive Severely Errored Seconds and are displayed in one-hour intervals
for the preceding twenty-four hours.
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8.6.3 Frame Relay Performance Monitoring

The Frame Relay Server accumulates performance statistics that can be used to monitor port,
circuit and congestion characteristics. Statistics are gathered in 15-minute increments for a
total of 24 hours. Collected statistics include the:

»  Circuit transmit and receive performance

e Circuit user contract compliance information

»  Circuit congestion information

e Port transmit and receive information
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System Standards and Specifications

A.1 Introduction

Thisappendix liststhe I ntegrated A ccess System standards, specifications, compliance, power
sources and pre-installation settings for the user cards.
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A.2 Sandards Compatibility

The following is a comprehensive list of standards that the System Chassis, Common
Equipment and User Cards comply to, or are compatible with.

Chassis
ANSI 310-D Racks, Panels, and Associated Equipment
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3 Requirements:
Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3 Requirements:
Electromagnetic Compatibility and Electrical Safety
TR-NWT-000295 | ssue 2 Isolated Ground Planes: Definition and Application to Telephone
Centra Offices
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry.
EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, comicality and light industry.
EN 60 950/A2 Safety of information technology equipment including el ectrical
business equipment
UL 1459 UL Standard for Safety of Tel ephone Equipment
CSAC22.2 No. 950 Safety of information technology equipment including electrical
business equipment
FCC Part 68 - Subpart B Requirements for Connection of Terminal Equipment Systems and
Protective Apparatus to the Telephone Network.
IEC 297-1 Racks, Panels and Associated Equipment
950 A2 Safety of information technology equipment including electrical
business equipment
Power Supplies
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3 Requirements:
Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3 Requirements:
Electromagnetic Compatibility and Electrical Safety
CEN EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
CSA C22.2,No. 950 Safety of information technology equipment including electrical
business equipment
UL 1459, 3rd edition UL Standard for Safety, Telephone Equipment
CPU
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3 Requirements:
Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3 Requirements:
Electromagnetic Compatibility and Electrical Safety
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
CEN EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry
CEN EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
UL 1950 UL Standard for Safety of Information Technology Equipment
CSA C22.2,No. 950 Safety of information technology equipment including electrical
business equipment
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ITU-T V.28 Electrical characteristics for unbalanced double-current
interchange circuits
G703 Physical/Electrical Characteristics of Hierarchical Digital 1/F
V.22 bis 2400 bits per second Duplex M odem Using the Frequency
Division Technique
EIA EIA 5618 Position Interface between DTE and DCE Employing Serial Data
Non-Synchronous Interchange
RS232-C Interface between DTE and DCE Employing Serial Binary Data
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
(Residential, commercial and light industry)
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
FCC Part 68 - Subpart B Requirements for Connection of Terminal Equipment Systems
and Protective Apparatus to the Telephone Network
UL 1459 UL Standard for Safety of Tel ephone Equipment
1950 UL Standard for Safety of Information Technology Equipment
CSA C22.2, N0.950 Safety of information technology equipment including electrica
business equipment
WAN Cards
AT&T TRA43801 Digital Channel Bank Requirements & Objectives
TR54016 Requirements for Interfacing Digital Terminal Equipment to
Service Employing the Extended Superframe Format
TR62411 Accunet T1.5 Service, Description and Interface Specifications
Bellcore TR-TSY-000008 Digital Interface Between the SLC 96 Digital Loop Carrier
System and a Local Digital Switch (Issue 2 08/87)
TR-TSY-000191 Alarm Indication Signal, Requirements and Objectives
ANSI T1.101 Synchronization Interface Standards for Digital Networks
T1.107 Digita Hierarchy - Formats Specifications
T1.403 ISDN, Network-to-Customer Installation - DS1 Metallic
Interface
T1.408 ISDN Primary Rate
ITU-T G703 Physical/Electrical Characteristics of Hierarchical Digita I/F
G704 Synchronous Frame Structure Used at Primary and Secondary
Hierarchical Levels
G732 Characteristics of Primary PCM Multiplexed Equipment
Operating at 2048 Kbps.
G735 Characteristics of Primary PCM Multiplexed Equipment
Operating at 2048 Kbps and Offering Synchronous Digital
Access at 384 Kbps and/or 64 Kbps
G736 Characterigticsof A Synchronous Digital Multiplex Equipment at
2048 Kbps
G823 The Control of Jitter and Wander Within Digital Networkswhich
are based on the 2048 K bps Hierarchy
G824 The Control of Jitter and Wander within Digital Networks which
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are based on the 1544 K bps Hierarchy
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Safety and EM C of WAN Cards

Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Competibility and Electrical
Safety
UL 1950 UL Standard for Safety of Information Technology Equipment
CSA C22.2, No. 950 Safety of Information Technology Equipment including Electrical
Business Equipment
EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry.
EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry.
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
FXSCards
AT&T TRA43801 Digital Channel Bank Requirements and Objectives November
1982
TR-NWT-000057 Functiona Criteriafor Digital Loop Carrier System - January
1993
GR-63-CORE Issue 1 - Network Equipment-Building System (NEBS)
Requirements: Physical Protection
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety
ITU-T G712 (11/96) Transmission Performance Characteristics of Pulse Code
Modulation 9replaces G.712, G.713, G.714 and G.715)
Q.552 Transmission Characteristics of 2-wire analog interface of a
Digital Exchange
Q.553 Transmission Characteristics of 4-wire analog interface of a
Digital Exchange
FCC Part 68 and Part 15 - Subpart B Subpart B supersedes Subpart J
UL 1459, 3rd edition UL Standard for Safety Telephone Equipment
FXO Cards
AT&T TRA43801 Digital Channel Bank Requirements and Objectives November
1982
TR-NWT-000057 Functional Criteriafor Digital Loop Carrier System January 1993
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety
ITU-T G712 (11/96) Transmission Performance Characteristics of Pulse Code
Modulation (replaces G.712, G.713, G714 and G715)
Q.552 Transmission Characteristics of 2-wire analog interface of a
Digital Exchange
Q.553 Transmission Characteristics of 4-wire analog interface of a
Digital Exchange
FCC Part 68, and Part 15 - Subpart B Subpart B supersedes Subpart J
UL 1459, 3rd edition UL Standard for Safety, Telephone Equipment
A-4 IMACS System Release 5.1.6 Reference Guide



E&M Cards

Bell System TRA433801 Digital Channel Bank Requirements and Objectives - November
1982
TR-NWT-000057 Functiona Criteriafor Digital Loop Carrier System - January
1993
Bellcore GR-63-CORE |ssue 1 Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Competibility and Electrical
Safety
ITU-T G712 (11/96) Transmission Performance Characteristics of Pulse Code
Modulation (replaces G.712, G.713, G714 and G715)
Q.552 Transmission Characteristics of 2-wire analog interface of a
Digital Exchange
Q.553 Transmission Characteristics of 4-wire analog interface of a
Digital Exchange
FCC Rules and Regulations Part 68 and Part 15 - Subpart B (Subpart B supersedes Subpart J)
UL 1459, 3rd edition UL Standard for Safety Telephone Equipment
UL 1950 UL Standard for Safety of Information Technology Equipment
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
FRAD Cards
Bellcore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
GR-1089-CORE Issue 2 Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety
AT&T TR54075 Subrate Data M ultiplexing - A Service of DATAPHONE Digital
Service
ITU-T V.28 Electrical characteristics of unbalanced double-current
interchange circuits
UL 1950 UL Standard for Safety of Information Technology Equipment
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
OCU-DP Card
AT&T TR 62411 Account T1.5 Service, Description and I nterface Specifications
Bellcore TA-TSY-000077 Digital Channel Banks-Requirements for Data port Channel Unit

Reference Guide

TA-TSY-000083

Pub 62310

GR-63-CORE Issue 1
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Functions, Issue 2, April 1986

Generic Reguirements for the Digital Data System (DDS)
Network Office Channel Unit, Issue 2, April 1986

DS0 Digital Local Channel Description and Interface
Specification, August 1993

Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections
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ANSI

GR-1089-CORE Issue 2

T1.107-1988

Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety

Digital Hierarchy - Format Specifications 1988

BRI Cards (M odels 826070 and 826171)

ANSI

Bellcore

ITU-T

T1.601

T1.602

GR-63-CORE Issue 1

GR-1089-CORE lIssue 2

1.430

TR-NWT-000397
GR-000303

ISDN Basic Access Interface for Use on Metallic Loops for
Application on the Network Side of the NT (layer 1
Specification)

ISDN Datal Link Layer Signaling Specification for Application
at the User-Network Interface

Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections

Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety

ISDN, Basic User-Network Interface - Layer 1 specification
ISDN Basic Access Transport System Requirements
Integrated Digital Loop Carrier System Generic Requirements,
Objectives and Interface

BRI Card (Modd 826270)

ANSI

ITU-T
BellCore

A-6

T1.605

1.430
TR-NWT-000397
GR-000303
GR-63-CORE Issue 1

GR-1089-CORE lIssue 2
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ISDN Basic Access Interface for Sand T Reference Layer 1
Specification

ISDN Basic User-Network Interface - Layer 1 Specification
ISDN Basic Access Transport System Requirements
Integrated Digital Loop Carrier System Generic Requirements,
Objectives and Interface

Network Equipment-Building System (NEBS) Level 3
Requirements: Physical Protections

Network Equipment-Building System (NEBS) Level 3
Requirements: Electromagnetic Compatibility and Electrical
Safety
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HSU Cards

BellCore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Requirements:
Physical Protection
ITU-T V.35 Data Transmission of 48 kbps using 60-108 kHz Group Bank
Circuits
V.11 (10/96) Electrical characteristics for balanced double-current interchange
circuits operating at data signaling rates up to 10 Mbps
V.28 Electrical characteristics for unbalanced double-current
interchange circuits
G704 Synchronous frame structures used at 1544, 6312, 2048, 8488 and
44 736 Kbps hierarchical levels
V.25his (Mode 8213 only) Automatic answering equipment and general
procedures for automatic calling equipment on the general
switched telephone network including procedures for disabling of
echo control devices for both manually and automatically
EIA RS-422 Electrical Characteristics of Balanced Voltage Digita Interface
Circuits
RS-449 General Purpose 37 Position and 9 Position Interfacefor DTE and
DCE Equipment Employing Serid Binary Data Interchanges
RS-530 High Speed 25 Position Interface for Data Terminal Equipment,
Including Alternative 25 Position Connector
RS-366 Interface Between Data Terminal Equipment and Automatic
Calling Equipment for Data Communication
UL 1950 UL Standard for Safety of Information Technology Equipment
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1
Residential, commercia and light industry
EN 60 950/A2 Safety of information technology equipment including electrical
business equipment
SRU Card
BellCore GR-63-CORE Issue 1 Network Equipment-Building System (NEBS) Requirements:
Physical Protection
AT&T TR54075 Subrate Data M ultiplexing - A Service of DATAPHONE Digital
Service
ITU-T V.24 Definitions of Interchange Circuits Between DTE and DCE
V.28 Electrical characteristics of unbalanced double-current
interchange circuits
X.50 Division 3 Fundamental Parameters of a M ultiplexing Scheme for
the International Interface Between Synchronous Data Networks
(note: does not support 600bps data)
V.14 Transmission of Start-Stop Characters over Synchronous Bearer
Channels (using Async to synch converters)
EIA RS232-C Interface Between DTE and DCE Employing Serial Binary Data
Interchange
UL 1950 UL Standard for Safety of Information Technology Equipment
CEN EN 500 081-1 Electromagnetic compatibility generic emission standard Part 1
Residential, commercia and light industry
EN 500 082-1 Electromagnetic compatibility generic immunity standard Part 1

Reference Guide

EN 60 950/A2
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A.3 ChasssSandards

A.3.1 Dimensons

M odel Height Width Depth Weight

Chassis Description Number

in cm in cm in cm Ib. kg
600 Chassiswith Installation 891630 9.12 2316 [17.042 | 43.29 9.121 23.19 7.44 3.38
Kit Steel Chassi's, Front
Loading, “V” Steel Card
Guides, CE Marked

800 Chassiswith Installation 891830 9.12 23.16 | 16.99 | 43.15 15.30 38.86 13.88 6.31
Kit, Steel Chassis, Front and
Rear Loading, “V” Steel Card
Guides, CE Marked

900 Chassiswith Installation 891930 15.38 39.05 16.92 42.97 9.11 23.13 15.28 6.95
Kit, Power-Enhanced, Steel
Chassis, Top and Bottom
Front Loading, “V” Steel
Card Guides, CE Marked

v

Note: 1. Weight isweight of empty chassis with backplanes and power distribution channel.
2. Ingtallation kits consist of:

» Power supply cover
» Blankfiller panels
» Rack mounting brackets and hardware

» AC power cord
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A.3.2 Chassis Power

, o Modd |AC Power (50-60 Hz) DC Power Power .
Chassis Description Number Consumption
110 VVAC | 220 VAC | -48VDC | 24VDC Watts
600 Chassis with Installation | 891630 | 90VAC |17/5VAC |-40VDC |+18VDC 125 (typical)
Kit Steel Chassis, Front to 135 to 264 to -60 to 35 300 W
Loading, “V” Steel Card VAC VAC VDC VDC (maximum)
Guides, CE Marked
800 Chassiswith Installation | 891830 | 90VAC |175VAC |-40VDC |+18VDC 125 (typical)
Kit, Steel Chassis, Front and to 135 to 264 to -60 to 35 300 W
Rear Loading, “V" Steel Card VAC VAC VDC VDC (maximum)
Guides, CE Marked
900 Chassiswith Installation | 891930 | 1I5VAC |[175VAC |-40VDC |+18VDC 125 (typical)
Kit, Power-Enhanced, Steel 104 to to 264 to -60 to 35 500 W
Chassis, Top and Bottom 135 VAC VAC VDC VDC (maximum)
Front Loading, “V” Steel
Card Guides, CE Marked
A.3.3 Environment
A.3.31 Ambient Temperatureand Humidity
Ambient temperature and humidity as per GR-63-CORE R4-6 and R4-7.
Temperature®C/°F Humidity
Operate Short Term Sorage Operate Short Term
0to50°C -5t050°C -20t080°C 0to 95% relative 0to 95% (not to
3210122°F 2310122°F 410176°F humidity, non exceed 0.024 kb
condensing H,0/kg dry air)
Rate of temperature change 30 © C/hr (54 ° Frhr)

Ambient refersto conditions at alocation 1.5 m (59 in) above the floor and 400 mm (15.8 in)
infront of the equipment. Short-term refersto a period of not more than 96 consecutive hours
and atotal of not more than 15 daysin lyear. Thisrefersto atotal of 360 hoursin any given
year, but, no more than 15 occurrences during that 1 year period.

A.3.3.2 Altitude

As per GR-63-CORE R4-8. Functional within the limits specified in the table above when
installed at el evations between 60 m (197 ft.) below sealevel and 1800 m (5905 ft.) above sea
level. Asper O4-10. Functional within the limits specified in the table above when installed
at elevations between 1800 m (5905 ft.) and 4000 m (13,123 ft.) above sealevel.

Reference Guide
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A.3.33

A334

A.34

A341

A34.2

A.3.5

A351

A.352

A.3.53

A-10

Airflow

Convection cooled (no fans required). Except for Model 891930 Power Enhanced Chassis.

Fire Resistance
As per GR-63-CORE Section 4.2.2.2 Shelf-Level Fire-Resistance Criteria R4-19 for
Firespread R4-20, Fire Propagation R4-21, O4-22 and O4-23.

Equipment Handling

Packaged Equipment Shock Criteria

As per GR-63-CORE Section 4.3.1.1 for category A containers, R4-41.

Unpackaged Equipment Shock Criteria

As per GR-63-CORE Section 4.3.2 R4-43.

Earthquake, Office Vibration and Transportation Vibration

Earthquake
To Zone4 Profile (Zone4 ismost severe so equipment also meetsZones0, 1, 2, and 3 criteria).

Physical performance as per GR-63-CORE Section 4.4.1.2 R4-44. Functiona performance as
per GR-63-CORE Section 4.4.1.2 R4-48 and R4-49.

Office Vibration

Physical performance as per GR-63-CORE Section 4.4.3.2 R4-56. Functiona performance as
per GR-63-CORE Section 4.4.3.3 R4-57.

Transportation Vibration

Physical performance as per GR-63-CORE Section 4.4.4.1 R4-58.
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A.3.6 Cable/Power Connections
e Chassis Model 891630 - front panel
*  Chassis Model 891830 - rear panel
*  Chassis Model 891930 - front panel
A.3.7 Mounting
A3.71 Types
EIA 19” (482 mm) Standard Open Rack or Enclosed Cabinet. WECO 23" Standard Open
Rack or Enclosed Cabinet. Wall and Table Mount.
A.3.7.2 Clearance
Chassis Series 891630 Series 891830 Series 891930
Front 15" (38 cm) 15" (38cm) 15" (38cm)
Back 0" (0Ocm) 10" (25cm) 0" (0Ocm)
Top 2" (5cm) 2" (5cm) 2" (5cm)
Bottom 2" (5cm) 2" (5cm) 2: (5cm)

v

Note: These clearance requirements also account for the distance requirement for removing

Reference Guide

cards from the chassis.
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A.3.8 Number of Slots

Chassis 891630 891830 891930
Front Logic Backplane 9 18
9 2 2

CPU 2 3 3
Server note 1 4 4
WAN note 1 N/A 1
Interface 1 N/A 8
User note 1 N/A N/A
Server/User 4-notel N/A N/A
WAN/User 4 - notel
Front Power Backplane 3-note2 w 7
Rear Logic Backplane

N/A 9 N/A
Interface N/A 1 N/A
User N/A 8 N/A
Rear Power Backplane

N/A 5 N/A

v

Note: Note 1 - 8 slotson the 8916 are multi-purpose. Four (4) will accept either Server or

User cards and 4 will accept either WAN or user cards.

v

Note: Note 2 - These slots can accommodate either two (redundant) power suppliesor a
single power supply with a voltage converter and ringing generator or a single power

supply with two ringing generators.

A-12
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A.4 System Power Suppliesand Converters

The following isalist of standards for the Integrated Access System power supplies,
converters and ring generators.

M odel 8901 AC Power Supply 120/240 VAC, CE Marked

Input Voltage

Input Frequency
Input Current

Input Power

Inrush Surge Current
Output Power
Output Voltage

Max. No. per System
Redundancy
Ventilation
Protection

Approvals

Self detecting

90VAC to 135VAC at 60 Hz

175VAC to 264VAC at 50 Hz

4710 63 Hz

0.65 amp @ 120VAC

0.325 amp @ 240VAC

78W continuous, 70W peak (60 seconds maximum)

maximum 12 amp peak at 264 VAC cold start

55 W continuous

5.6VDC @ 5.3 amp maximum

12VDC @ 3.0 amp maximum

-12vDC @ 1.0 amp maximum

-5.24vDC @ 1.0 amp maximum

2

Optional

Convection Cooled

Unit is fuse-protected from input overcurrent (2.5A).

Internal protection from short circuits, overvoltage, and overloads.
Internal power limiting at approximately 75W.

EN 60950/A2, EN 50 081-1, EN 50 082-1, UL 1459, UL 1950, CSA-C22.2 No. 950

Model 890220 DC Power Supply -48 VDC, CE Marked

Input Voltage

Input Current

Input Power

Inrush Surge Current
Output Power
Output Voltage

Max. No. per System
Redundancy
Ventilation
Protection

Approvals

-42 10 -60 VDC (low input voltage darm at 42 VDC or less)

1.6 amp

78W continuous

maximum 12 amp at 60VDC

55 W Continuous

5.6 VDC @ 7.0 amp maximum

12 VDC @ 2.0 amp maximum

-5.6 VDC @ 1.2 amp maximum

-12VDC @ 1.2 amp maximum

2

Optional

Convection cooled

Unit is fuse protected from input overcurrent (4A).

Internal protection from short circuits, overvoltage, and overloads.
Power limiting at 125% of maximum output specification (55W).
Unit is diode protected from reversed polarity

EN 60950/A2, EN 50 081-1, EN 50 082-1, UL 1459, UL 1950, CSA-C22.2 No. 950

M odel 8903 Power Converter 120 VAC to-48 VDC

Input Voltage

Input Frequency
Inrush Surge Current
Output Power
Output Voltage
Output Current

Max. No. per System
Redundancy
Ventilation

Reference Guide

90 VACto 132 VAC

60 Hz

maximum 20 amp peak at 132 VAC cold start
100 W Continuous

-48.0vDC

2 amp

2

Optional

Convection cooled

IMACS System Release 5.1.6
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Approvals UL 1459, UL 1950, CSA-C22.2 No. 950

M odel 8905 Power Converter 120/240 VAC to-48 VDC, 100 W, CE Marked

Input Voltage 90 Vrmsto 260 Vrms

Input Frequency 50/60 Hz

Output Power 100 W M ax.

Output Voltage -48.0vDC

Output Current 2 amp

Max. No. per System 2

Redundancy Optional

Ventilation Convection cooled

Approvals EN 60950/A2, EN 50 081-1, EN 50 082-1, UL 1459, UL 1950, CSA-C22.2 No. 950

Model 890620 Ring Generator, -48 VDC

Input Voltage 45t0 56 VDC
Efficiency 60% at 48 V and 1 kOhm load
Protection 5 A slow blow fuse, primary current limiting
Noise Less than 32 dBrnc
Output Voltage 100 VDC rms default - adjustable from 60 to 105 Vrms
Output Current 160 mA RMS Continuous
Output Frequency 20Hz+1Hz
Protection Output short circuit and overload protection
Operational Modes Strap selectable: Master or Slave
Max. No. per System
600 System 1
800 System 5:1 Master, up to 4 Slaves
900 System 2
Redundancy Thereis no provision for Master Ringer redundancy, however the slave units back each
other up.
Ventilation Convection cooled
Approvals UL 1459, UL 1950, CSA-C22.2 No. 950
M odel 8907 Power Supply -24 VDC, CE Marked
Input Voltage 18t0 36 VDC
Input Surge Current Maximum 12 amp at 36 VDC
Output Power Continuous 55 W
Max. No. per System 2
Redundancy Optional
Ventilation Convection cooled
Protection Unit is fused protected from short circuits and over-voltage
Unit is diode protected from reversed polarity
Approvals EN 60950/A2, EN 50 081-1, EN 50 082-1, UL 1459, UL 1950, CSA-C22.2 No. 950
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A.41 Power Supply Compatibility

Power AC -48V -48V Ringin +24V External |External
Power |Power Converters 9N power -48VvDC |Ringing
Sources Gen.
Supply |Supply Supply  |Power Generator
AC Power yes yes yes yes yes yes
Supply
-48V Power yes no yes no yes yes
Supply
-48V yes no yes no no yes
Converters
Ringing Gen. yes yes yes no yes no
+24V Power yes no no no no yes
Supply
External yes yes no yes no yes
-48VDC
Power
External yes yes yes no yes yes
Ringing
Generator

A.4.2 External Talk Battery Fuses

M anufacturer Part Number
Little Fuse 218.005
Bussman GDC-5

Reference Guide IMACS System Release 5.1.6 A-15



A.5 Card Specifications

A.5.1 Dimensionsand Power Consumption

Item Height Width Depth Weight Power
Common Model inches cm inches cm inches cm Ib Kg Watt BTU/hr
Equipment

CPU Card 5.X 880360 8.0 20.3 94 24 75 19.0 75 32 3.63 12.37
Interface Card 892260 8.0 20.3 94 24 75 19.0 10 45 .85 2.90
Interface Card 892360 8.0 20.3 94 24 75 19.0 10 45 .85 2.90
Interface Card 892460 8.0 20.3 94 24 75 19.0 10 45 85 2.90
Network Cards
WAN Card 800060 8.0 20.3 94 24 75 19.0 .75 .32 11 3.75
WAN Card 801060 8.0 20.3 94 24 75 19.0 .75 .32 15 5.12
WAN Card 801160 8.0 20.3 94 24 75 19.0 .75 .32 31 10.49
(HDSL)
WAN Card 801460 8.0 20.3 94 24 75 19.0 .75 32 2 6.83
WAN Card ESF 801560 8.0 20.3 94 24 75 19.0 .75 .32 2 6.83
L oopback
WAN Card 802060 8.0 20.3 94 24 75 19.0 .75 .32 2 6.83
HDSL PairGain
Modules
DSX/CEPT 81130 3.63 9.22 2.06 52 .50 127 .062 .028 0.45 154
Module
CSU Module 81230 3.69 9.37 213 5.4 .38 .95 .062 .028 0.25 0.85
HDSL Plug-in 82030 3.69 9.37 3.65 9.2 .50 127 75 32 31 10.49
HDSL Pair Gain 82100 3.69 9.37 3.65 9.2 .50 127 .75 32 31 10.49
Voice Cards
E&M Card 810860 8.0 20.3 94 24 75 19.0 10 45 34 11.61
E&M Card* 8115 8.0 20.3 .94 24 75 19.0 10 45 1.75 5.97
E&M 811760 8.0 20.3 94 24 75 19.0 10 45 -- --
4AW*8-2713Hz
Card
E&M Card 8118 8.0 20.3 94 24 75 19.0 10 45 34 11.61
E&M Card 811960 8.0 20.3 94 24 75 19.0 10 45 35 11.94
EXS Card* 8124 8.0 20.3 94 24 75 19.0 10 45 4.85 16.54
EXS Card 8125 8.0 20.3 94 24 75 19.0 10 45 4.85 16.54
EXS Card* 8128 8.0 20.3 94 24 75 19.0 10 45 9.7 3312
EXS Card 812960 8.0 20.3 94 24 75 19.0 10 45 9.7 3312
EXS Coin Card 814960 8.0 20.3 94 24 75 19.0 10 45 9.7 3312
FXO Card* 8134 8.0 20.3 94 24 75 19.0 125 57 35 11.94
FXO Card* 8135 8.0 20.3 94 24 75 19.0 125 57 35 11.94
FXO Card* 8138 8.0 20.3 94 24 75 19.0 125 57 7 239
FXO Card 813960 8.0 20.3 94 24 75 19.0 125 57 7 239
FXO Coin Card 815960 8.0 20.3 94 24 75 19.0 10 45 9.7 3312
LBRV-8FAX 830060 -- -- -- -- -- -- -- -- -- --
Card
LBRV-16 FAX 831060 -- -- -- -- -- -- -- -- -- --
Card
PPS Card 812160 8.0 20.3 94 24 75 19.0 10 45 35 11.94
PPO Card 813161 8.0 20.3 94 24 75 19.0 10 45 35 11.94
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Item Height Width Depth Weight Power
Data Cards Model inches cm inches cm inches cm Ib Kg Watt BTU/hr
HSU Card 820260 8.0 20.3 .94 24 75 19.0 5 .23 34 11.61
HSU Card 820360 8.0 20.3 .94 24 75 19.0 5 .23 26 8.94
HSU Card 821260 8.0 20.3 .94 24 75 19.0 5 .23 25 8.54
HSU Card 821360 8.0 20.3 .94 24 75 19.0 5 .23 3.0 10.23
HSU Card 821460 8.0 20.3 .94 24 75 19.0 5 .23 25 8.54
HSU Card 821560 8.0 20.3 .94 24 75 19.0 5 .23 35 11.94
HSU*4E 530/35 821660 8.0 20.3 .94 24 75 19.0 5 .23 35 11.94
SRU Card 822060 8.0 20.3 94 24 75 19.0 5 .23 4.6 15.7
SRU C&D Bus 822160 80 20.3 o 24 75 190 5 23 = =
Card
B7R Card 822860 8.0 20.3 .94 24 75 19.0 5 .23 4.6 15.7
FRAD Card 823160 8.0 20.3 .94 24 75 19.0 5 .23 25 8.54
OCU-DP - 5 Port 824160 8.0 20.3 .94 24 75 19.0 10 45 10.00 30.65
OCU-DP 10-Port 824660 8.0 20.3 .94 24 75 19.0 10 45 19.8 62.17
OCU-DP 2-Port 8249 8.0 20.3 .94 24 75 19.0 5 .23 24 82
DSO-DP Card 825460 8.0 20.3 .94 24 75 19.0 5 .23 31 10.58
BRI-U Card 826070 8.0 20.3 .94 24 75 19.0 10 45 6.3 21.48
BRI-U Card 826171 8.0 20.3 .94 24 75 19.0 10 45 6.3 21.48
BRI-ST Card 826270 8.0 20.3 .94 24 75 19.0 10 45 6.3 21.48
Alarm Cards
Alarm Card 840160 8.0 20.3 .94 24 75 19.0 5 .23 0.4 137
Alarm Card 840260 8.0 20.3 .94 24 75 19.0 5 .23 .58 1.98
Alarm Card 840360 8.0 20.3 94 24 75 19.0 5 .23 5.76 19.64
Server Cards
DSP Card 830060 8.0 20.3 .94 24 75 19.0 7 .32 8.8 30.00
ACS-FRS Card 881160 8.0 20.3 .94 24 75 19.0 10 45 50 17.06
ACS-FRS 881163 8.0 20.3 94 24 75 19.0 10 45 50 17.06
International
Card
ACS-MCC Card 881360 8.0 20.3 .94 24 75 19.0 10 45 50 17.06
ACS-ATM Card 882060 8.0 20.3 .94 24 75 19.0 10 45 7.75 26.44
IPR 10B2 Card 883060 -- -- -- -- -- -- -- -- -- --
IPR 10BT Card 883160 -- -- -- -- -- -- -- -- -- --
ISDN-PRI Card 884060 8.0 20.3 .94 24 75 19.0 10 45 50 17.06
ADPCM Card 887160 8.0 20.3 .94 24 75 19.0 5 .23 6.1 20.80
IMUX Card 8880 8.0 20.3 94 24 75 19.0 10 45 3.46 11.81
Note: *These products have been Manufacturing Discontinued (MD), but are supported

under this product host code for backward compatibility.

Reference Guide
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A5.2 Card Current Measurements

Card Name and Description +5VDC -5vbC +12vDC -12vbC
Stindby Active Sndby Active Stindby Active Sndby Active
DCC N/A 84 N/A 0 N/A 0 N/A 0
WAN Relay Module 0 16 0 0 0 131 0 0
OCU-DP Port Activator Card 578 768 0 0 4 118 0 0
WAN, Single, CSU 218 246 0 0 0 24 0 0
WAN, Single, DSX, T1 219 235 0 0 0 24 0 0
WAN, Single, CEPT E1-75 Ohms 209 226 0 0 0 24 0 0
WAN, Single, CEPT E1-120 Ohms 207 224 0 0 0 24 0 0
WAN, Dual, CSU 287 340 0 0 0 48 0 0
WAN, Dual, DSX T1 252 286 0 0 0 48 0 0
WAN, Dual, CEPT E1-75 Ohms 360 393 0 0 0 48 0 0
WAN, Dual, CEPT E1-120 Ohms 358 391 0 0 0 48 0 0
WAN, HDSL 960 940 78 78 0 50 0 0
WAN, HDSL PairGan N/A N/A N/A N/A N/A N/A N/A N/A
WAN w/Redundancy Relays 223 274 0 0 0 178 0 0
E&M, 8 Channels 73 84 72 70 17 104 16 16
E&M, 8 Channels, Extended TLP 73 84 72 70 17 104 16 16
FXS, 4 Channels, 600 Ohms 37 45 35 34 20 65 15 15
FXS, 8 Channels, 600 Ohms 77 96 76 73 23 112 17 17
FXO, 8 Channels, 600 Ohms 89 99 7 75 16 105 15 15
FXS Coin, 6 Channels, 600 Ohms 59 80 57 57 69 140 15 15
FXO Coin, 8 Channels, 600 Ohms 96 107 62 62 16 110 16 19
LBRV N/A N/A N/A N/A N/A N/A N/A N/A
HSU, RS-530, 2 Ports 348 376 7 6 0 0 0 0
HSU, RS-530 or X.21, 2 Ports 230 344 16 20 7 13 0 0
HSU, V.35, 2 Ports 248 362 107 239 0 0 0 0
HSU, RS-530/366, 2 Ports 350 428 13 12 0 0 0 0
HSU, V.25bis, 4 Ports 565 621 10 11 0 0 0 0
SRU, 10 Ports 157 168 0 0 89 138 145 106
SRU C&D Bus, 10 Ports 157 168 0 0 89 138 145 106
B7R, Bit-7 Redundant 121 135 0 0 9 9 20 21
FRAD 136 136 0 0 3 23 3 23
OCU-DP, 10 Ports 645 928 0 0 7 8 0 0
OCU-DP, 5 Ports 364 450 0 0 4 69 0 0
OCU-DP, 2 Ports 182 203 0 0 6 44 0 0
DS0-DP, 4 Ports 183 259 0 0 2 2 0 0
BRI, U-Interface 168 643 0 0 4 4 0 0
BRI, U-Interface 145 667 0 0 6 6 0 0
BRI, S-Interface 97 152 0 0 6 6 0 0
Alarm 0 5 0 0 0 45 0 0
External Alarm, Enhanced 0 4 0 0 12 47 0 0
28-Port Alarm Card 30 36 0 0 12 300 18 165
CPU, Universa N/A 240 0 0 N/A 8 N/A 8
ADPCM Resource 550 585 0 0 0 0 0 0
FRS Server N/A 760 0 0 0 0 0 0
MCC Server N/A 1550 0 0 0 0 0 0
ATM Server N/A 346 0 0 N/A 7 N/A 7
PRI-BRI Server N/A N/A N/A N/A N/A N/A N/A N/A
IPR 10Base2 Server 770 N/A N/A N/A 5 N/A N/A N/A
IPR 10BaseT Server 770 N/A N/A N/A 5 N/A N/A N/A
IMUX Server 685 685 0 0 0 0 0 0
ISDN-PRI Server 113 139 0 0 0 0 0 0
Interface with Modem N/A 136 N/A 0 N/A ik} N/A 0
Interface N/A 80 N/A 0 N/A 25 N/A 8
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A.53 Prelnstallation Card Setup

The table shown below lists all system user cards that require pre-installation setup. Refer to
the separate card chaptersin this manual for more information about system settings and
configuration parameters.

Card Model Jumpersor Switches Options

WAN: DSX/CEPT 81130 |[JP1-4 T1/E1, 75 Ohm/ 120 Ohm

Module

Interface Card 892760 [JP2-4 Balanced / Unbalanced Operation

Alarm Card 840160 |JP1-4 Active/ Passive

Alarm Card 840360 |JP1-4 Active/ Passive

E&M Card 810860 [SW1-4 S1-Source of the E (receive or Earth) lead; can beinternal
(INT) or external (EXT)
S2-Interna source E lead; either battery (-48VDC) or
ground (GND).
S3-Interna source for transmit or magnetic lead; either
battery (-48VDC) or ground (GND).
S4-Switch (ON) for ground or open (OFF). All eight ports
must be set to the same position (all ON or all OFF).

E&M Card 8115 |SW1-4 GND / BAT Options

E&M Card 8118 |SW-14 GND / BAT Options

E&M Card 811960 [SW1-4 GND / BAT Options

FXS Card 8124 |SW1-4 GND /BAT Options

FXS Card 812960 |JP1, JP2 JP1 (US/EUR) and JP2 for SL (Short Loop) and LL (Long
Loop) between 700 Ohms and 1800 Ohms. Default isLL

FXO Card 8134 |P1-8:JP1,2 MRD Option

FXO Card 8135 |P1-8:JP1,2 MRD Option

FXS Coin Card 814960 |JP2, JP3, JP4, JP101, JP201, JP301, JP2 Global Signd Frequency Sedlection (0.5/1/2 Brms). JP3

JP401, JP501 and JP601 Global Loop Length Selection SL (Short Loop) 700 Ohms,

or LL (Long Loop) 700 Ohms and 1800 Ohms. JP4
US/EURO. JP101 through JP601 per channel metering
signal frequency selection.

FXO Coin Card 815960 [Jumpers#1 and #2 To convert individual ports for MRD (Manual Ringdown)
mode. Connect shorting jumpers vertically from #1 to #2
on both sets of pins next to front of card.

HSU Card 820260 [P1, 2 Switch RS-530/V.35 IF Option

HSU Card 821360 |RS-530, V.35 Card switches for operation of ports 1 and 2 in either the
RS-530 or V.35 mode.

HSU Card 821460 |JP3 US or European setting.

HSU Card 821560 [P1-4 Switch RS530/V.35 IF Option

HSU Card 821660 |RS-530, V.35 Card switches for operation of ports 1 and 2 in either the
RS-530 or V.35 mode.

SRU Card 822060 |JP1, JP2 US and European jumper settings.

SRU C&D Bus Card 822160 |JP1, JP2 Us and European jumper settings.

FRAD Card 823160 |JP1, JP2, JP9 US and European jumper settings.

BRI-U Card 826070 [JP1, JP2, P9, JP101-JP602 US and European jumper pair.

BRI-U Card 826171 [JP101-JP801 LT/NT Option

JP102-JP802 7.5/15 ma sealing current
BRI-ST Cad 826270 [JP1, JP2, JP5, JP6, JP101-JP304 JPx02 provides 100 Ohm transmit termination. JPx03 are

installed as the default to apply a 100 Ohm receive
termination. JPx01 and JPx04 areinstalled (ON) to provide
either internal (INT) or external (EXT) -48V power to
phantom leads based on settings from JP5 and JP6.
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A.6  Part Number / Acronym Table

The following table details the Product Part Number of each card or peripheral listed in this

guide.
Name/Acronym Product # Name/Acronym Product #
WAN Cards Data Cards
WAN SINGLE 800060 HSU-T 530 820360
WAN DUAL 801060 HSU 35 821260
WAN-U DUAL 801160 HSU-AD 530/35 821360
WAN-RDUAL 801460 HSU-T 35 821460
WAN-LB DUAL 801560 HSU*4 530/35 821570
WAN HDSL 802060 HSU*4E 530/35 821660
E&M 2W*8 810860 SRU 232*10 822160
E&M-LB 4W*8 811760 SRU 42254 822460
E&M 4W*8 811960 SRU-LD*10 822560
FXS 2W*8-6 812960 FRAD 232*10 823160
FXO 2W*8-6 813960 OCU-DP 10 824660
FXS-C 2W*6-6 814960 OCU-DP5 824160
FXO-C 2W*8-6 815960 OCU-DP 2 8249
DSP-8 830060 DSO-DP 4 825460
DSPLBRV16 831060 BRI U*8 826070
PPO 2W*8-9 813160 BRI-SC U*8 826171
PPS 2W*8-9 812160 BRI-S*8 826270
ACS-FRS 881160 PM-IOR 828060
ACSIPR 881161 CPU & Interface Cards
ACS-PRI 881162 CPU-5 XCON 880320
ACS-MCC 881360 INF-E T1IE1*8 892260
ACS-ATM 882060 INF-E T1E1*8 892261
ISDN-PRI 884060 INF+M T1E1*8 892360
ADPCM 64 887160 INFTI*2 892460
IMUX 8880 Alarm Cards
[PR10B2 883060 ALR4+4 840160
IPR10BT 883160 ALR 4+3PF 840260
ALR 28+14 840360
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A.7 FCC Requirements

The three tables below outline the FCC Registration Information for Part 1, Part 2 and Part 3
for these system cards.

Reg. |MTSWATS Network | Canadian
Satus | Interfaces Model # Ringer Equiv. Number soc usocC Jacks
M 02LS2 FXO 2W*8-6 04B (ac),00(dc) | --—--- RJ11X CA11X
M 02GS-2 FXO 2W*8-6 04B (ac),00(dc) | --—--- RJ11X CA11X
Reg. 02LS2 INF+M T1E1 08B (ac),00(dc) | ---- RJ11X CA11X
Reg. Analog PL Model # soc Network USOC Canadian Jacks
Interfaces
Reg. 0L13C FXS2W*8-6 9.0F RJ21X CA21A
Reg. 02LR2 FXS2W*8-6 9.0F RJ21X CA21A
Reg. TL1IM FXS2W*8-6 9.0F RJ2EX CA2EA
Reg. TL12M FXS2W*8-6 9.0F RJ21FX CA2FA
Reg. TL11E E&M 2W*8, E&M 4W*8 9.0F RJ2EX CAZ2EA
Reg. TL12E E&M 2W*8, E&M 4W*8 9.0F RJ2FX CA2FA
Reg. TL31M E&M 2W*8, E&M 4W*8 9.0F RJ2GX CA2GA
Reg. TL32M E&M 2W*8, E&M 4W*8 9.0F RJ2HX CA2HA
Reg. TL31E E&M 2W*8, E&M 4W*8 9.0F RJ2GX CA2GA
Reg. TL32E E&M 2W*8, E&M 4W*8 9.0F RJ2HX CA8HA
Digital Network Canadian
Reg. Interfaces Model # SoC usocC Jacks
Reg. 04DU9-BN WAN SINGLE, WAN DUAL* 6.0Y RJA8 CAS81A
Reg. 04DU9-DN WAN SINGLE, WAN DUAL* 6.0Y RJ8 CAS81A
Reg. 04DU9-1KN WAN SINGLE, WAN DUAL* 6.0Y RJ8 CAS81A
Reg. 04DU9-1SN WAN SINGLE, WAN DUAL* 6.0Y RJ8 CA81A
Reg. 04DU9-1ZN WAN SINGLE, WAN DUAL* 6.0Y RJ8 CAS81A
Reg. 04DU9-BN WAN SINGLE, WAN DUAL** 6.0P N/A
Reg. 04DU9-DN WAN SINGLE, WAN DUAL** 6.0P N/A
Reg. 04DU9-1KN WAN SINGLE, WAN DUAL** 6.0P N/A
Reg. 04DU9-1SN WAN SINGLE, WAN DUAL** 6.0P N/A
M 04DU5-24 OCU-DPx2 6.0F RJM8 CA81A
M 04DU5-48 OCU-DPx2 6.0F RJM8 CA81A
M 04DU5-56 OCU-DPx2 6.0F RJM8 CA81A
M 04DU5-96 OCU-DPx2 6.0F RJM8 CA81A
* with CSU module ** with DSX module
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A.8 UK Requirements

Voltage Used or Generated By Host or Other
Clearance (mm) Creepage (mm)
Cards
20 2.4(3.8) Upto50Vrmsor VDC
26 3.0(4.8) Upto 125Vrmsor VDC
4.0 5.0(8.0) Up to 250Vrmsor VDC
4.0 6.4 (10.0) Upto 300Vrmsor VDC

For ahost or other expansion card fitted in the host, | Above 300Vrms or VDC
using or generating voltages greater than 300V (rms
or DC), advice from a competent
telecommunications safety engineer must be
obtained before installation of the relevant
equipment.

A9
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Year 2000 Compliance

All products are compliant with Bellcore Requirements GR-2945, Year 2000 Generic
Requirements: Systems and Interfaces. The following key points about this compliance are
noteworthy:

1. All datesdisplayed or printed by the Integrated Access System are used for reference

purposes only. No calculations, except leap year calculations (see number 3 below), are
based on these dates.

. Thedisplayed or printed dates use implicit century indications. In other words, years are

displayed astwo digit numbers and because the dates are assumed current, or near current,
the century isimplied. Since all dates are shown for reference purposes only, and are
normally used by maintenance personnel to monitor system performance over ashort time
frame, the implicit century indication presents no confusion, miscal culation or potential
ambiguity.

. Leap year calculations are handled correctly under all circumstances except one: century

yearsnot evenly divisible by 400 will be falsely computed as leap years. The year 2000 is
evenly divisible by 400 and the Integrated A ccess System correctly computesiit as aleap
year. The years 2100, 2200, 2300, 2500, etc. are all non-leap years, but the Integrated
Access System will computer them as leap years.

. Newer releases of the Integrated Access System software (e.g. release 5.2, etc.) will

correctly accept the system set-up entry of February 29 asavalid date when the associated
valuefor the year indicates aleap year. Release prior to February 12, 1997 will not accept
that date as avalid entry under any condition, leap year or non-leap year. In al releases,
operating Integrated Access System software will properly roll leap year dates from
February 28" to the 29" and then March 1 without error.
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Appendix B
Error Messages

B.1

| ntroduction

This appendix liststhe Integrated Access System error messages. One of these messages may
appear at the bottom of the screen when you enter acommand, indicating that the system did
not perform the requested action. This condition may have been caused by an operator error,
absence of acard in the system, or other condition. If an error message appears, take the
appropriate corrective action. For convenience, the system error messages are listed
alphabetically.

‘0000 invalid for E, reverted to original.

The sequence 0000 is not avalid ABCD signaling sequence on E1 links. Choose a different
ABCD seguence for E1 signaling conversion to/from T1 format.

A name must be assigned to Circuit I D field.

You must enter a name for the circuit before attempting this operation. Go to the Circuit ID
field, type the desired name, and saveit.

ADPCM card isnot installed or rdnt.

An ADPCM card isnot present in the system, or you chose aredundant ADPCM card for data
compression. Install an ADPCM card, or selected a non-redundant card.

ADPCM doesn’'t support WAN switch.

WAN redundancy is not available if ADPCM card is used in the system.

Alarm Card can’t be active with dialing.

An External Alarm card cannot be used when HSU cards are programmed for ISDN dialing.
Remove this card.
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B-2

All available PVCs are already taken.

The number of PV Cs available on the FRAD Card Main Screen has been exceeded by the
number of PV Cs assigned on the PV C Screen. Assign a number of PV Cs on the PV C Screen
that islower than the quantity chosen in the Main Screen.

All blank prt repot.

You chose the empty option setting for all four elements of the Print Alarm on the Interface
Card. This combination of settingsisinvalid and cannot be saved. Choose the proper option
settings for these elements.

ASYNC/5 databits must have 2 stop or parity.

You have assigned an SRU card port to an asynchronous circuit with 5 data bits, one stop bit,

and no parity. Thisisaninvalid combination of option settings. Either choose two (2) stop bits,
or enable parity on that port.

ATM PHY isnot active.

The physical ATM port is not active.

B-channels must be allocated.

You are trying to activate an ISDN PRI D-channel that has no assigned B-channels. Assign
B-channels to the D-channel.

Bad routing format.

The telephone numbers used for the ISDN-PRI routing table are not formatted correctly.
Re-enter these numbers in the proper format.

Bad Service number format.

ISDN-PRI Server numbers must have two digits. The valid service number range is from 01
to 99.

BCH isnot supported in XCON.

You cannot use BCH error correction on an OCU-DP card in systems with cross-connect
WAN cards.
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Both WAN’s cannot bein test mode.

You cannot use the test option on both sides of a cross-connect simultaneously.

Broadcast cannot belooped back.

You cannot activate aloopback on a broadcast cross-connection.

Bus cannot be looped back.

You cannot assign a multirate HSU port to more than 30 time dots of aWAN E1 link or 24
timeslotsonaT1 link.

Call manufacturer for availability.
You aretrying to assign too many D-channelsto the current ISDN-PRI card. Upgrade the card

inyour system, or replaceit with one capabl e of supporting the desired number of D-channels.
Call Technica Support for assistance.

Cannot be STDBY while BERT test isrunning.

You cannot change a port from the activ (active) stateto the stdby (standby) state whilethe Bit
Error Rate Tester (BERT) isrunning. You must end the BERT test first.

Cannot define any more PV C connections.

The maximum number of PV C connections has been reached.

Cannot define any more PVC endpoints.

The maximum number of PV C endpoints has been reached.

Cannot define any more XCON circuits.

The maximum number of cross-connect circuitsis 99.

Can NOT ddetecircuit whiletest isactive.

You must end the test in progress before deleting the circuit.
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B-4

Cannot do it in Viewer mode.

You are logged in under the Viewer password, but that level of access does not allow you to
perform the desired operation. Log out of the system, log back in under the Operator or

M anager password, and repeat the command. Or, perform an operation that is permitted by the
Viewer access level.

Cannot exceed 32 TS'sfor ports 1-32 or 33-64.

Each set of 32 ports can have onetime slot (total of 32 time dlots).

Cannot have REMOTE and LOCAL loopbacks.

You cannot place the card port in both alocal |oopback and aremote loopback simultaneously.

Cannot insert errorswithout BERT running.

You must start BERT testing before inserting bit errors.

Cannot switch non-compatible WANS.

The current WAN card arrangement does not support redundant WAN switching.

Cannot switch to a non-oper ational WAN.

You cannot switch to the selected WAN card because it is out of service.

Cannot talk to NTU while BERT isrunning.

You must stop the BERT test before accessing the NTU.

Cannot usethe same TS on different WAN.

You cannot assign an SRU card port to the same time slot on different WAN ports.

Can’t defineany morelP entries.

The maximum number of | P entries has been reached.
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Can't initialize modem.

The Interface card modem was not initialized.

Card already installed.

You cannot use the Configuration option on an occupied chassis slot.

Card does not respond.

The card isnot responding to your commands. Remove the card from the chassis, plug it back
in again, and repeat the command. If the message appears again, replace the card.

Card has broadcast/monitor links.

You cannot place the HSU card in standby when it has active broadcast lines.

Card isnot available.

You cannot test the card because it is faulty. Replace the card.

Channdl test isavailable from WAN XCON screen.

To test a cross-connected voice circuit, go to the Cross-Connect Screen.

Circuit isalready used, no subaddress allowed.

You cannot assign the same circuit number to different portsin the FRAD User Port screen.

Circuit name must be entered.

You must enter a name for the cross-connect circuit before attempting this command.

Combined ADPCM rate must equal 64K.

You cannot assign a40 kbps and a 32 kbps channel to the same ADPCM 64 kbps engine. The
only valid combinations are 40 kbps + 24 kbps, 32 kbps + 32 kbps, and 24 kbps + 40 kbps.
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B-6

Command rejected. Switch in progress.

The command was not executed because a redundancy switch isin progress.

Config. changes must be made from primary WAN.

You cannot make configuration changes to aredundant WAN port. Thisis alowed only on
primary WAN ports.

CONG stat isnot availablefor FRAD port.

Framerelay packet congestion datais not available for this FRAD port.

Cumulative bandwidth exceeds 115.2K .

You cannot assign more than 115.2 kbps of aggregate bandwidth to an SRU card. Be surethe
sum-total rate of all card ports does not exceed 115.2 kbps.

Current CPU does not support redundancy.

The selected CPU card does not support redundancy. If the system hastwo CPUs, be sure they
are both 8803s.

D-channd is active.

You cannot change WAN parameters because |SDN D-channel associated with it isstill active.

Dialing is not available with Alarm Card.

If an External Alarm card is present in the system, you cannot use dial triggers for the HSU
card. Remove the External Alarm card first.

dsO-n available only with 64K rate.

You cannot generate a DSO0 time slot (dsO-n) loopback on an OCU-DP port with a data rate of
less than 64 kbps. Thisis possible only on ports operating at 64 kbps and higher.

Duplicate prt report element.

You have asked the Print Alarms option to print the same element twice.
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Each WAN can have only one d-chan.

You cannot assign two D-channels to the same WAN port.

Empty field isnot allowed.

You cannot assign a blank password on the CPU Card Main Screen. Always enter
aphanumeric characters.

Empty dot.

You cannot access the card or associated screen because it is not plugged into the chassis.

ENETBRI/PRI card isnot installed or config.

An Ethernet BRI/PRI card is not present in the system, and is not configured.

Engine pair must have same ADPCM WAN and TS.

You must assign each pair of ADPCM engines (1-2, 3-4, 5-6, etc.) to the same WAN port and
time slot.

ERR COR bch_tsmust belarger than TS.

For BCH error correction, you must assign a separate WAN time dot that is numerically
higher than the time slot carrying the normal data.

Error correction isnot supported.
Error correction is not supported on the five-port or ten-port OCU-DP card. Or, mgjority

voting (maj-v option setting) error correction is not supported for data rates higher than 9.6
kbps. Use bch error correction instead, or do not use error correction.

ERROR found in the RESTORE file.

The system restoral failed due to a software error. Repeat the restoral, and call Technical
Support if this message reappears.

Field can NOT be MODIFIED.

You cannot edit this field.
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B-8

FR circuit isnot defined.

You cannot assign a user circuit for an undefined Frame Relay PV C.

FR port and DLCI must be unique.

The Frame Relay port and DLCI must form a unique address for each PV C.

FR port isnot active.

You cannot activate a PV C on an inactive Frame Relay port.

Group ‘A’ isnot allowed for dcd4.

You cannot use trunk group A in the slcd4 mode.

Group already taken.

This group is aready assigned.

Illegal address and mask combination.

The combination of 1P address and mask numbers you choseisinvalid. Change either the IP
address or mask number.

lllegal P Mask.

The IP netmask number you chose is invalid.

Intf. 1D must be uniquely identified.

The ISDN PRI card must have a different two-digit number for each WAN port used for
B-channels.

Invalid character in Node I d.

The only valid characters for aNode ID are alphanumeric characters and the underscore.
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Invalid date/time for mat.

You have entered an invalid date or time.

Invalid Dlci value.

The DLCI number you choseisinvalid.

Invalid endpoint name.

The endpoint name you chose is invalid.

Invalid | P address.

The IP address you chose isinvalid.

Invalid | P netmask.

The IP netmask you choseisinvalid.

Invalid parametersfor ADPCM.

You cannot use ADPCM on voice cards that use A-Law coding. Thisis only allowed on
mu-L aw voice cards.

Invalid password for this command.

You cannot use the debug command from the System Test and Debug Screen without the
proper password authorization.

Invalid secondary clock format.

You cannot assign an external clock source as the secondary system clock.

Invalid SR TS.

You cannot assign an SRU card subrate port to a WAN time dot that does not have enough
room on the subrate time slot for that much bandwidth. For example, if you have a port with
b-5 framing occupying subrate time slots 1 to 4, you cannot also assign afifth port whose
bandwidth exceeds 9.6 kbps to subrate time slot 5.
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Invalid sub address.

You cannot assign the same subaddress number to two different user ports on the FRAD Card
Main Screen.

Invalid Timeslot.

When assigning time slots to user voice and data ports, you must choose time slot number 1
to 24 for aWAN T1 port, or 1to 31 for aWAN EL1 port.

Invalid WAN/SRVR.

You cannot assign services to an unavailable WAN or Server card.

P Address must be unique.

The IP address is already assigned.

| SDN connected circuit.

You cannot place an HSU card port with an active ISDN call in standby. Wait for the call to
end.

ISDN, FRAD, ADPCM do not support WAN switch.

WAN redundancy is not available if any of those cards are used in the system.

Local LB & Test Pattern can’t be ON together.

You cannot perform aloopback with atest pattern applied, and you cannot apply atest pattern
if aloopback is active.

MAJ EC isnot availablewith RATE> 9.6.

You cannot use majority-vote error correction on an SRU card port with a Rate higher than 9.6
kbps. Use bch error correction instead, or disable error correction.

Mode cannot be changed when any tsare allocated.

You cannot change the WAN card mode from d-i (drop and insert) to term (terminal), or vice
versa, when time slots are occupied. First, make al time slots available.
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M odification can’t be saved whiletest is active.

You cannot make changes in this screen while atest isin progress.

Moduleisnot installed.
You cannot use the Configuration option on aWAN port that doesn’t have aCSU, DSX/CEFT,

or HDSL plug-in module attached. Be sure to install the proper modulg(s) on the WAN card.
For HDSL interfacing, an 8011 WAN Card is required.

Must bein terminal mode.

You cannot use the Configuration option on aWAN card in the drop-and-insert mode.

Must have clean WAN.

You cannot use the Configuration option on a WAN card whose time slots are already
occupied.

Must have OOS status.

You cannot delete a card that has not been removed from the system. Remove the card first.

Must have WAN card installed.

You cannot use the Configuration option on an uninstalled WAN card. Install the card first.

N392 must belessthan or equal to N393.

N 392 determines the amount of errorsthat will be tolerated during the amount of events
assigned in N393. FRAD rules require that N392 be less than or equal to N393.

No changesfor selected switch.

When connected to an ISDN office switch, you cannot change the status of a B-channel.
No changes while BERT isrunning.

You cannot change the port configuration while Bit Error Rate Testing is active. Turn the test
mode off before making your changes.
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No d-i modefor thisdot.

In aredundant cross-connect system, you cannot assign the drop-and-insert (d-i) mode to the
WAN card in slot W3, which holds the redundant WAN card.

No historical alarms.

You have selected the History command in the Alarm Screen, but no alarms exist in that log.

No more profiles allowed.

You cannot assign more than 16 call profilesto the Interface Card.

No morethan 1 ts allowed.

You cannot assign more than one WAN time slot to a FRAD circuit.

No morethan 2 ts allowed.

The Frame Relay PV C circuit cannot exceed 128 kbps (two 64 kbps time slots).

No morethan one BERT test per BRI card.

You cannot perform more than one BERT test on each BRI card.

No morethan two WANsin BERT test are allowed.

You can place only two WAN portsin the BERT test mode simultaneously.

No NFAS for selected switch.

The ISDN office switch does not accept NFS B-channel assignments.

No second net-lb allowed when bw = 115.2 kbps.

You cannot activate more than one network loopback at a time on an SRU card port.

No timedot(s) specified.

You cannot activate a user card that doesn’t have any WAN time slots assigned to it.
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No Voice Compress. WAN card using ALL resour ces.

No ADPCM card is currently available for voice compression.

Not applicablefor ST card.

This does not apply for aBRI ST card.

Not enough available U-dots.

You cannot use the Configuration option with less than three available user card slotsin the
chassis for T1 operation, or four available user card slots for E1 operation.

Not implemented yet.

You cannot use afeature or function that is not yet released. This message normally appears
on software versions for beta testing.

Not supported.

This command is currently not supported by the system.

Number of TS from must be equal to TSto.

You cannot assign atime dot cross-connection with an unequal number of “from” (source)
and “to” (destination) time slots.

Only B-chan can be controlled.

You cannot update or delete aregular cross-connect circuit from the Cross-Connect Broadcast
Screen.

Only broadcast/data type can be controlled.
You cannot update or del ete aregular cross-connect circuit from the Cross-Connect Broadcast

Screen.

Only network or data type can be broadcasted.

You cannot broadcast a Broadcast circuit from the Cross-Connect Broadcast Screen.
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Only one ADPCM redundant in the system.

You cannot make more than one ADPCM aredundant card in the system.

Only oneport can be at 128K.

You cannot configure more than one port of the card for 128 kbps.

Only U-dots can be configured.

You cannot use the Configuration option for the P slots, C dots, or | slot of a chassis.

Only wl-1 or wl-2 are supported.

You can use the Configuration option only on WAN ports W1-1 and W1-2.

Parameters arenot saved.

You have selected the Main command from the bottom of the screen without first saving your
changes. Press“s’ to invoke the Save command first.

Parameter s have been saved.

You have made changes to the card and typed “s’ to invoke the Save command. (Thisisa
normal message, it always appears when you type “s’ to save changes.)

Per formance statisticsis not availablein slc96.

You cannot obtain performance statistics for aWAN port in the slc96 mode.

Per formance statistics not available.

You cannot obtain performance statistics for this card or port.

Phone number must be unique.

The primary phone number on an HSU card must be unique.
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Port already configured for Remote Terminal.

This port is already configured for use with aremote terminal.

Port has PVC(s) allocated. No changes allowed.

You cannot deactivate a Frame Relay port with active PV Cs.

Port isin use.

You cannot make any changes to an active port.

Port isnot active.

You cannot use the Hangup option on an HSU card port in the standby state.

Port isnot configured for ASCII .

This port is not configured for ASCI | operation.

Port isnot configured for TCP/IP.

This port is not configured for TCP/IP operation.

Primary WAN is not oper ational.

You cannot switch from aredundant WAN port back to a primary WAN port if the primary
port is still not operational.

Profile hasto be loaded fir<t.

You cannot use the Dial command in the HSU Card Main Screen without first loading a call
profile.

Profile 1d was not found.

Upon using the Load command in the HSU Card Main Screen, you requested a non-existing
call profile from the Interface card.
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PVC hasuser circuits active. No changes allowed.

You cannot deactivate a Frame Relay PV C with active user circuit(s).

PVC name must be entered.

You must enter a PV C name before executing this command.

PVC name must be unique.

The current PV C nameis already in use. Enter a different name.

RATE = 19.2 must have DATA = 8 for adpcm or hlink.

If you set the SRU card port rate to 19.2 kbps, you also must set the number of data bits for
that port to 8.

Redundancy requires WAN Model 8014 in Slot W4.

Your system must have an 8014 WAN Card in dot W4 for WAN redundancy operation.

Redundancy switchover iscomplete.
You have asked the system to switch to the redundant WAN card, and the switchover was

successfully completed. (Thisis not an error message; it normally appears after you initiate
the switchover.)

Redundant CPU.

The current CPU card is the redundant card.

Redundant WAN istaken already.

You cannot switch to the redundant WAN card in slot WAN-4 if it is aready in use from a
previous WAN card switch.

Remote session active. Can’t change setting.

You cannot change this setting because aremote operator has accessed the system and is
controlling it. Wait for that operator to log off and disconnect.
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Restricted fidd.

You cannot accessthe Superuser password field onthe CPU Card Main Screen. Thispassword
is factory-assigned.

Selected ADPCM can be primary only.

The current ADPCM card cannot be a redundant card.

Selected circuit isnot primary.

The current circuit is redundant, not a primary circuit.

Selected circuit isunder the test already.

The current circuit is already being tested.

Servicetableiscurrently used by profile.

You cannot change the service table on the ISDN configuration screen when the serviceis
selected and stored in an Interface card call profile.

Simultaneous loopback tests not allowed.

You cannot activate two or more loopbacks at the same time.

SNM P Options not available on this CPU.

The current CPU card does not support SNM P configuration.

Specify Sys Ph# before activating REMOTE vt100.

You must enter the Integrated Access System’'s phone number before a remote operator can
connect to the system.
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SR TS overlapping.

The subrate circuit assigned does not allow enough space for apreviously assigned circuit on
the same subrate time dot. For example, if you have a19.2 kbps device on subratetime slot 1
in b-5 framing, you cannot assign another 19.2 kbps circuit to subrate time slot 2, because the

circuit on 1 actually occupies subrate time slots 1 and 2. You must therefore assign that other
circuit to subrate time slot 3 or 4.

Switch request sent to card.

The system has sent your redundancy switchover command to the associated card.

Switchover must be made from the primary WAN.

You cannot switch to aredundant WAN port from another redundant WAN port. You can only
switch from a primary port to a redundant port.

Test function is not available.

The selected test is not available on the current card.

Test in progress. No changes from this screen.

You cannot change any settings in this screen while a card test isin progress.

Test isnot availablein slc96.

You cannot perform this test on an slc96 WAN port.

Thisoption not availableon INTF-2.

You cannot perform this action on the current Interface card.

Timedot has different framing.
You cannot assign different subrate framing to the same WAN time slot. For example, if you

have a port with b-5 framing on one WAN time dot, you cannot assign a different port with
b-10 framing to that time dot.
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TS 16 cannot be used with v&s.

You cannot assign a voice circuit with signaling to time slot 16 of an E1 WAN port.

TS16isalready in use.

You cannot assign time slot 16 of a CEPT E1 WAN port programmed for cas.

TS Connection must be specified.

You must specify atime slot connection for the WAN circuit.

TS(s) cannot be allocated.

You cannot assign a voice cross-connect to time slot 16 of a CEPT E1 WAN port.

Unit controlled by FEC.

The user card is controlled by forward error correction.

Unitsin pair must have the same source.

You must configure the Source parameter of User units on a FRAD card in pairs.

Voice CPU is not responding.

The voice CPU is not working. Power down the system, then power it up again.

WAN must be active (no loopback) torun BERT test.

You must turn off all WAN loopbacks before starting a BERT test on a WAN port.

WAN must have SL C format.

The WAN port must be configured for slc96.
Xconnect table can be accessed from primary WAN.

You cannot access the WAN cross-connect information from aredundant WAN port. Do this
from a primary WAN port instead.
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Appendix C
Pinouts

C.1 Introduction

This appendix describes the pinouts of the card connectors used to attach circuits and devices
to the network. The number and type of connectors needed will vary with the card installed.
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C.2

C.21

C211

C-2

| nterface Cards

INF-E Card (892260)

INF-E Card External Connector and Pinouts

Figure C-1 shows the INF-E card front panel, which has several jacks.

RJ48 COM2 DTE

NZOO

mooz

RS485 Alarm Node

RS232 Local Interface

Zom-H

0z<n

RJ48 External Sync

RS232 Management Port
(Male DTE)

<00

T1/E1 WAN Link

_-—mz

Figure C-1. INF-E Card Connector s (892260)
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Using the COM 2 Port

The COM2 jack provides an RJ48 DTE connection to an external DTE device. Figure C-2
shows the COM2 jack pin locations, and Table C-1 lists the signal pinouts.

<+«—— Pin1

<+«——Pin8

Figure C-2. RJ48 (COM2) Jack

Table C-1. RJ48 (COM 2) Jack Signal Pinouts

RJ48 Pin Designation Function
1 RI Ring Indicator (from DTE)
2 RLSD Recelved Line Signd Detect (to DTE)
3 DTR DTE Ready (from DTE)
4 GND Signal Ground
5 RD Recelve Data (to DTE)
6 TD Transmit Data (from DTE)
7 CTS Clear to Send (to DTE)
8 RTS Reguest to Send (from DTE)
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Using the RS-485 Node Port

The RS-485 Node port allows you to activate external alarms that alert on-site personnel to
critical situations. Using the ACO function will keep the alarm active until it is manually
cleared form a control terminal.

Connect the NODE jack of the INF-E card to the external alarm equipment. This is another
RJ-48 jack; it provides a set of form-C relay contacts to the external alarm equipment. Figure
C-3 showsthe pin locations on thisjack, which arethe same asthe COM2 jack. Table C-2 lists
the associated signal pinouts.

<+«—— Pin1

<+«——Pin8

Figure C-3. RJ48 Node Jack

Table C-2. RJ48 (NODE) Jack Signal Pinouts

RJ48 Pin Designation Function
1 not used
2 not used
3 ANC Alarm on Open Condition
4 ANO Alarm on Closed Condition
5 ACOM Alarm Common Lead (Source)
6 not used
7 not used
8 GND Chassis Ground

The alarm interface is activated by the ACO setting. This will activate the device when a
designated alarm occurs. See chapter on Alarms to review the conditions and settings
necessary to enable this feature.

Connect pins4 and 5 to provide an open relay contact to the external device upon occurrence
of an alarm. Or, connect pins 3 and 5 for arelay contact closure upon alarm.
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Using the Control Terminal Port

The RS-232 Control Terminal Port allows you to connect the Integrated Access System to a
local VT100-compatible terminal, which you can then use to control the system. Thisport is
configured as a DCE interface.

Connect your local terminal to the TERM jack of the INF-E card. Thisisan R}48 jack in
compliancewith EIA-561. Figure C-4 showsthe pin locations on thisjack, and Table C-3 lists
the signal pinouts.

«—— Pin1l

<+«——Pin8

Figure C-4. RS232 (TERM) Local I nterface Jack

Table C-3. RS232 (TERM) Jack Signal Pinouts

RS232 Pin Function Direction
4 Signal Ground N/A
5 Receive Data To local terminal
6 Transmit Data To access system
All other pinsare open.
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Using the External Sync Port

The External Sync Port allows you to connect up to two external clocking sources from the
external timing clock panel to an INF-E Card.

The externa sync port is provided on the SYNC jack of the card. Connect the external clock
sources to this jack, which accepts RS-485 signals. Figure C-5 shows the jack pin locations,
and Table C-4 lists the signal pinouts.

<+«—— Pin1

«——Pin8

Figure C-5. R85 External Sync Jack

Table C-4. R85 External (SYNC) Jack Signal Pinouts

Pin Number Designation Description
1 R1 RX from Clock Source (Ext 1)
2 T1 RX from Clock Source (Ext 1)
7 R2 RX from Clock Source (Ext 2)
8 R2 RX from Clock Source (Ext 2)
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Using the Management Port

Connect an external computer or other device to thejack for alarm reporting locally. Thisisa
DB-9 male connector. Figure C-6 shows the connector pin orientation, and Table C-5 liststhe
signal pinouts and directions.

O;

. -4—— Pin5
Pin9 __ g

Pin6 —» «— Pinl

O

Figure C-6. Management Connector

Table C-5. Management Connector Signal Pinouts

Signal Name DB-9 Pin Function Direction
RLSD 1 Receive Line Signal Detect Input
RD 2 Receive Data Input
TD 3 Transmit Data Output
DTR 4 Data Terminal Ready Output
SGND 5 Signal Ground N/A
DSR 6 Data Set Ready Input
RTS 7 Request to Send Output
CTS 8 Clear to Send Input
RI 9 Ring Indicator Input

Reference Guide

IMACS System Release 5.1.6

C-7



C-8

WAN Port Connections

The NET jack allows you to connect the system’s WAN card ports to incoming and outgoing
T1/E1 lines. Thisjack (Figure C-7) isa50-pin, Amphenol-type connector. Table C-6 lists the
signal pinouts for the NET jack.

&

Pin 50 —» -€— Pin 25

Pin 26 —p -<4+— Pinl

)
Ol

Figure C-7. NET Jack
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Table C-6. NET Jack Signal Pinouts

WAN Link Designation Pin Function
WAN 1-1 T1 a7 Rx from Network
WAN 1-1 RI 22 Rx from Network
WAN 1-1 T 48 Tx to Network
WAN 1-1 R 23 Tx to Network
WAN 1-2 T1 44 Rx from Network
WAN 1-2 RI 19 Rx from Network
WAN 1-2 T 45 Tx to Network
WAN 1-2 R 20 Tx to Network
WAN 2-1 T1 41 Rx from Network
WAN 2-1 RI 16 Rx from Network
WAN 2-1 T 42 Tx to Network
WAN 2-1 R 17 Tx to Network
WAN 2-2 TI 38 Rx from Network
WAN 2-2 RI 13 Rx from Network
WAN 2-2 T 39 Tx to Network
WAN 2-2 R 14 Tx to Network
WAN 3-1 TI 35 Rx from Network
WAN 3-1 RI 10 Rx from Network
WAN 3-1 T 36 Tx to Network
WAN 3-1 R 11 Tx to Network
WAN 3-2 TI 32 Rx from Network
WAN 3-2 RI 7 Rx from Network
WAN 3-2 T 33 Tx to Network
WAN 3-2 R 8 Tx to Network
WAN 4-1 TI 29 Rx from Network
WAN 4-1 RI 4 Rx from Network
WAN 4-1 T 30 Tx to Network
WAN 4-1 R 5 Tx to Network
WAN 4-2 T1 26 Rx from Network
WAN 4-2 RI 1 Rx from Network
WAN 4-2 T 27 Tx to Network
WAN 4-2 R 2 Tx to Network

All other pins are open. Also WAN cards 1 through 4 are installed in slotsW1
through W4, respectively, of al chassis models.
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C.2.2 INF+M Card (892360)

C.2.21 INF+M Card External Connector and Pinouts

Figure C-8 shows the INF+M card front panel, which has several jacks.

RJ11 Modem Port

ZmMUO=Z

RS485 Node Port

RS232 Control Terminal
Interface Port

ZTom—H

RS232 Computer Port
(Male)

V200

T1/E1 WAN Link Connector

--—mz

Figure C-8. INF+M Card Jacks (892360)
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Using the M odem Port

Theinternal modem of the INF+M card isan asynchronous, ITU-T V.22bis modem. It allows
remote accessto the terminal interface and automatic reporting of alarm messagesto aremote
device. Table C-7 lists the specifications of the modem.

Table C-7. Modem Specifications

Parameter Rating
Compatibility ITU-T V.22 bis
Modulation 16-point QAM
Line Interface 2-wire, 600 ohms
Approvad FCC Part 68
Equalization Recelve: automatic adaptive

Transmit: fixed compromise

Receiver Sensitivity

ON to OFF threshold: -45 dBm
OFF to ON threshold: -48 dBm

Dialing Mode DTMF
Speed 2400 bps, asynchronous
Code Set 8-bit data, one stop bit, no parity

Ringer Equivalence

02A

Transmit Level

-9.5dBm

Connect the MODEM jack to aphone line, using a modular telephone cord. Thisisan RJ-11
jack; it uses only pins 3 (Tip) and 4 (Ring). Figure C-9 shows the jack pin orientation.

Figure C-9. MODEM Jack

The modem automatically answersincoming calls. A remote operator can press the <Enter>
key to display the log-in screen. After entering avalid password, that operator has complete
access to the user interface.

To disconnect, the remote operator logs off and then hangs up. The modem automatically
resets and waits for the next call.
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Using the RS-485 Node Port

The RS-485 Node port allows you to activate external alarms that alert on-site personnel to
critical situations. Using the ACO function will keep the alarm active until it is manually
cleared form a control terminal.

Connect the NODE jack of the INF+M card to the external alarm equipment. Thisis another
RJ-48 jack; it provides a set of form-C relay contacts to the external alarm equipment. Figure
C-10 shows the pin locations on this jack, which are the same as the COM2 jack. Table C-8
lists the associated signal pinouts.

<+«—— Pin1

<+«——Pin8

Figure C-10. RJ48 (NODE) Jack

Table C-8. RJ48 (NODE) Jack Signal Pinouts

RJ48 Pin Designation Function
1 not used
2 not used
3 ANC Alarm on Closed Condition
4 ANO Alarm on Open Condition
5 ACOM Alarm Common Lead (Source)
6 not used
7 not used
8 GND Chassis Ground

The alarm interface is activated by the ACO setting. This will activate the device when a
designated alarm occurs. See chapter on Alarms to review the conditions and settings
necessary to enable this feature.

Connect pins4 and 5 to provide an open relay contact to the external device upon occurrence
of an alarm. Or, connect pins 3 and 5 for arelay contact closure upon alarm.
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Using the Control Terminal Port

The RS-232 Control Terminal Port allows you to connect the Integrated Access System to a
local VT100-compatible terminal, which you can then use to control the system. Thisport is
configured as a DCE interface.

Connect your local terminal to the TERM jack of the INF-E card. Thisisan R}48 jack in
compliance with EIA-561. Figure C-11 shows the pin locations on this jack, and Table C-9
liststhe signal pinouts.

«—— Pin1l

<+«——Pin8

Figure C-11. RS232 (TERM) Local Interface Jack

Table C-9. RS232 (TERM) Jack Signal Pinouts

RS232 Pin Function Direction
4 Signal Ground N/A
5 Receive Data To local terminal
6 Transmit Data To access system
All other pins are open.
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Using the Management Port

Connect an external computer or other device to thejack for alarm reporting locally. Thisisa
DB-9 male connector. Figure C-12 shows the connector pin orientation, and Table C-10 lists
the signal pinouts and directions.

Pin6 —»

O;

-«4—— Pin5

<_Pin1

O

Figure C-12. Management Connector

Table C-10. Management Connector Signal Pinouts

Signal Name DB-9 Pin Function Direction

RLSD 1 Receive Line Signal Detect Input

RD 2 Receive Data Input

TD 3 Transmit Data Output

DTR 4 Data Terminal Ready Output
SGND 5 Signa Ground N/A
DSR 6 Data Set Ready Input

RTS 7 Request to Send Output
CTS 8 Clear to Send Input

RI 9 Ring Indicator Input
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WAN Port Connections

The NET jack allows you to connect the system’s WAN card ports to incoming and outgoing
T1/Ellines. Thisjack (Figure C-13) is a 50-pin, Amphenol-type connector. Table C-11 lists
the signal pinouts for the NET jack.

&

Pin 50 —» -€— Pin 25

Pin 26 —p -<4+— Pinl

)
Ol

Figure C-13. NET Jack
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Table C-11. NET Jack Signal Pinouts

WAN Link Designation Pin Function
WAN 1-1 T1 a7 Rx from Network
WAN 1-1 RI 22 Rx from Network
WAN 1-1 T 48 Tx to Network
WAN 1-1 R 23 Tx to Network
WAN 1-2 T1 44 Rx from Network
WAN 1-2 RI 19 Rx from Network
WAN 1-2 T 45 Tx to Network
WAN 1-2 R 20 Tx to Network
WAN 2-1 T1 41 Rx from Network
WAN 2-1 RI 16 Rx from Network
WAN 2-1 T 42 Tx to Network
WAN 2-1 R 17 Tx to Network
WAN 2-2 TI 38 Rx from Network
WAN 2-2 RI 13 Rx from Network
WAN 2-2 T 39 Tx to Network
WAN 2-2 R 14 Tx to Network
WAN 3-1 TI 35 Rx from Network
WAN 3-1 RI 10 Rx from Network
WAN 3-1 T 36 Tx to Network
WAN 3-1 R 11 Tx to Network
WAN 3-2 TI 32 Rx from Network
WAN 3-2 RI 7 Rx from Network
WAN 3-2 T 33 Tx to Network
WAN 3-2 R 8 Tx to Network
WAN 4-1 TI 29 Rx from Network
WAN 4-1 RI 4 Rx from Network
WAN 4-1 T 30 Tx to Network
WAN 4-1 R 5 Tx to Network
WAN 4-2 T1 26 Rx from Network
WAN 4-2 RI 1 Rx from Network
WAN 4-2 T 27 Tx to Network
WAN 4-2 R 2 Tx to Network

All other pins are open. Also WAN cards 1 through 4 areinstalled in slotsW1
through W4, respectively, of al chassis models.
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C.2.3 INF Card (892460)

The INF card does not have amodem and does not accept external synchronization clocks. In
all other respects, it is functionally identical to the INF-E and INF+M cards.

C.2.3.1 INF Card External Connector and Pinouts

Figure C-14 shows the INF card front panel, which has several jacks.

RS485 Node Port

RS232 Control Terminal
Interface Port

RS232 Management Port
(Male)

TZO00O

—=mz

WAN Link Connector

Figure C-14. 8924 | nterface Card Jacks (892460)
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The INF card uses faceplate connectors that are electrically similar to those of the INF-E and
INF+M cards previously described. The only exception isthat the NODE jack of the INF card
servestwo purposes. It providesalarm relay contactsfor external activation, and also provides
data and clock interfaces for external aarm reporting systems.

Connect the INF card to the external local terminal, alarm reporting system or printer, and
T1/E1 network, as previoudy described for the other Interface cards. Also connect the alarm
relay contacts and synchronization clocks to the NODE jack. Table C-12 lists the signal
pinouts for that jack.

Using the RS-485 Node Port

The RS-485 Node port allows you to activate external alarms that alert on-site personnel to
critical situations. Using the ACO function will keep the alarm active until it is manually
cleared form a control terminal.

Connect the NODE jack of the INF card to the external alarm equipment. Thisis another
RJ-48 jack; it provides a set of form-C relay contacts to the external alarm equipment. Figure
C-15 shows the pin locations on this jack, which are the same as the COM?2 jack. Table C-12
lists the associated signal pinouts.

<+«—— Pin1

<+«——Pin8

Figure C-15. RJ48 (NODE) Jack
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Table C-12. RJ48 (NODE) Jack Signal Pinouts

RJ48 Pin Designation Function
1 not used
2 not used
3 ANC Alarm on Closed Condition
4 ANO Alarm on Open Condition
5 ACOM Alarm Common Lead (Source)
6 not used
7 not used
8 GND Chassis Ground

The alarm interfaceis activated by the ACO setting. This will activate the device when a
designated alarm occurs. See chapter on Alarms to review the conditions and settings
necessary to enable this feature.

Connect pins4 and 5 to provide an open relay contact to the external device upon occurrence
of an alarm. Or, connect pins 3 and 5 for arelay contact closure upon alarm.

Using the Control Terminal Port

The RS-232 Control Terminal Port allows you to connect the Integrated Access System to a
local VT100-compatible terminal, which you can then use to control the system. Thisport is
configured as a DCE interface.

Connect your local terminal to the TERM jack of the INF-E card. Thisisan R}48 jack in

compliance with EIA-561. Figure C-16 shows the pin locations on this jack, and Table C-13
liststhe signal pinouts.

<+«—— Pin1

«——Pin8

Figure C-16. RS232 (TERM) Local I nterface Jack

Table C-13. RS232 (TERM) Jack Signal Pinouts

RS232 Pin Function Direction
4 Signal Ground N/A
5 Receive Data To local terminal
6 Transmit Data To access system
All other pins are open.
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C.3 Alarm Cards

C.3.1 ALR 4+4 Card (8401840160)

C.3.11 ALR 4+4 Card External Connectors and Pinouts

The ALR 4+4 Card has a 50-pin Amphenol female connector (jack) on its faceplate. Figure
C-17 shows the jack, and Table C-14 shows the pinouts for the inbound sensor alarms and
outbound internal alarms.

Pin 50 —»

Pin 26 —p

S~
{o}

-4— Pin 25

-<4— Pin1l

Figure C-17. ALR 4+4 Card Jack

Table C-14. ALR 4+4 Card Jack Pinouts

Inbound Alarms Outbound Alarms
Sensor |Designation |Pin Relay Source |[Norm Close  [Norm Open
1 R1 1 RI(A) 7 6 8
T1 26 R1(B) 32 31 33
2 R2 2 R2(A) 11 10 12
T2 27 R2(B) 36 35 37
3 R3 3 R3(A) 15 14 16
T3 28 R3(B) 40 39 41
4 R4 4 R4(A) 19 18 20
T4 29 R4(B) 44 43 45
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C.32 ALR 4+3PF Card (8402608402)

C.3.21 ALR 4+3PF Card External Connectors and Pinouts

The ALR 4+3PF Card has a50-pin Amphenol female connector (jack) onitsfaceplate. Figure
C-17 shows the jack, and Table C-14 shows the pinouts for the inbound sensor alarms and
outbound internal alarms.

0]

— )

Pin 50 —» -€— Pin 25

Pin 26 —p -4— Pinl

Ol

Figure C-18. ALR 4+3PF Card Jack

Table C-15. ALR 4+3PF Card Jack Pinouts

Inbound Alarms Outbound Alarms
Sensor |Designation |Pin Relay Source |[Norm Close  [Norm Open
1 R1 1 RI(A) 7 6 8
T1 26 R1(B) 32 31 33
2 R2 2 R2(A) 11 10 12
T2 27 R2(B) 36 35 37
3 R3 3 R3(A) 15 14 16
T3 28 R3(B) 40 39 41
4 R4 4 R4(A) 19 18 20
T4 29 R4(B) 44 43 45
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C.3.3 ALR 28+14 Card (8403608403)

C.3.3.1 ALR 28+14 Card External Connector s and Pinouts

External Alarm Equipment Connections

The ALR 28+14 Card has two Amphenol jacks, |abeled P1(lower) and P2 (upper). Use these
to connect the card to the external alarm equipment. Figure C-19 shows these jacks, and
Figure C-17 shows their pin orientations, which are the same as for the ALR 4+4 Card jack.
Thesigna pinoutsfor the sensorsare listed in Table C-16, and the pinouts for the switches are
givenin Table C-17.

Figure C-19. ALR 28+14 Card Jacks (840360)
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Table C-16. ALR 28+14 Card Alarm Sensor Pinouts

J3 J4

Connector Connector
Sensor | Dedig. Pin Sensor | Desig. Pin
1 sense - 12 15 sense - 12
sense + 37 sense + 37
2 sense - 13 16 sense - 13
sense + 38 sense + 38
3 sense - 14 17 sense - 14
sense + 39 sense + 39
4 sense - 15 18 sense - 15
sense + 40 sense + 40
5 sense - 16 19 sense - 16
sense + 41 sense + 41
6 sense - 17 20 sense - 17
sense + 42 sense + 42
7 sense - 18 21 sense - 18
sense + 43 sense + 43
8 sense - 19 22 sense - 19
sense + 44 sense + 44
9 sense - 20 23 sense - 20
sense + 45 sense + 45
10 sense - 21 24 sense - 21
sense + 46 sense + 46
11 sense - 22 25 sense - 22
sense + 47 sense + 47
12 sense - 23 26 sense - 23
sense + 48 sense + 48
13 sense - 24 27 sense - 24
sense + 49 sense + 49
14 sense - 25 28 sense - 25
sense + 50 sense + 50

IMACS System Release 5.1.6
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Table C-17. ALR 28+14 Card Alarm Switch Pinouts
Contact J3 Contact J4
Type Connector Type Connector
Switch # Form Desig. Pin # Switch # Form Desig. Pin #

1 C Open 2 8 C Open 27
Close 1 Close 26

Comm 3 Comm 28

2 C Open 27 9 C Open 2
Close 26 Close 1

Comm 28 Comm 3

3 A Open 10 B Open 4
Close 4 Close

Comm 29 Comm 29

4 C Open 6 11 C Open 6
Close 5 Close 5

Comm 7 Comm 7

5 C Open 31 12 C Open 31
Close 30 Close 30

Comm 32 Comm 32

6 C Open 9 13 C Open 9
Close 8 Close 8

Comm 10 Comm 10

7 C Open 34 14 C Open 34
Close 33 Close 33

Comm 35 Comm 35
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Voice Circuit Connection

Between the Amphenol connectorsisastandard RJ-11 connector for interfacing with a2-wire,
600-ohm voice circuit. The pin positions for this connector are shown in Figure C-20, and its

pinouts are givenin Table C-18. The RJ-11 port can be used to send system alarmsto aremote
device.

Figure C-20. RJ-11 Jack

Table C-18. RJ-11 Jack Signal Pinouts

Pin Function
3 Ring
4 Tip
All other pins are open.
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C.4 HSU Cards

C.41 Two-Port HSU530/35 Card (820260)8202

C.4.11 Two-Port HSU Card Exter nal Connectors and Pinouts

The two-port HSU 530/35 Card has two DB-25 jacks for external connections, as shown in
Figure C-21. The connectors have the following characteristics:

The card jacks are wired as RS-530 interfaces. Figure C-22 shows their pin locations, and
Table C-19 lists the signal pinouts.

HSU*2
530/35

&

Port #1 Connector

-]

O

O

NT

Port #2 Connector

{8

Figure C-21. Two-Port HSU 530/35 Front Panel Connector s (820260)
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Pin25___ g -<€«—— Pin13

Pin 14 —» -4—— Pinl

Ol IO;

Figure C-22. Two-Port HSU 530/35 Jack Pin Orientation

Table C-19. Two-Port HSU 530/35 Jack Pinouts

Pin Function Direction

1 Cable Shield -

2 Send Data A Input
3 Receive Data A Output
4 RTSA Input
5 CTSA Output
6 DCE Ready Output
7 Signal Common --

8 RR/RLSD A Output
9 Receive Timing B Output
10 RR/RLSD B Output
11 Terminal Timing B Input
12 Send Timing B Output
13 CTSB Output
14 Send Data B Input
15 Send Timing A Output
16 Receive Data B Output
17 Recelve Timing A Output
18 Local Loopback Input
19 RTSB Input
20 DTE Ready Input
21 Remote L oopback Input
22 Incoming Call Output
23 Receive Common -
24 Terminal Timing A Input
25 Test Mode Output
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C.42 HSU-T V11 Card (8203608203)

C4.21 HSU-T V11 Card External Connectorsand Pinouts

TheHSU-T V11 Card hastwo DB-25 connectors, as shown in Figure C-23. The connector pin
locations are shown in Figure C-21, and the jack signal pinouts are given in Table C-20.

HSU-Tv11|
530/35

O

T

1O

O

N T

O

Figure C-23. HSU-T V11 Card Front Panel Connector s (820360)
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Table C-20. HSU-T V11 Jack Pinouts

Pin Function DCE Mode DTE Mode
1 Cable Shield - -
2 Send Data A Input Input
3 Receive Data A Output Output
4 RTSA Input I nput
5 CTSA Output Input
6 DCE Ready Output Output
7 Signal Common -- --
8 RR/RLSD A Output Output
9 Receive Timing B Output Input
10 RR/RLSD B Output Output
11 Terminal Timing B Input Input
12 Send Timing B Output Output
13 CTSB Output I nput
14 Send Data B Input Input
15 Send Timing A Output Output
16 Receive Data B Output Input
17 Receive Timing A Output Output
18 Local Loopback Input Input
19 RTSB Input Input
20 DTE Ready Input Input
21 Remote L oopback Input Input
22 Incoming Call Output Output
23 Receive Common - --
24 Terminal Timing A Input Input
25 Test Mode Output

Reference Guide
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C.43 HSU 35 Card (8212821260)

C.4.3.1 HSU 35Card External Connectors and Pinouts

TheHSU 35 Card hastwo DB-25 jacksfor V.35 connectionsto the external CPE. Figure C-24
shows these jacks, previous Figure C-24 shows their pin locations, and Table C-21 liststhe

signal pinouts.

Pin 14 —»

Ol IO;

=T

-¢—— Pin 13

-4—— Pin1

Figure C-24. HSU 35 Card Jack Pin Orientation

Table C-21. HSU 35 Card Jack Signal Pinouts

Pin Function DCE Mode DTE Mode
1 Cable Shield
4 RTS Input Input
5 CTS Output Input
6 DSR Output Output
7 Signa Ground
8 RLSD Output Output
9 SD B Input Input

10 SD A Input Input
11 SCTEB Input Input
12 SCTEA Input Input
13 RD B Output Output
14 RD A Output Output
17 SCRB Output Input
18 SCRA Output I nput
24 SCTB Output Output
25 SCTA Output Output
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C.44 HSU-AD 530/35 Card (8213608213)

C.441 HSU-AD 530/35 Card External Connectors and Pinouts

The HSU-AD 530/35 Card has two DB-26 jacks for RS-530 or V.35 connections, plus two
DB-15 femal e connectors for RS-366 dialing connections in an ISDN environment. Figure
C-25 shows these jacks.

HSU*4
AD530/35

@
o
@
o
@
@

T

RS530/V.35 Port #1

[}

RS366 Dialing Port #1

WD

RS530/V.35 Port #2

~T

RS366 Dialing Port #2

[ off

Figure C-25. HSU-AD 530/35 Card Jacks (821360)
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RS530/V.35 Jacks
The RS-530/V.35 jacks allow you to connect the card to two external CPE devices. The

electrical configuration of each jack is switch-selectable on the main board. Figure C-26
shows the jack pin locations, and Table C-22 lists the signal pinouts.

-4—— Pin9

Pin 19 ——p «— Pin1l

Figure C-26. HSU-AD 530/35 Card Jack Pin Orientation

Table C-22. HSU-AD 530/35 Card Jack Signal Pinouts

Pin # Function Direction

1 Cable Shield -

2 Send Data A Input
3 Receive Data A Output
4 RTSA Input
5 CTSA Output
6 DCE Ready Output
7 Signal Common --

8 RR/RLSD A Output
9 Receive Timing B Output
10 RR/RLSD B Output
11 Terminal Timing B Input
12 Send Timing B Output
13 CTSB Output
14 Send Data B Input
15 Send Timing A Output
16 Receive Data B Output
17 Receive Timing A Output
18 Local Loopback Input
19 RTSB Input
20 DTE Ready Input
21 Remote L oopback Input
22 Incoming Call Output
23 Ext Rev Clock Input
24 Terminal Timing A Input
25 Test Mode Output
26 Ext Rev Clock Input
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RS-366 Jacks

The HSU-AD 530/35 Card RS-366 jacks alow you to connect the system to external CPE
devices for RS-366 dialing. These are DB-15 jacks with the pin locations shown in Figure

C-27. Table C-23 lists the signal pinouts.

Pin 15 —» «— Pin8
P
4
Pin9 — <— Pin1l
J

Figure C-27. HSU-AD 530/35 Card RS-366 Jack Pin Orientation

Table C-23. HSU-AD 530/35 Card RS-366 Jack Pinouts

Pin Function Direction

1 Cable Shield -

2 DPR Input
3 ACR Output
4 CRQ Input
5 PND Output
6 PWI Output
7 Signa Gnd --

8 DSC Output
9 NB1 Input
10 NB2 Input
11 NB4 Input
12 NB8 Input
13 REC COM --
14 SEND COM --
15 DLO Output
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C.45 HSU-T V35 Card (8214821460)

C.451 HSU-T V35 Card External Connector s and Pinouts

The HSU-T V35 Card has two DB-25 female connectors, which are shown in Figure C-28.
Figure C-29 shows the connector pin locations, and Table C-24 lists the signal pinouts.

HSU-T
530/35

O

()

Port #1 Connector

O

O

Port #2 Connector

NT

1O

o]

Figure C-28. HSU-T V35 Card Front Panel Connector s (821460)
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1. Use cable P/N 000-01260F if HSU-T V35 card is set to DCE mode.

2. Use cable P/N 000-01260M if HSU-T V35 card is set to DTE mode.

Reference Guide

Pin25 — p»

Pin 14 ——p»

O o;

-€¢—— Pin13

-4—— Pinl

Figure C-29. HSU-T V35 Card Jack Pin Orientation

Table C-24. HSU-T V35 Card Jack Pinouts

Pin M ODlE M ODE
DCE DTE

1 Shield Ground Shield Ground
4 RTS CTS
5 CTS RTS
6 DSR DTR
7 Signal Ground Signal Ground
8 RR/RLSD RLB
9 TD B RD B
10 TD A RD A
11 SCTEB SCTB
12 SCTEA SCT A
13 RD B TDB
14 RD A TDA
15
16
17 SCRB
18 SCRA
19 ™ LLB
20 DTR DSR
21 RLB RR/RLSD
22 LLB ™
24 SCTB SCTEB
25 SCT A SCTEA
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C.4.6 Four-Port HSU 530/35 Card (8215608215/821570)

C.4.6.1 Four-Port HSU 530/35 Card External Connector s and Pinouts

Thefour-port HSU 530/35 Card has four DB-26 femal e connectors, as shown in Figure C-30.

530/35
o
@i’ Port #1
{o}
o
@Z Port #2
{0}
{0;
@5’ Port #3
&
{0;
@f{ Port #4
&

Figure C-30. Four-Port HSU 530/35 Card Jacks (821560)

The RS-530/V.35 connectors allow you to connect the system to external data devices. Figure
C-26 shows the connector pin orientation, and Table C-25 lists the signal pinouts.
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Table C-25. Four-Port HSU 530/35 Jack Pinouts

Pin Function Direction

1 Cable Shield -

2 Send Data A Input
3 Receive Data A Output
4 RTSA Input
5 CTSA Output
6 DCE Ready Output
7 Signal Common --

8 RR/RLSD A Output
9 Receive Timing B Output
10 RR/RLSD B Output
11 Terminal Timing B Input
12 Send Timing B Output
13 CTSB Output
14 Send Data B Input
15 Send Timing A Output
16 Receive Data B Output
17 Receive Timing A Output
18 Local Loopback Input
19 RTSB Input
20 DTE Ready Input
21 Remote Loopback Input
22 Incoming Call Output
23 Ext Rev Clock Input
24 Terminal Timing A Input
25 Test Mode Output
26 Ext Rev Clock Input
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C.4.7 Four-Port HSU*4E 530/35 SS Card (821660)

C.4.7.1 Externa Connectorsand Pinouts

Thefour-port HSU* 4E 530/35 SS Card hasfour DB-26 femal e connectors, as shown in Figure
C-31.

530/35
J
@i’ Port #1
{o}
J
@E Port #2
{o}
0
@2 Port #3
o
0
@i Port #4
o

Figure C-31. Four-Port HSU*4E 530/35 SS Card Jacks (821660)
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The RS-530/V.35 connectors allow you to connect the system to external data devices. Figure

C-26 shows the connector pin orientation, and Table C-26 lists the signal pinouts.

Reference Guide

Table C-26. Four-Port HSU*4E 530/35 SS Jack Pinouts

Pin Function Direction

1 Cable Shield -

2 Send Data A Input
3 Receive Data A Output
4 RTSA Input
5 CTSA Output
6 DCE Ready Output
7 Signal Common --

8 RR/RLSD A Output
9 Receive Timing B Output
10 RR/RLSD B Output
11 Terminal Timing B Input
12 Send Timing B Output
13 CTSB Output
14 Send Data B Input
15 Send Timing A Output
16 Receive Data B Output
17 Recelve Timing A Output
18 Local Loopback Input
19 RTSB Input
20 DTE Ready Input
21 Remote L oopback Input
22 Incoming Call Output
23 Ext Rev Clock Input
24 Terminal Timing A Input
25 Test Mode Output
26 Ext Rev Clock Input

IMACS System Release 5.1.6

C-39



C.48 HSU Card Cables

Table C-27, Table C-28, and Table C-29 represent amatrix used for connecting cablesto HSU
Cardsfor DTE and DCE transmit clocking. Thefollowing HSU Cardsapply (820260, 820360,
821260, 821360, 821460, 821560 and 821660).

Table C-27. HSU to Cable Matrix (To DTE Clock)

HSU CARD TO ADTE THAT ACCEPTSCLOCK

RS232 RS366 | RS449 | RS530 V.35

820260 NO SWITCHES 1252/1221* 1212F/M | 1204F/M | 1203F/1251

820260 WITH SWITCHES| 1252/1221* 1212F/M | 1204F/M | 1261F/M

820360 DCE 1252/1221* 1212F/M | 1204F/M | 1261F/M

820360 DTE

821260 1203F/M

821360/821560/821660 1264F/1253** | 1206F | 1265F/M |1264F/M | 1263F/M

821460 DCE 1260F/M

821460 DTE

2 PORT EXT. CABLES 1221 1222 1224

4 PORT EXT. CABLES 1269 1268

*820260/820360 Switches set to RS-530 and 1252 Connected to HSU Card
**The 1253 Connects to the end of the 1264F Cable

Table C-28. HSU to Cable Matrix (To DCE Clock)

HSU CARD TO A DCE THAT ACCEPTSCLOCK
R$449 RS530 V.35

820260 NO SWITCHES 1212X 1204X | 1203X/1251
820260 WITH SWITCHES 1212X 1204X 1261X
820360 DCE 1212X 1204X 1261X
820360 DTE
821260 1203X
821360/821560/821660 1265X 1264X 1263X
821460 DCE 1203X
821460 DTE
2 PORT EXT. CABLES 1222 1224
4 PORT EXT. CABLES 1269 1268
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Table C-29. HSU to Cable M atrix (DCE Provides Clock)

HSU CARD

DCE PROVIDESCLOCK

RS530

V.35

R$449

820260 NO SWITCHES

820260 WITH SWITCHES

820360 DCE

820360 DTE

1204X

1211

821260

821360/821560/821660

821460 DCE

821460 DTE

1260F/M

2 PORT EXT. CABLES

4 PORT EXT. CABLES
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C.5 SRU Cards

C.51 SRU 232*10 Card (8220608220)

C.5.11 SRU 23210 Card External Connector and Pinouts

The SRU 232* 10 Card has ten modular jacks on its faceplate for connections to the external
data devices. Figure C-32 shows these jacks, and Table C-30 lists the signal pinouts.

SRU
232*10

#1
#2
#3
#4
#5
RJ-48C
P
#6 —> 6| —
P
H —» 7| «—
4 —» 5 «—|
P
#H —> o «—
P
#10 —» o «—

Figure C-32. SRU 232*10 Card Jacks (822060)
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Table C-30. SRU 232*10 Card Jack Pinouts

Connector Pin Signal Name Direction
1 RCLK To DTE
2 RLSD To DTE
3 TCLK To DTE
4 GND N/A
5 RD To DTE
6 TD FromDTE
7 CTS To DTE
8 RTS FromDTE
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C.5.2 SRU 232*10 C& D Bus Card (8221608220)

C5.21 SRU 23210 C& D BusCard External Connector and Pinouts

The SRU 232* 10 C& D Bus Card hasten modular jacks on its faceplate for connectionsto the
external datadevices. Figure C-32 shows these jacks, and Table C-30 lists the signal pinouts.

SRU

#1 ——» 54—

#H2 —» 2|

#3 —> 5| —

# —» i ——

#5 —» 5| —

RJ-48C

P

#6 —> 6| +—]
P

#1 —> 7| +—]
P

# —> 8|
P

#H —» 9| ]
P

#10 —» o| —
l

Figure C-33. SRU 232*10 C& D Bus Card Jacks (822160)

C-44 IMACS System Release 5.1.6 Reference Guide



Reference Guide

Table C-31. SRU 232*10 C& D Bus Card Jack Pinouts

Connector Pin Signal Name Direction
1 RCLK To DTE
2 RLSD To DTE
3 TCLK To DTE
4 GND N/A
5 RD To DTE
6 TD FromDTE
7 CTS To DTE
8 RTS FromDTE
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C.6 OCU-DP Cards

C.6.1 OCU-DP 2 Card (82498249)

C.6.1.1 OCU-DP 2 Card External Connectors and Pinouts

Install the OCU-DP 2 Card into any of the same slots asthe OCU-DP 5 Card. The OCU-DP
2 Card hastwo modular RJ-48 jacks. Figure C-34 shows these jacks, and Table C-32 liststhe
signal pinouts for each jack.

#1

#2

C-46

ey

— RJ-48C

[

Figure C-34. OCU-DP 2 Card Jacks
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Table C-32. OCU-DP 2 Jack Signals Pinouts

RJ-48 Pin Signal Name Direction
1 R1 input
2 T1 input
3 - -
4 - -
5 - -
6 - -
7 T output
8 R output
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C.6.2 OCU-DP5 Card (8241824160)

C.6.2.1 OCU-DP5Card External Connectors and Pinouts

The OCU-DP 5 Card hasfive standard modular jacks. Figure C-35 showsthe card jacks, and
Table C-33 lists the signal pinouts for each jack.

#1l —
#2 —>

#3———> RJ-48C

#4 ——»

#H5 —»

Figure C-35. OCU-DP 5 Card Jacks (842160)
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Table C-33. OCU-DP 5 Jack Signals Pinouts

RJ-48 Pin Signal Name Direction
1 R1 input
2 T1 input
3 - -
4 - -
5 - -
6 - -
7 T output
8 R output
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C.6.3 OCU-DP 10 Card (8246608246)

C.6.3.1 OCU-DP 10 Card External Connectors and Pinouts

Figure C-36 showsthe 10 RJ-48C jacks, and Table C-34 lists the signa pinouts for each jack.

RJ-48C

RJ-48C

Figure C-36. OCU-DP 10 Card Jacks (824660)
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TableC-34. OCU-DP 10 Jack Signals Pinouts

RJ-48 Pin Signal Name Direction
1 R1 input
2 T1 input
3 - -
4 - -
5 - -
6 - -
7 T output
8 R output
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C.7 FRAD Cards

C.7.1 FRAD 232*10 Card (8231608231)
C.7.1.1 FRAD 232*10 Card External Connectors and Pinouts

The FRAD 232* 10 Card hasten modular jacksthat correspond to the 10 user ports assighable
on each card. Figure C-37 depicts the card jacks, and Table C-35 lists the signal pinouts for

these jacks.
#l —» AR
#2 —>» 2| ——
#3 ——» D E—
#4 —» +—
#5 ——» +—

wT

N

(5]

RJ-48C
#6 ——» 5| ——
#71 ——» 7|«
#3 —» 5|«
#9 ——» '; —
P
#10 — o|

Figure C-37. FRAD 232*10 Card Jacks (823160)
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Table C-35. FRAD 232*10 Card Jack Signal Pinouts

Male RJ-48 Pin Signal Name Direction

1 RCLK output

2 RLSD output

3 TCLK output

4 GND -

5 RD output

6 TD input

7 CTS output

8 RTS input
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C.8 DS0O-DP Cards

C.8.1 DSO-DP 4 Card (8254825460)

C.8.1.1 DS0-DP 4 Card External Connector and Pinouts

The DSO-DP 4 Card has four standard DB-15 jacks that correspond to the four data ports

assignable on each card. Figure C-38 shows the card jacks and Table C-36 lists the signal
pinouts for these jacks.

Pl «—— Port#l

°| <—— Port#2

SRS

?| «—— Port#3

<+—— Port#4

o o C ok Cie

Figure C-38. DSO-DP 4 Card Jacks (825460)
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Table C-36. DS0O-DP 4 Card Jack Pinouts

Pin Description | CLK Direction M ode
1 GND
2 [N/C
3 XMT CLK A int |ToDTE G.703 Contradirectional
4 RCV CLK A int  [ToDTE G.703 Contradirectiond
5 XMT DAT A int ToDTE DS0-DP/G.703
6 RCV DAT A int From DTE DS0-DP/G.703
7 BYTE CLK A int/ext |To/From DTE DSO0-DP
8 BIT CLK A int/ext |To/From DTE DS0-DP
9 [N/C
10 [XMTCLK B int |ToDTE G.703 Contradirectiona
11 |RCV CLKB int  |[ToDTE G.703 Contradirectiond
12 | XMT DAT B int ToDTE DS0-DP/G.703
13 |RCV DAT B int From DTE DS0-DP/G.703
14 |BYTECLK B int/ext |To/From DTE DS0-DP
15 |(BITCLKB int/ext |To/From DTE DSO-DP

Reference Guide
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C.9

C.o1

Col1

C-56

B7R Cards

B7R Card (822860)

B7R Card External Connector and Pinouts

TheB7R card hasten modular jacks. The last two jacks (9 and 10) are for the Aggregate Port
and Debug Port, respectively. Figure C-39 showsthe card jacks, and Table C-37 liststhe signal

pinouts for these jacks.

Unused —

Unused

Unused

Unused

Debug Port #9

Aggregate Port

Figure C-39. B7R Card Jacks (822860)

—

—
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Table C-37. B7R Card Jack Signal Pinouts

Male RJ-48 Pin # Signal Name Direction

1 * RCLK output
2 RLSD output
3 * TCLK output
4 GND -

5 RD output
6 TD input
7 CTS output
8 RTS input

* Clocking is not necessary for Asynchronous Transmission
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C.10 BRI Cards

C.10.1 BRI U*8 Card (8260826070)

C.10.1.1 BRI U*8 Card External Connectors and Pinouts

The BRI U*8 Card has a 50-pin, Amphenol-type jack on its front panel for connection to
external customer equipment. Figure C-40 shows the jack orientation, and Table C-38 gives

the signal pinouts for this jack.

Pin 50 —»

Pin 26 —»

0]

— )

)
{8}

-4— Pin 25

-4— Pinl

Figure C-40. BRI U*8 Card Jack

Table C-38. BRI U*8 Card Jack Signal Pinouts

Port # Designation Pin #
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10
5 T5 38
5 R5 13
6 T6 41
6 R6 16
7 T7 44
7 R7 19
8 T8 47
8 R8 22
All other pins are open.
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C.10.2 BRI-SC U*8 Card (826171)

C.10.2.1 BRI-SC U*8 Card External Connector s and Pinouts

The BRI-SC U*8 Card has a 50-pin, Amphenol-type jack on its front panel for connection to
external customer equipment. Figure C-41 shows the jack orientation, and Table C-39 gives

the signal pinouts for this jack.

Pin 50 —»

Pin 26 —»

0]

—

O

-4— Pin 25

-4— Pinl

Figure C-41. BRI-SC U*8 Card Jack

Table C-39. BRI-SC U*8 Card Sealing Current Card Jack Signal Pinouts

Port # Designation Pin #
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10
5 T5 38
5 R5 13
6 T6 41
6 R6 16
7 T7 44
7 R7 19
8 T8 47
8 R8 22
All other pinsare open.
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C.10.3 BRI-ST*8 Card (8262826270)

C.10.3.1 BRI-ST*8 Card External Connectors and Pinouts

The BRI-ST*8 Card has a 50-pin, Amphenol -type jack on its front panel for connection to
external customer equipment. Figure C-42 showsthe current card jack, and Table C-40 gives

the signal pinouts for this jack.

0]

— )

Pin 50 —» -€— Pin 25

Pin 26 —p -4— Pinl

Ol

Figure C-42. BRI-ST*8 Card Jack
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Table C-40. BRI-ST*8 Card Jack Signal Pinouts

Port Designation Pin #
1 Xmt-TO 26
1 Xmt—-R0 1
1 Rcv=TO 27
1 Rcv-RO 2
2 Xmt-T1 29
2 Xmt—-R1 4
2 Rcv-T1 30
2 Rcv—R1 5
3 Xmt—T2 32
3 Xmt—-R2 7
3 Rcv-T2 33
3 Rcv—R2 8
4 Xmt=T3 35
4 Xmt-R3 10
4 Rcv-T3 36
4 Rcv—-R3 11
5 Xmt-T4 38
5 Xmt-R4 13
5 Rcv-T4 39
5 Rcv—R4 14
6 Xmt=T5 41
6 Xmt-R5 16
6 Rcv-T5 42
6 Rcv—R5 17
7 Xmt—T6 44
7 Xmt—-R6 19
7 Rcv-T6 45
7 Rcv—R6 20
8 Xmt=T7 47
8 Xmt-R7 22
8 Rev-T7 48
8 Rcv—R7 23

External Power +48v 50
External Power -48v 25

IMACS System Release 5.1.6
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C.10.4 PM-IOR Card (828060)

C.10.4.1 PM-IOR Card External Connectors and Pinouts

C-62

The PM-IOR Card has two RJ}48 form factor jacks on its front panel. Figure C-43 showsthe
PM-IOR card front panel displaying two RJ48 form factor connectors. The“CO” isused to
connect to aterminal/PC and the “ Ethernet” is used to connect to the LAN for routing
capabilities. Table C-41 lists the signal pinouts for the “CQO” jack and Table C-42 lists the
signal pinouts for the Ethernet jack.

RJ-48 Form Factor Ethernet
Connector to LAN

RJ-48 Form Factor “CO”
Connector to terminal or
PC.

"W

N P

o]

Figure C-43. RJ-48 Form Factor Card Jacks (828060)
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Table C-41. PM-10OR Card Console Port “CO” Jack Pinouts

PM-IOR Card PC or Terminal
Serial Port
RJ-48 — N DB-25
Form Name Definition Direction Name
(DTE)
Factor
1 RTS Request to Send Output 5 CTS
2 DTR Data Terminal Ready Output gt DCD
3 TXD Transmit Data Output 3 RXD
4 GND Signal Ground NC
5 GND Signa Ground 7 GND
6 RXD Receive Data Input 2 TXD
7 DCD Data Carrier Detect Input 20 DTR
8 CTS Clear to Send Input 4 RTS
NC? Data Set Ready 6! DSR

1. Pins 8 and 6 in the DB-25 connectors are connected internally.

2. Not connected.

Table C-42. PM-10OR Card Ethernet Port Jack Pinouts

RJ-48 Form Factor Name Definition Direction
3 TXD Transmit Data Output
6 TXD- Transmit Data Output
4 RXD Receive Data Input
5 RXD- Receive Data Input
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C.11 Serve Cards

C.11.1 ACSMCC Server Card (881360)

C.11.1.1 ACS-MCC External Connectors and Pinouts

The ACS-MCC card has an Ethernet interface port and uses a modular jack for a 10Base-T
connection. Figure C-44 shows thisjack, and Table C-43 lists the pinouts for this jack.

<+«—— Pin1

<+«——Pin8

Figure C-44. ACS-MCC Card Ethernet Port Jack

Table C-43. ACS-MCC Card Ethernet Jack Pinouts

Pin Function Designation
1 Transmit (+) X+
2 Transmit (-) X-
3 Receive (+) R+
6 Receive (-) R-
All other pins are open.
C-64 IMACS System Release 5.1.6
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C.11.2 ACS-ATM Card (882060)

C.11.2.1 Card External Connectorsand Signal Pinouts

The ATM Card connects to the LAN via a single Ethernet interface port in the form of a

10BASE-T RJ5 connector, shown in Figure C-45. The pin assignments for this port are
shown in Table C-44.

<+«—— Pin1

«——Pin8

Figure C-45. ATM LAN Interface Connector Pin Assignment.

Table C-44. ATM LAN Interface Port Pin Assignment

Pin Function Designation
1 Transmit X+
2 Transmit X-
3 Receive R+
6 Receive R-
All other pins are open.

DS-3

-- X
-: RX

Figure C-46.DS3 connector
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C.11.3 ACS-PRI/BRI Card (881162)

C.11.3.1 ACS-PRI/BRI Card External Connectorsand Pinouts

The ACS-PRI/BRI card has an Ethernet interface port and uses amodular jack for a10Base-T
connection. Figure C-47 shows thisjack, and Table C-45 lists the pinouts for this jack.

<+«—— Pin1

<+«——Pin8

Figure C-47. ACS-PRI/BRI Card Ethernet Port Jack

Table C-45. ACS-PRI/BRI Card Ethernet Jack Pinouts

Pin Function Designation
1 Transmit (+) X+
2 Transmit (-) X-
3 Receive (+) R+
6 Receive (-) R-
All other pins are open.
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C.11.4 IPR 10BT Card (883160)

C.11.4.1 IPR 10BT Card External Connector s and Pinouts

The IPR 10BT card has an Ethernet interface port and uses a modular jack for a 10Base-T

connection. Figure C-48 shows thisjack, and Table C-46 lists the pinouts for this jack.

<+«—— Pin1

<+«——Pin8

Figure C-48. IPR 10BT Card Ethernet Port Jack

Table C-46. IPR 10BT Card Ethernet Jack Pinouts

Pin Function Designation
1 Transmit (+) X+
2 Transmit (-) X-
3 Receive (+) R+
6 Receive (-) R-
All other pins are open.
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C.12 E&M Cards

C.12.1 E&M 2W*8 Card (8108608108)

C.12.1.1 E&M 2W*8 Card External Connector s and Pinouts

The card has a 50-pin, Amphenol-type jack on its faceplate. Figure C-49 shows thisjack, and

Table C-47 lists the signal pinouts.

Pin 50 —»

Pin 26 —»

0]

— )

)
C

Figure C-49. E& M 2W*8 Card Jack

-4— Pin 25

-4— Pinl
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Table C-47. E&M 2W*8 Card Jack Pinouts

Port Designation Pin Port Designation Pin
1 T 26 5 R 13
1 R 1 5 T1 39
1 T1 27 5 R1 14
1 R1 2 5 E 40
1 E 28 5 M 15
1 M 3 6 T 41
2 T 29 6 R 16
2 R 4 6 T1 42
2 T1 30 6 R1 17
2 R1 5 6 E 43
2 E 31 6 M 18
2 M 6 7 T 44
3 T 32 7 R 19
3 R 7 7 T1 45
3 T1 33 7 R1 20
3 R1 8 7 E 46
3 E 34 7 M 21
3 M 9 8 T 47
4 T 35 8 R 22
4 R 10 8 T1 48
4 T1 36 8 R1 23
4 R1 11 8 E 49
4 E 37 8 M 24
4 M 12 All channels SG 25
5 T 38 All channels SB 50

Reference Guide
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C.12.2 E&M 4W*8ER Card (8119811960)

C.12.2.1 E&M 4W*8ER Card External Connectors and Pinouts

The card has a 50-pin, Amphenol-type jack on its faceplate. Figure C-50 shows thisjack, and

Table C-48 lists the signal pinouts.

Pin 50 —»

Pin 26 —»

Figure C-50. E& M 4W*8ER Card Jack

0]

—
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-4— Pin 25

-4— Pinl
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Table C-48

.E&M 4W*8ER Card Jack Pinouts

Port Designation Pin Port Designation Pin
1 T 26 5 R 13
1 R 1 5 T1 39
1 T1 27 5 R1 14
1 R1 2 5 E 40
1 E 28 5 M 15
1 M 3 6 T 41
2 T 29 6 R 16
2 R 4 6 T1 42
2 T1 30 6 R1 17
2 R1 5 6 E 43
2 E 31 6 M 18
2 M 6 7 T 44
3 T 32 7 R 19
3 R 7 7 T1 45
3 T1 33 7 R1 20
3 R1 8 7 E 46
3 E 34 7 M 21
3 M 9 8 T 47
4 T 35 8 R 22
4 R 10 8 T1 48
4 T1 36 8 R1 23
4 R1 11 8 E 49
4 E 37 8 M 24
4 M 12 All channels SG 25
5 T 38 All channels SB 50

Reference Guide
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C.12.3 E& M 4W*8-2713Hz Card (8117608117)

C.12.3.1 E& M 4W*8-2713Hz Card External Connector s and Pinouts

The card has a 50-pin, Amphenol-type jack on its faceplate. Figure C-51 shows thisjack, and

Table C-49 lists the signal pinouts.

Pin 50 —»

Pin 26 —»

Figure C-51. E&M 4W*8-2713Hz Card Jack
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-4— Pin 25

-4— Pinl
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Table C-49. E& M 4W*8-2713Hz Card Jack Pinouts

Port Designation Pin Port Designation Pin
1 T 26 5 R 13
1 R 1 5 T1 39
1 T1 27 5 R1 14
1 R1 2 5 E 40
1 E 28 5 M 15
1 M 3 6 T 41
2 T 29 6 R 16
2 R 4 6 T1 42
2 T1 30 6 R1 17
2 R1 5 6 E 43
2 E 31 6 M 18
2 M 6 7 T 44
3 T 32 7 R 19
3 R 7 7 T1 45
3 T1 33 7 R1 20
3 R1 8 7 E 46
3 E 34 7 M 21
3 M 9 8 T 47
4 T 35 8 R 22
4 R 10 8 T1 48
4 T1 36 8 R1 23
4 R1 11 8 E 49
4 E 37 8 M 24
4 M 12 All channels SG 25
5 T 38 All channels SB 50

Reference Guide
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C.13 FXSCards

C.13.1 FXS2W*4-6 Card (81258125)

C.13.1.1 FXS2W*4-6 Card External Connectors and Pinouts

The FXS 2W*4-6 Card has a 50-pin Amphenol jack located on its faceplate. Figure C-52
shows this jack, and Table C-50 lists the signal pinouts.

Pin 50 —»

Pin 26 —»

0]

— )

-4— Pin 25

-4— Pinl
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Figure C-52. FXS 2W*4-6 Card Jack

Table C-50. FXS 2W*4-6 Card Jack Pinouts

Port Designation Pin
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10

All other pins are open.
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C.13.2 FXS2W*8-6 Card (8129821960)

C.13.2.1 FXS2W*8-6 Card External Connectors and Pinouts

The FXS 2W*8-6 Card has a 50-pin Amphenoal jack on its faceplate. Figure C-52 shows this
jack, and Table C-51 lists the signal pinouts.

Reference Guide

Table C-51. FXS2W*8-6 Card Jack Pinouts

Port # Designation Pin #
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10
5 T5 38
5 R5 13
6 T6 41
6 R6 16
7 T7 44
7 R7 19
8 T8 47
8 R8 22

All other pins are open.
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C.14 FXO Cards

C.14.1 FXO 2W*8-6 Card (8139813960/813970)

C.14.1.1 FXO 2W*8-6 Card External Connector and Pinouts

C-76

Pin 50 —»

Pin 26 —»

0]
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-4— Pin 25

-4— Pinl
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Figure C-53. FXO 2W*8-6 Card Jack

Table C-52. FXO 2W*8-6 Card Jack Pinouts

Port # Designation Pin #
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10
5 T5 38
5 R5 13
6 T6 41
6 R6 16
7 T7 44
7 R7 19
8 T8 47
8 R8 22

All other pins are open.

IMACS System Release 5.1.6

The FXO 2W*8-6 card has a 50-pin Amphenol jack on its faceplate. Figure C-53 showsthis
jack, and Table C-52 lists the signal pinouts.
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C.14.2 FXSCoin Card (814960)

C.14.2.1 Card External Connectors and Pinouts

The FXS Coin Card has a 50-pin Amphenol jack located on its faceplate. Figure C-54 shows
thisjack, and Table C-53 list the signal pinouts.

Pin 50 —»

Pin 26 —p

Figure C-54. FXS Coin Card Jack

Table C-53. FXS Coin Card Jack Pinouts

0]

-4— Pin 25

-<4+— Pinl

)
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Port Designation Pin
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10
5 R5 13
5 T5 38
6 R6 16
6 T6 41

All other pins are open.
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C.14.3 FXO Coin Card (815960)

C.14.3.1 Card External Connector and Pinouts

C-78

Pin 50 —»

Pin 26 —p
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Figure C-55. FXO Coin Card Jack

Table C-54. FXO Coin Card Jack Pinouts

Port # Designation Pin #
1 T1 26
1 R1 1
2 T2 29
2 R2 4
3 T3 32
3 R3 7
4 T4 35
4 R4 10
5 T5 38
5 R5 13
6 T6 41
6 R6 16
7 T7 44
7 R7 19
8 T8 47
8 R8 22

All other pins are open.

IMACS System Release 5.1.6

The FXO Coin Card hasa50-pin Amphenol jack onitsfaceplate. Figure C-55 showsthisjack,
and Table C-54 lists the signal pinouts.
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C.15 P-PhoneCards

C.15.1 P-Phone Cards PPO (813160) PPS (812160)

C.15.1.1 P-Phone External Card Connector s and Pinouts

The P-Phone PPO and PPS Cards provide a 25-pair Amphenol connector for the Tip and Ring
connections of the eight ports. See Figure C-56 and Table C-55 for further details.

0]

— )

Pin 50 —» -€— Pin 25

Pin 26 —p -4— Pinl

N~
O
Figure C-56. P-Phone PPO and PPS Card Tip/Ring Connector

The user interface for both the PPO and the PPS Card is a standard 50-pin Telco connector.
Thewiring isidentical to all other voice cardsin that it uses assigned pairs 1, 4, 7, 10, 13, 16,
19 and 22 for the eight circuits. The interconnect cables used for voice cards may be used for
the PPO and PPS.
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Table C-55. P-Phone PPO and PPS Card Tip/Ring Connector Pinouts

Pin No. Signal Pin No. Signal
1 R1 26 T1
2 nc 27 nc
3 nc 28 nc
4 R2 29 T2
5 nc 30 nc
6 nc 31 nc
7 R3 32 T3
8 nc 33 nc
9 nc 34 nc
10 R4 35 T4
11 nc 36 nc
12 nc 37 nc
13 R5 38 T5
14 nc 39 nc
15 nc 40 nc
16 R6 41 T6
17 nc 42 nc
18 nc 43 nc
19 R7 44 T7
20 nc 45 nc
21 nc 46 nc
22 R8 47 T8
23 nc 48 nc
24 nc 49 nc
25 nc 50 nc

nc = not connected
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Glossary

This Appendix lists the glossary of terms used in the telecommunications industry today.
AAL

ATM Adaption Layer

ABCD bits

The bits that carry signaling information over aT1 or E1 line.
ABR

Available Bit Rate

ACAMI

Alternate Channel AMI, transmitting dataon every other DSOin aDS1 to ensure ones-density.
ACO

Alarm Cutoff

ACS

Advanced Communications Server

ADPCM

Adaptive Differential Pulse Code Modulation

ADPCM Card

A resource card used to compress voice or subrate data on a DS0.
ADSL

Asymmetric Digital Subscriber Line

aggregate

A single bitstream combining many bitstreams of lower rates.

AIS
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Alarm Indication Signal

AIS/ALM

Alarm Indication Signal/Alarm

AIM

ATM Inverse Multiplexer

a-law

E1 companding standard used in the conversion between analog and digital signalsin PCM
ALIS

Anaogue Line Interface Solutionsystems.

AMI

Alternate Mark Inversion, aline coding format for T1 lines.
ANI

Automatic Number Identification

ANS

American National Standards Institute

ASCII

American Standard Code for Information Interchange
ASK

Amplitude Shift Keying

ATM

Asynchronous Transfer Mode

AWG

American Wire Gauge (the size of an electrical wire)
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B7R

Bit #7 Redundant

B7R card

A network card used to provide Network Management capability for the system.
B8zZS

Bipolar 8-Zero Substitution, a coding scheme that maintains minimum-ones density on aT1
line.

Baud Rate

A measure of transmission speed over an ana og phone line

B-channel

In 1SDN, afull-duplex, 64 kbps (“bearer”) channel that carries user data.
BECN

Backward Explicit Congestion Notification

BER

Bit Error Rate, the number of errored bits divided by the total number of bits.
BERT

Bit Error Rate Tester

BES

A Bursty Errored Second is any second with more than one and fewer than 320 CRC-6 (ESF),
BPV (D4/D-frame), or CRC-4 (E1) errors

bit
Contraction of the words "binary" and "digit."
bps

Bits per second (not to be confused with Baud Rate)

BRI
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Basic Rate Interface, (2B+D) in ISDN

BRITE

BRI Terminal Emulation

CAS

Channel-Associated Signaling, a means of conveying voice-circuit signaling over an E1 line.
CASCC

Channel Associated Signaling—Common Channel

CAS-BR

Channel Associated Signaling—Bit-robbing mode, used to convey voice-circuit signaling over
aTlline.

CBR

Constant Bit Rate

CCITT

Consultative Committee for International Telegraph and Telephone, now known asthe I TU
(International Telecommunications Union).

CCR

Current Cell Rate

CCSs

Common Channel Signaling

CEP

Connection End Point

CEPT

Conference on European Posts and Telecommunications, a European standards organization.
CES

Circuit Emulation Service
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CGA

Carrier Group Alarm, a condition that results from a network failure. Forces all voice circuits
off-hook or on-hook until the alarm-causing condition is cleared and the CGA ends.

CLUE
Customer-L ocated Equipment
clear channel

A DS0 channel without formatting restrictions (i.e., uses the full 64 kbps bandwidth for data
transmission).

(o{6)
Central Office
channel bank

A devicethat places multiple voice and/or data channels onto a digital or analog carrier

CL

Connectionless Service

CPE

Customer Premises Equipment

CODEC

COder/DECoder (a device that encodes and decodes signals)
companding

Non-linear reduction of asignal, usually compressing the larger signal values
CRC

Cyclic Redundancy Check

CRC-4

CRC using four check bits

CRC-6
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CRC using six check bits

CSA

Carrier Serving Area

CSC

Common Signaling Channel

Ccsu

Channel Service Unit, an interface to a T1 line that terminates the local 1oop.
CTE

Channel Terminating Equipment (Network)

CTS

Clear To Send, alead on an interface indicating that the DCE is ready to receive data.

D4
A common T1 framing format, consisting of 12 frames. Also known as SF framing.
DACS

Digital Access and Cross-connect System (an electronic digital test access and patching
system)

DCC

Data Communication Channel

DCE

Data Communications Equi pment

DCS

Digital Cross-connect System

D-channel

Full-duplex, 16 kbps BRI channel or 64 kbps PRI ISDN channel.

DDS
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Digital Data Service

dfi

Drop and Insert, one of the modes of operation for the WAN card.
DID

Direct Inward Dialing

DLC

Digital Loop Carrier

DLCI

Data Link Connection Identifier

DM

Degraded Minutes. Number of minutes with ES, UAS or LOS greater than zero (0).

DMA

Direct Memory Access

DPO

Dial-Pulse Originating

DPT

Dial-Pulse Terminating

DRAM

Dynamic Random Access Memory
DSO

Digital Signal - Zero, the standard bandwidth for digitized voice channels. Also referred to as
atimeslot.

DSO0-A
Strategy for mapping a single low-speed data circuit to a single DS0.

DSO-B
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Glossary-8

Strategy for multiplexing two or more DSO-A low-speed datacircuits onto asingle DSO (e.g.,

5x9.6kbps, 10x4.8kbps or 20x2.4kbps).

DS0-DP Card

Digital Signal Zero-Dataport Card (one of the data cards for this system).

DS1

Digital Signal, Level 1
DSL

Digital Subscriber Line
DSR

Data Set Ready

DSX

Digital Signal Cross-connect
DTE

Data Terminal Equipment
DTR

Data Terminal Ready

DX

Duplex Signaling

El

Digital 2.048 Mbps line rate, widely used in countries outside the U.S. and Canada.

EFCI

Explicit Forward Congestion Indicator

ELAN

Emulated Local Area Network

EPROM
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Electronic Programmable Read-Only Memory, stores firmware on plug-in modules of the
system.

ES

Errored Seconds. The number of seconds for which BRI card has detected a NEBE or FEBE
greater than zero (0).

ESF

Extended Superframe (24-frame sequence for a T1 line; consists of two superframes)
ESS

Electronic Switching System

E&M

Earth and Magnetic, or recEive and transMit. The signaling leads on inter-switch voice
connections.

E&M Card

An E&M voice card for this system.

ETS1

European Telecommunications Standards I nstitute
F4

Four-frame multiframe structure used in T1 signals.
FAS

Frame Alignment Signal

FCC

Federal Communications Commission

FDL

Facility DataLink, consistsof every other framing bit of an extended T1 superframe. The FDL

is used to convey performance data, line test/loopback status, and other parameters for an
ESF-framed T1 line. The FDL rateis 4 kHz.
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FE1

Fractional E1

FEBE

Far End Block Error, shows transmission errors detected by the far end equipment
FOTS

Fiber Optics Transmission Systems

frame

A delineated assembly of information, consisting of one sequence of 24 encoded channel
samples (T1) or 32 channel samples (E1).

FRAD

Frame Relay Assembler/Disassembler, a card used in this system.

FRS

Frame Relay Server, acard used in this system.
FS

Frame Signaling bits (T1 line).
FT

Frame Terminal bits (T1 line)
FT1

Fractional T1

FUNI

Frame User Network Interface
FX

Foreign Exchange, aline that goes from a CO or PBX beyond the PBX or the CO’s normal
service area.

FXO
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Foreign Exchange - Office, performsanalog to digital and digital to analog transmission at the
CoO.

FXO Card

One of the voice cards for this system

FXS

Foreign Exchange - Subscriber or Station, an interface at the end of an FX line connected to a
telephone or PBX. Performs digital to analog and analog to digital transmission at the station
end.

FXSCard

One of the voice cards for this system

Ground

A physical connection to the earth, chassis, or other reference point

HDB3

High-Density Bipolar Order of 3, three-zero maximum coding for E1 lines. Providesafourth
zero violation for data bytes.

HDLC

High-Level Data Link Control (bit-oriented protocol)

HDSL

High-bit rate Digital Subscriber Line

hlink

A proprietary format for subrate data when using the ADPCM card.
HSU Card

High-Speed Unit Card (one of the data cards for this system).

HMI

Host Management Interface

HOM
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HDSL OEM Module

ICMP

Internet Control Message Protocol

IEC

Interexchange Carrier (also called | XC)
IMUX

Inverse Multiplexer

IMUX Card

A resource card that gives users access to the ISDN network for bandwidth-on-demand
applications.

inverted a-law

A variation of a-law encoding that provides a higher ones density on E1 lines.
IP

Internet Protocol

IPR

Internet Protocol Router

ISP

Internet Service Provider

ITU

International Telecommunications Union (previously known as CCITT [Consultative
Committee for International Telegraph and Telephone])

ITU-T

International Telecommunications Union, Technical sector
IXC

Interexchange Carrier (also called |EC)

Kbps
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Kilobits per second

LAN

Local AreaNetwork

LANE

LAN Emulation

loopback

Path for returning a signal back to the point of origin for circuit testing

LOS

Loss Of Synchronization. Shows the number of seconds for which the BRI card detects L OS.
LSB

Least Significant Bit

LT

Line Termination
LULT

LT Like Unit

LUNT

NT Like Unit

MAC

Media Access Control
MBS

Nortel’s Meridian Business Set. An electronic tel ephone set capable of handling the Meridian
Digital Centrex features offered by DM S SuperNode Switch.

Mbps
M egabits per second

MDC
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Meridian Digital Centrex

modem

Contraction of the words “modulator” and “demodul ator”
MRD

Manual Ringdown

M SP

Maintenance Service Provider

MTS

Memory Time Switch

MTU

Maximum Transfer Unit

mu-law

T1 companding standard used in the conversion between analog and digital signalsin PCM
systems.

NEBE

Near End Block Error. Shows transmission errors detected by the near end equipment
Network card

A CPU card, Resource card, or WAN card used in this system.

NMS

Network management system, a computer used to control networks from a single location.
NNI

Network Node Interface

NOS

No-Signa Alarm

NRZ
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Non-Return-to-Zero signal format

NT

Network Termination

NTU

Network Termination Unit, connects BRI station equipment to the integrated access system.
Any standard 2B1Q (U interface) device that supports "nailed-up" (one or two B-channels)
connections with no D-channel signaling.

OCU-DP Card

Office Channel Unit - Dataport (one of the data cards for this system).

OOF

Out Of Frame, an indication that the system is searching for the framing bit pattern in the
signal received from the network.

00Ss

Out of Service, an indication that a system element has failed.
(ONY]

Open Systems Interconnection

PAM

Pulse Amplitude Modulation

PBX

Private Branch Exchange, a small phone switch inside a company.
PCM

Pulse Code Modulation

PDU

Protocol Data Unit

ping
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A program used to test | P-level connectivity from one | P address to another.
PLAR

Private Line Automatic Ringdown

PLR

Pulse Link Repeater

POP

Point of Presence, usually atelephone carrier office.

POTS

Plain Old Telephone Service

PPO

PPhone Foreign Exchange Office card. An interface at the end of the FX line connected to
DM SuperNode Switch.

PPP
Poi nt-to-Point Protocol
PPS

PPhone Foreign Exchange Station Card. An interface at the end of the FX line connected to
MBS.

protocol

Procedure or set of rules for communication between two devices.
PSTN

Public Switched Telephone Network.

PTT

Postal, Telephone, and Telegraph authority

PVC

Permanent Virtual Circuit
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QAM
Quadrature Amplitude Modulation

RAI

Remote Alarm Indication

Red alarm

A local darmon aT1 line, indicating that a major failure has occurred at this location.
robbed-bit

A type of analog signaling that occasionally “robs” information bits to convey encoded
voice-circuit signaling.

Rz

Return-to-Zero signal format

SAP

Service Access Point

SES

Severly Errored Seconds

SF

Superframe, a T1 framing format consisting of 12 frames. Also known as D4 framing.
sLc®

Subscriber Loop Carrier (made by Lucent Technologies, one example of a Digital Loop
Carrier (DLC) System.

SLIP

Serial Line Internet Protocol

SMDS

Switched Multimegabit Data Service
SNM P

Simple Network Management Protocol
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SONET

Synchronous Optical Network

SRU Card

Subrate Unit Card (one of the data cards for this system).
system

Often used as a synonym for the integrated access system.
TA

Terminal Adapter

TE

Terminal Equipment

T1

The North American DS1 transmission rate, 1.544 Mbps.

TAD

Test Access Digroup

TCP/IP

Transmission Control Protocol/Internet Protocol

TDM

Time-Division Multiplexing

TELNET

An application protocol offering virtual terminal servicein the Internet suite of protocols.
time slot map

Specification of the connections between all incoming and outgoing lines connected to the
system. A cross-connect map allows users to split the bandwidth of T1 and E1 linesinto

amounts more suitable for normal voice and data communications.

TS
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Time Slot

TSA

Time Slot Assigner

UART

Universal Asynchronous Receiver/Transmitter
UAS

Unavailable Seconds. Incremented by 10 when LOS has remained for more than 10
consecutive seconds and incremented by 1 every second until LOS is removed.

UDP
User Datagram Protocol
ul

Unit Interva

UNI

User Network Interface
User card

A Voice card, Data card, or Alarm card.
VBR

Variable Bit Rate

VC

Virtual Channel

VCL

Virtual Channel Link
VP

Virtual Path

VPC
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Virtual Path Connection

WAN

Wide Area Network

WAN Card

Wide Area Network Card (one of the cards for this system).
wideband

A bandwidth equal to many individua channels

X.50

CCITT (ITU) standard data transmission protocol.

yellow alarm

Remotealaam on aT1 line. A major failure has occurred at a remote location.

ZCS

Zero Code Suppression
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